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1.
Introduction
The purpose of this paper is to discuss handling of Unified Access Control (UAC) test cases in SA option 2 as a separate work plan since it involves interdependency of multi-layer (NAS and RRC) procedures.
2.
Discussion

When an UE wants to access 3GPP network (typically from IDLE state), UE must first perform access control checks to determine if the access is allowed. Table 1 summarizes 3GPP features related to access controls in previous 3GPP releases.

Table 1 Access control feature in pervious 3GPP releases

	3GPP release
	Added access control feature

	Release 8
	· Access Barring (AB) in SIB2: Barring based on Access Class of UE (AC 0-9)

· Draw 0 ≤ rand < 1; If rand < ac-BarringFactor, Then not barred, Else barred

· If cell is barred, then draw 0 ≤ rand < 1; Tbarring = (0.7+ 0.6 * rand) * ac-BarringTime

	Release 9
	· Service Specific Access Control (SSAC) in SIB2 (Idle or Connected): For originating MMTEL voice/video

· Provide BarringFactor and Tbarring to upper layers (IMS)

	Release 10
	· ACB for CSFB in SIB2 for access class barring for mobile originating CS fallback

	Release 11
	· Extended Access Barring (EAB) in SIB14: UE belongs to eab-Category (a,b,c) and barring based on eab-BarringBitmap

	Release 12
	· Smart congestion mitigation by using access barring skip for originating MMTEL voice/video or SMS

	Release 13
	· Application specific Congestion control for Data Communication (ACDC): UE’s upper layer is configured with ACDC categories to each of which operator-identified applications are associated


The objective of 3GPP Release 15 for NR is to combine all these access related check in one unified scheme.
2.1 Scenarios for Unified Access Control
Unified Access Control is applied to 3GPP access attempts in RRC_IDLE, RRC_CONNECTED, and RRC_INACTIVE states whereas 5GMM only procedures in connected mode are not subject to UAC. Table 2 [1] summarizes scenarios that UAC is applied to.

Table 2 Scenarios for Unified Access Control
	Mode
	Event

	RRC_IDLE
	· 5GMM receives upper layer requests (REG REQ, UE initiated DEREG REQ, SERVICE REQ, MO-MMTEL-voice-call-started indication, MO-MMTEL-video-call-started indication, MO-SMSoIP-attempt-started indication) to change from idle to connected mode.

	RRC_CONNECTED
	· MO-MMTEL-voice-call-started indication, MO-MMTEL-video-call-started indication, MO-SMSoIP-attempt-started indication 

· SMS over NAS, via UL NAS TRANSPORT (not SERVICE REQ)

· PDU session establishment request, via UL NAS TRANSPORT (not SERVICE REQ)

· PDU session modification request via UL NAS TRANSPORT (not SERVICE REQ)

· UP resource reactivation of existing PDU session, via SERVICE REQUEST

	RRC_INACTIVE
	· Same as connected mode, plus the first RRC connection resume request


2.2 NAS behavior
When an UE wants to access the 5GS, the UE first performs access control checks to determine if the access is allowed. Access control checks shall be perfomed for the access attempts defined by the list of events specified in Table 2.
When the NAS detects one of the above events in Table 2, the NAS needs to perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category. To determine the access identities and the access category for a request, the NAS checks the reason for access, types of service requested and profile of the UE including UE configurations, against:

a)
a set of standardized access identities;

b)
a set of standardized access categories; and

c)
a set of operator-defined access categories, if available.

2.2.1
Standardized access identities [1]
Table 3: Access identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for multimedia priority service (MPS).

	2 (NOTE 2)
	UE is configured for mission critical service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present), visited PLMNs of the home country, and configured visited PLMNs outside the home country.

NOTE 2:
Access identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present).

NOTE 3:
Access identities 11 and 15 are valid in HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present). Access Identities 12, 13 and 14 are valid in HPLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


2.2.2
Standardized access categories [1]
Table 4: Mapping table for access categories

	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	1
	Response to paging
	Access attempt is for MT access


	0 (= MT_acc)


	2
	Emergency
	UE is attempting access for an emergency session (NOTE 1, NOTE 2)
	2 (= emergency)

	3
	Access attempt for operator-defined access category
	UE was provided with operator-defined access categories for the current PLMN, and access attempt is matching criteria of an operator-defined access category
	32-63 
(= based on operator classification)

	4
	Access attempt for delay tolerant service
	UE is configured for NAS signalling low priority, the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN (NOTE 3, NOTE 5)
	1 (= delay tolerant)

	5
	MO MMTel voice call
	Access attempt is for MO MMTel voice call 

or for NAS signalling connection recovery during ongoing MO MMTel voice call (NOTE 2)
	4 (= MO MMTel voice)


	6
	MO MMTel video call
	Access attempt is for MO MMTel video call 

or for NAS signalling connection recovery during ongoing MO MMTel video call (NOTE 2)
	5 (= MO MMTel video)


	7
	MO SMS over NAS or MO SMSoIP
	Access attempt is for MO SMS over NAS (NOTE 4) or MO SMS over SMSoIP transfer

or for NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer (NOTE 2)
	6 (= MO SMS and SMSoIP)


	8
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	3 (= MO_sig)

	9
	UE NAS initiated 5GMM connection management procedures or 5GMM NAS transport procedure
	Access attempt is for MO data
	7 (= MO_data)

	NOTE 1:
This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management procedures required to establish a PDU session with request type = "initial emergency request" or "existing emergency PDU session", or to re-establish user-plane resources for such a PDU session. This further includes the service request procedure initiated with a SERVICE REQUEST message with the Service type IE set to "emergency services fallback".

NOTE 2:
Access for the purpose of NAS signalling connection recovery during an ongoing service is mapped to the access category of the ongoing service in order to derive an RRC establishment cause, but barring checks will be skipped for this access attempt.

NOTE 3:
If the UE selects a new PLMN, then the selected PLMN is used to check the membership; otherwise the UE uses the RLPMN or a PLMN equivalent to the RPLMN.

NOTE 4:
This includes the 5GMM connection management procedures triggered by the UE-initiated NAS transport procedure for transporting the MO SMS. 

NOTE 5:
The UE configured for NAS signalling low priority is not supported in this release of specification.


2.3 RRC behavior

RRC will perform access barring check for an access attempt associated with a given Access Category (Table 4) and one or more Access Identities (Table 3) upon request from upper layers as per TS 38.331 cl. 5.3.14.

3.   Summary
Based on section 2, it can be inferred that Unified Access Control involves inter-working of NAS and RRC layers as summarized below:
1. NAS shall categorize the access attempts into access identities and an access category.
2. Based on the inputs from NAS/ Upper layers, RRC will perform access barring check.

4.   Proposal
It is more efficient to combine the testing of conformance requirements for Unified Access Control as a multi-layer (NAS and RRC) procedure to avoid duplication of test scenarios and hence

Proposal#1 - Handle Unified Access Control (UAC) test cases in SA as a separate work plan.
Proposal#2 - Include such test cases in a new section of TS38.523-1 (ex - Multi layer Procedures).
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