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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

The present document is part 1 of a multi-part conformance test specification for Mission Critical Push To Talk (MCPTT) over LTE consisting of:


3GPP TS 36.579-1 [2]: "Mission Critical (MC) services over LTE; Part 1: Common test environment"


3GPP TS 36.579-2 [3]: "Mission Critical (MC) services over LTE; Part 2: Mission Critical Push To Talk (MCPTT) User Equipment (UE) Protocol conformance specification"

3GPP TS 36.579-3 [4]: "Mission Critical (MC) services over LTE; Part 3: Mission Critical Push To Talk (MCPTT) Server Application conformance specification"

3GPP TS 36.579-4 [5]: "Mission Critical (MC) services over LTE; Part 4: Test Applicability and Implementation Conformance Statement (ICS) proforma specification"

3GPP TS 36.579-5: "Mission Critical (MC) services over LTE; Part 5: Abstract test suite (ATS)" (the present specification)
In the present release of the specification only Mission Critical Push To Talk (MCPTT) services are considered. Future releases may include other Mission Critical services.

1
Scope

The present document specifies the protocol and signalling conformance testing in TTCN-3 for the Mission Critical services over LTE signalling and protocol requirements defined by 3GPP.

The following TTCN test specification and design considerations can be found in the present document:

-
the test system architecture;

-
the overall test suite structure;

-
the test models and ASP definitions;

-
the test methods and usage of communication ports definitions;

-
the test configurations;

-
the design principles and assumptions;

-
TTCN styles and conventions;

-
the partial Implementation eXtra Information for Testing (IXIT) proforma;

-
the test suites.

The Abstract Test Suites designed in the document are based on the test cases specified in 3GPP TS 36.579-2 [3]. The test cases specified in 3GPP TS 36.579-3 [4] are out of scope of the present document.
The applicability of the individual test cases is specified in the test ICS proforma specification in 3GPP TS 36.579-4 [5]). Where appropriate the Abstract Test Suites belonging to the present specification may refer to other Abstract Test Suites e.g. 3GPP TS 36.523-3 [27] for test requirements related to the EPS (LTE) bearers which carry the Mission Critical services data.

The present document is valid for TTCN development for Mission Critical services clients conformance tests according to 3GPP Releases starting from Release 13 up to the Release indicated on the cover page of the present document.
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3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

In addition for the purposes of the present document, the following terms, definitions, symbols and abbreviations apply:

-
such given in ISO/IEC 9646-1 [22] and ISO/IEC 9646-7 [23]

NOTE:
Some terms and abbreviations defined in [22] and [23] are explicitly included below with small modification to reflect the terminology used in 3GPP.

Implementation eXtra Information for Testing (IXIT): A statement made by a supplier or implementer of an UEUT which contains or references all of the information (in addition to that given in the ICS) related to the UEUT and its testing environment, which will enable the test laboratory to run an appropriate test suite against the UEUT.

IXIT proforma: A document, in the form of a questionnaire, which when completed for an UEUT becomes an IXIT.

Protocol Implementation Conformance Statement (PICS): An ICS for an implementation or system claimed to conform to a given protocol specification.

Protocol Implementation eXtra Information for Testing (PIXIT): An IXIT related to testing for conformance to a given protocol specification.

3.2
Symbols

No specific symbols have been identified so far.

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ASP
Abstract Service Primitive

ICS
Implementation Conformance Statement

IXIT
Implementation eXtra Information for Testing

MC
Mission Critical

MCPTT
Mission Critical Push To Talk
PTC
Parallel Test Component

RTCP
RTP Control Protocol

RTP
Real-time Transport Protocol

SRTCP
Secure RTCP

SRTP
Secure RTP

SS
System Simulator

SSRC
Synchronization SouRCe

TC
Test Case
UE
User Equipment

4
Test system architecture

4.1
General system architecture

The architecture specified in TS 36.523-3 [27] applies to the present document. 

4.2
Component architecture

The architecture specified in TS 36.523-3 [27] applies to the present document, with the exception that only one RAT, E-UTRAN, is within the scope of the present document. 

5
Test models

5.1
MCPTT
5.1.1
MCPTT Client on-network test model

The MCPTT Client on-network test model is depicted in figure 5.1.1-1. The test model consists of an IMS component and an HTTP component, on top of the multi-testers test model (E-UTRA) specified in TS 36.523-3 [27]. These parallel test components (PTCs) handle the IMS and HTTP signalling asynchronously. 

The IMS PTC controls the IPCanEmu and the IP PTC. IPCanEmu is responsible for handling the E-UTRA cell(s) configuration in the SS as well as the E-UTRA/EPC level signalling and related procedures. The IP PTC controls the IP related configurations. IPCanEmu and IP PTC interface to the SS according to TS 36.523-3[27], with extensions to the IP PTC interface with one new port, SRTP, to support configuration of RTP/RTCP security in the SS and transport of Floor Control messages, specified in TS 24.380 [10], from  / to TTCN.
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Figure 5.1.1-1 MCPTT Client on-network test model

5.1.2
MCPTT Client off-network test model

This test model is not supported by the present version of the specification.
6
System interface

6.1
Upper tester interface

The Upper Tester (UT) interface is the same as defined in TS 36.523-3 [27] clause 5, with additional IMS-specific AT commands as specified in TS 34.229-3 [28] clause 8.4 and IMS-specific MMI commands as specified in TS 34.229-3 [28] annex B.2.

6.2
Abstract system primitives

This clause specifies the abstract system primitives (ASPs) used on the system interface to configure and control the SS. The MCPTT test system interface re-uses the ASPs specified in TS 36.523-3 [27] (see clause 6 and Annex D) and TS 34.229-3 [28] (see clause 6).

7
Test methods and design considerations

7.1
MCPTT

7.1.1
MCPTT Client
7.1.1.1
Introduction
Test cases for on-network operation are described in terms of IMS, Floor Control and HTTP signalling, see TS 36.379-2 [3]. Thus, on-network test cases are written in TTCN code running on the IMS and HTTP PTCs, see figure 5.1.1-1. Floor Control messages are sent and received within the IMS PTC.
7.1.1.2
UDP/IP handling

The same mechanisms specified in TS 36.523-3 [27] for UDP/IP configuration and Routing Table configuration are applied. 

For MCPTT test cases with RTP/RTCP media streams, the TTCN shall configure the loopback mode specified in TS 36.523-3 [27] subclause 4.2.4.4. 
7.1.1.3
RTP/RTCP handling
The RTP/RTCP loopback mechanism specified in TS 36.523-3 [27] applies as baseline. 
MCPTT test cases require SRTP (secure RTP) for its media streams, which means that the loopback mechanism needs to be enhanced: the RTP/RTCP packet in uplink needs to be decrypted with the Rx or uplink key, encrypted with the Tx or downlink key and then sent back to the UE.

TTCN controls the usage of security for SRTP/SRTCP and provides the necessary security parameters to the SS via the SRTP port. Once security has been configured by TTCN, the SS shall handle media plane encryption and decryption.
7.1.1.4
Floor Control handling

MCPTT requires that Floor Control messages are made available and handled in TTCN as structured messages. 
The TTCN configures the SS, via the SRTP port, to filter Floor Control messages from the (S)RTCP traffic and provide them to TTCN in uplink, also via the SRTP port. Similarly, when configured by TTCN, the TTCN may submit Floor Control messages to the SS, via the SRTP port, for inclusion into the (S)RTCP stream and transmission (once embedded in an RTCP APP packet) in downlink to the UE. 
7.1.1.5
SS pseudo-algorithm

The following summarizes the requirements on the SS with regards to RTP / RTCP / Floor Control handling within the SS: 

-
Uplink direction: 

-
Upon reception of an SRTP/SRTCP packet, the SS shall extract the UDP payload and decrypt it using the RX crypto parameters. 
-
If SSRC is configured, the SS shall overwrite its value (octets 8 to 11 for SRTP and octets 4 to 7 for SRTCP, see IETF RFC 3711 [32] clauses 3.1 and 3.4).
-
If it is a RTCP APP packet containing a Floor Control message (RTCP packet with name field = "MCPT", TS 24.380 [10] subclause 8.1.2), the SS shall extract and decode the Floor Control message and forward it to TTCN via the SRTP port. 
-
Else the SS shall encrypt the packet using the Tx crypto parameters and send via UDP to the UE on the remote port.
-
Downlink direction: 
-
Upon reception of a Floor Control message from TTCN on the SRTP port, the SS shall encode the message, encrypt it and send it via UDP to the UE on the remote port.

8
Other SS requirements with TTCN-3 impact

8.1
Codec requirements

The requirements specified in TS 36.523-3 [27] clause 8.1 and TS 34.229-3 [28] clause 7 apply to the present document. 

8.2
External function definitions

The external functions specified in TS 36.523-3 [27] clause 8.2 apply to the present document.

9
IXIT Proforma

9.1
General

This partial IXIT proforma contained in the present document is provided for completion, when the related Abstract Test Suite is to be used against the Implementation Under Test (IUT).

Text in italics is a comment for guidance for the production of an IXIT, and is not to be included in the actual IXIT.

The completed partial IXIT will normally be used in conjunction with the completed ICS, as it adds precision to the information provided by the ICS.

9.2
MCPTT

9.2.1
MCPTT Client PIXIT

Table 9.2.1-1: MCPTT Client Common PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	Client relevant IXIT
	
	
	
	

	px_MCPTT_Client_A_ID
	charstring
	"mcptt-client-A@mcptt-op.gov"
	
	The URI of the MCPTT client which is installed on the implementation under test.

The MCPTT client will assign this ID when the Client communicate for the first time with the MCPTT Server and will retain it unless factory reset is done.

	px_MCPTT_Client_B_ID
	charstring
	"mcptt-client-B@mcptt-op.gov"
	
	The URI of the MCPTT client which is to be simulated by the SS.

	Users relevant IXIT
	
	
	
	

	px_MCPTT_User_A_ID
	charstring
	"mcptt-user-A-id@ mcptt-op.gov"
	
	MCPTT user identity (MCPTT ID) which is a globally unique identifier within the MCPTT service that represents the MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_A_Profile_Name
	charstring
	"mcptt-user-A-Profile-Name"
	
	Profile name for the MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_A_Alias
	charstring
	"mcptt-user-A-alias"
	
	Alphanumeric alias of MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_A_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_A_Organization
	charstring
	"mcptt-op.gov"
	
	Indicates the organization the MCPTT user belongs to. Ref. TS 24.483 [13].

	px_MCPTT_User_A_username
	charstring
	"MCPTT#U01"
	
	UE's User username used for user authentication

	px_MCPTT_User_A_password
	charstring
	"psw@MCPTT&7"
	
	UE's User password used for user authentication

	px_MCPTT_UserDecryptKey_name
	charstring
	“tk.12.userA_decrypt@mcptt-op.gov”
	
	The SAKKE "Receiver Secret Key". Key name. This is an OCTET STRING encoding of an elliptic curve point. Ref. TS 33.179 [15]

	px_MCPTT_UserSigningKeySSK_name
	charstring
	“tk.12.userA_sign@mcptt-op.gov”
	
	The ECCSI private Key, "SSK". Key name. This is an OCTET STRING encoding of an integer Ref. TS 33.179 [15]

	px_MCPTT_UserPubTokenPVT_name
	charstring
	“tk.12.userA_pub@mcptt-op.gov”
	
	The ECCSI public validation token, "PVT". Key name. This is an OCTET STRING encoding of an elliptic curve point

	px_MCPTT_User_B_ID
	charstring
	"mcptt-user-B-id@ mcptt-op.gov"
	
	MCPTT user identity (MCPTT ID) which is a globally unique identifier within the MCPTT service that represents the MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_B_Profile_Name
	charstring
	"mcptt-user-B-Profile-Name"
	
	Profile name for the MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_B_Alias
	charstring
	"mcptt-user-B-alias"
	
	Alphanumeric alias of MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_B_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_B_Organization
	charstring
	"mcptt-op.gov"
	
	Indicates the organization the MCPTT user belongs to. Ref. TS 24.483 [13].

	px_MCPTT_User_C_ID
	charstring
	"mcptt-user-C-id@ mcptt-op.gov"
	
	MCPTT user identity (MCPTT ID) which is a globally unique identifier within the MCPTT service that represents the MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_C_Profile_Name
	charstring
	"mcptt-user-C-Profile-Name"
	
	Profile name for the MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_C_Alias
	charstring
	"mcptt-user-C-alias"
	
	Alphanumeric alias of MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_C_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCPTT user. Ref. TS 24.483 [13].

	px_MCPTT_User_C_Organization
	charstring
	"mcptt-op.gov"
	
	Indicates the organization the MCPTT user belongs to. Ref. TS 24.483 [13].

	Groups relevant IXIT
	
	
	
	

	px_MCPTT_Group_A_ID
	charstring
	"mcptt-group-A@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCPTT_Group_A_Name
	charstring
	"mcptt-group-A-name"
	
	A human readable Group name for the group

	px_MCPTT_Group_A_ProSeLayer2GroupID
	charstring
	"prose.mcptt-op-A.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [21].

	px_MCPTT_Group_A_Owner_Organization
	charstring
	"mcptt-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCPTT_Group_A_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCPTT clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.179 [26]

	px_MCPTT_Group_B_ID
	charstring
	"mcptt-group-B@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCPTT_Group_B_Name
	charstring
	"mcptt-group-B-name"
	
	A human readable Group name for the group

	px_MCPTT_Group_B_ProSeLayer2GroupID
	charstring
	"prose.mcptt-op-B.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [21].

	px_MCPTT_Group_B_Owner_Organization
	charstring
	"mcptt-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCPTT_Group_B_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCPTT clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.179 [26]

	px_MCPTT_Group_C_ID
	charstring
	"mcptt-group-C@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCPTT_Group_C_Name
	charstring
	"mcptt-group-C-name"
	
	A human readable Group name for the group

	px_MCPTT_Group_C_ProSeLayer2GroupID
	charstring
	"prose.mcptt-op-C.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [21].

	px_MCPTT_Group_C_Owner_Organization
	charstring
	"mcptt-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCPTT_Group_C_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCPTT clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.179 [26]

	px_MCPTT_Group_D_ID
	charstring
	"mcptt-group-D@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCPTT_Group_D_Name
	charstring
	"mcptt-group-D-name"
	
	A human readable Group name for the group

	px_MCPTT_Group_D_ProSeLayer2GroupID
	charstring
	"prose.mcptt-op-D.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [21].

	px_MCPTT_Group_D_Owner_Organization
	charstring
	"mcptt-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCPTT_Group_D_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCPTT clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	px_MCPTT_Group_T_ID
	charstring
	"mcptt-group-T@mcptt-op.gov"
	
	Group ID for a temporary group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCPTT_Group_T_Name
	charstring
	"mcptt-group-T-name"
	
	A human readable Group name for the group

	px_MCPTT_Group_T_ProSeLayer2GroupID
	charstring
	"prose.mcptt-op-T.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [21].

	px_MCPTT_Group_T_Owner_Organization
	charstring
	"mcptt-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCPTT_Group_T_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCPTT clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	Sessions relevant IXIT
	
	
	
	

	px_MCPTT_sesson_A_ID
	charstring
	"12345678@mcptt-server-A.mcptt-op.gov”
	
	The URI of the MCPTT session A identity. Ref. TS 24.483 [13].

	px_MCPTT_sesson_B_ID
	charstring
	"sessionB@cf-B@ims-op.net"
	
	The URI of the MCPTT session B identity. Ref. TS 24.483 [13].

	px_MCPTT_CT_call_ID
	charstring
	"11111111@mcptt-op.gov"
	
	The call ID of a Client Terminated call that can be used for call identification in the SIP messages. Ref. TS 24.483 [13].

	Miscellaneous IXIT
	
	
	
	

	px_MCPTT_vendor_specific_information_init_config
	charstring
	""
	
	UE initial configuration vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCPTT_vendor_specific_information_config
	charstring
	""
	
	UE configuration vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCPTT_vendor_specific_information_user_profile
	charstring
	""
	
	User Profile vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCPTT_vendor_specific_service_conf
	charstring
	""
	
	MCPTT service configuration vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCPTT_CertUri
	charstring
	“cert1.mcptt-op.gov”
	
	The URI of the Certificate (this object). Ref. TS 33.179 [15]

	px_MCPTT_KmsUri
	charstring
	“kms.mcptt-op.gov”
	
	The URI of the KMS which issued the Certificate. Ref. TS 33.179 [15]

	px_MCPTT_IP_ConnectionAddressAll
	charstring
	"0.0.0.0"
	
	The unicast IP address

	px_MCPTT_IP_ConnectionAddressAudio
	charstring
	"0.0.0.0"
	
	The media=audio plane control channel IP address.

NOTE: Can be the same as the unicast IP address.

	px_MCPTT_IP_ConnectionAddressApp
	charstring
	"0.0.0.0"
	
	The media=application plane control channel IP address.

NOTE: Can be the same as the unicast IP address.


9.2.2
MCPTT Server PIXIT

Table 9.2.2-1: MCPTT Server Common PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_MCPTT_Server_A_URI
	charstring
	"mcptt-server-A@mcptt-op.gov"
	
	The URI of the MCPTT Server which is simulated by the SS

	px_MCPTT_Server_B_URI
	charstring
	"mcptt-server-B@mcptt-op.gov"
	
	The URI of a second MCPTT Server which is implemented in the DUT used in MCPTT Server testing.

	px_MCPTT_PCSCF_A_URI
	charstring
	"mcptt-p-cscf-A@mcptt-op.gov"
	
	The URI of the P-CSCF simulated by the SS.

	px_MCPTT_GMSURI
	charstring
	"mcptt-gms@mcptt-op.gov"
	
	The group management service URI information which contains the public service identity for performing subscription proxy function of the GMS. Ref. TS 23.003 [21].

	px_MCPTT_GroupCreationXUI
	charstring
	"mcptt-gms@mcptt-op.gov"
	
	Indicates the group creation XUI information for creation of groups. Ref. TS 23.003 [21].

	px_MCPTT_GroupConfigDoc_URI
	charstring
	“xcap.mcptt-op.gov/group_config.xml”
	
	Points to the group configuration document. Ref. TS 24.481 [11].

	px_MCPTT_GMSXCAPRootURI
	charstring
	"xcap.mcptt-op.gov"
	
	Indicates the group management server XCAP Root URI information. Ref. TS 23.003 [21].

	px_MCPTT_CMSXCAPRootURI
	charstring
	"xcap.mcptt-op.gov"
	
	Indicates the configuration management server XCAP Root URI information. Ref. TS 23.003 [21].

	px_MCPTT_IDMSAuthEndpoint
	charstring
	"IDMSAuthEndpoint.mcptt-op.gov"
	
	Identity management server authorisation endpoint identity information. Ref. TS 23.003 [21].

	px_MCPTT_IDMSTokenEndpoint
	charstring
	"IDMSTokenEndpoint.mcptt-op.gov"
	
	Identity management server token endpoint identity information. Ref. TS 23.003 [21].

	px_MCPTT_GMS
	charstring
	"mcptt-gms@mcptt-op.gov"
	
	Indicates the group management server identity information. Ref. TS 23.003 [21].

	px_MCPTT_CMS
	charstring
	"mcptt-cms@mcptt-op.gov"
	
	Indicates the configuration management server identity information. Ref. TS 23.003 [21].

	px_MCPTT_KMS
	charstring
	"kms.mcptt-op.gov"
	
	Indicates the key management server identity information. Ref. TS 23.003 [21].

	px_MCPTT_IdM_Server_URI
	charstring
	"IdM.server.com:9031"
	
	Request-URI (AUID) for HTTP GET (IdM server)

	px_MCPTT_XCAP_UE_Config_URI
	charstring
	“xcap.org.3gpp.mcptt.ue-config”
	
	Request-URI (AUID) for HTTP GET (UE configuration)

	px_MCPTT_XCAP_User_Profile_URI
	charstring
	“xcap.org.3gpp.mcptt.user-profile”
	
	Request-URI (AUID) for HTTP GET (User Profile)

	px_MCPTT_XCAP_Service_Config_URI
	charstring
	“xcap.org.3gpp.mcptt.service-config”
	
	Request-URI (AUID) for HTTP GET (Service Configuration)

	px_MCPTT_XCAP_Group_Config_URI
	charstring
	“xcap.org.3gpp.mcptt.group-config”
	
	Request-URI (AUID) for HTTP GET (Group Configuration)

	px_MCPTT_KmsId
	charstring
	"KMSProvider1234"
	
	The ID of the KMS that issues the key set


10
Postambles

10.1
Introduction

The purpose of the present clause 10 is to specify the postambles used to bring the UE to a well-defined state regardless of the UE state at the termination of main test body or of the SS conditions and values of the system information inherited from the test.

10.2
MCPTT
The postambles specified in TS 34.229-3 [28] are also applicable to MCPTT test cases.

Annex A (normative):
Test Suites
A.1
Introduction
This annex references the approved Test Suites, which accompany the present document. The Test Suites have been produced using the Testing and Test Control Notation version 3 (TTCN-3) according to ES 201 873 [31].
A.1
Baseline of specifications

Table A.1-1 lists the core specifications and test specifications, which the delivered Test Suites are based upon.

Table A.1-1: References of the test and Core specifications

	Type
	Specification
	Release
	Version

	Core specifications
	TS 24.379 [9]
	Note 1
	Note 2

	
	TS 24.380 [10]
	Note 1
	Note 2

	
	TS 24.481 [11]
	Note 1
	Note 2

	
	TS 24.482 [12]
	Note 1
	Note 2

	
	TS 24.483 [13]
	Note 1
	Note 2

	
	TS 24.484 [14]
	Note 1
	Note 2

	
	TS 33.179 [15]
	Note 1
	Note 2

	
	TS 24.229 [16]
	Note 1
	Note 2

	Test specifications
	TS 36.579-1 [2]
	Note 1
	Note 2

	
	TS 36.579-2 [3]
	Note 1
	Note 2

	
	TS 38.579-4 [5]
	Note 1
	Note 2

	NOTE 1:
Latest release available, up to the release number of the present document.

NOTE 2:
Latest version available, up to the version number of the present document.



A.2
MCPTT

A.2.1
MCPTT Client Test Suites

There is no approved Test Suite in the present version of the present document.


Annex B (informative):
Style Guide
B.1
Introduction

The style guide specified in TS 36.523-3 [27] Annex B applies to the present document.
3GPP


