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6.1.1.6
On-network / One MCPTT System / Pre-arranged Group Call using pre-established session / Automatic Commencement Mode / Server originated Pre-established Session Release with associated MCPTT session / Client Terminated (CT)
6.1.1.6.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorised for MCPTT Service and having a pre-established session with the MCPTT Server }

ensure that {

  when { the MCPTT Server requests the establishment of an MCPTT On-demand Pre-arranged Group Call using a pre-established session requesting Automatic Commencement Mode to the UE (MCPTT Client) by sending an MCPC Connect}

    then { UE (MCPTT Client) accepts the On-demand Pre-arranged Group Call by sending an MCPC Acknowledgement }

            }

(2) 

with { UE (MCPTT Client) having an ongoing On-demand Pre-arranged Group Call using a pre-established session with Automatic Commencement Mode }

ensure that {

  when { the MCPTT Server wants to terminate the ongoing MCPTT Group Call and sends an MCPC Disconnect }

    then { UE (MCPTT Client) accepts the ending of the MCPTT Group Call by sending an MCPC Acknowldgement }

            }

6.1.1.6.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: 

TS 24.380, clause 4.1.2.2, 4.1.2.3, 9.3.2.3.3, 9.2.2.3.2, 9.3.2.4.5, 9.2.2.3.4
The following represents a copy/paste extraction of the requirements relevant to the test purpose; any references within the copy/paste text should be understood within the scope of the core spec they have been copied from. Unless otherwise stated, these are Rel-13 requirements.

[TS 24.380, clause 4.1.2.2]

…

For a pre-arranged group call if the controlling MCPTT function as triggered by an originating group member initiates a call as specified in 3GPP TS 24.379 [2], the participating MCPTT function which serves the terminating MCPTT client sends a Connect message to all affiliated MCPTT clients of this group. After the reception of the Connect message the terminating MCPTT client sends an Acknowledgment message by indicating that the connection is accepted or by indicating that the connection is not accepted. If the connection is accepted by the terminating MCPTT client, the floor control for this call continues a specified in clause 6.

NOTE:
If a terminating client does not have an available pre-established session, the call setup proceeds as in on-demand call setup as specified in 3GPP TS 24.379 [2].

...

[TS 24.380, clause 4.1.2.3]

When a call is released by the controlling MCPTT function (as specified in 3GPP TS 24.379 [2]), the participating MCPTT function sends a Disconnect message to all MCPTT clients which used a pre-established session for this call. Then the call is released (see also 3GPP TS 24.379 [2]) and the pre-established session can be used for another call. 

When an MCPTT client leaves a call (as specified in 3GPP TS 24.379 [2]) which was setup over a pre-established session without releasing the pre-established session, this pre-established session can be used for another call.
...

[TS 24.380, clause 9.3.2.3.3]

Upon receiving a SIP INVITE request from the controlling MCPTT function, if in automatic answer mode, the participating MCPTT function:

1.
shall send the Connect message to the invited MCPTT client using the media plane control transport channel defined for this call. The Connect message:

a.
shall include the SIP URI received in the Contact header field of the SIP INVITE request in the <MCPTT Session Identity> value in the MCPTT Session Identity field;

b.
if the SIP INVITE request included an "application/vnd.3gpp.mcptt-info+xml" MIME body with the <session-type> element set to a value of "prearranged" or "chat":

i.
shall include the content of the <mcptt-calling-group-id> element in the MCPTT Group Identity field; and

ii.
shall include the value 'prearranged' or 'chat' in the <Session Type> value in the MCPTT Session Identity field;

c.
if the SIP INVITE request includes an "application/vnd.3gpp.mcptt-info+xml" MIME body with the <session-type> element set to a value of "private":

i.
shall include the content of the <mcptt-calling-user-id> element in the Inviting MCPTT User Identity field if available from the SIP INVITE message and privacy of the inviting MCPTT ID is not required;

ii.
shall include 'anonymous@anonymous.invalid' in the Inviting MCPTT User Identity field if the MCPTT ID of the inviting MCPTT user is not available from the SIP INVITE message or privacy of the inviting MCPTT ID is required;

iii.
shall include the value 'private' in the <Session Type> value in the MCPTT Session Identity field; and

iv.
if the MIKEY-SAKKE I_MESSAGE is included in the received SIP INVITE request, shall include the MIKEY-SAKKE I_MESSAGE as received, in the PCK I_MESSAGE field;
d.
shall include a Media Streams field, if the negotiated SDP in the pre-arranged session contains more media streams than required by the SDP in the SIP INVITE request; and

NOTE 1:
For example if the call is a private call without floor control the Media Streams field needs to be included with the <Control Channel> value set to '0'.

e.
shall set the first bit in the subtype of the Connect message to '1' (Acknowledgment is required) as described in subclause 8.3.2;

2.
shall start timer T55 (Connect);

3.
shall initialize counter C55 (Connect) to 1;

4.
shall reserve the media channel resources if not yet reserved; and

5.
shall enter the 'G: Pre-established session in use' state.
NOTE 2: The case of manual answer is described in 3GPP TS 24.379 [2].

[TS 24.380, clause 9.2.2.3.2]

Upon reception of a Connect message:

1.
if the MCPTT client accepts the incoming call the MCPTT client:

a.
shall send the Acknowledgement message with Reason Code field set to 'Accepted';

b.
shall use only the media streams of the pre-established session which are indicated as used in the associated call session Media Streams field, if the Connect contains a Media Streams field;

c.
shall create an instance of the 'Floor participant state transition diagram for basic operation' as specified in subclause 6.2.4; and

d. shall enter the 'U: Pre-established session in use' state; or
2.
Otherwise the MCPTT client:

a.
shall send the Acknowledgement message with the Reason Code field set to 'Busy' or 'Not Accepted'; and

b. 
shall remain in 'U: Pre-established session not in use' state.

[TS 24.380, clause 9.3.2.4.5]

Upon receiving an indication from the controlling MCPTT function that the call is released (see 3GPP TS 24.379 [2]), the participating MCPTT function:

1.
shall stop timer T55 (Connect)if running;

2.
shall send Disconnect message to the MCPTT client. The Disconnect message:

a.
shall include the MCPTT Session Identity field with the same content as sent in the Connect message when the MCPTT call was established; and

b.
should set the first bit in the subtype of the Disconnect message to '1' (Acknowledgment is required) as described in subclause 8.3.2;

3.
shall start timer T56 (Disconnect);

4.
shall initialise counter C56 (Disconnect) to 1;and

5.
shall enter the 'G: Call releasing' state.

[TS 24.380, clause 9.2.2.3.4]

Upon reception of a Disconnect message the MCPTT client:

1.
if the first bit in the subtype of the Disconnect message is set to '1' (acknowledgement is required), shall send the Acknowledgement message with the Reason Code set to 'Accepted'; and

2.
shall remain in 'U: Pre-established session not in use' state.

6.1.1.6.3
Test description

6.1.1.6.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)
-
1 cell  
UE:

-
The UE is authorised to use the LTE network 
-
The MCPTT client is authorised for MCPTT service

-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:

-
initiate pre-arranged group calls

-
initiate group calls with automatic commencement

-
initiate emergency calls

-
cancel emergency calls
-
initiate imminent peril calls

-
cancel imminent peril calls
-
protect confidentiality and integrity of floor control signalling for MCPTT group calls

-
The MCPTT client has a pre-established session established with the MCPTT Server
-
MCPTT client is provisioned with the following group information.
[TBD]

Table 5.3.3.1-1: MCPTT group affiliation request
	Information element
	Value
	Reference

	MCPTT ID
	URI [TBD]
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT group ID list
	URI List [TBD]
	A list of one or more MCPTT group IDs to which the originator intends to affiliate.


Preamble:

-
Location triggering criteria, sent to the MCPTT Client before this test begins, does not include McpttSignallingEvent (GroupCallNonEmergency).  And therefore, the MCPTT Client does not need to send a location report upon the on-demand pre-arranged group call initiation. 

-
The UE has performed the Generic Test Procedure for MCPTT UE registration Test Mode Activated as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.
6.1.1.6.3.2
Test procedure sequence

Table 6.1.1.6.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	SS initiates an on-demand pre-arranged group call with automatic commencement mode using a pre-established session by sending an MCPC Connect
	<--
	MCPC Connect
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages exchanged.
	-
	-
	-
	-

	2
	Check: Does the UE (MCPTT client) send an MCPC Acknowledgement to accept the incoming pre-arranged group call using a pre-established session?
	-->
	MCPC Acknowledgement
	1
	P 

	3
	SS releases the call by sending an MCPC Disconnect
	<--
	MCPC Disconnect
	-
	-

	4
	Check: Does the UE (MCPTT client) send an MCPC Acknowledgement to accept the release of the group call?
	-->
	MCPC Acknowledgement
	2
	P 

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-
	-
	-


6.1.1.6.3.3
Specific message contents

Table 6.1.1.6.3.3-1: MCPC Connect for initiating an on-network pre-arranged Group Call using a pre-established session (step 1, Table 6.1.1.6.3.2-1) 
	Derivation Path: 24.380 8.3.4

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	10000
	
	

	Packet Type
	APP=204  
	
	

	Length
	The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.
	
	

	SSRC of participating MCPTT function
	The SSRC field shall carry the SSRC of the participating MCPTT function.
	The SSRC field shall be coded as specified in IETF RFC 3550.
	

	name                      
	MCPC
	
	

	MCPTT Session Identity field
	
	
	

	  MCPTT Session Identity field ID
	00000001 
	
	

	  MCPTT Session Identity length
	binary value indicating the length in octets of the <Session Type> value and <MCPTT Session Identity> value items
	
	

	  Session Type
	00000011
	
	

	  MCPTT Session Identity
	contains a SIP URI, which identifies the MCPTT session between the MCPTT client and the controlling MCPTT function
	
	

	MCPTT Group Identity field 
	
	
	

	  MCPTT Group Identity field ID
	00000011 
	
	

	  MCPTT Group Identity length
	value shall is a binary value indicating the length in octets of the <MCPTT Group Identity> value item
	
	

	  MCPTT Group Identity
	value contains a SIP URI, which identifies the MCPTT group
	mcptt-group-identity = SIP-URI
	

	Media Streams field
	
	
	

	  Media Streams field ID
	00000000 
	
	

	  Media Streams length
	value shall is a binary value indicating the length in octets of the <Media Stream> value and <Control channel> value items
	
	

	  Media Stream
	value shall consist of 8 bit parameter giving the number of the" m=audio" m-line negotiated in the pre-established session
	
	

	  Control Channel
	value shall consist of 8 bit parameter giving the number of the "m=application" m-line negotiated in the pre-established session. The <Control Channel> value is set to "0" when no floor control is used during the session
	
	

	Answer State field 
	
	
	

	  Answer State field ID
	00000100 
	
	

	  Answer State length
	value is a binary value and shall have the value '2' indicating the total length in octets of the <Answer State> value item
	
	

	  Answer State  
	0
	unconfirmed
	

	Inviting MCPTT User Identity field
	
	
	

	  Inviting MCPTT User Identity field ID
	00000101 
	
	

	  Inviting MCPTT User Identity length
	value shall is a binary value indicating the length in octets of the <MCPTT Group Identity> value item
	
	

	  Inviting MCPTT User Identity
	value contains a SIP URI, which identifies the inviting MCPTT user
	inviting-mcptt-user-identity = SIP-URI
	


Table 6.1.1.6.3-2: MCPC Acknowledgment in response to an MCPC Connect (steps 2, 4, Table 6.1.1.6.3.2-1)
	Derivation Path: 24.380 8.3.6

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	00010 
	
	

	Packet Type
	APP=204  
	
	

	Length
	The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.
	
	

	SSRC of floor participant
	The SSRC field shall carry the SSRC of the floor participant
	
	

	name
	MCPC
	
	

	Reason Code
	
	
	

	  Reason Code field ID
	00000110 
	
	

	  Reason Code length
	2
	
	

	  Reason Code
	0
	Accepted
	


Table 6.1.1.6.3.3-3: MCPC Disconnect for ending a Group Call (step 3, Table 6.1.1.6.3.2-1) 

	Derivation Path: 24.380 8.3.5

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	10001
	
	

	Packet Type
	APP=204  
	
	

	Length
	The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.
	
	

	SSRC of participating MCPTT function
	The SSRC field shall carry the SSRC of the participating MCPTT function.
	The SSRC field shall be coded as specified in IETF RFC 3550.
	

	name                      
	MCPC
	
	

	MCPTT Session Identity field
	
	
	

	  MCPTT Session Identity field ID
	00000001 
	
	

	  MCPTT Session Identity length
	binary value indicating the length in octets of the <Session Type> value and <MCPTT Session Identity> value items
	
	

	  Session Type
	00000011
	
	

	  MCPTT Session Identity
	contains a SIP URI, which identifies the MCPTT session between the MCPTT client and the controlling MCPTT function
	
	


