Page 1



3GPP TSG-RAN WG5 Meeting #75 
R5-172804
Hangzhou, China, 15-19 May 2017
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	36.508
	CR
	CRNum
	rev
	-
	Current version:
	14.0.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	Update REJECT message security header

	
	

	Source to WG:
	MediaTek Inc.

	Source to TSG:
	R5

	
	

	Work item code:
	TEI8_Test
	
	Date:
	2017-05-05

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	According to sub-clause 5.3.7b in TS 24.301 from Rel-13 (and optionally in earlier releases) the UE will behave diffferently when it receives an EMM REJECT message without integrity protection.

	
	

	Summary of change:
	Correct specific message contents.

	
	

	Consequences if not approved:
	A conformant UE may fail the test case.

	
	

	Clauses affected:
	4.7.2

	
	

	
	Y
	N
	
	

	Other specs
	
	 x
	 Other core specifications

	

	affected:
	X
	
	 Test specifications
	36.523-1

	(show related CRs)
	
	x
	 O&M Specifications
	

	
	

	Other comments:
	TTCN impact


[BEGINNING OF CHANGE]
4.7.2
Contents of EMM messages
[TEXT SKIPPED]
-
ATTACH REJECT

This message is sent by the SS to the UE.

Table 4.7.2-3: ATTACH REJECT

	Derivation Path: 24.301 clause 8.2.3

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Attach reject message identity
	'0100 0100'B
	Attach reject
	

	EMM cause
	Set according to specific message content.
	
	

	ESM message container
	Set according to specific message content.
	
	


 NOTE:
This message is sent within SECURITY PROTECTED NAS MESSAGE message.
[TEXT SKIPPED
-
AUTHENTICATION REJECT

This message is sent by the SS to the UE.

Table 4.7.2-6: AUTHENTICATION REJECT

	Derivation Path: 24.301 clause 8.2.6

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Authentication reject message type
	'0101 0100'B
	Authentication reject
	


NOTE:
This message is sent with in SECURITY PROTECTED NAS MESSAGE message.
[TEXT SKIPPED]
-
SECURITY MODE REJECT

This message is sent by the UE to the SS.

Table 4.7.2-21: SECURITY MODE REJECT

	Derivation Path: 24.301 clause 8.2.22

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Security mode reject message identity
	'0101 1111'B
	Security mode reject
	

	EMM cause
	The value is set according to specific message content.
	
	


NOTE:
This message is sent within SECURITY PROTECTED NAS MESSAGE message.

 [TEXT SKIPPED] 
-
SERVICE REJECT

This message is sent by the SS to the UE.

Table 4.7.2-22: SERVICE REJECT

	Derivation Path: 24.301 clause 8.2.24

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Service reject message identity
	'0100 1110'B
	Service reject
	

	EMM cause
	Set according to specific message content.
	
	

	T3442 value
	Not present
	
	


NOTE:
This message is sent within SECURITY PROTECTED NAS MESSAGE message.
[TEXT SKIPPED] 
-
TRACKING AREA UPDATE REJECT

This message is sent by the SS to the UE.

Table 4.7.2-26: TRACKING AREA UPDATE REJECT

	Derivation Path: 24.301 clause 8.2.28

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Tracking area update reject message identity
	'0100 1011'B
	Tracking area update reject
	

	EMM cause
	Set according to specific message content.
	
	


NOTE:
This message is sent within SECURITY PROTECTED NAS MESSAGE message.
 [END OF CHANGE]
