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Abstract:
For MCPTT e.g. test 5.1 from the Work Plan, there are multiple valid alternatives for the sequence for SIP registration, User Authentication, Obtaining Configuration and MCPTT service authorization. RAN5 test cases need to handle multiple alternatives or need to restrict the alternatives to those most likely to be implemented.
The aim of this document is to give visibility to those different choices and ask feedback (for some cases, this document makes suggestions and describe them).

Descriptions, questions and suggested assumptions:

The sequence consists of the following primary blocks:
[bookmark: _GoBack]	SIP/IMS Registration
	User Authentication
	Obtaining Configuration documents
	Obtaining Group documents
	MCPTT Service Authorisation.
Depending on the implementation and possibly the situation the sequencing order of these blocks may vary.
SIP/IMS Registration:
In order to obtain MCPTT service the MCPTT UE needs to perform a SIP/IMS registration with the SIP/IMS core. The SIP REGISTER request can also be used to carry the Authorisation Token received during User Authentication to the MCPTT server. Since obtaining configuration relies on using SIP SUBSCRIBE to obtain configuration documents the MCPTT UE needs to be SIP/IMS Registered prior to obtaining the configuration. 
A MCPTT UE may be already SIP/IMS registered for other service (e.g. VoLTE) prior to the user authenticating (performing user authentication) for the MCPTT service. In other cases (especially MCPTT dedicated UEs) the MCPTT UE may not SIP/IMS register until after user authentication is performed (Note: It is suggested to test this latter case).  In some cases the SIP REGISTER request may contain an Authorisation Token and in other cases (especially if the UE is already registered prior to User authentication) any SIP REGISTER request received may not contain an Authorisation Token or there is no SIP REGISTER request received after User Authentication. A SIP REGISTER request that is received after the MCPTT UE is already registered will be a refresh registration not an initial registration. So both initial REGISTER requests and refresh REGISTER requests may contain the authorization token or not.

Question: Does RAN5 test the four combinations of authorization token present or not in initial REGISTER requests and refresh REGISTER requests ?

An additional point is whether or not the Integrity Protection and/or Confidentiality is enabled for the SIP messages, as this impacts the contents of those messages.

Suggestion: It is suggested to test those SIP messages with Integrity Protection and Confidentiality enabled.

User Authentication:
User Authentication is the means by which the user authenticates and is authorized for the MCPTT service. User Authentication results in an authorization token being delivered to the MCPTT UE. The MCPTT UE needs to deliver the authorization token to the MCPTT server for MCPTT service authorisation using either SIP REGISTER or SIP PUBLISH. The authorization token also needs to be included in SIP SUBSCRIBE requests and HTTP requests sent to the CMS and GMS for obtaining the configuration and group documents.
Question: Does the test use the SIP REGISTER, SIP PUBLISH, or both ?

Suggestion: Assumption is that a UE that sends either of those messages pass the test.

Obtain Configuration documents (for information):
A SIP SUBSCRIBE request is required to be sent to obtain the XCAP URIs for the configuration configuration documents. The documents are then obtained using HTTP from the CMS. The authorization token needs to be included in the SIP SUBSCRIBE requests and HTTP requests sent to the CMS. This means the MCPTT UE must be IMS registered prior to obtaining the configuration documents and must have obtained an authorization token. The service configuration document contains the indication of whether SIP confidentiality and integrity protection is enabled or disabled which if enabled impacts the delivery of the authorization token in the SIP REGISTER request or SIP PUBLISH request. CT1 need to determine if the MCPTT UE already has a saved service configuration if that is considered valid for subsequent registrations. 
Obtain Group documents (for information):
A SIP SUBSCRIBE request is required to be sent to obtain the XCAP URIs for the Group documents. The Group documents are then obtained using HTTP from the GMS. The authorization token needs to be included in the SIP SUBSCRIBE requests and HTTP requests sent to the GMS. This means the MCPTT UE must be IMS registered prior to obtaining the Group documents and must have obtained an authorization token.

MCPTT Service Authorisation
MCPTT Service Authorisation involves two steps 1) the delivery of the authorization token to the MPCTT server and 2) the delivery of the MCPTT service settings. The MCPTT service settings are delivered in a SIP PUBLISH request. The authorization token may be included in the SIP PUBLISH Request containing the MCPTT service settings or may be included in a SIP REGISTER request. It also may be valid to include the authorization token in both.

Question: Does RAN5 test the three cases ?


