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	Other comments:
	


{Start of changes}
22.5.12
NB-IoT / EPS NAS integrity and encryption / ZUC

22.5.12.1
Test Purpose (TP)

(1)

with { successful completion of EPS authentication and key agreement (AKA) procedure }

ensure that {

  when { UE in NB-S1 mode receives an integrity protected and ciphering SECURITY MODE COMMAND message instructing to start integrity protection and ciphering algorithm with ZUC }

   then { UE transmits an integrity protected with ZUC and ciphering SECURITY MODE COMPLETE and starts applying the NAS Integrity protection and NAS ciphering in both UL and DL }

(2)
with { Integrity protection and ciphering successful started by executing Security Mode Procedure}

ensure that {

  when { UE in NB-S1 mode receives an IDENTITY REQUEST message without integrity protected }

   then { UE does not transmit an IDENTITY RESPONSE message }

}

{End of changes}
