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15.2.5
Test requirements

1. SS shall check that the UE can authenticate itself correctly with the authentication scheme it that the UE supports.

-
HTTP Digest authentication (see Annex C.29.1 step 2 NOTE 1)

-
GAA based authentication as specified in TS 33.222 [121] and TS 24.109 [119] (see Annex C.29.2).

2. SS shall check that after Annex C.29.1 step 6 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation-restriction> element with "active" attribute set as "true"

3. SS shall check that after step 9 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation-restriction> element with "active" attribute being set "false"
15.2a
Originating Identification Restriction / Signalling
15.2a.1
Definition and applicability
Test to verify that the UE correctly invokes the IMS Multimedia Telephony Originating Identification Restriction. This process is described in 3GPP TS 24.607 [102]. The test case is applicable for IMS security or GIBA.
15.2a.2
Conformance requirement

Generic requirements for Originating Identification Restriction can be found from Annexes F1 and F.2.

[TS 24.607 clause 4.5.2.1]:

If the originating user wishes to override the default setting of "presentation not restricted" of the OIR service in temporary mode:

-
The originating UE shall include an "anonymous" From header field. The convention for configuring an anonymous From header field described in IETF RFC 3323 [6] should be followed; i.e. From: "Anonymous" <sip:anonymous@anonymous.invalid>;tag= xxxxxxx.

-
If only the P‑Asserted‑Identity needs to be restricted the originating UE shall include a Privacy header field [6] set to "id" in accordance with IETF RFC 3325 [7].

-
If all headers containing private information that the UE cannot anonymize itself need to be restricted, the originating UE shall include a Privacy header field set to "header" in accordance with IETF RFC 3323 [6].

NOTE 2:
The Privacy header field value "header" does not apply to the identity in the From header field.

If the originating user wishes to override the default setting of "presentation restricted" of the OIR service in temporary mode:

-
The originating UE shall include a Privacy header field of privacy type "none" in accordance with 
3GPP TS 24.229 [3] (IETF RFC 3323 [6]).

Reference(s)

3GPP TS 24.607[102], clause 4.5.2.1.

15.2a.3
Test purpose

1)
To verify that the UE sends an INVITE with the correct headers when initiating an IMS call with originating identification restriction.
15.2a.4
Method of test
Same as clause 12.12 with the following exceptions.
Related ICS/IXIT Statement(s)

Same as clause 12.12 with the following addition:

-
Support for Originating Identification Restriction
(Yes/No)
Expected sequence
NOTE:
Only the IMS procedure relevant to the test purpose is described below.

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS speech call with originating identification restriction
	

	2-13
	
	Steps defined in annex C.21
	MTSI MO speech call. Referred from 36.508 [94] table 4.5A.6.3-1 for a UE with E-UTRA support.

	13A
	
	The UE is triggered by MMI to release the call
	

	14
	(
	BYE
	The UE releases the call with BYE

	15
	(
	200 OK
	The SS sends 200 OK for BYE


Specific Message Contents

Steps 1 - 13 as specified in annex C.21 with the following exceptions:

INVITE (Step 2)
	Header/param
	Value/remark

	From
	

	
addr-spec
	“Anonymous" <sip:anonymous@anonymous.invalid>

	Privacy
	id


15.2a.5
Test requirements

Step 9: The UE shall send the INVITE request including the following headers:
From header: “Anonymous" <sip:anonymous@anonymous.invalid>

Privacy header:
id
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