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1
Introduction

RAN5 has received an LS from GCF in R5-153144 entitled 'Test Cases with branches depending on UE capabilities/configuration'. Below is a summary of the issues.
The GCF Validation problem: It is unclear which TC branches were actually validated. UE vendors are faced with the situation that they go for certification and run TCs without knowing if the branches through which their UE will go (depending on the UE capability/configuration) have ever been tested before and this, if the TC FAIL, has serious consequences on time and resources, and hence cost.
GCF possible Solution: It has been suggested that when TC is validated the validation report shall provide a list with the relevant to the branching of the TC ICS/IXIT and their values used for the TC validation execution. RAN5 has in the Part 2 specs in the TC applicability tables two column dedicated to Specific ICS and IXIT which have impact on the TC branching. If these are filled consistently (exhaustively) these can be used by the TC validators.

RAN5 issue in regard to the GCF possible solution: The Part 2 specs' TC applicability tables' column dedicated to Specific ICS and IXIT which have impact on the TC branching have NOT been filled consistently (exhaustively); furthermore, it is unclear if these shall include only ICS/IXIT related to the test body or as well those related to the TC's Preamble/Postamble. Having only the ICS/IXIT related to the test body will not solve the GCF Problem.

2
Brief review of the RAN5 practices in regard to TCs branching
TCs consist of a Preamble, a Test body (procedure) and a Postamble. Each of these 3 distinctive parts may contain multiple test branches (paths) and which of those will be executed during the testing of a particular UE will depend on the UE capabilities/configuration.

Preambles will be the same for many (most) TCs. For example UE state Registered, Idle mode (state 2). Similarly Postambles will in their majority contain common actions. It should be noted that the basic Preambles and Postambles are part of the Test body (procedure) in a number of TCs

The UE capabilities/configuration options in general are identified by ICS/IXIT defined in TS 36.523-2 and 36.523-3 respectively. Many of these ICS/IXIT have then been used to determine which of a set of branches a TC may go during execution; some have been used to define TC Applicability, and, some have been used for both.

Certain UE behaviour although dependent also on UE capabilities/configuration has been handled by the SS "on the go", i.e. if the UE does it the SS will respond accordingly. For some of these cases, although ICS/IXIT are not used explicitly, in reality there are some ICS that will determine if the UE goes one or another way during TC execution; for others however none of the existing ICS/IXIT can be related to.

It shall be noted that there are de-facto 2 "kinds" of branching when we talk about different paths through which a TC execution may go:
-
Different Test sequence (i.e. depending on its capabilities/configuration the UE may do or not a certain action e.g. send a message, start a timer, use particular way of obtaining information)

-
Different Message contents (include or not a particular IE, set a field to a particular value)

Looking from the practical side, the present paper suggests that in trying to address the GCF issue, RAN5 should focus on 'Test sequence' only.

Going into 'Message contents', although in some cases being straightforward, is in reality something we would not be able to do at comprehensive enough level because very many small content details may depend on what the Device supports. To provide some sort of minimum consideration on the impact from the 'Message contents' a possible way forward for GCF could be to ask that in every TC validation report it is indicated the release of the Device being used (even if the release may not have impact on the on 'Test sequence'). 
3
Proposal
3.1.
Proposal 1 (general)

It is proposed that RAN5 should make sure that all relevant to a particular TC ICS/IXIT which have impact on branching the Test sequence are listed in the TC Applicability tables (e.g. TS 36.523-2 Table 4-1: Applicability of tests and additional information for testing) in the columns 'Specific ICS' and 'Specific IXIT' respectively.
These shall include only ICS/IXIT which impact the TC body (i.e. not the TC Preamble/Postamble)

For this:

1)
AP shall be assigned to volunteering Companies to all examine TCs which are already listed in the Applicability Tables. It may be beneficial if organisations which have access to the TTCN get involved, e.g. Test Labs or TE Vendors because the ICS/IXIT are used in the TTCN code something which may help their identification. This suggestion however should not limit anybody willing to contribute - identifying the ICS/IXIT is possible also by simply reading the TC prose.

Target completion date of the task should be RAN5#70 (February 2016)
2)
For each new TC added to the Applicability tables, listing of the relevant specific ICS/IXIT shall be explicitly requested and ensured before a TC prose should be considered completed.

This requirement shall be applied to new TCs submitted for agreement starting from RAN5#69 (November 2015).
3.2
Proposal 2 (How to indicate the branching ICS/IXIT relevant to Preamble/Postamble of each TC)

Adding the ICS/IXIT relevant to branching the Preamble and Postamble to the 'Specific ICS' and 'Specific IXIT' columns respectively of each TC will crowd the Applicability table with information which will be repeated many times because Preambles and Postambles are common to many TCs.

Not taking those branches into account will defeat the purpose (will not provide GCF with the means they are looking for to solve the problem).
It is proposed to define ICS/IXIT relevant to branching the Preamble and Postamble separately (relevant ICS/IXIT per Preamble/Postamble) in a dedicated to this section in the spec which contains the Applicability tables.

3.3
Proposal 3 (How to handle branches for which there is no relevant ICS/IXIT defined)

Branches for which there is no relevant ICS/IXIT defined include e.g. optional behaviour which SS handles if it comes, Release dependant behaviour with the SS retrieving the release from the UE broadcasted capabilities.
One option to solve this issue is to request updating the test sequence for such behaviour to use explicitly ICS/IXIT which RAN5 needs to define. This however will have possibly serious impact on TTCN.

It is proposed that RAN5 should define "special" ICS/IXIT separately which will be used only to indicate the availability of branches but will not be used in TTCN. Anything used by TTCN should be part of the "normal" ICS/IXIT.

When this are defined then they shall be added to the Applicability tables in the same manner as the "normal ICS/IXIT referred to in section 3.1 above.
Annex A:
Supporting information

A.1
Introduction

The information below is just a collection of highlights of message sequences and message contents which have been identified through an exercise to verify the specific ICS/IXIT that may have impact on the execution of the TS 36.523-1, TC 11.2.1 'Emergency bearer services / Normal cell / NORMAL-SERVICE / Local Emergency Numbers List sent in the Attach / PDN connect new emergency EPS bearer context / Service request / Emergency PDN disconnect'.
These can be used as a non-comprehensive guidance on what, and how, people may need to focus when trying to review and identify the specific ICS/IXIT which may have impact on the execution of a particular TC.

Based on the investigation the following ICS/IXIT have been identified as relevant to the branching of the TC.

The Test body

The test body of TC 11.2.1 above is determined by the settings of Optional IP address allocation AND

-
pc_IPv4

-
pc_IPv6

The Optional part does not have ICS

-
IPv4 address allocation by DHCPv4 on the user plane (possible "specific" ICS which needs to be defined pcb_IPv4_DHCPv4_AAUP)

-
IPv6 stateless address auto configuration on the user plane (possible "specific" ICS which needs to be defined pcb_IPv6_stateless_AAUP)

The above branches will exist in most (if not all) of the IMS Emergency TCs.

The Test Preamble
Explicitly shown ICS

-
pc_IMS

-
pc_Provide_Internet_as_second_APN

-
pc_Provide_IMS_as_second_APN

-
pc_IPv4

-
pc_IPv6
-
pc_XCAP_only_APN

-
pc_UE_supports_user_initiated_PDN_disconnect

-
pc_attach

-
pc_combined_attach

Not explicitly shown ICS

Certain UE behaviour will be handled by the SS "on the go", i.e. if the UE does it the SS will respond accordingly. Although for such a behaviour ICS/IXIT are not used explicitly, in reality there are some ICS that will determine if the UE goes one or another way during TC execution.

General

-
pc_Multiple_PDN
-
pc_IMS_APN_default
-
pc_Provide_IMS_APN
DSMIPv6 Related

-
pc_DSMIPv6
-
pc_RequestIPv6HAAddress_DuringAttach

-
pc_RequestIPv4HAAddress_DuringAttach

No ICS no Release dependency

Certain UE behaviour will be handled by the SS "on the go" cannot be related to any ICS/IXIT. Some examples here:

-
The UE sets or not the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message (possible "specific" ICS which needs to be defined pcb_ESM_InfoTransFlag_PDNCR)

-
IP Address allocation in the User plane (IPv4 address allocation by DHCPv4 on the user plane; IPv6 stateless address auto configuration on the user plane) (possible "specific" ICS which needs to be defined pcb_IPv6_stateless_AAUP and pcb_IPv4_DHCPv4_AAUP)

No ICS - Release dependency

Some behaviour is dependent on the UE release for which at the moment RAN5 does not have ICS. No such behaviour has been identified for this preamble

A.2
Examining TS 36.523-1 TC 11.2.1 for specific ICS/IXIT which may have impact on the test execution (highlights)
Below are listed excerpts from various specs which show relevant statements to ICS/IXIT relevant to branching the TS 36.523-1 TC 11.2.1.

The text highlighted in green provides information where a reference is made or where a text can be found.

The text highlighted in yellow indicates a place in the existing specification e.g. message sequence or message content, where indication for branching can be identified.

TS 36.523-1, TC 11.2.1 'Emergency bearer services / Normal cell / NORMAL-SERVICE / Local Emergency Numbers List sent in the Attach / PDN connect new emergency EPS bearer context / Service request / Emergency PDN disconnect'
TC Preamble:
-
The UE is in state Registered, Idle mode (state 2) according to [18] on Cell A. UE received local emergency numbers list in 'Attach Accept' message. The local emergency number list is different from all emergency numbers stored in the UE.

...

TC Test procedure sequence:
Table 11.2.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	Cause the UE to request connectivity to an additional PDN for emergency bearer service and an emergency call to one of the numbers received in Attach Accept message (see Note 1)
	-
	-
	-
	-

	2
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘emergency" followed by a SERVICE REQUEST message?
	-->
	SERVICE REQUEST
	1
	P

	3-13
	Steps 5 to 15 of the generic test procedure for IMS Emergency call establishment in EUTRA: in EUTRA: Normal Service (TS 36.508 subclause 4.5A.4.3-1).
	-
	-
	2,3
	P

	13A
	Release IMS Call (see Note 4)
	-
	-
	-
	-

	14
	The SS releases the RRC connection.
	-
	-
	-
	-

	15
	Cause the UE to request connectivity to an additional PDN for emergency bearer service (see Note 1)
	-
	-
	-
	-

	16
	Check: Does UE transmit  a SERVICE REQUEST message?
	-->
	SERVICE REQUEST
	4
	F

	17
	The SS transmits a Paging message to the UE using S-TMSI with CN domain indicator set to ''PS”.
	-
	-
	-
	-

	18
	The UE transmits the SERVICE REQUEST message 
	-->
	SERVICE REQUEST
	-
	-

	19
	The SS establishes SRB2 and DRBs associated with two default EPS bearer context (a first PDN obtained during the attach procedure and an additional PDN).( see Note 2)
	-
	-
	-
	-

	20
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST including the EPS bearer identity of the default EPS bearer to the additional PDN.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	21
	Check: Does the UE transmit a DEACTIVATE EPS BEARER CONTEXT ACCEPT?

(see Note 3)
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	5
	P

	Postamble not clear here

	Note 1:
The request of connectivity to an additional PDN and the sending of data may be performed by MMI or AT command. (e.g. AT command +cgdcont with <Emergency Indication> set to 1)

Note 2:
After a correct SERVICE REQUEST is received then the SS performs the Radio Bearer Establishment procedure. The UE transmission of the RRCConnectionReconfigurationComplete message indicates the completion of the radio bearer establishment procedure and that the UE has changed EMM mode from EMM-IDLE to EMM-CONNECTED.

Note 3:
It can be confirmed that the additional default EPS bearer has been deactivated by UE.

Note 4:
The IMS Call is released using the generic procedure in  TS 34.229-1 [35] subclause C.32.


The procedure for IMS Emergency call establishment in EUTRA: in EUTRA: Normal Service (TS 36.508 subclause 4.5A.4.3-1) referred in Step 3-11 Test procedure sequence:
Table 4.5A.4.3-1: EUTRA/EPS signalling for IMS Emergency Call

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Make the UE attempt an IMS emergency call
	-
	-

	2
	The UE transmits an RRCConnectionRequest message with ' establishmentCause' set to 'emergency'.
	-->
	RRCConnectionRequest

	3
	SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup

	4
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	-->
	RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST

	5
	The SS transmits a SecurityModeCommand message to activate AS security.
	<--
	RRC: SecurityModeCommand

	6
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	7
	The SS configures a new data radio bearer, associated with the default EPS bearer context.

The RRCConnectionReconfiguration message is using condition SRB2-DRB(1, 0). The DRB associated with default EPS bearer context obtained during the attach procedure is established
	<--
	RRC: RRCConnectionReconfiguration



	8
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of the new data radio bearer, associated with the default EPS bearer context.
	-->
	RRC: RRCConnectionReconfigurationComplete

	9
	The UE transmits a PDN CONNECTIVITY REQUEST message to request an additional PDN, with 'Request type' set to 'emergency ('0100'B )'.
	-->
	PDN CONNECTIVITY REQUEST

	10
	The SS configures a new data radio bearer, associated with the default EPS bearer context. RRCConnectionReconfiguration message contains the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message. EPS bearer context #2 (QCI 5) according to table 6.6.1-1: Reference default EPS bearer context is used.

Note: The APN is set to the test APN defined for emergency bearer services.
	<--
	RRC: RRCConnectionReconfiguration

NAS:

ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	-
	EXCEPTION: In parallel to the events described in steps 11 to 15 below, the behaviour in table 4.5A.4.3-2 occurs. (Optional IP address allocation followed by IMS emergency registration and IMS emergency speech call establishment)
	-
	-

	11
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of the new data radio bearer, associated with the default EPS bearer for emergency call.
	-->
	RRC: RRCConnectionReconfigurationComplete

	12
	The UE transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message.
	-->
	RRC: ULInformationTransfer

NAS:ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

	13
	The SS configures a new RLC-UM data radio bearer, associated with the dedicated EPS bearer context. RRCConnectionReconfiguration message contains the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message. EPS bearer context #4 (QCI 1) according to table 6.6.2-1: Reference dedicated EPS bearer contexts is used.
Note: the same PDN address is applicable because the linked EPS bearer ID refers to the default EBC allocated in step 10
	<--
	RRC: RRCConnectionReconfiguration

NAS:

ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST

	14
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of the new data radio bearer, associated with the default EPS bearer for emergency IMS signalling.
	-->
	RRC: RRCConnectionReconfigurationComplete

	15
	The UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message.
	-->
	RRC: ULInformationTransfer

NAS:ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT


Table 4.5A.4.3-2: Parallel behaviour

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	-
	EXCEPTION: Step 1 describes behaviour that depends on the UE behaviour.
	-
	-

	1
	If initiated by the UE the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane.
	-
	-

	2-5
	Steps 1-4 expected sequence defined in annex C.20 of TS 34.229-1 [35]. Emergency registration procedure is performed.
	-
	-

	6-10
	Steps 1-5 defined in annex C.22 of TS 34.229-1 [35]. IMS Emergency call for EPS is established.
	-
	-


...
UE the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane called from Table 4.5A.4.3-2: Parallel behaviour
Table 4.5A.1-1: Procedure for IP address allocation in the U-plane

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	-
	EXCEPTION: Step 1 below and Step 1 in Table 4.5A.1-2 describe behaviour that depends on the contents of the latest PDN CONNECTIVITY REQUEST message sent by the UE prior to this procedure.
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 1 below the step specified in Table 4.5A.1-2 may take place.
	-
	-

	1
	If the "PDN type" in the latest PDN CONNECTIVITY REQUEST message prior to this procedure was 'IPv4' or 'IPv4v6' then, IPv4 address allocation by DHCPv4 may occur on the user plane bearer established for the default EPS bearer context activated with the latest ACTIVATE DEFAULT EPS BEARER CONTEXT message prior to this procedure.
	-
	-


Table 4.5A.1-2: Procedure for IP address allocation in the U-plane, parallel behaviour

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	If the "PDN type" in the latest PDN CONNECTIVITY REQUEST message prior to this procedure was 'IPv6' or 'IPv4v6' then stateless address auto configuration occurs on the user plane bearer established for the default EPS bearer context activated with the latest ACTIVATE DEFAULT EPS BEARER CONTEXT message prior to this procedure.
	-
	-


...
In regard to the TC Preamble The UE is in state Registered, Idle mode (state 2) 
36.508
4.5.2
UE Registration (State 2)

	Configuration
	Condition
	Explanation

	IMS_Only
	pc_IMS AND NOT pc_Provide_Internet_as_second_APN AND NOT pc_Provide_IMS_as_second_APN
	UE is configured to request for IMS PDN connectivity only 

	Internet_Only
	NOT pc_IMS
	UE does not support IMS

	IMS_Internet
	pc_IMS AND pc_Provide_Internet_as_second_APN
	UE is configured to request for IMS PDN connectivity first and then to request for an internet PDN connectivity

	Internet_IMS
	pc_IMS AND pc_Provide_IMS_as_second_APN
	UE is configured to request for an internet PDN connectivity first and then to request for the IMS PDN connectivity

	NOTE:
pc_Provide_Internet_as_second_APN and pc_Provide_IMS_as_second_APN are mutually exclusive i.e. shall not be true at the same time.


Further auxiliary definitions:
	Configuration
	Condition

	PDN1_IMS
	IMS_Only OR IMS_Internet

	PDN2_IMS
	Internet_IMS

	MULTI_PDN
	IMS_Internet OR Internet_IMS (How does this relate to pc_Multiple_PDN?)

	XCAP_SIGNALLING
	test case requires XCAP signalling


The procedure to bring the UE to state 2 itself
Table 4.5.2.3-1: UE registration procedure (state 1 to state 2)

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	
	<--
	RRC: SYSTEM INFORMATION (BCCH)

	2
	UE transmits an RRCConnectionRequest message.
	-->
	RRC: RRCConnectionRequest

	3
	SS transmits an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup

	4
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the Attach procedure by including the ATTACH REQUEST message. The PDN CONNECTIVITY REQUEST message is piggybacked in ATTACH REQUEST
	-->
	RRC: RRCConnectionSetupComplete
NAS: ATTACH REQUEST

NAS: PDN CONNECTIVITY REQUEST

	5
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	RRC: DLInformationTransfer 

NAS: AUTHENTICATION REQUEST

	6
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	RRC: ULInformationTransfer
NAS: AUTHENTICATION RESPONSE

	7
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	RRC: DLInformationTransfer
NAS: SECURITY MODE COMMAND

	8
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	RRC: ULInformationTransfer
NAS: SECURITY MODE COMPLETE

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-

	9a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	RRC: DLInformationTransfer
NAS: ESM INFORMATION REQUEST

	9a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	RRC: ULInformationTransfer
NAS: ESM INFORMATION RESPONSE

	10
	The SS transmits a SecurityModeCommand message to activate AS security.
	<--
	RRC: SecurityModeCommand

	11
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	12
	The SS transmits a UECapabilityEnquiry message to initiate the UE radio access capability transfer procedure.
	<--
	RRC: UECapabilityEnquiry

	13
	The UE transmits a UECapabilityInformation message to transfer UE radio access capability.
	-->
	RRC: UECapabilityInformation

	14
	The SS transmits an RRCConnectionReconfiguration message to establish the default bearer with condition SRB2-DRB(1, 0) according to 4.8.2.2.1.1.

This message includes the ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
	<--
	RRC: RRCConnectionReconfiguration
NAS: ATTACH ACCEPT

NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	15
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of default bearer.
	-->
	RRC: RRCConnectionReconfigurationComplete

	-
	EXCEPTION: In parallel to the event described in step 16 below, if initiated by the UE the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane.
	
	

	-
	EXCEPTION: IF PDN1_IMS THEN in parallel to the event described in step 16 below the generic procedure for IMS signalling in the U-plane specified in TS 36.508 subclause 4.5A.3 takes place if requested by the UE
	
	

	16
	This message includes the ATTACH COMPLETE message. The ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message is piggybacked in ATTACH COMPLETE.
	-->
	RRC: ULInformationTransfer
NAS: ATTACH COMPLETE

NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

	-
	EXCEPTION: Steps 16a1 to 16c1 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that takes place when the UE is configured in a certain way. 
	-
	-

	16a1
	IF IMS voice not supported and pc_voice_PS_1_CS_2, pc_attach and pc_TAU_connected _in_IMS are set to TRUE (Note 1) THEN

The UE transmits a TRACKING AREA UPDATE REQUEST message. 
	-->
	RRC: ULInformationTransfer
NAS: TRACKING AREA UPDATE REQUEST

	16a2
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	RRC: DLInformationTransfer
NAS: TRACKING AREA UPDATE ACCEPT

	16a3
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	RRC: ULInformationTransfer
NAS: TRACKING AREA UPDATE COMPLETE

	16b1
	ELSE IF IMS voice not supported and pc_voice_PS_1_CS_2, pc_attach and pc_TAU_idle _in_IMS are set to TRUE (Note 2) THEN

The SS transmits an RRCConnectionRelease message to release the RRC connection.
	<--
	RRC: RRCConnectionRelease

	16b2
	The UE transmits an RRCConnectionRequest message.
	-->
	RRC: RRCConnectionRequest

	16b3
	The SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup

	16b4
	The UE transmits an RRCConnectionSetupComplete message including a TRACKING AREA UPDATE REQUEST message.
	-->
	RRC: RRCConnectionSetupComplete
NAS: TRACKING AREA UPDATE REQUEST

	16b5
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	RRC: DLInformationTransfer
NAS: TRACKING AREA UPDATE ACCEPT

	16b6
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	RRC: ULInformationTransfer
NAS: TRACKING AREA UPDATE COMPLETE

	16c1
	ELSE IF MULTI_PDN = TRUE THEN

The generic procedure for UE establishing additional PDN connectivity as specified in TS 36.508 subclause 4.5A.16 takes place 
	-
	-

	17
	The SS transmits an RRCConnectionRelease message to release RRC connection and move to RRC_IDLE (State 2).
	<--
	RRC: RRCConnectionRelease

	-
	EXCEPTION: Steps18a1 to 18b1 describe behaviour that depends on UE capabilities/configuration and test requirements; the "lower case letter" identifies a step sequence that takes place if one of those is supported/configured.
	
	

	18a1
	IF MULTI_PDN AND (pc_XCAP_only_APN OR NOT XCAP_SIGNALLING)

AND pc_UE_supports_user_initiated_PDN_disconnect THEN

the non-IMS PDN shall be released as specified in TS 36.508 subclause 4.5A.17
	-
	-

	18a2
	IF MULTI_PDN AND (pc_XCAP_only_APN OR NOT XCAP_SIGNALLING)

AND NOT pc_UE_supports_user_initiated_PDN_disconnect THEN

the non-IMS PDN shall be released as specified in TS 36.508 subclause 4.5A.18
	-
	-

	NOTE 1:
The procedure is used with specific message with no IMS voice network support. The UE is configured for voice domain preference IMS PS voice preferred, CS Voice as secondary and to initiate EPS attach. The UE implementation supports TAU in connected mode,

NOTE 2:
The procedure is used with specific message withno IMS voice network support. The UE is configured for voice domain preference IMS PS voice preferred, CS Voice as secondary and to initiate EPS attach. The UE implementation supports TAU in idle mode,


4.5.2.4
Specific message contents

All specific message contents shall be referred to clause 4.6 and 4.7 with the exceptions below.

Table 4.5.2.4-1: RRCConnectionRequest (Step 2)
	Derivation Path: Table 4.6.1-16

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      ue-Identity
	Any allowed value
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 4.5.2.4-2: UECapabilityInformation (Step 13)

	Derivation Path: Table 4.6.1-23

	Information Element
	Value/remark
	Comment
	Condition

	UECapabilityInformation ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      ueCapabilityInformation-r8 
	Any allowed value
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 4.5.2.4-3: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST (Step 14)

	Derivation Path: Table 4.7.3-6 with condition IMS_PDN_ConnEstab for PDN1_IMS and NOT IMS_PDN_ConnEstab else

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	'0101'B
	arbitrary value used for PDN connectivity being maintained during the test case
	PDN1_IMS OR NOT MULTI_PDN

	EPS bearer identity
	'1100'B
	arbitrary value used for additional PDN connectivity which may be released before entering the test procedure of the test case
	MULTI_PDN AND NOT PDN1_IMS

	PDN address
	
	
	IPv4_address_only

	  Length of PDN address contents
	5 octets
	
	

	  PDN type value
	‘001’B
	IPv4
	

	  PDN address information
	IPv4 address
	The SS provides a valid IPv4 address
	NOT IPv4-DHCP

	
	0.0.0.0
	DHCPv4 is to be used to allocate the IPv4 address
	IPv4-DHCP

	ESM cause
	IF "PDN type" IE in step 4 is 'IPv4v6' THEN '00110010'B ELSE Not present
	"PDN type IPv4 only allowed"
	


NOTE:
The default message contents specified in table 4.7.3-6 apply unless the condition IPv4_address_only in table 4.5.2.4-3 is true.

	Condition
	Explanation

	IPv4_address_only
	This condition applies if the test case preamble description indicates that the UE is allocated an IPv4 address.

	IPv4-DHCP
	If in the last PDN CONNECTIVITY REQUEST or ESM INFORMATION RESPONSE sent prior to this message, the IE Protocol configuration options contains a configuration protocol option = '000B00H' ("IPv4 address allocation via DHCPv4", length of contents = 0).

Note 1:
This condition is used in conjunction with IPv4 or IPv4v6 as indicated in the "PDN address row" just above.

Note 2:
If both messages, PDN CONNECTIVITY REQUEST and ESM INFORMATION RESPONSE, are received and contain a Protocol configuration options IE then the IE from the message which is received later shall be used.


Table 4.5.2.4-4: TRACKING AREA UPDATE REQUEST (Steps 16a1 and 16b4)
	Derivation Path: 36.508 Table 4.7.2-27 with condition combined_TA_LA


Table 4.5.2.4-5: TRACKING AREA UPDATE ACCEPT (Steps 16a2 and 16b5)
	Derivation Path: 36.508 Table 4.7.2-24 with condition combined_TA_LA


TRACKING AREA UPDATE ACCEPT

This message is sent by the SS to the UE.

Table 4.7.2-24: TRACKING AREA UPDATE ACCEPT

	Derivation Path: 24.301 clause 8.2.26

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Tracking area update accept message identity
	'0100 1001'B
	Tracking area update accept
	

	EPS update result
	'0000'B
	TA updated
	TA_only

	
	'0001'B
	combined TA/LA updated
	combined_TA_LA

	Spare half octet
	'0000'B
	
	

	T3412 value
	Not present
	
	Periodic

	T3412 value
	
	
	

	  Timer value
	'0 0000'B
	
	

	  Unit
	'111'B
	value indicates that the timer is deactivated.
	

	GUTI
	
	
	

	  Length of EPS mobile identity contents
	'0000 1011'B
	11 octets
	

	  Type of identity
	'110'B
	GUTI
	

	  Odd/even indication
	'0'B
	even number of identity digits and also when the GUTI is used
	

	  MCC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MNC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MME Group ID
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MME Code
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  M-TMSI
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'0000 0110'B
	6 octets
	

	  Partial tracking area identity list 1
	
	
	

	    Number of elements
	'0 0000'B
	1 element
	

	    Type of list
	'00'B
	list of TACs belonging to one PLMN, with non-consecutive TAC values
	

	    MCC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	    MNC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	    TAC 1
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	EPS bearer context status
	The same value as the value set in TRACKING AREA UPDATE REQUEST message
	
	

	Location area identification
	Not present
	
	TA_only

	Location area identification
	
	
	combined_TA_LA

	  MCC
	MCC of the EUTRA cell from which this message is sent
	
	

	  MNC
	MCC of the EUTRA cell from which this message is sent
	
	

	  LAC
	1
	
	

	MS identity
	Not present
	
	TA_only

	MS identity
	
	
	combined_TA_LA

	  Length of mobile identity contents
	'0000 0101'B
	5 octets
	

	  Type of identity
	'100'B
	TMSI/P-TMSI/M-TMSI
	

	  Odd/even indication
	'0'B
	even number of identity digits and also when the TMSI/P-TMSI or TMGI and optional MBMS Session Identity is used
	

	  TMSI
	TMSI-1
	
	

	EMM cause
	Not present
	
	

	T3402 value
	Not present
	
	

	T3423 value
	Not present
	
	

	Equivalent PLMNs
	Not present
	
	

	Emergency number list
	Not present
	
	

	EPS network feature support
	0000 0001'B
	IMS voice over PS session in S1 mode supported
	

	Additional update result
	Not present
	
	

	Additional update result
	‘10’ B
	“SMS only”
	TAU_additional_update_result_SMS

	T3412 extended value
	Not present
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	Condition
	Explanation

	TA_only
	This condition applies if the UE is configured to initiate EPS attach or if explicitly specified.

	combined_TA_LA
	This condition applies if the UE is configured to initiate combined EPS/IMSI attach or if explicitly specified.

	Periodic
	This condition applies if in the last TRACKING AREA UPDATE REQUEST sent prior to this message, the EPS update type Value = '011'B (periodic updating).

	TAU_additional_update_result_SMS
	If the UE requested "SMS only" in the Additional update type IE and combined_TA_LA.


NOTE:
This message is always sent within SECURITY PROTECTED NAS MESSAGE message.

-
TRACKING AREA UPDATE REQUEST

This message is sent by the UE to the SS.

Table 4.7.2-27: TRACKING AREA UPDATE REQUEST

	Derivation Path: 24.301 clause 8.2.29

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Tracking area update request message identity
	'0100 1000'B
	Tracking area update request
	

	EPS update type
	
	
	

	  EPS update type Value
	'000'B
	TA updating
	TA_only

	
	'001'B
	Combined TA/LA updating
	combined_TA_LA

	  "Active" flag
	'0'B
	No bearer establishment requested
	

	NAS key set identifier
	
	
	

	  NAS key set identifier
	The valid NAS key set identifier of the UE
	
	

	  TSC
	'0'B
	native security context (for KSIASME)
	

	Old GUTI 
	Any allowed value
	
	

	Non-current native NAS key set identifier
	Not present
	
	

	GPRS ciphering key sequence number
	Not present
	
	

	Old P-TMSI signature
	Not present
	
	

	Additional GUTI
	Not present
	
	

	NonceUE
	Not present
	
	

	UE network capability
	Not present or any allowed value
	
	

	Last visited registered TAI
	Not present or any allowed value
	
	

	DRX parameter
	Not present or any allowed value
	
	

	UE radio capability information update needed
	Not present or any allowed value
	
	

	EPS bearer context status
	Not present or (octet 3 = '00100000'B and octet 4 = '00000000'B)
	
	

	MS network capability
	Not present or any allowed value
	
	

	Old location area identification
	Not present or any allowed value
	
	

	TMSI status
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	Additional update type
	Not present
	
	TA_only

	Additional update type
	Not present or any allowed value
	
	combined_TA_LA

	Old GUTI type
	Not present or any allowed value
	
	


The following messages have not been explicitly included in the specific message content of the procedure bu are still part of the procedure and hence their default definitions need to be examined
-
ATTACH REQUEST

This message is sent by the UE to the SS.

Table 4.7.2-4: ATTACH REQUEST

	Derivation Path: 24.301 clause 8.2.4

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Attach request message identity
	'0100 0001'B
	Attach request
	

	EPS attach type
	'0001'B
	EPS attach
	EPS_only

	
	'0010'B
	combined EPS/IMSI attach
	combined_EPS_IMSI

	NAS key set identifier
	Any allowed value
	
	

	Old GUTI or IMSI
	Any allowed value
	
	

	UE network capability
	Any allowed value
	
	

	ESM message container
	PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN
	
	

	Old P-TMSI signature
	Not present or any allowed value
	
	

	Additional GUTI
	Not present or any allowed value
	
	

	Last visited registered TAI
	Not present or any allowed value
	
	

	DRX parameter
	Not present or any allowed value
	
	

	MS network capability
	Not present or any allowed value
	
	

	Old location area identification
	Not present or any allowed value
	
	

	TMSI status
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	Additional update type
	Not present
	
	EPS_only

	Additional update type
	Not present or any allowed value
	
	combined_EPS_IMSI

	Old GUTI type
	Not present or any allowed value
	
	


-
ATTACH ACCEPT

This message is sent by the SS to the UE.

Table 4.7.2-1: ATTACH ACCEPT

	Derivation Path: 24.301 clause 8.2.1

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Attach accept message identity
	'0100 0010'B
	Attach accept
	

	EPS attach result
	'0001'B
	EPS only
	EPS_only

	
	'0010'B
	combined EPS/IMSI attach
	combined_EPS_IMSI

	Spare half octet
	'0000'B
	
	

	T3412 value
	
	
	

	  Timer value
	'0 0000'B
	
	

	  Unit
	'111'B
	value indicates that the timer is deactivated.
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'0000 0110'B
	6 octets
	

	  Partial tracking area identity list 1
	
	
	

	    Number of elements
	'0 0000'B
	1 element
	

	    Type of list
	'00'B
	list of TACs belonging to one PLMN, with non-consecutive TAC values
	

	    MCC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	    MNC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	    TAC 1
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	ESM message container
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to activate the default bearer
	
	

	GUTI
	
	
	

	  Length of EPS mobile identity contents
	'0000 1011'B
	11 octets
	

	  Type of identity
	'110'B
	GUTI
	

	  Odd/even indication
	'0'B
	even number of identity digits and also when the GUTI is used
	

	  MCC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MNC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MME Group ID
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MME Code
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  M-TMSI
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	Location area identification
	Not present
	
	EPS_only

	Location area identification
	
	
	combined_EPS_IMSI

	  MCC
	MCC of the EUTRA cell from which this message is sent
	
	

	  MNC
	MCC of the EUTRA cell from which this message is sent
	
	

	  LAC
	1
	
	

	MS identity
	Not present
	
	EPS_only

	MS identity
	
	
	combined_EPS_IMSI

	  Length of mobile identity contents
	'0000 0101'B
	5 octets
	

	  Type of identity
	'100'B
	TMSI/P-TMSI/M-TMSI
	

	  Odd/even indication
	'0'B
	even number of identity digits and also when the TMSI/P-TMSI or TMGI and optional MBMS Session Identity is used
	

	  TMSI
	TMSI-1
	
	

	EMM cause
	Not present
	
	

	T3402 value
	Not present
	
	

	T3423 value
	Not present
	
	

	Equivalent PLMNs
	Not present
	
	

	Emergency number list
	Not present
	
	

	EPS network feature support
	'0000 0001'B
	IMS voice over PS session in S1 mode supported
	

	EPS network feature support
	'0000 0011'B
	IMS voice over PS session in S1 mode supported, emergency bearer services in S1 mode supported
	Rel-9

	Additional update result
	Not present
	
	

	Additional update result
	‘10’ B
	“SMS only”
	additional_update_result_SMS

	T3412 extended value
	Not present
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	Condition
	Explanation

	EPS_only
	This condition applies if the UE is configured to initiate EPS attach or if explicitly specified. 

	combined_EPS_IMSI
	This condition applies if the UE is configured to initiate combined EPS/IMSI attach or if explicitly specified.

	additional_update_result_SMS
	If the UE requested "SMS only" in the Additional update type IE and combined_EPS_IMSI condition applies


NOTE:
This message is always sent within SECURITY PROTECTED NAS MESSAGE message.


PDN CONNECTIVITY REQUEST

This message is sent by the UE to the SS.

Table 4.7.3-20: PDN CONNECTIVITY REQUEST

	Derivation Path: 24.301 clause 8.3.18

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	ESM
	
	

	EPS bearer identity
	'0000'B
	No EPS bearer identity assigned
	

	Procedure transaction identity
	Any value from 1 to 254
	
	

	PDN connectivity request message identity
	'1101 0000'B
	PDN connectivity request
	

	Request type
	'0001'B
	initial request
	

	PDN type
	Any value between '001'B, '010'B, '011'B and '100'B
	The allowed values are respectively IPv4, IPv6, IPv4v6 and "unused but interpreted as IPv6 by the network"
	

	ESM information transfer flag
	Not present or any allowed value
	
	

	Access point name
	Not present
	The value is mandatory when the PDN CONNECTIVITY REQUEST message is sent together with an ATTACH REQUEST message.
	

	Protocol configuration options
	Not present or any allowed value
	The value received from the UE does not affect the possible verdict associated with the message when received by the SS. The SS shall remember if this IE is present and its contents because this affects subsequent SS behaviour, e.g. coding of ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST.
	


The 4.5A.3 'Procedure for IMS signalling' called from Table 4.5.2.3-1: UE registration procedure (state 1 to state 2)
4.5A.3
Procedure for IMS signalling

The purpose of this procedure is to allow the successful completion of IMS signalling if it is initiated by the UE.

The UE may initiate IMS registration according TS 24.229 [40] clause 5.1. The procedure is applicable for UEs with IMS support (TS 36.523-2 A.4.4-1/25).

Table 4.5A.3-1: Procedure for IMS signalling in the U-plane

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1-9 
	Void
	-
	-

	-
	EXCEPTION: Steps 10a1 to 10a2b1 describe a transaction that depends on the UE capability
	
	

	10a1
	IF pc_IMS then the SS starts timer Timer_1 = 10 s (Note 1)
	-
	-

	-
	EXCEPTION: Steps 10a2a1 to 10a2b1 describe a transaction that depends on the UE implementation
	-
	-

	10a2a1-10a2a9
	Registration procedure according TS 34.229-1 [43] subclause C.2 (steps 3-11)

Note: SS cancels timer Timer_1 at step 10a2a1.
	-
	-

	10a2b1
	The SS waits for Timer_1 expiry
	-
	-

	Note 1:
Depending on the UE configuration there may be unpredictable delay in the start of the procedure. A guarding time of [10] sec is suggested within which the procedure is expected to start. If the timer expires then the test procedure, from which the Procedure for IMS signalling U-plane is called, shall advance to the next specified step


The procedure in 34.229-1 called from steps 10a2a1-10a2a9 above
C.2
Generic Registration Test Procedure – IMS support

The generic test procedure:

1.
EPS bearer context activation according annex C.18 for UE with E-UTRA support (TS 34.229-2 A.18/1). PDP context activation according annex C.17 for UE with UTRA support (TS 34.229-2 A.18/2) only.
3.
Optional P-CSCF address discovery using the DHCP procedure according to Annex C.3 for IPv6 or Annex C.4 for IPv4.
4.
The UE initiates IMS registration. SS waits for the UE to send an initial REGISTER request.

5.
The SS responds to the initial REGISTER request with a valid 401 Unauthorized response.
6.
The SS waits for the UE to set up a temporary set of security associations and to send another REGISTER request, over those security associations.
7.
The SS responds to the second REGISTER request with valid 200 OK response, sent over the same temporary set of security associations that the UE used for sending the REGISTER request.
8.
The SS waits for the UE to send a SUBSCRIBE request over the newly established security associations.

9.
The SS responds to the SUBSCRIBE request with a valid 200 OK response.
10.
The SS sends a valid NOTIFY request for the subscribed registration event package.

11.
The SS waits for the UE to respond to the NOTIFY with a 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	Annex C.17 or C.18.

	2
	
	
	Void.

	3
	
	
	Optional P-CSCF address discovery using the DHCP procedure according to Annex C.3 for IPv6 or Annex C.4 for IPv4.

	4
	(
	REGISTER
	The UE sends initial registration for IMS services.

	5
	(
	401 Unauthorized
	The SS responds with a valid AKAv1-MD5 authentication challenge and security mechanisms supported by the network.

	6
	(
	REGISTER
	The UE completes the security negotiation procedures, sets up a temporary set of SAs and uses those for sending another REGISTER with AKAv1-MD5 credentials.

	7
	(
	200 OK
	The SS responds with 200 OK.

	8
	(
	SUBSCRIBE
	The UE subscribes to its registration event package. 

	9
	(
	200 OK
	The SS responds with 200 OK.

	10
	(
	NOTIFY
	The SS sends initial NOTIFY for registration event package, containing full registration state information for the registered public user identity in the XML body 

	11
	(
	200 OK
	The UE responds with 200 OK.


