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<Start of Modified Section>

4.2.4.4
Routing of IP Data

The routing of IP data is done in the DRB-Mux which gets a routing table configured. This table associates the address and protocol information of IP packets (protocol, local IP address, local port, remote IP address, remote port) with the radio bearer (RAT, cell, DRB id).

In UL a DRB is considered being in raw mode when there is no entry found in the routing table. It is considered being in IP mode when there is any entry regardless of the protocol and address information being stored, i.e. in UL, the SS does not need to evaluate the IP header to route the data (in raw mode this would cause problems in the case of loopback data). In addition for the IP mode specific entries of the routing table can be flagged to discard IP packets matching this entry. This can be used e.g. for rSRVCC to suppress RTP/RTCP data on the default AM DRB during HO. The major purpose is to discard the data silently (i.e. to suppress any error reporting like ICMP error messages). 
NOTE:
It is up to system implementation how packets are discarded (explicitly or implicitly by the IP stack) as long as it done silently. 
In DL the IP packets of the IP stack are routed to the DRBs acc. to the routing information in the routing table (see annex D for details.

NOTE:
Only the IP PTC can re-configure the Routing Table; if that needs to be triggered by a RAT specific PTC, this is done by appropriate coordination messages but the RAT specific PTCs don't have a direct access to the routing tables.

<End of Modified Section>

