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<Start of Next Modified Section>
Annex C (normative):
Generic Test Procedure

This Annex contains information about generic test procedures.

Unless specified otherwise in the present section, Annex A requirements for default messages apply.


SDP lines are represented in a structured format directly inherited from the BNF definitions of the associated RFC; field names are used as defined in these BNFs (see annex G for further information).
The following rules apply:
SDP messages in DL:
The SS shall send the SDP messages exactly as specified.

SDP messages in UL:
Only relevant information is specified i.e. an SDP message in UL may contain additional information. Additional information in UL shall be ignored in the following cases:

Additional optional SDP lines on SDP message level
Additional information in case of SDP lines for which the same kind of information can occur one or several times (e.g. timezones in z= line)
When there may be further information within some SDP line in addition to the content specified for this line (e.g. additional parameters in an fmtp line) this is stated in the content column or as clarification in the comment column; the additional information shall be ignored by the SS in this case.

The order of fields within an SDP line is specified by the BNF of the respective RFC: the fields may be well-ordered or the order is not specified (e.g. parameters in an fmtp line). 

NOTE:
Order of fields is a syntactical issue and therefore a matter of correct codec implementation.

Notation of character strings:
Literal strings are double quoted.

<End of Modified Section>

<Start of Next Modified Section>
C.21
Generic test procedure for setting up MTSI MO speech call for EPS

Test procedure:

1)
MO speech is initiated on the UE. The call is initiated towards the URI configured to SS as px_CalleeUri Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS waits the UE to send an INVITE request with first SDP offer

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 183 Session Progress response 

5)
SS waits for the UE to send a PRACK request possibly containing the second SDP offer.

6)
SS responds to the PRACK request with a 200 OK.

7)
SS waits for the UE to send a UPDATE request containing the final SDP offer. 

8)
SS responds to the UPDATE request with a 200 OK.
9)
SS responds to the INVITE request with a 180 Ringing. 

10)
SS waits for the UE to send a PRACK request.

11)  SS responds to the PRACK request with a 200 OK.

12)
 SS responds to the INVITE request with a 200 OK.

13)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS speech call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer.

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response.

	4
	(
	183 Session Progress
	SS sends an SDP answer.

	5
	(
	PRACK
	UE acknowledges and optionally offer a second SDP if a dedicated EPS bearer is established by the network.

	6
	(
	200 OK
	SS sends a 200 OK and answers the second SDP if present.

	7
	(
	UPDATE
	Optional step: UE sends a second SDP if a dedicated EPS bearer is established by the network. 

	8
	(
	200 OK
	Optional step: SS sends a 200 OK. 

	9
	(
	180 Ringing
	SS sends a 180 Ringing.

	10
	(
	PRACK
	UE acknowledges.

	11
	(
	200 OK
	SS responds PRACK with 200 OK.

	12
	(
	200 OK
	SS responds INVITE with 200 OK. 

	13
	(
	ACK
	UE acknowledges. 


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for MO Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	SDP message as defined below.

















































SDP Message (Step 2):
Session description:
	Line
	Cond
	Content
	Comment
	Reference

	protocol version
	
	
	0
	
	RFC 4566 [27]

	origin
	
	username
	any value
	
	RFC 4566 [27]

	
	
	sess-id
	any value
	
	

	
	
	sess-version
	any value
	
	

	
	
	nettype
	“IN”
	
	

	
	
	addrtype
	"IP4" or "IP6"
	
	

	
	
	unicast-address
	IP address of the UE
	
	

	session name
	
	
	any value
	
	RFC 4566 [27]

	connection information
	
	nettype
	“IN”
	[NOTE 1]
	RFC 4566 [27]

	
	
	addrtype
	"IP4" or "IP6"
	
	

	
	
	connection-address
	connection-address for UE
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	


Time description:
	Line
	Cond
	Content
	Comment
	Reference

	timing
	
	start-time
	any value
	
	RFC 4566 [27]

	
	
	stop-time
	any value
	
	


Media descriptions:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	media
	“audio”
	
	RFC 4566 [27]

	
	
	ports
	any value
	
	

	
	
	transport
	“RTP/AVP“
	
	

	
	
	fmts
	list of media formats (“fmt”):
one or more RTP payload type numbers
	
	

	connection information
	
	nettype
	“IN”
	[NOTE 1]
	RFC 4566 [27]

	
	
	addrtype
	"IP4" or "IP6"
	
	

	
	
	connection-address
	connection-address for UE
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	

	bandwidth information
	
	bwtype
	“RS”
	
	RFC 4566 [27]

	
	A4
	bandwidth
	0
	
	

	
	A5
	bandwidth
	any value
	
	

	bandwidth information
	
	bwtype
	“RR”
	
	RFC 4566 [27]

	
	A4
	bandwidth
	0
	
	

	
	A5
	bandwidth
	any value greater than 0
	
	


Attributes for media:
	Line
	Cond
	Content
	Comment
	Reference

	tcap
	A3
	trpr-cap-num
	1
	
	RFC 5939 [??]

	
	
	proto-list
	"RTP/AVPF"
	
	

	pcfg
	A3
	config-number
	1
	
	RFC 5939 [??]

	
	
	pot-cfg-list
	"t=1"
	
	

	rtpmap
	
	payload type
	any value matching one of the values in fmts of the media description
	
	RFC 4566 [27]

	
	
	codec
	encoding
	“AMR”
	
	

	
	
	
	clockrate
	8000
	
	

	
	
	
	parameters
	1 if present
	
	

	fmtp
	
	format
	same value as for payload type of the corresponding rtpmap attribute of the AMR 8000 codec
	
	RFC 4566 [27]

RFC 4867 [67]

	
	
	format specific parameters
	“mode-change-capability=2”
	parameters are in any order, additional parameters may occur and areignored
	

	
	
	
	“max-red=220”
	
	

	rtpmap
	
	payload type
	any value matching one of the values in fmts of the media description;

value shall be different from the value used for AMR 8000 codec
	
	RFC 4566 [27]



	
	
	codec
	encoding
	“telephone-event”
	
	

	
	
	
	clockrate
	any value
	
	

	
	
	
	parameters
	any value if present
	
	

	ecn-capable-rtp
	A1
	init-list
	“leap”
	parameters are in any order, additional parameters may occur and areignored
	RFC 6679 [??]

	
	
	parm-list
	“ect=0”
	parameters are in any order, additional parameters may occur and areignored
	

	rtcp-fb
	A1
	rtcp-fb-pt
	“*”
	
	RFC 4585 [??]
RFC 6679 [??]

	
	
	rtcp-fb-val
	“nack ecn“
	
	

	rtcp-xr
	A1
	
	“ecn-sum”
	xr-formats are in any order, additional xr-formats may occur and shall be ignored
	RFC 3611 [??]
RFC 6679 [??]

	rtcp-rsize
	A1
	
	
	
	RFC 5506 [??]

	ptime
	
	
	20
	
	RFC 4566 [27]

	maxptime
	
	
	240
	
	RFC 4566 [27]

	inactive
	
	
	
	
	RFC 4566 [27]


Attributes for media security mechanism:
	Line
	Cond
	Content
	Comment
	Reference

	3ge2ae
	A2
	indicator
	“requested”
	
	TS 24.229 Table 7.1 [10]

	crypto
	A2
	tag
	“1”
	
	RFC 4568 [??]

	
	
	crypto-suite
	“AES_CM_128_HMAC_SHA1_80“
	
	

	
	
	key-params
	“inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|1:4”
	
	

	
	
	session-param
	“FEC_ORDER=FEC_SRTP”
	
	


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“none”
	
	

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“none”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“mandatory”
	
	

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“optional”
	
	

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Condition
	Explanation

	A1
	UE supports Explicit Congestion Notification

	A2
	UE supports use of end-to-access-edge security

	A3
	A Release 9 or later UE offers AVPF

	A4
	A.12/nn 3GPP TS 34.229-2 [5] is ”x”

	A5
	A.12/nn 3GPP TS 34.229-2 [5] is ”m”


Editor’s note: A4 and A5 are mutual exclusive (i.e there is exactly one PICS “UE use RTCP during the active two-way voice sessions”); ( there should be only one condition A4 and reference to A5 should be replaced by “not A4”.
	Notes
	

	NOTE 1
	At least one connection information shall be present.


183 Session Progress (Step 4)

Use the default message "183 Session Progress" in annex A.2.3 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	SDP message as defined below.







































SDP Message (Step 4):
Session description:
	Line
	Cond
	Content
	Comment
	Reference

	protocol version
	
	
	0
	
	RFC 4566 [27]

	origin
	
	username
	“-“
	
	RFC 4566 [27]

	
	
	sess-id
	"1111111111"
	
	

	
	
	sess-version
	"1111111111"
	
	

	
	
	nettype
	“IN”
	
	

	
	
	addrtype
	same as in step 2
	"IP4" or "IP6"
	

	
	
	unicast-address
	IP address of the UE
	
	

	session name
	
	
	“IMS conformance test“
	
	RFC 4566 [27]

	connection information
	
	nettype
	“IN”
	
	RFC 4566 [27]

	
	
	addrtype
	same as in step 2
	"IP4" or "IP6"
	

	
	
	connection-address
	connection-address for SS
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	30
	
	


Time description:
	Line
	Cond
	Content
	Comment
	Reference

	timing
	
	start-time
	0
	
	RFC 4566 [27]

	
	
	stop-time
	0
	
	


Media descriptions:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	media
	“audio”
	
	RFC 4566 [27]

	
	
	ports
	transport port number of the SS
	see RFC 3264 clause 6 [30]
	

	
	
	transport
	“RTP/AVP“
	
	

	
	
	fmts
	same value as used for the AMR 8000 codec in step 2
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	30
	
	

	bandwidth information
	
	bwtype
	“RS”
	
	RFC 4566 [27]

	
	
	bandwidth
	same value as in step 2
	
	

	bandwidth information
	
	bwtype
	“RR”
	
	RFC 4566 [27]

	
	
	bandwidth
	same value as in step 2
	
	


Attributes for media:
	Line
	Cond
	Content
	Comment
	Reference

	rtpmap
	
	payload type
	same value as used for the AMR 8000 codec in step 2
	
	RFC 4566 [27]

	
	
	codec
	encoding
	“AMR”
	
	

	
	
	
	clockrate
	8000
	
	

	
	
	
	parameters
	1
	
	

	fmtp
	
	format
	same value as used for the AMR 8000 codec in step 2
	
	RFC 4566 [27]

RFC 4867 [67]

	
	
	format specific parameters
	“mode-change-capability=2”
	
	

	
	
	
	“max-red=220”
	
	

	ecn-capable-rtp
	A1
	parameters
	“leap”
	
	RFC 6679 [??]

	
	
	
	“ect=0”
	
	

	rtcp-fb
	A1
	rtcp-fb-pt
	“*”
	
	RFC 4585 [??]
RFC 6679 [??]

	
	
	rtcp-fb-val
	“nack ecn“
	
	

	rtcp-xr
	A1
	
	“ecn-sum”
	
	RFC 3611 [??]
RFC 6679 [??]

	ptime
	
	
	20
	
	RFC 4566 [27]

	maxptime
	
	
	240
	
	RFC 4566 [27]


Attributes for media security mechanism:
	Line
	Cond
	Content
	Comment
	Reference

	3ge2ae
	A2
	indicator
	“requested”
	
	TS 24.229 Table 7.1 [10]

	crypto
	A2
	tag
	“1”
	
	RFC 4568 [??]

	
	
	crypto-suite
	“AES_CM_128_HMAC_SHA1_80“
	
	

	
	
	key-params
	“inline:PS1uQCVeeCFCanVmcjkpPywjNWhcYD0mXXtxaVBR|2^20|1:4”
	
	


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“none”
	
	

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“none”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“mandatory”
	
	

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“mandatory”
	
	

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	conf
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Condition
	Explanation

	A1
	UE supports Explicit Congestion Notification

	A2
	UE supports use of end-to-access-edge security


PRACK (Step 5)

Use the default message “PRACK” in annex A.2.4 with the following exceptions:

	Header/param
	Value/Remark

	Message-body
	optionally SDP message as defined below.

































Optional SDP Message (Step 5):
Session description:
	Line
	Cond
	Content
	Comment
	Reference

	protocol version
	
	
	0
	
	RFC 4566 [27]

	origin
	
	username
	any value
	
	RFC 4566 [27]

	
	
	sess-id
	any value
	
	

	
	
	sess-version
	any value greater than the value in step 2
	
	

	
	
	nettype
	“IN”
	
	

	
	
	addrtype
	same as in step 2
	"IP4" or "IP6"
	

	
	
	unicast-address
	IP address of the UE
	
	

	session name
	
	
	any value
	
	RFC 4566 [27]

	connection information
	
	nettype
	“IN”
	[NOTE 1]
	RFC 4566 [27]

	
	
	addrtype
	same as in step 2
	
	

	
	
	connection-address
	connection-address for UE
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	


Time description:
	Line
	Cond
	Content
	Comment
	Reference

	timing
	
	start-time
	0
	
	RFC 4566 [27]

	
	
	stop-time
	0
	
	


Media descriptions:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	media
	“audio”
	
	RFC 4566 [27]

	
	
	ports
	any value
	
	

	
	
	transport
	“RTP/AVP“
	
	

	
	
	fmts
	one or more RTP payload type numbers
	
	

	connection information
	
	nettype
	“IN”
	[NOTE 1]
	RFC 4566 [27]

	
	
	addrtype
	same as in step 2
	
	

	
	
	connection-address
	connection-address for UE
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	

	bandwidth information
	
	bwtype
	“RS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	

	bandwidth information
	
	bwtype
	“RR”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	


Attributes for media:
	Line
	Cond
	Content
	Comment
	Reference

	rtpmap
	
	payload type
	any value as in fmts of the media description
	
	RFC 4566 [27]

	
	
	codec
	encoding
	“AMR”
	
	

	
	
	
	clockrate
	8000
	
	

	
	
	
	parameters
	1 if present
	
	

	fmtp
	
	format
	any value
	
	RFC 4566 [27]

RFC 4867 [67]

	
	
	format specific parameters
	any parameters
	
	

	sendrecv
	
	
	
	
	RFC 4566 [27]


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“none”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“mandatory”
	
	

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“optional”
	
	

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Notes
	

	NOTE 1
	At least one connection information shall be present.


200 OK for PRACK (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	Header optional

Contents if present:

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	Header present if Prack (step 5) contained SDP.

Contents if present as defined below





Optional SDP Message (Step 6):
Same SDP message as received in the PRACK of step 5 with the following exceptions:

Session description:
	Line
	Cond
	Content
	Comment
	Reference

	origin
	
	unicast-address
	IP address of the simulated remote UE
	
	RFC 4566 [27]

	connection information
	
	connection-address
	IP address of the simulated remote UE
	
	RFC 4566 [27]


Media descriptions [NOTE 1]:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	ports
	transport port number of the simulated remote UE
	see RFC 3264 clause 6 [30]
	RFC 4566 [27]


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Notes
	

	NOTE 1
	If there are more than one Media descriptions for each of them the an appropriate port has to be assigned


UPDATE (Step 7)

Use the default message “UPDATE” in annex A.2.5 with the following exceptions:
	Header/param
	Value/remark

	Message-body
	Same contents as specified in step 5.


200 OK for UPDATE (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	Header optional

Contents if present: 

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	SDP body of the 200 response copied from the received UPDATE and modified as below





Optional SDP Message (Step 8):
Same SDP message as received in the UPDATE of step 7 with the following exceptions:

Session description:
	Line
	Cond
	Content
	Comment
	Reference

	origin
	
	unicast-address
	IP address of the simulated remote UE
	
	RFC 4566 [27]

	connection information
	
	connection-address
	IP address of the simulated remote UE
	
	RFC 4566 [27]


Media descriptions [NOTE 1]:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	ports
	transport port number of the simulated remote UE
	see RFC 3264 clause 6 [30]
	RFC 4566 [27]


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Notes
	

	NOTE 1
	If there are more than one Media descriptions for each of them the an appropriate port has to be assigned


180 Ringing (Step 9)

Use the default message “180 Ringing for INVITE” in annex A.2.6 applying condition A3 (Response sent reliably).

<End of Modified Section>

<Start of Next Modified Section>
Annex G (informative): 
Structured Presentation of SDP Lines

In accordance to the BNF notation of the respective RFCs, SDP lines can be mapped to structured type definitions (as this is done in TTCN). For better understanding of specific message contents in this specification, these structured definitions are shown in the following as tabular presentation.
NOTE:
This information may also be used as a guideline for codec implementation. 
G.1
SDP message

Table G.1-1: SDP message content according to RFC 4566 clause 5

	Line
	Type
	Comment
	Presence

	Session description:

	v=
	protocol version
	integer
	
	M

	o=
	origin
	SDP origin
	(see table G.2-1)
	M

	s=
	session name
	charstring
	
	M

	i=
	session information
	charstring
	
	O

	u=
	URI of description
	charstring
	
	O

	e=
	email address
	SDP email list
	(one or several lines; see table G.2-2)
	O

	p=
	phone number
	SDP phone list
	(one or several lines; see table G.2-2)
	O

	c=
	connection information
	SDP connection
	(one or several lines; see table G.2-3)
	O

	b=
	bandwidth information
	SDP bandwidth list
	(one or several lines; see table G.2-4)
	O

	z=
	time zone adjustments
	SDP timezone list
	(one or several lines; see table G.2-5)
	O

	k=
	encryption key
	SDP encryption key
	(see table G.2-6)
	O

	a=
	session attributes
	SDP attributes
	(one or several lines; see table G.3-1)
	O

	Time description [NOTE 1]:

	t=
	time the session is active
	SDP time
	(see table G.2-7)
	M

	r=
	repeat times
	SDP repeat times
	(see table G.2-8)
	O

	Media description [NOTE 2]:

	m=
	media name and transport address
	SDP media
	(see table G.2-9)
	M

	i=
	media title
	charstring
	
	O

	c=
	connection information
	SDP connection
	(one or several lines; see table G.2-3)
	O

	b=
	bandwidth information
	SDP bandwidth list
	(one or several lines; see table G.2-4)
	O

	k=
	encryption key
	SDP encryption key
	(see table G.2-6)
	O

	a=
	media attribute lines
	SDP attributes
	(one or several lines; see table G.3-1)
	O

	NOTE 1: 
There are one or several time descriptions within an SDP message.
NOTE 2: 
There are no, one or several media descriptions within an SDP message.


G.2
Structured SDP lines

Table G.2-1: Origin according to RFC 4566 clause 5.2

	Field
	Type
	Comment
	Presence

	username
	charstring
	
	M

	sess-id
	charstring
	
	M

	sess-version
	charstring
	
	M

	nettype
	charstring
	“IN” in general
	M

	addrtype
	charstring
	“IP4” or “IP6” in general
	M

	unicast-address
	charstring
	
	M


Table G.2-2: Email Address and Phone Number according to RFC 4566 clause 5.6

	Field
	Type
	Comment
	Presence

	addr-or-phone
	charstring
	
	M

	disp-name
	charstring
	
	O


Table G.2-3: Connection Data according to RFC 4566 clause 5.7

	Field
	Type
	Comment
	Presence

	nettype
	charstring
	“IN” in general
	M

	addrtype
	charstring
	“IP4” or “IP6” in general
	M

	connection-address
	charstring
	
	M


Table G.2-4: Bandwidth according to RFC 4566 clause 5.8

	Field
	Type
	Comment
	Presence

	bwtype
	charstring
	
	M

	bandwidth
	integer
	
	M


Table G.2-5: Time Zones according to RFC 4566 clause 5.11

	Field
	Type
	Comment
	Presence

	adjustment time
	charstring
	
	M

	offset
	SDP-time-value
	(see table G.4-1)
	M

	NOTE 1: 
There can be one or several time zones within a z= line.


Table G.2-6: Encryption Keys according to RFC 4566 clause 5.12

	Field
	Type
	Comment
	Presence

	method
	charstring
	
	M

	encryption-key
	charstring
	
	O


Table G.2-7: Timing according to RFC 4566 clause 5.9

	Field
	Type
	Comment
	Presence

	start-time
	integer
	
	M

	stop-time
	integer
	
	M


Table G.2-8: Repeat Times according to RFC 4566 clause 5.10

	Field
	Type
	Comment
	Presence

	repeat-interval
	charstring
	
	M

	active-duration
	charstring
	
	M

	offsets
	list of SDP-time-value
	one or several offset values

(see table G.4-1)
	M


Table G.2-9: Media Descriptions according to RFC 4566 clause 5.14

	Field
	Type
	Comment
	Presence

	media
	charstring
	
	M

	port
	SDP-media-port
	(see table G.4-2)
	M

	proto
	charstring
	
	M

	fmts
	list of charstrings
	one or several media formats
	M


G.3
SDP attributes
Table G.3-1: SDP attributes

	Name
	Content
	Comment
	Presence
(content)
	Spec reference

	cat
	charstring
	
	M
	RFC 4566

	keywds
	charstring
	
	M
	RFC 4566

	tool
	charstring
	
	M
	RFC 4566

	ptime
	charstring
	
	M
	RFC 4566

	maxptime
	charstring
	
	M
	RFC 4566

	recvonly
	
	NA
	RFC 4566

	sendrecv
	
	NA
	RFC 4566

	sendonly
	
	NA
	RFC 4566

	inactive
	
	NA
	RFC 4566

	orient
	charstring
	
	M
	RFC 4566

	type
	charstring
	
	M
	RFC 4566

	charset
	charstring
	
	M
	RFC 4566

	sdplang
	charstring
	
	M
	RFC 4566

	lang
	charstring
	
	M
	RFC 4566

	framerate
	charstring
	
	M
	RFC 4566

	quality
	charstring
	
	M
	RFC 4566

	fmtp
	format
	charstring
	value as in media description
	M
	RFC 4566

	
	format specific parameters
	list of name=value pairs
	one or several format specific parameters
	M
	

	curr
	precondition-type
	charstring
	
	M
	RFC 3312

	
	status-type
	charstring
	
	M
	

	
	direction-tag
	charstring
	
	M
	

	des
	precondition-type
	charstring
	
	M
	RFC 3312

	
	strength-tag
	charstring
	
	M
	

	
	status-type
	charstring
	
	M
	

	
	direction-tag
	charstring
	
	M
	

	conf
	precondition-type
	charstring
	
	M
	RFC 3312

	
	status-type
	charstring
	
	M
	

	
	direction-tag
	charstring
	
	M
	

	rtpmap
	payload type
	integer
	value as in media description
	M
	RFC 4566

	
	codec
	SDP-rtpmap-codec
	<encoding name>/<clock rate> [/<encoding parameters>]
	M
	

	rtcp
	port
	integer
	
	M
	RFC 3605

	
	nettype
	charstring
	“IN” in general
	O
	

	
	addrtype
	charstring
	“IP4” or “IP6” in general
	
	

	
	connection-address
	charstring
	
	
	

	tcap
	trpr-cap-num
	integer
	
	M
	RFC 5939

	
	proto-list
	charstring
	
	M
	

	pcfg
	config-number
	integer
	
	M
	RFC 5939

	
	pot-cfg-list
	charstring
	
	M
	

	ecn-capable-rtp
	init-list
	list of charstring
	one or several init-values
	M
	RFC 6679

	
	parm-list
	list of charstring
	additional parameters
	O
	

	rtcp-fb
	rtcp-fb-pt
	charstring
	
	M
	RFC 4585, RFC 6679

	
	rtcp-fb-val
	charstring
	
	M
	

	rtcp-xr
	list of charstring
	one or several xr-formats
	M
	RFC 3611, RFC 6679

	rtcp-rsize
	
	NA
	RFC 5506

	3ge2ae
	charstring
	indicator
	M
	TS 24.229 Table 7.1

	crypto
	tag
	charstring
	
	M
	RFC 4568

	
	crypto-suite
	charstring
	
	M
	

	
	key-params
	charstring
	
	M
	

	
	session-param
	list of parameters
	one ore several parameters
	O
	

	NOTE: 
In general SDP attributes may occur one or several times and in any order.



G.4
Common definitions

G.4.1
Common generic definitions 
E.g. RFC 4867 uses “parameter=value” pairs which can be mapped to parameter-name and parameter-value fields by the codec. As there is no freedom regarding encoding (e.g. whitespaces in between), in this document “parameter=value” pairs are presented as strings e.g. “max-red=220”.
G.4.2
Common SDP specific definitions

Table G.4-1: SDP-time-value

	Field
	Type
	Comment
	Presence

	time
	integer
	
	M

	unit
	charstring
	
	M


Table G.4-2: SDP-media-port

	Field
	Type
	Comment
	Presence

	port-number
	integer
	
	M

	num-of-ports
	integer
	
	O


Table G.4-3: SDP-rtpmap-codec

	Field
	Type
	Comment
	Presence

	encoding
	charstring
	
	M

	clockrate
	charstring
	
	M

	parameters
	charstring
	
	O


<End of Modified Section>

