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1. Overall Description
At RAN5#62, it was discussed in the context of TS 34.229-1 test case 9.2 ‘Invalid Behaviour – SQN out of range’ what it means that the UE has to populate a new Security-Client header field within an initial REGISTER request, when the abnormal case of SQN being out of range is detected in the 401 Unauthorized response sent by the network upon receiving initial REGISTER request. 

The wording on new Security-Client header is taken from TS 24.229, section 5.1.1.5.3. Quote: “populate a new Security-Client header field within the REGISTER request and associated contact address, set to specify the security mechanism it supports, the IPsec layer algorithms for integrity and confidentiality protection it supports and the parameters needed for the new security association setup”
RAN5 also investigated sections 7.3.1.3 and 7.4.0 of TS 33.203 without coming to a definite conclusion if any additional initial REGISTER attempt needs to change the security association and, by that, to bring new values for spi-s, spi-c, and port-c, or, as an alternative, if the UE can bring the same values again.
TSG SA WG3 is asked to provide clarification to RAN5.

2. Actions:
To SA3:
To provide guidance to RAN5 on above issue.  
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