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Discussion & Decision 
1 Introduction

The purpose of this contribution is to address the RAN5 SIG action point AP#61.05 that was raised at RAN5#61 and which is entitled: “Investigate format of SDP notation in TS 34.229”. 

This action point has been raised following concerns raised by a number of companies with regards to the current representation of the SDP content in TS 34.229-1 [1] and its associated rules and notations. It is critical to the swiftness and quality of conformance tests implementation and verification that the prose test specification is clear, accurate, complete and unambiguous. 

In section 2, the current rules and notations for SDP representation in TS 34.229-1 are summarized and a list of concrete resulting issues are described and analyzed. 
In section 3, a set of improvements to the SDP representation in TS 34.229-1 is proposed. 
2 Current Notation for SDP content
Even though RFCs like RFC 4566 [2] define the structure of SDP lines by means of ABNF, currently the notation for SDP content in TS 34.229-1 [1] is based on unstructured lines only. As an expected message content cannot easily be specified as continuous text there are some rules given for interpretation of the notation. Those rules are given below. 
According to [1] Annex A (normative):

“For all the message definitions below, the acceptable order and syntax of headers and fields within these headers must be according to IETF RFCs where those headers have been defined. Typically the order of headers is not significant, but there are well defined exceptions (like Via, Route, Record-Route headers and SDP lines) where the order is important.

The contents of the messages described in the present Annex is not complete - only the fields, headers and SDP lines required to be checked or generated by SS are listed here.  The messages sent by the UE may contain additional parameters, fields, headers and SDP lines which are not checked and must thus be ignored by SS.

Values prefixed with px_ will be implemented in the TTCN with a PIXIT.

Values shown in italics shall be used in the messages as such.”

And according to [1] Annex C (normative): 

“Annex A requirements for default messages apply. 
SDP structured text denoted as (name), means the "name" field must be present but any value is allowed.” 
In the following sub-sections we give a number of concrete instantiations of the above rules, which exhibit several problems of interpretation of the SDP notation.

2.1 Case Studies
To perform the present analysis only Annex C.21 of [1] has been investigated in details. However many of the same type of issues occur in other parts of the specification of SDP content. 

2.1.1 Media attribute lines for AMR codec
The SDP message lines for the AMR codec to be sent by the UE are specified as: 

	Message-body
	The following SDP types and values.

...

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
...
Attributes for media: 

-
...
-
a=rtpmap: (payload type) AMR/8000/1

-
a=fmtp: (format) mode-change-capability=2; max-red=220
-
a=rtpmap: (payload type) telephone-event [Note 5]
-
...
...
Note 5: a rate may be added to the “telephone-event” seperated by “/” (e.g. “telephone-event/8000”)


The following issues can be found in this extract of the SDP content: 
a) In general, according to the RFC standards, an SDP line may contain more information than shown in the table. However none of the rules described in section 2 specify whether the SS shall cater for this. 
b) “(fmt)”: Annex C rule says it can be “any value”. This rule is ambiguous as to whether it is one single value or the list of all values (e.g. “97 98 99”). 
In practice for the above example there have to be at least two values in the media description. 
Note that from the protocol point of view it is vital that the payload type value used in the attribute lines is contained in the media line but that is not necessarily the first value.
c) “(payload type)” & “(format)” : 
i. Italics are used, which means that this text shall be present as such. This is incorrect specification and misuse of the italics rule as this text in brackets is an abstract representation of “any value”. 
ii. With the current Annex C rule, “(payload type)” for the AMR codec and “(format)” can be any value and there is no relationship specified between both values. Also due to the rule that additional SDP lines may be present in the SDP content, other fmtp lines may be present in the message. 
There is a requirement on the test case implementation to replay some of the SDP lines in the subsequent DL signalling. However it is not possible, with the current SDP notation rules, for the implementation to unambiguously choose the ‘correct’ fmtp line. 
Here ‘correct’ is assumed to be the fmtp line corresponding to the AMR codec. 
d) “(payload type)”: The same text within brackets “payload type” is used for rtpmap of AMR and rtpmap of telephone-event. Does it mean that any value is accepted but it shall be the same value on those two lines? Or different values shall be accepted?  The current SDP notation does not say anything about this aspect. 
Note that in practice the payload type for AMR codec and for the telephone-event have to be different values; both values have to occur in the media description line. 
e) “mode-change-capability=2; max-red=220“ : The fmtp attribute line corresponding to the AMR codec shall contain two parameters: mode-change-capability with value 2 and max-red with value 220. Italics are used, which means that this text shall be present as such. Any UE not sending this exact content shall fail the test case. 
However in practice, according to the RFC 4867 [3], those parameters may occur in any order and other parameters may be before, between or after mode-change-capability and max-red. Also there may be no blanks in between the parameters. If the test case implementation follows strictly the italics rule, there is a risk of unfairly failing conformant UEs. 
f) “telephone-event [Note 5]”: Telephone-event is in italics, so shall be sent as such by the UE. However Note 5 is added to specify possible alternative values. This is an awkward way of specifying alternative values.  

2.1.2 RTCP feed-back attribute line with wildcard 
The SDP message lines for the AMR codec to be sent by the UE are specified as: 

	Message-body
	The following SDP types and values.

...
Attributes for media: 

-
...
-
a=rtcp-fb:* nack ecn [Note 3]

-
...
...


Even though there is no reference in TS 34.229-1 [2] it seems that the rtcp-fb attribute is defined in RFC 4585. According to the ABNF of RFC 4585 [4] the structure of this line and the order of the fields are well defined and there shall be no additional information in this line. 

The following specification issues can be found in this extract of the SDP content (additional issues compared to those already identified): 

a) In contrast to the fmtp attribute line, in the rtcp-fb attribute line there is a well defined order. There shall be no further information in that line and the order is mandatory according to the ABNF. So depending on the SDP line, handling of presence of additional information should be handled differently. This is not specified by any of the current SDP rules. 
b) It is nearly impossible to visually detect whether “*” is in italics (i.e. shall literally occur in the line) or whether it is normal text in which case it could be interpreted as matching pattern. 
Note that in this case * should be sent by the UE as such. 

c) Usage of regular expressions in test case implementation need to consider the literal wildcard (“*”) in the rtcp-fb attribute line; this may complicate a generic handling of attribute lines. On the other hand this problem can be reduced by definition and use of structured presentation and structured type definitions.
2.1.3 Missing mandatory information
	Message-body
	...
Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 3]
-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
...
Attributes for media:

-
a=rtpmap: (payload type) AMR/8000/1 [Note 3]
-
a=fmtp: (format) [Note 3, 4]
...

Note 3: The value for fmt, payload type and format is not checked

Note 4: Parameters for the AMR codec are not checked


According to RFC 4566 [2] the format of the fmtp line is defined as: 
a=fmtp:<format> <format specific parameters>

The following specification issues can be found in this extract of the SDP content (additional issues compared to those already identified): 

a) “(format specific parameters)”: are missing in the above example even though it is a mandatory field. Instead there is Note 4. Readability and transparency of the specification could be easily improved by specifying all mandatory fields; additional notes would not be required. 
b) Inconsistencies: Notes as Note 4 in the above example are missing at other places with similar cases in TS 34.229-1. 
2.1.4 Crypto attribute line
	Message-body
	...
Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 4]
-
a=a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|1:4FEC_ORDER=FEC_SRTP" [Note 4]
...


The crypto attribute line is obviously erroneous (a=a=). The ABNF grammar is defined in RFC 4568 [5]. According to this the crypto line has as mandatory information a tag, the crypto-suite, key parameters and optional session parameters. 
In the above example it seems that: 
· the tag shall be 1

· the crypto-suite is “AES_CM_128_HMAC_SHA1_80“

· key parameters are “inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|1:4”

· session parameters are “FEC_ORDER=FEC_SRTP”

The following specification issues can be found in this extract of the SDP content (additional issues compared to those already identified): 

a) Especially cases like this where we have non-readable information, readability can be improved by an appropriate structured representation.
b) References to RFC 4568 are missing.
2.2 Summary of identified issues

The case studies described above have exhibited the following generic and recurring issues with the current SDP representation based on Annex A & C rules and notations. 

	Id
	Category
	Issue Description
	Example(s)

	1
	Undocumented rules
	The general rule that some SDP lines may contain additional information, not shown in the tables in TS 34.229-1 [1], is not documented and therefore will depend on interpretation. The rules in Annex A only refer to “fields, headers and SDP lines” (what are “fields” in the context of this notation?).  

Also such rule depends on the type of SDP line. 
	2.1.1 a, 
2.1.2 a

	2
	Ambiguous rules
	Does (name) mean a single value or a list of values? 

If (name) is found in several SDP lines with the same text in brackets, does it mean the value is the same on those lines or not? 
	2.1.1 b, d

	3
	Missing rules
	There is no way of easily specifying alternative values: in the example a note is needed in that case for the telephone event. 
	2.1.1 f

	4
	Insufficient SDP content description for test case implementation
	SDP content specification is not sufficient for test case implementation. 
E.g. the relation of “(fmt)”, “(payload type)” and “(format)” is a matter of interpretation: It is not clear that “(payload type)” and “(format)” have to be the same value which has also to occur in the list of values in “(fmt)” but this is vital information for the test case implementation as the value needs to be used in subsequent signalling.
Mandatory parameters in SDP lines are not described. 

( As a consequence the responsibility for interpretation of the core specifications is being moved from the RAN5 group to the TTCN writers and verification teams. 
	2.1.1 c.ii, d, 
2.1.3 a

	5
	Poor readability
	It is quite hard to distinguish italics from non-italics (especially when the documented is exported to PDF); in particular for characters like blanks, “=” or double-quotes the style can only be identified by checking the font style with means of MS Word. 

Having an SDP line with concatenated parameters and no blank renders it hardly decipherable.  
	2.1.1 c.i, 
2.1.4 a

	6
	Italics font style
	This is not an appropriate way to specify content for SDP/SIP messages. SDP content description where italics style is not applicable is written in italics. This mistake is present in many places, suggesting it is easy for the prose writer to get it wrong. 

How to interpret and implement in TTCN the cases where italics are used with semicolon separated parameters and blanks in between? 
	2.1.1 c.i, e

	7
	Missing RFC references
	The general format for the fmtp attribute is defined in RFC 4566 but the format specific parameters for the AMR codec are specified in RFC 4867. There is no reference to this RFC. 

Same situation with the crypto attribute line whose ABNF grammar is defined in RFC 4568. 
	2.1.1 e, 
2.1.4 b

	8
	Description & handling of special character
	Some special characters used in SDP lines may not be implementable as such. Current SDP representation complicates a generic handling of attribute lines. 
	2.1.2 b, c

	9
	Inconsistent SDP specification
	The method of using Notes for describing a particular handling of SDP content is not used consistently between sections of TS 34.229-1 [1].  
	2.1.3 b


The following additional generic issues have also been identified in TS 34.229-1 [1] for the SDP representation format: 
	Id
	Category
	Issue Description

	10
	Comment to an SDP line
	There is no possibility to make a comment to an SDP line or to parts of it apart from adding reference to a note in square brackets at the end of the line. But

· This notation is not specified: i.e. instead it seems to be a common assumption that references to notes shall be in square brackets.
· Square bracket notation clashes with common notation in ABNFs where square brackets are used for optional information.

	11
	Conditions
	There is no possibility to refer to conditions in the description of SDP message content as this is possible (e.g. for SIP messages) in all other 3GPP test specifications. Instead notes need to be used for SDP.
( There is no difference between notes and conditions for SDP and it is up to interpretation whether a note is an informative comment for clarification or e.g. a normative condition. 

	12
	Error-prone
	In many places in TS 34.229-1 [1] the rules are not applied correctly, e.g.:

· Text is non-italics where it should be italics

· Text is italics where it should be non-italics

· braces are not used correctly (e.g. instead of square brackets to refer to a note)

Even if somebody would go through the whole spec to correct this it would still be error-prone and seems not to be maintainable.

	13
	Mix-up of syntax and semantics
	Handling of e.g. delimiters shall be a matter of proper codec specification but not part of message content specification. 

In several cases optional whitespaces are allowed; that cannot be expressed with the current notation.


2.3 Review feedback

The table below captures the opinions expressed during the e-mail discussion by the participating companies on the issues described in section 2.1 and summarized in section 2.2. 

	Id
	Category
	Review Feedback

	n/a
	General
	[Nokia] Further on your document raised a number of other issues which seem to be valid, so I did not add any comment for those. There seem to be two basic approaches out of this situation:

1. To replace all SDP related rules from TS 34.229 by instead simply telling that any SDP has to follow the rules specified in the corresponding RFCs; or

2. Try creating more comprehensive set of rules and better notations for TS 34.229

I am not against of inventing better conventions of expressing these complicated rules for SDP, but in order to justify a huge amount of prose maintenance the new notations have to be clearly better, hopefully simpler, definitely less error prone and absolutely more unambiguous than the existing ones. Personally I wish best of luck for the person or team who will take the initiative for inventing such notation and reapplying it to all the existing prose – I guess it will be a challenging task! 
[Rohde&Schwarz] We believe that the current notation to describe SDP payload in 34.229-1 has served us for some time but that we are at a point where we should replace it by a more structured description. In daily work with the spec and TTCN, we have encountered pretty much the issues listed in the proposal, e.g. unclarities about white space, permutations and number of parameters, etc. The current notation is too limited to appropriately express the required SDP bodies. So, we agree with Olivier's proposal even if the details will be up for debate. If RAN5 will be of the same opinion, we intend to work with STF160, the other SS vendors and other interested parties on a joint submission for the May meeting then. 

	1
	Undocumented rules
	2.1.1.a: 

[Nokia] Right, there can be extra information not shown in the table as it is impossible to anticipate what sort of extra parameters the UE might send. The original intention was that this rule (which you can find in section 2) would tell how SS would cater it:

The messages sent by the UE may contain additional parameters, fields, headers and SDP lines which are not checked and must thus be ignored by SS.
In addition to those bolded four items is there yet another type of item which is missing from the list to cover those cases? 

[TF160] For the Annex A on Default SIP messages extracted above, my reading is that ‘parameters, fields, headers’ apply to the SIP message-header part (SIP header fields) of the SIP message and SDP lines apply to the SIP message body. So I do not see where it is specified that within one SDP line, additional information may be present which shall be ignored by the TTCN. Clarification shall be added in TS 34.229-1. 
[Ericsson] ‘parameters’ are used also for SDP according RFC 4566.
[TF160] So at least the above statement shall be reworded to make it clearer. In addition, looking at RFC 4566, I cannot find a common definition of ‘parameters’, it seems to depend on a particular context. So we should also clarify what is meant by “SDP parameter” in the context of TS 34.229-1. 
[Nokia] Ideally yes, to make our spec unambiguous.
[Ericsson] I believe the Cambridge dictionary definition of ’parameter’ would be applicable also for 3GPP, i.e. “a set of facts or a fixed limit that establishes or limits how something can or must happen or be done”. 

	
	
	2.1.2.a: 

[Nokia] I agree that the current notation does not have a way to define when a certain line such as rtcp-fb has to be taken literally as specified so that no changes in ordering or extra parameters would be allowed.

	2
	Ambiguous rules
	2.1.1.b: 

[Nokia] Any value covers a single value or a list. If clarification is needed, the value should be according to the SDP syntax specified in the corresponding RFCs. It is at least not possible to compose a list of single values to the prose because the number of items in such list cannot always be predicted.

[TF160] Thank you. This shall be clarified in TS 34.229-1. 

	
	
	2.1.1.d: 

[Nokia] We would probably need a better formalism to express need to two instances of parameter having exactly the same value. 

[Ericsson] Today the requirement is “any value is accepted”, clarified in annex C (R5-134617)  “SDP structured text denoted as (name), means the "name" field must be present but any value is allowed.”.  But additional SDP requirements might be introduced according normal RAN5 CR process.
[TF160] Do you mean that today the interpretation shall be: If the UE uses the same value for rtpmap of AMR and rtpmap of telephone-event, the TTCN shall not fail the test case? 
[Ericsson] Yes.

	3
	Missing rules
	

	4
	Insufficient SDP content description for test case implementation
	2.1.1.c.ii: 

[Nokia] Is there some reason why the SS could not mirror the complete SDP request or example where the SS is instructed only a part of SDP related to specific codec or media? If there is we would need better notation or rules to tell which part to mirror.

[Ericsson] E.g. clarified for C.21, step 4 (R5-134630), “Note 1: The value for fmt, payload type (AMR) and format is copied from step 2.”
[TF160] I think the clarification above is still not sufficient to enable test case implementation. I can think of at least two issues: 
· How can the implementation know which fmtp line to replay from the INVITE? 
[Ericsson] It refers to the line; a=rtpmap: (payload type) AMR/8000/1   
As additional SDP lines could be present, I assume there could also be additional fmtp lines that match Step2 description (i.e. only (format) value changes). 
[Ericsson] No
[TF160] We have seen this with real UEs. E.g. in the SS logs of TTCN CR R5s130581, the UE used for verification of IMS test case 12.2 sends the following SDP content in INVITE: 
                ...
                a=rtpmap:97 AMR-WB/16000/1
                a=fmtp:97 mode-change-capability=2; max-red=220
                a=rtpmap:98 AMR-WB/16000/1
                a=fmtp:98 mode-change-capability=2; octet-align=1; max-red=220
                a=rtpmap:99 AMR/8000/1
                a=fmtp:99 mode-change-capability=2; max-red=220
                a=rtpmap:100 AMR/8000/1
                a=fmtp:100 mode-change-capability=2; octet-align=1; max-red=220
                a=rtpmap:101 telephone-event/8000
                a=fmtp:101 0-15
                a=rtpmap:102 telephone-event/16000
                a=fmtp:102 0-15
                ...
[Ericsson] The value … is copied. Any of the step 2 AMR value(s) can be selected by TTCN. 
[TF160] With the current notations and rules, the TTCN implementer does not know which lines from the above extract are mandated by TS 34.229-1 to be played back in 183 Session Progress. 
The only way to prevent this is to actually further assume (based on TTCN writer’s knowledge of RFCs) that in Step 2, (format) = (payload type). 
[Ericsson] The value … is copied. Perhaps a clarification to “The same value …” would be helpful?
· Now if the TTCN writer made the above assumption in his implementation, what happens if the UE under test is non-conformant and in Step2 it erroneously includes a fmtp line with (format) <> (payload type)? 
[Ericsson] Not checked.
There is no way to choose format from Step 2 in Step 4. We are not supposed to fail the UE with the current TS 34.229-1 but we cannot build Step 4. 
[Ericsson] See above.

	
	
	2.1.3.a:

[Nokia] Those should be added to the prose.

[Ericsson] Not correct (and previously discussed with TF 160).

[TF160] Could you please re-state your arguments, such that all companies involved in this e-mail discussion are on the same line? 
[Ericsson] Not any ABNF requirement for the a=fmtp line. See RFC 4566 for more details.
[TF160] To summarize, TF160 and Ericsson have a different interpretation of RFC 4566. In TF160 our understanding is that ABNF says "a=fmtp:<format> <format specific parameters>"  => 'format specific parameters' is mandatory. Any view from other companies is welcome. 
[Ericsson] E.g. AMR, RFC 4867 8.1 states

   “Media Type name:     audio
   Media subtype name:  AMR

   Required parameters: none”

[CGC] For ID=9 given by Olivier, the attribute of “fmtp” shall be defined and written as

a=fmtp:<format> <format specific parameters>

In TS-34.229-1, there are many locations which have missed “<format specific parameters>” and need to be added as the sections shown below, 16.1.4, 16.3.4, 16.11.4, 16.12.4, 17.1.4, 17.2.4, 17.6.4, 17.17.4, 17.18.4, …

	5
	Poor readability
	2.1.1.c.i: 

[Nokia] Yes, using italics is a mistake in the test spec and the prose should be corrected.
[Ericsson] Agree, errors like this occur unfortunately at document revisions.    

	6
	Italics font style
	2.1.1.e: 

[Nokia] The SS cannot expect the italiced piece of text to be indivisible, but it shall check it parameter by parameter, separated by delimiters like ‘;’

Please remember the rule given in section 2:

Typically the order of headers is not significant, but there are well defined exceptions (like Via, Route, Record-Route headers and SDP lines) where the order is important.
This rule should be extended to cover such SDP parameters as well.
[Ericsson] Yes, we may clarify e.g. to “Typically the order of headers and SDP parameters are not significant …”

[TF160] Yes clarification is needed in TS 34.229-1 for those cases. 
Regarding Ericsson’s proposal above: 
· What is a ‘SDP parameter’ in that context (trying to relate it to RFC 4566)?
[Ericsson] E.g. mode-change-capability=2   
[TF160] Thank you for the example. We would need a generic definition of ‘SDP parameter’ in TS 34.229-1. As stated above, looking at RFC 4566, I cannot find a common definition of ‘parameter’. 
[Ericsson] See the dictionary quote above.
[Nokia] You have hit the nail of the problem. We have some constructs in the SDP syntax for which we would need an unambiguous name. However when writing TS 34.229 I could not find such term within the language used in the IETF SDP specifications. Consequently I used the generic term “parameter” hoping that it would be clear enough, but obviously not.
Thus TS 34.229 seems to need a new term or word which those RFCs do not define. At least I could not find a generic term in RFCs describing those different parts of a single SDP line separated by white space.
I am wondering if 3GPP TS 34.229 is the right place for creating new terminology for those constructs introduced in IETF SDP RFCs? 
[Ericsson] Agree
· How shall we interpret "Typically", i.e. when shall the TTCN implementer know when the TS 34.229-1 order shall be respected strictly and when it shall not?
[Ericsson] Not significant if not explicit required.   
[TF160]> Can you please confirm which one of the statements below you mean?  For a given SDP line, 
· The order shall never be checked, or
· The order shall not be checked unless specifically required in TS 34.229-1 prose. 
[Ericsson] This sentence applies (“unless … required”).   
· The order shall not be checked unless the RFC associated to this SDP line specifies a specific order.  
· How to interpret a semi-colon written in italics as in the example above? 
[Ericsson] Good point, we need to clarify this.  

	7
	Missing RFC references
	

	8
	Description & handling of special character
	

	9
	Inconsistent SDP specification
	

	10
	Comment to an SDP line
	

	11
	Conditions
	

	12
	Error-prone
	

	13
	Mix-up of syntax and semantics
	


3 New notation for SDP content

The issues listed in section 2.2 should be addressed and resolved by RAN5, such that the SDP representation is improved to the point where it is unambiguous to the reader what is meant. 

It is proposed to resolve those issues by using a well structured approach for SDP representation in TS 34.229-1 [1].
The new representation shall achieve the following objectives: 
1. Message content shall be represented in a structured way according to the BNFs and as reflected in TTCN type definitions; fields within SDP lines shall be clearly distinguished by appropriate structured representation
( it shall be clear which fields may occur in an SDP line, what the order of fields is or whether fields may occur in any order.
2. Syntax and semantics shall be separated: syntactical rules are matter of codec specification.
3. References to RFCs shall be added in a consistent way but without mixing up message content and references, e.g. in a distinct "Reference" column, same as done for SIP.
4. Comments and conditions shall be clearly separated from message content specification, e.g. in distinct columns as for SIP.
5. Usage of specific font styles shall be avoided.
The sub-sections below present a concrete proposal on how the prose of TS 34.229-1 [1] should be modified to achieve the above guidelines. Similar to section2, focus has been solely on Annex C.21. In case of a complete update of TS 34.229-1 [1] using the new representation, other sections would need to be updated similarly. 

3.1 Updates to Annex C header

Annex C (normative):
Generic Test Procedure

This Annex contains information about generic test procedures.

Unless specified otherwise in the present section, Annex A requirements for default messages apply.


SDP lines are represented in a structured format directly inherited from the BNF definitions of the associated RFC; field names are used as defined in these BNFs (see annex G for further information).
The following rules apply:

1.
SDP messages in DL:
The SS shall send the SDP messages exactly as specified.

2.
SDP messages in UL:
Only relevant information is specified i.e. an SDP message in UL may contain additional information. Additional information in UL shall be ignored in the following cases:

· additional optional SDP lines on SDP message level
· additional information in case of SDP lines for which the same kind of information can occur one or several times (e.g. timezones in z= line)
When there may be further information within some SDP line in addition to the content specified for this line (e.g. additional parameters in an fmtp line) this is stated in the content column or as clarification in the comment column; the additional information shall be ignored by the SS in this case.

The order of fields within an SDP line is specified by the BNF of the respective RFC: the fields may be well-ordered or the order is not specified (e.g. parameters in an fmtp line). 

NOTE:
Order of fields is a syntactical issue and therefore a matter of correct codec implementation.

3.
Notation of character strings:
Literal strings are double quoted.

3.2 Updates to Annex C.21

C.21
Generic test procedure for setting up MTSI MO speech call for EPS

Test procedure:

1)
MO speech is initiated on the UE. The call is initiated towards the URI configured to SS as px_CalleeUri Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS waits the UE to send an INVITE request with first SDP offer

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 183 Session Progress response 

5)
SS waits for the UE to send a PRACK request possibly containing the second SDP offer.

6)
SS responds to the PRACK request with a 200 OK.

7)
SS waits for the UE to send a UPDATE request containing the final SDP offer. 

8)
SS responds to the UPDATE request with a 200 OK.
9)
SS responds to the INVITE request with a 180 Ringing. 

10)
SS waits for the UE to send a PRACK request.

11)  SS responds to the PRACK request with a 200 OK.

12)
 SS responds to the INVITE request with a 200 OK.

13)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS speech call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer.

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response.

	4
	(
	183 Session Progress
	SS sends an SDP answer.

	5
	(
	PRACK
	UE acknowledges and optionally offer a second SDP if a dedicated EPS bearer is established by the network.

	6
	(
	200 OK
	SS sends a 200 OK and answers the second SDP if present.

	7
	(
	UPDATE
	Optional step: UE sends a second SDP if a dedicated EPS bearer is established by the network. 

	8
	(
	200 OK
	Optional step: SS sends a 200 OK. 

	9
	(
	180 Ringing
	SS sends a 180 Ringing.

	10
	(
	PRACK
	UE acknowledges.

	11
	(
	200 OK
	SS responds PRACK with 200 OK.

	12
	(
	200 OK
	SS responds INVITE with 200 OK. 

	13
	(
	ACK
	UE acknowledges. 


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for MO Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	SDP message as defined below.

















































SDP Message (Step 2):
Session description:
	Line
	Cond
	Content
	Comment
	Reference

	protocol version
	
	
	0
	
	RFC 4566 [27]

	origin
	
	username
	any value
	
	RFC 4566 [27]

	
	
	sess-id
	any value
	
	

	
	
	sess-version
	any value
	
	

	
	
	nettype
	“IN”
	
	

	
	
	addrtype
	"IP4" or "IP6"
	
	

	
	
	unicast-address
	IP address of the UE
	
	

	session name
	
	
	any value
	
	RFC 4566 [27]

	connection information
	
	nettype
	“IN”
	[NOTE 1]
	RFC 4566 [27]

	
	
	addrtype
	"IP4" or "IP6"
	
	

	
	
	connection-address
	connection-address for UE
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	


Time description:
	Line
	Cond
	Content
	Comment
	Reference

	timing
	
	start-time
	any value
	
	RFC 4566 [27]

	
	
	stop-time
	any value
	
	


Media descriptions:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	media
	“audio”
	
	RFC 4566 [27]

	
	
	ports
	any value
	
	

	
	
	transport
	“RTP/AVP“
	
	

	
	
	fmts
	list of media formats (“fmt”):
one or more RTP payload type numbers
	
	

	connection information
	
	nettype
	“IN”
	[NOTE 1]
	RFC 4566 [27]

	
	
	addrtype
	"IP4" or "IP6"
	
	

	
	
	connection-address
	connection-address for UE
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	

	bandwidth information
	
	bwtype
	“RS”
	
	RFC 4566 [27]

	
	A4
	bandwidth
	0
	
	

	
	A5
	bandwidth
	any value
	
	

	bandwidth information
	
	bwtype
	“RR”
	
	RFC 4566 [27]

	
	A4
	bandwidth
	0
	
	

	
	A5
	bandwidth
	any value greater than 0
	
	


Attributes for media:
	Line
	Cond
	Content
	Comment
	Reference

	tcap
	A3
	trpr-cap-num
	1
	
	RFC 5939 [??]

	
	
	proto-list
	"RTP/AVPF"
	
	

	pcfg
	A3
	config-number
	1
	
	RFC 5939 [??]

	
	
	pot-cfg-list
	"t=1"
	
	

	rtpmap
	
	payload type
	any value matching one of the values in fmts of the media description
	
	RFC 4566 [27]

	
	
	codec
	encoding
	“AMR”
	
	

	
	
	
	clockrate
	8000
	
	

	
	
	
	parameters
	1 if present
	
	

	fmtp
	
	format
	same value as for payload type of the corresponding rtpmap attribute of the AMR 8000 codec
	
	RFC 4566 [27]

RFC 4867 [67]

	
	
	format specific parameters
	“mode-change-capability=2”
	parameters are in any order, additional parameters may occur and areignored
	

	
	
	
	“max-red=220”
	
	

	rtpmap
	
	payload type
	any value matching one of the values in fmts of the media description;

value shall be different from the value used for AMR 8000 codec
	
	RFC 4566 [27]



	
	
	codec
	encoding
	“telephone-event”
	
	

	
	
	
	clockrate
	any value
	
	

	
	
	
	parameters
	any value if present
	
	

	ecn-capable-rtp
	A1
	init-list
	“leap”
	parameters are in any order, additional parameters may occur and areignored
	RFC 6679 [??]

	
	
	parm-list
	“ect=0”
	parameters are in any order, additional parameters may occur and areignored
	

	rtcp-fb
	A1
	rtcp-fb-pt
	“*”
	
	RFC 4585 [??]
RFC 6679 [??]

	
	
	rtcp-fb-val
	“nack ecn“
	
	

	rtcp-xr
	A1
	
	“ecn-sum”
	xr-formats are in any order, additional xr-formats may occur and shall be ignored
	RFC 3611 [??]
RFC 6679 [??]

	rtcp-rsize
	A1
	
	
	
	RFC 5506 [??]

	ptime
	
	
	20
	
	RFC 4566 [27]

	maxptime
	
	
	240
	
	RFC 4566 [27]

	inactive
	
	
	
	
	RFC 4566 [27]


Attributes for media security mechanism:
	Line
	Cond
	Content
	Comment
	Reference

	3ge2ae
	A2
	indicator
	“requested”
	
	TS 24.229 Table 7.1 [10]

	crypto
	A2
	tag
	“1”
	
	RFC 4568 [??]

	
	
	crypto-suite
	“AES_CM_128_HMAC_SHA1_80“
	
	

	
	
	key-params
	“inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|1:4”
	
	

	
	
	session-param
	“FEC_ORDER=FEC_SRTP”
	
	


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“none”
	
	

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“none”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“mandatory”
	
	

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“optional”
	
	

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Condition
	Explanation

	A1
	UE supports Explicit Congestion Notification

	A2
	UE supports use of end-to-access-edge security

	A3
	A Release 9 or later UE offers AVPF

	A4
	A.12/nn 3GPP TS 34.229-2 [5] is ”x”

	A5
	A.12/nn 3GPP TS 34.229-2 [5] is ”m”


Editor’s note: A4 and A5 are mutual exclusive (i.e there is exactly one PICS “UE use RTCP during the active two-way voice sessions”); ( there should be only one condition A4 and reference to A5 should be replaced by “not A4”.
	Notes
	

	NOTE 1
	At least one connection information shall be present.


183 Session Progress (Step 4)

Use the default message "183 Session Progress" in annex A.2.3 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	SDP message as defined below.







































SDP Message (Step 4):
Session description:
	Line
	Cond
	Content
	Comment
	Reference

	protocol version
	
	
	0
	
	RFC 4566 [27]

	origin
	
	username
	“-“
	
	RFC 4566 [27]

	
	
	sess-id
	"1111111111"
	
	

	
	
	sess-version
	"1111111111"
	
	

	
	
	nettype
	“IN”
	
	

	
	
	addrtype
	same as in step 2
	"IP4" or "IP6"
	

	
	
	unicast-address
	IP address of the UE
	
	

	session name
	
	
	“IMS conformance test“
	
	RFC 4566 [27]

	connection information
	
	nettype
	“IN”
	
	RFC 4566 [27]

	
	
	addrtype
	same as in step 2
	"IP4" or "IP6"
	

	
	
	connection-address
	connection-address for SS
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	30
	
	


Time description:
	Line
	Cond
	Content
	Comment
	Reference

	timing
	
	start-time
	0
	
	RFC 4566 [27]

	
	
	stop-time
	0
	
	


Media descriptions:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	media
	“audio”
	
	RFC 4566 [27]

	
	
	ports
	transport port number of the SS
	see RFC 3264 clause 6 [30]
	

	
	
	transport
	“RTP/AVP“
	
	

	
	
	fmts
	same value as used for the AMR 8000 codec in step 2
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	30
	
	

	bandwidth information
	
	bwtype
	“RS”
	
	RFC 4566 [27]

	
	
	bandwidth
	same value as in step 2
	
	

	bandwidth information
	
	bwtype
	“RR”
	
	RFC 4566 [27]

	
	
	bandwidth
	same value as in step 2
	
	


Attributes for media:
	Line
	Cond
	Content
	Comment
	Reference

	rtpmap
	
	payload type
	same value as used for the AMR 8000 codec in step 2
	
	RFC 4566 [27]

	
	
	codec
	encoding
	“AMR”
	
	

	
	
	
	clockrate
	8000
	
	

	
	
	
	parameters
	1
	
	

	fmtp
	
	format
	same value as used for the AMR 8000 codec in step 2
	
	RFC 4566 [27]

RFC 4867 [67]

	
	
	format specific parameters
	“mode-change-capability=2”
	
	

	
	
	
	“max-red=220”
	
	

	ecn-capable-rtp
	A1
	parameters
	“leap”
	
	RFC 6679 [??]

	
	
	
	“ect=0”
	
	

	rtcp-fb
	A1
	rtcp-fb-pt
	“*”
	
	RFC 4585 [??]
RFC 6679 [??]

	
	
	rtcp-fb-val
	“nack ecn“
	
	

	rtcp-xr
	A1
	
	“ecn-sum”
	
	RFC 3611 [??]
RFC 6679 [??]

	ptime
	
	
	20
	
	RFC 4566 [27]

	maxptime
	
	
	240
	
	RFC 4566 [27]


Attributes for media security mechanism:
	Line
	Cond
	Content
	Comment
	Reference

	3ge2ae
	A2
	indicator
	“requested”
	
	TS 24.229 Table 7.1 [10]

	crypto
	A2
	tag
	“1”
	
	RFC 4568 [??]

	
	
	crypto-suite
	“AES_CM_128_HMAC_SHA1_80“
	
	

	
	
	key-params
	“inline:PS1uQCVeeCFCanVmcjkpPywjNWhcYD0mXXtxaVBR|2^20|1:4”
	
	


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“none”
	
	

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“none”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“mandatory”
	
	

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“mandatory”
	
	

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	conf
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Condition
	Explanation

	A1
	UE supports Explicit Congestion Notification

	A2
	UE supports use of end-to-access-edge security


PRACK (Step 5)

Use the default message “PRACK” in annex A.2.4 with the following exceptions:

	Header/param
	Value/Remark

	Message-body
	optionally SDP message as defined below.

































Optional SDP Message (Step 5):
Session description:
	Line
	Cond
	Content
	Comment
	Reference

	protocol version
	
	
	0
	
	RFC 4566 [27]

	origin
	
	username
	any value
	
	RFC 4566 [27]

	
	
	sess-id
	any value
	
	

	
	
	sess-version
	any value greater than the value in step 2
	
	

	
	
	nettype
	“IN”
	
	

	
	
	addrtype
	same as in step 2
	"IP4" or "IP6"
	

	
	
	unicast-address
	IP address of the UE
	
	

	session name
	
	
	any value
	
	RFC 4566 [27]

	connection information
	
	nettype
	“IN”
	[NOTE 1]
	RFC 4566 [27]

	
	
	addrtype
	same as in step 2
	
	

	
	
	connection-address
	connection-address for UE
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	


Time description:
	Line
	Cond
	Content
	Comment
	Reference

	timing
	
	start-time
	0
	
	RFC 4566 [27]

	
	
	stop-time
	0
	
	


Media descriptions:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	media
	“audio”
	
	RFC 4566 [27]

	
	
	ports
	any value
	
	

	
	
	transport
	“RTP/AVP“
	
	

	
	
	fmts
	one or more RTP payload type numbers
	
	

	connection information
	
	nettype
	“IN”
	[NOTE 1]
	RFC 4566 [27]

	
	
	addrtype
	same as in step 2
	
	

	
	
	connection-address
	connection-address for UE
	
	

	bandwidth information
	
	bwtype
	“AS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	

	bandwidth information
	
	bwtype
	“RS”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	

	bandwidth information
	
	bwtype
	“RR”
	
	RFC 4566 [27]

	
	
	bandwidth
	any value
	
	


Attributes for media:
	Line
	Cond
	Content
	Comment
	Reference

	rtpmap
	
	payload type
	any value as in fmts of the media description
	
	RFC 4566 [27]

	
	
	codec
	encoding
	“AMR”
	
	

	
	
	
	clockrate
	8000
	
	

	
	
	
	parameters
	1 if present
	
	

	fmtp
	
	format
	any value
	
	RFC 4566 [27]

RFC 4867 [67]

	
	
	format specific parameters
	any parameters
	
	

	sendrecv
	
	
	
	
	RFC 4566 [27]


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“none”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“mandatory”
	
	

	
	
	status-type
	“local”
	
	

	
	
	direction-tag
	“sendrecv”
	
	

	des
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	strength-tag
	“optional”
	
	

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Notes
	

	NOTE 1
	At least one connection information shall be present.


200 OK for PRACK (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	Header optional

Contents if present:

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	Header present if Prack (step 5) contained SDP.

Contents if present as defined below





Optional SDP Message (Step 6):
Same SDP message as received in the PRACK of step 5 with the following exceptions:

Session description:
	Line
	Cond
	Content
	Comment
	Reference

	origin
	
	unicast-address
	IP address of the simulated remote UE
	
	RFC 4566 [27]

	connection information
	
	connection-address
	IP address of the simulated remote UE
	
	RFC 4566 [27]


Media descriptions [NOTE 1]:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	ports
	transport port number of the simulated remote UE
	see RFC 3264 clause 6 [30]
	RFC 4566 [27]


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Notes
	

	NOTE 1
	If there are more than one Media descriptions for each of them the an appropriate port has to be assigned


UPDATE (Step 7)

Use the default message “UPDATE” in annex A.2.5 with the following exceptions:
	Header/param
	Value/remark

	Message-body
	Same contents as specified in step 5.


200 OK for UPDATE (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	Header optional

Contents if present: 

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	SDP body of the 200 response copied from the received UPDATE and modified as below





Optional SDP Message (Step 8):
Same SDP message as received in the UPDATE of step 7 with the following exceptions:

Session description:
	Line
	Cond
	Content
	Comment
	Reference

	origin
	
	unicast-address
	IP address of the simulated remote UE
	
	RFC 4566 [27]

	connection information
	
	connection-address
	IP address of the simulated remote UE
	
	RFC 4566 [27]


Media descriptions [NOTE 1]:
	Line
	Cond
	Content
	Comment
	Reference

	media description
	
	ports
	transport port number of the simulated remote UE
	see RFC 3264 clause 6 [30]
	RFC 4566 [27]


Attributes for preconditions:
	Line
	Cond
	Content
	Comment
	Reference

	curr
	
	precondition-type
	“qos”
	
	RFC 4566 [27]

	
	
	status-type
	“remote”
	
	

	
	
	direction-tag
	“sendrecv”
	
	


	Notes
	

	NOTE 1
	If there are more than one Media descriptions for each of them the an appropriate port has to be assigned


180 Ringing (Step 9)

Use the default message “180 Ringing for INVITE” in annex A.2.6 applying condition A3 (Response sent reliably).

3.3 New Annex G

Annex G (informative): 
Structured Presentation of SDP Lines

In accordance to the BNF notation of the respective RFCs, SDP lines can be mapped to structured type definitions (as this is done in TTCN). For better understanding of specific message contents in this specification, these structured definitions are shown in the following as tabular presentation.
NOTE:
This information may also be used as a guideline for codec implementation. 
G.1
SDP message

Table G.1-1: SDP message content according to RFC 4566 clause 5

	Line
	Type
	Comment
	Presence

	Session description:

	v=
	protocol version
	integer
	
	M

	o=
	origin
	SDP origin
	(see table G.2-1)
	M

	s=
	session name
	charstring
	
	M

	i=
	session information
	charstring
	
	O

	u=
	URI of description
	charstring
	
	O

	e=
	email address
	SDP email list
	(one or several lines; see table G.2-2)
	O

	p=
	phone number
	SDP phone list
	(one or several lines; see table G.2-2)
	O

	c=
	connection information
	SDP connection
	(one or several lines; see table G.2-3)
	O

	b=
	bandwidth information
	SDP bandwidth list
	(one or several lines; see table G.2-4)
	O

	z=
	time zone adjustments
	SDP timezone list
	(one or several lines; see table G.2-5)
	O

	k=
	encryption key
	SDP encryption key
	(see table G.2-6)
	O

	a=
	session attributes
	SDP attributes
	(one or several lines; see table G.3-1)
	O

	Time description [NOTE 1]:

	t=
	time the session is active
	SDP time
	(see table G.2-7)
	M

	r=
	repeat times
	SDP repeat times
	(see table G.2-8)
	O

	Media description [NOTE 2]:

	m=
	media name and transport address
	SDP media
	(see table G.2-9)
	M

	i=
	media title
	charstring
	
	O

	c=
	connection information
	SDP connection
	(one or several lines; see table G.2-3)
	O

	b=
	bandwidth information
	SDP bandwidth list
	(one or several lines; see table G.2-4)
	O

	k=
	encryption key
	SDP encryption key
	(see table G.2-6)
	O

	a=
	media attribute lines
	SDP attributes
	(one or several lines; see table G.3-1)
	O

	NOTE 1: 
There are one or several time descriptions within an SDP message.
NOTE 2: 
There are no, one or several media descriptions within an SDP message.


G.2
Structured SDP lines

Table G.2-1: Origin according to RFC 4566 clause 5.2

	Field
	Type
	Comment
	Presence

	username
	charstring
	
	M

	sess-id
	charstring
	
	M

	sess-version
	charstring
	
	M

	nettype
	charstring
	“IN” in general
	M

	addrtype
	charstring
	“IP4” or “IP6” in general
	M

	unicast-address
	charstring
	
	M


Table G.2-2: Email Address and Phone Number according to RFC 4566 clause 5.6

	Field
	Type
	Comment
	Presence

	addr-or-phone
	charstring
	
	M

	disp-name
	charstring
	
	O


Table G.2-3: Connection Data according to RFC 4566 clause 5.7

	Field
	Type
	Comment
	Presence

	nettype
	charstring
	“IN” in general
	M

	addrtype
	charstring
	“IP4” or “IP6” in general
	M

	connection-address
	charstring
	
	M


Table G.2-4: Bandwidth according to RFC 4566 clause 5.8

	Field
	Type
	Comment
	Presence

	bwtype
	charstring
	
	M

	bandwidth
	integer
	
	M


Table G.2-5: Time Zones according to RFC 4566 clause 5.11

	Field
	Type
	Comment
	Presence

	adjustment time
	charstring
	
	M

	offset
	SDP-time-value
	(see table G.4-1)
	M

	NOTE 1: 
There can be one or several time zones within a z= line.


Table G.2-6: Encryption Keys according to RFC 4566 clause 5.12

	Field
	Type
	Comment
	Presence

	method
	charstring
	
	M

	encryption-key
	charstring
	
	O


Table G.2-7: Timing according to RFC 4566 clause 5.9

	Field
	Type
	Comment
	Presence

	start-time
	integer
	
	M

	stop-time
	integer
	
	M


Table G.2-8: Repeat Times according to RFC 4566 clause 5.10

	Field
	Type
	Comment
	Presence

	repeat-interval
	charstring
	
	M

	active-duration
	charstring
	
	M

	offsets
	list of SDP-time-value
	one or several offset values

(see table G.4-1)
	M


Table G.2-9: Media Descriptions according to RFC 4566 clause 5.14

	Field
	Type
	Comment
	Presence

	media
	charstring
	
	M

	port
	SDP-media-port
	(see table G.4-2)
	M

	proto
	charstring
	
	M

	fmts
	list of charstrings
	one or several media formats
	M


G.3
SDP attributes
Table G.3-1: SDP attributes

	Name
	Content
	Comment
	Presence
(content)
	Spec reference

	cat
	charstring
	
	M
	RFC 4566

	keywds
	charstring
	
	M
	RFC 4566

	tool
	charstring
	
	M
	RFC 4566

	ptime
	charstring
	
	M
	RFC 4566

	maxptime
	charstring
	
	M
	RFC 4566

	recvonly
	
	NA
	RFC 4566

	sendrecv
	
	NA
	RFC 4566

	sendonly
	
	NA
	RFC 4566

	inactive
	
	NA
	RFC 4566

	orient
	charstring
	
	M
	RFC 4566

	type
	charstring
	
	M
	RFC 4566

	charset
	charstring
	
	M
	RFC 4566

	sdplang
	charstring
	
	M
	RFC 4566

	lang
	charstring
	
	M
	RFC 4566

	framerate
	charstring
	
	M
	RFC 4566

	quality
	charstring
	
	M
	RFC 4566

	fmtp
	format
	charstring
	value as in media description
	M
	RFC 4566

	
	format specific parameters
	list of name=value pairs
	one or several format specific parameters
	M
	

	curr
	precondition-type
	charstring
	
	M
	RFC 3312

	
	status-type
	charstring
	
	M
	

	
	direction-tag
	charstring
	
	M
	

	des
	precondition-type
	charstring
	
	M
	RFC 3312

	
	strength-tag
	charstring
	
	M
	

	
	status-type
	charstring
	
	M
	

	
	direction-tag
	charstring
	
	M
	

	conf
	precondition-type
	charstring
	
	M
	RFC 3312

	
	status-type
	charstring
	
	M
	

	
	direction-tag
	charstring
	
	M
	

	rtpmap
	payload type
	integer
	value as in media description
	M
	RFC 4566

	
	codec
	SDP-rtpmap-codec
	<encoding name>/<clock rate> [/<encoding parameters>]
	M
	

	rtcp
	port
	integer
	
	M
	RFC 3605

	
	nettype
	charstring
	“IN” in general
	O
	

	
	addrtype
	charstring
	“IP4” or “IP6” in general
	
	

	
	connection-address
	charstring
	
	
	

	tcap
	trpr-cap-num
	integer
	
	M
	RFC 5939

	
	proto-list
	charstring
	
	M
	

	pcfg
	config-number
	integer
	
	M
	RFC 5939

	
	pot-cfg-list
	charstring
	
	M
	

	ecn-capable-rtp
	init-list
	list of charstring
	one or several init-values
	M
	RFC 6679

	
	parm-list
	list of charstring
	additional parameters
	O
	

	rtcp-fb
	rtcp-fb-pt
	charstring
	
	M
	RFC 4585, RFC 6679

	
	rtcp-fb-val
	charstring
	
	M
	

	rtcp-xr
	list of charstring
	one or several xr-formats
	M
	RFC 3611, RFC 6679

	rtcp-rsize
	
	NA
	RFC 5506

	3ge2ae
	charstring
	indicator
	M
	TS 24.229 Table 7.1

	crypto
	tag
	charstring
	
	M
	RFC 4568

	
	crypto-suite
	charstring
	
	M
	

	
	key-params
	charstring
	
	M
	

	
	session-param
	list of parameters
	one ore several parameters
	O
	

	NOTE: 
In general SDP attributes may occur one or several times and in any order.



G.4
Common definitions

G.4.1
Common generic definitions 
E.g. RFC 4867 uses “parameter=value” pairs which can be mapped to parameter-name and parameter-value fields by the codec. As there is no freedom regarding encoding (e.g. whitespaces in between), in this document “parameter=value” pairs are presented as strings e.g. “max-red=220”.
G.4.2
Common SDP specific definitions

Table G.4-1: SDP-time-value

	Field
	Type
	Comment
	Presence

	time
	integer
	
	M

	unit
	charstring
	
	M


Table G.4-2: SDP-media-port

	Field
	Type
	Comment
	Presence

	port-number
	integer
	
	M

	num-of-ports
	integer
	
	O


Table G.4-3: SDP-rtpmap-codec

	Field
	Type
	Comment
	Presence

	encoding
	charstring
	
	M

	clockrate
	charstring
	
	M

	parameters
	charstring
	
	O


4 Conclusion
In section 2, it has been shown that there exist a number of issues with the current notation used for SDP messages representation in TS 34.229-1 [1]. 

In section 3, a new description of the content of SDP messages based on a well structured representation has been proposed as a replacement, which will alleviate the issues identified in section 2. 
In order to progress this topic, as an outcome of the RAN5 SIG action point AP#61.05, the following proposals are made: 
Proposal 1:
RAN5 to agree that TS 34.229-1 shall be updated to replace the current SDP notation by a well structured representation of the content of SDP messages. 

Proposal 2:
RAN5 to agree that the SDP representation described in section 3 is endorsed as the baseline for updating TS 34.229-1. 

Proposal 3:
The interested RAN5 companies shall work together to produce a joint prose CR on the whole TS 34.229-1 specification that will be presented for final agreement at RAN5#63. 
Although it could be seen by some as a significant task, we believe that a big part of the work has already been carried out (see section 3) and more importantly that it will bring great benefits to IMS test cases verification and IMS UE certification for the middle and long-term, as we will see more and more devices with slightly different and compliant IMS implementations being conformance tested. 
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