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1.
Introduction
Discussions in recent RAN5 meetings between MCC TF160, test equipment vendors and UE vendors regarding IP packet fragmentation over the link between the UE and SS/NW in SRVCC test cases have led to consensus that, since this link point-to-point and therefore not subject to the maximum packet size imposed typically, by Ethernet, there is no need for IP packet fragmentation on this link. A single IP packet could carry up to its limit of (65536-(header size)) bytes of payload. This concludion is reflected in the note in §5.2.1.1 of TS 34.229-3 v980 [1]:

NOTE:
According to RFC 3261 [16] clause 18.1.1 the server side (UE) has to be able to cope with a maximum datagram size of 65,535 bytes (independent of any guideline to restrict the maximum size of UDP packets at the client side).

As a result, currently the IP test model does not provide a mechanism to set the MTU. While this can be done manually on SS platforms, doing so is not as per current RAN5 understanding in RAN5 that IP fragmentation should not be performed. 
2.
IP Packet Fragmentation
Release 9 of TS 23.060, Stage 2 Service Description for GPRS [2], addresses IP-level packet fragmentation. In particular, §9.3 -Packet Routeing and Transfer Function, states:

The PDP PDUs shall be routed and transferred between the MS and the GGSN or P‑GW as N‑PDUs. In case of PDP type PPP, the maximum size of each N‑PDU shall be 1 502 octets. In other cases, the maximum size of each N‑PDU shall be 1 500 octets. (emphasis added).
Therefore, IP-level fragmentation is allowed by the core specifications and could be enforced by setting a certain MTU on the network side. However, this is not a robust mechanism because it may work in individual test scenarios as long as the UE and SS vendors know that it should be done. However, once the test cases are being certified in a certification lab, knowledge of which settings to use for a particular test case and UE will be completely out of scope of TTCN. One solution is to define the MTU value as a PIXIT which would be passed to the SS for use.

Note that in later versions of TS 23.060 (Release 10+) the exerpt quoted above has been changed to avoid IP-level packet fragmentation.

The PDP PDUs shall be routed and transferred between the MS and the GGSN or P‑GW as N‑PDUs. In order to avoid IP layer fragmentation between the MS and the GGSN or P-GW, the link MTU size in the MS should be set to the value provided by the network as a part of the IP configuration. This applies to both IPv6 and IPv4.

However, for reasons of backward compatibility, we believe that the use of a PIXIT (for example) would address all releases.  

3.
Conclusion
In this contribution, the issue of IP-level packet fragmentation and MTU size as treated in TS 36.523-3 has been outlined. It is recommended that RAN5 discuss and adopt a method such as the use of a PIXIT to indicate the MTU value thereby ensuring backward compatibility with Rel-9 UEs.
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