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<Start of first modified section>
11.2
Emergency calls over IMS

11.2.1
Emergency bearer services / Normal cell / NORMAL-SERVICE / Local Emergency Numbers List sent in the Attach / PDN connect new emergency EPS bearer context / Service request / Emergency PDN disconnect

11.2.1.1
Test Purpose (TP)

(1)

with { UE in EMM-REGISTERED state and EMM-IDLE mode }

ensure that {

  when { UE has uplink signalling pending for establishing a PDN connection for emergency bearer service }

    then { UE establishes the RRC connection with the RRC establishmentCause set to ‘emergency’ and sends a SERVICE REQUEST message }

}

(2)

with { UE is in EMM-REGISTERED state }

ensure that {

  when { UE is triggered to request connectivity to an additional PDN for emergency bearer service }

    then { the UE transmits a PDN CONNECTIVITY REQUEST message with the request type set to "emergency" and not including APN }

            }

(3)

with { UE has sent a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an RRCConnectionReconfiguration message including an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with IE Procedure transaction identity matching the PDN CONNECTIVITY REQUEST message }

    then { UE transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message containing the EPS bearer identity }

            }

(4)

with { UE is in EMM-REGISTERED state and PDN connection for emergency bearer service established }

ensure that {

  when { UE is triggered to request connectivity to an additional PDN for emergency bearer service }

    then { the UE does not transmit a PDN CONNECTIVITY REQUEST message }

            }

(5)

with { UE is in BEARER CONTEXT ACTIVE STATE state and in EMM-CONNECTED mode }

ensure that {

  when { UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message for Emergency bearer service }

    then { UE deletes the emergency EPS bearer context identified by the EPS bearer identity and transmits a DEACTIVATE EPS BEARER CONTEXT ACCEPT }

            }

11.2.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.301, clauses 5.3.7, 6.5.1.1, 6.5.1.2, 6.4.1.3, 6.4.4.2, 5.5.3.2.4, 5.6.1.4, 6.4.4.3 and 6.4.4.6.

[TS 24.301, clause 6.5.1.1]
The purpose of the UE requested PDN connectivity procedure is for a UE to request the setup of a default EPS bearer to a PDN. The UE requests connectivity to a PDN by sending a PDN CONNECTIVITY REQUEST message to the network. If accepted by the network, this procedure initiates the establishment of a default EPS bearer context. The procedure is used either to establish the first default bearer by including the PDN CONNECTIVITY REQUEST message into the initial attach message, or to establish subsequent default bearers to additional PDNs in order to allow the UE simultaneous access to multiple PDNs by sending the message stand-alone.

If there is already a PDN connection for emergency bearer services established, the UE shall not request an additional PDN connection for emergency bearer services.

[TS 24.301, clause 6.5.1.2]
In order to request connectivity to an additional PDN, the UE shall send a PDN CONNECTIVITY REQUEST message to the MME, start timer T3482 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.1.2.1). If the additional PDN connection is for emergency bearer services, the UE shall not include an APN in the PDN CONNECTIVITY REQUEST message; otherwise the UE shall include the requested APN.

In the PDN type information element the UE shall indicate the IP version capability of the IP stack associated with the UE as specified in subclause 6.4.1.

The UE shall set the request type to "initial request" when the UE is establishing a new PDN connectivity to a PDN in an attach procedure or in a stand-alone PDN connectivity procedure. The UE shall set the request type to "emergency" when the UE is requesting a new PDN connectivity for emergency bearer services. The UE shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the UE was connected to that PDN before the handover to the 3GPP access network.

[TS 24.301, clause 6.4.1.3]
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall send an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. When the default bearer is activated as part of the attach procedure, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message together with ATTACH COMPLETE message. When the default bearer is activated as the response to the stand-alone PDN CONNECTIVITY REQUEST message, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message alone.

The UE checks the PTI in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to identify the UE requested PDN connectivity procedure to which the default bearer context activation is related (see subclause 6.5.1).
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message, the MME shall enter the state BEARER CONTEXT ACTIVE and stop the timer T3485, if the timer is running.

[TS 24.301, clause 6.4.4.2]

…

When the MME wants to deactivate all EPS bearer contexts to a PDN and thus disconnect the UE from the PDN, the MME shall include the EPS bearer identity of the default bearer associated to the PDN in the DEACTIVATE EPS BEARER CONTEXT REQUEST message.

If no NAS signalling connection exists when the MME initiates the EPS bearer context deactivation, the ESM entity in the MME shall locally deactivate the EPS bearer context towards the UE without any peer-to-peer ESM signalling between the MME and the UE.

NOTE:
The EPS bearer context state(s) can be synchronized between the UE and the MME at the next EMM-IDLE to EMM-CONNECTED transition, e.g. during a service request or tracking area updating procedure.

[TS 24.301, clause 6.4.4.3]

Upon receipt of the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE shall delete the EPS bearer context identified by the EPS bearer identity. After deactivating the identified EPS bearer context, the UE shall respond to the MME with the DEACTIVATE EPS BEARER CONTEXT ACCEPT.

If the EPS bearer identity indicated in the DEACTIVATE EPS BEARER CONTEXT REQUEST is that of the default bearer to a PDN, the UE shall delete all EPS bearer contexts associated to the PDN. After deactivating all EPS bearer contexts, the UE shall respond to the MME with the DEACTIVATE EPS BEARER CONTEXT ACCEPT.

Upon sending the DEACTIVATE EPS BEARER CONTEXT ACCEPT message, the UE shall enter the state BEARER CONTEXT INACTIVE
If the PTI is included in the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE uses the PTI to identify the UE requested bearer resource modification procedure or UE requested PDN disconnect procedure to which the EPS bearer context deactivation is related (see subclause 6.5.4).
If the PTI is included in the DEACTIVATE EPS BEARER CONTEXT REQUEST message, the UE shall release the traffic flow aggregate description associated to the PTI value provided.
[TS 24.301 clause 5.3.7]

The network may send a Local Emergency Numbers List in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT messages, by including the Emergency Number List IE. The user equipment shall store the Local Emergency Numbers List, as provided by the network, except that any emergency number that is already stored in the USIM shall be removed from the Local Emergency Numbers List before it is stored by the user equipment. If there are no emergency numbers stored on the USIM, then before storing the received Local Emergency Numbers List, the user equipment shall remove from the Local Emergency Numbers List any emergency number stored permanently in the user equipment for use in this case (see 3GPP TS 22.101 [8]). The Local Emergency Numbers List stored in the user equipment shall be replaced on each receipt of a new Emergency Number List IE.

The emergency number(s) received in the Emergency Number List IE are valid only in networks with the same MCC as in the cell on which this IE is received. If no Local Emergency Numbers List is contained in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT message, then the stored Local Emergency Numbers List in the user equipment shall be kept, except if the user equipment has successfully registered to a PLMN with an MCC different from that of the last registered PLMN.

The Local Emergency Numbers List shall be deleted at switch off and removal of the USIM. The user equipment shall be able to store up to ten local emergency numbers received from the network.

11.2.1.3
Test description

11.2.1.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18] and is the serving cell.


UE:

None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18] on Cell A. UE received local emergency numbers list in 'Attach Accept' message. The local emergency number list is different from all emergency numbers stored in the UE.

11.2.1.3.2
Test procedure sequence

Table 11.2.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	Cause the UE to request connectivity to an additional PDN for emergency bearer service and an emergency call to one of the numbers received in Attach Accept message (see Note 1)
	-
	-
	-
	-

	2
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘emergency" followed by a SERVICE REQUEST message?
	-->
	SERVICE REQUEST
	1
	P

	3-13
	Steps 5 to 15 of the generic test procedure for IMS Emergency call establishment in EUTRA: in EUTRA: Normal Service (TS 36.508 4.5A.4.3-1).
	-
	-
	2,3
	P

	13A
	Release IMS Call [FFS]
	-
	-
	-
	-

	14
	The SS releases the RRC connection.
	-
	-
	-
	-

	15
	Cause the UE to request connectivity to an additional PDN for emergency bearer service (see Note 1)
	-
	-
	-
	-

	16
	Check: Does UE transmit  a SERVICE REQUEST message?
	-->
	SERVICE REQUEST
	4
	F

	17
	The SS transmits a Paging message to the UE using S-TMSI with CN domain indicator set to ''PS”.
	-
	-
	-
	-

	18
	The UE transmits the SERVICE REQUEST message 
	-->
	SERVICE REQUEST
	-
	-

	19
	The SS establishes SRB2 and DRBs associated with two default EPS bearer context (a first PDN obtained during the attach procedure and an additional PDN).( see Note 2)
	-
	-
	-
	-

	20
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST including the EPS bearer identity of the default EPS bearer to the additional PDN.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	21
	Check: Does the UE transmit a DEACTIVATE EPS BEARER CONTEXT ACCEPT?

(see Note 3)
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	5
	P

	Note 1:
The request of connectivity to an additional PDN and the sending of data may be performed by MMI or AT command. (e.g. AT command +cgdcont with <Emergency Indication> set to 1)

Note 2:
After a correct SERVICE REQUEST is received then the SS performs the Radio Bearer Establishment procedure. The UE transmission of the RRCConnectionReconfigurationComplete message indicates the completion of the radio bearer establishment procedure and that the UE has changed EMM mode from EMM-IDLE to EMM-CONNECTED.

Note 3:
It can be confirmed that the additional default EPS bearer has been deactivated by UE.


11.2.1.3.3
Specific message contents
Table 11.2.1.3.3-1: ATTACH ACCEPT (Preamble)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	Emergency number list
	2 numbers

TS 24.008, 10.5.3.13
	The numbers shall be different than any of those indicated in TS 22.101 clause 10.1.1 AND the numbers stored in the USIM AND any emergency number stored permanently in the ME
	

	EPS network feature support
	'0000 0111'B
	- IMS voice over PS session in S1 mode supported

- emergency bearer services in S1 mode supported

- location services via EPC supported

- no information about support of location services via CS domain is available
	


Table 11.2.1.3.3-2: Message PDN CONNECTIVITY REQUEST (step 4, Table 11.2.1.3.2-1)

	Derivation Path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	Request type
	'0100'B
	emergency
	

	Access point name
	Not present
	
	


Table 11.2.1.3.3-3: Message ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST (step 5, Table 11.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-6 and table 4.6.1-8 with condition UM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	6
	SS assigns an additional EPS Bearer Id different from default EPS Bearer Id between 5 and 15.
	

	Access point name
	APN-1
	
	


Table 11.2.1.3.3-4: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 13, Table 11.2.1.3.2-1)

	Derivation path: 36.508 table 4.7.3-12 and table 4.6.1-8 with condition and condition NETWORK-INITIATED

	Information Element
	Value/Remark
	Comment
	Condition

	EPS bearer identity
	Default EBId-2
	Same value as in ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST of step 3
	

	ESM cause
	00100100
	regular deactivation 
	


11.2.2

Emergency bearer services / Normal cell / LIMITED-SERVICE / Attach / PDN connect

11.2.2.1
Test Purpose (TP)

(1)

with { UE in EMM-DEREGISTERED.LIMITED-SERVICE state }

ensure that {

  when { UE is requested to make an outgoing emergency call }

    then { UE transmits an ATTACH REQUEST message }

     }

11.2.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.2.2.3.2, 5.5.1.2.2, 5.5.2.1 and 6.5.1.2.

[TS 24.301, clause 5.2.2.3.2]

The UE shall initiate an attach or combined attach procedure when entering a cell which provides normal service.

The UE may initiate attach for emergency bearer services.

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. 

...

The UE shall send the ATTACH REQUEST message together with a PDN CONNECTIVITY REQUEST message contained in the ESM message container information element to request PDN connectivity.

If UE supports A/Gb mode or Iu mode or if the UE wants to indicate its UE specific DRX parameter to the network, the UE shall include the UE specific DRX parameter in the DRX parameter IE in the ATTACH REQUEST message.

If a valid NAS security context exists, the UE shall integrity protect the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message. When the UE does not have a valid NAS security context, the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message is not integrity protected.

[TS 24.301, clause 5.5.2.1]

...

After the completion of application for which the emergency services were invoked, in order to regain normal services, a UE attached for emergency bearer services may perform a detach procedure, followed by a subsequent re-attach, if the UE moves to a new cell that provides normal service.

[TS 24.301, clause 6.5.1.2]

When the PDN CONNECTIVITY REQUEST message is sent together with an ATTACH REQUEST message, the UE shall not include the APN.

11.2.2.3
Test description

11.2.2.3.1
Pre-test conditions

System Simulator:

-
Cell A


-
The PLMN is defined in Table 11.2.2.3.1-1.

Table 11.2.2.3.1–1: PLMN identifier

	Cell
	PLMN name
	MCC / MNC

	A
	PLMN4
	004 / 31


UE:

-
The UE is equipped with a USIM containing default values except for those listed in Table 11.2.2.3.1-2.

Table 11.2.2.3.1–2: USIM configuration

	USIM field
	Priority
	Value
	Access Technology Identifier

	EFIMSI
	
	The HPLMN (MCC+MNC) of the IMSI is set to PLMN1.
	

	EFFPLMN
	
	PLMN4
	

	EFPLMNwAcT
	1
	Default
	E-UTRAN

	EFOPLMNwACT
	1
	PLMN1
	E-UTRAN

	EFHPLMNwAcT
	1
	PLMN1
	E-UTRAN


Preamble:

-
The UE is Switched OFF (State 1) according to [18].

11.2.2.3.2
Test procedure sequence

Table 11.2.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Power on the UE.
	-
	-
	-
	-

	2
	Wait 60s for the UE to camp on Cell 1 as an acceptable cell.
	-
	-
	-
	-

	3-5
	Steps 1 to 3 of the generic test procedure for IMS Emergency call establishment in EUTRA: Limited Service (TS 36.508 4.5A.5.3-1).
	-
	-
	-
	-

	6
	Check: Does the UE transmit an ATTACH REQUEST message to attach for emergency bearer services, together with a PDN CONNECTIVITY REQUEST message for emergency bearer services?
	-->
	ATTACH REQUEST

PDN CONNECTIVITY REQUEST
	1
	P

	7-21
	Steps 5 to 19 of the generic test procedure for IMS Emergency call establishment in EUTRA: Limited Service (TS 36.508 4.5A.5.3-1).
	-
	-
	-
	-

	22
	Release IMS Call [FFS]
	-
	-
	-
	-


Table 11.2.2.3.2-2: Void

11.2.2.3.3
Specific message contents
Table 11.2.2.3.3-1: ATTACH REQUEST (Step6, Table 11.2.2.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach type
	'0110'B
	EPS emergency attach
	

	ESM message container
	PDN CONNECTIVITY REQUEST message to request PDN connectivity to an emergency PDN
	
	


Table 11.2.2.3.3-2: PDN CONNECTIVITY REQUEST (Step 6, Table 11.2.2.3.2-1)

	Derivation Path: 36.508, Table 4.7.3-20

	Information Element
	Value/remark
	Comment
	Condition

	Request type
	'0100'B
	 emergency
	


11.2.3
Emergency bearer services / CSG cell / LIMITED-SERVICE / Attach / Security mode control procedure without prior authentication / PDN connect / Service request / PDN disconnect / Detach upon UE switched off / Temporary storage of EMM information

11.2.3.1
Test Purpose (TP)

(1)

with { the only suitable cell is a non-allowed CSG cell }

ensure that {

  when { a call to send user data related to Emergency call is originated at the UE }

    then { UE performs an Attach for emergency bearer services on non-allowed CSG cell }

            }

(2)

void
(3)

with { the UE is attached for emergency bearer services }

ensure that {
  when { the UE is detached }

    then { the UE deletes EMM parameters stored temporarily while attached for emergency bearer services }

        }
11.2.3.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.2.3.2.3, 5.4.3.2, 5.5.1.2.2, 5.5.2.1, 5.6.1.4 and Annex C.

[TS 24.301, clause 5.2.3.2.3]

The UE:

-
shall perform cell selection/reselection according to 3GPP TS 36.304 [21]; 

-
may respond to paging (with IMSI); and

-
may initiate attach for emergency bearer services.

If a valid NAS security context exists, the UE shall integrity protect the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message. When the UE does not have a valid NAS security context, the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message is not integrity protected.

[TS 24.301, clause 5.4.3.2]

...

The MME shall create a locally generated KASME and send the SECURITY MODE COMMAND message including a KSI value in the NAS key set identifier IE set to "000" and EIA0 and EEA0 as the selected NAS security algorithms when the security mode control procedure is initiated:

-
during an attach procedure for emergency bearer services if no shared EPS security context is available;

-
during a tracking area updating procedure for a UE that has a PDN connection for emergency bearer services if no shared EPS security context is available; or

-
after a failed authentication procedure for a UE that has a PDN connection for emergency bearer services if continued usage of a shared security context is not possible.

The UE shall process a SECURITY MODE COMMAND message including a KSI value in the NAS key set identifier IE set to "000" and EIA0 and EEA0 as the selected NAS security algorithms and, if accepted, create a locally generated KASME when the security mode control procedure is initiated:

-
during an attach procedure for emergency bearer services;

-
during a tracking area updating procedure when the UE has a PDN connection for emergency bearer services; or

-
after an authentication procedure when the UE has a PDN connection for emergency bearer services.

NOTE 1:
The process for creation of the locally generated KASME by the MME and the UE is implementation dependent.

...

[TS 24.301, clause 5.5.1.2.2]

...

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. 

If the UE supports neither A/Gb mode nor Iu mode, the UE shall handle the EPS mobile identity IE in the ATTACH REQUEST message as follows:

-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.

If the UE supports A/Gb mode or Iu mode, the UE shall handle the EPS mobile identity as follows:

-
If the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the EPS mobile identity IE. If a P-TMSI signature is associated with the P-TMSI, the UE shall include it in the Old P-TMSI signature IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

NOTE:
The mapping of the P-TMSI and the RAI to the GUTI is specified in 3GPP TS 23.003 [2].

-
If the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the EPS mobile identity IE.
-
If the TIN is deleted and 

-
the UE holds a valid GUTI, the UE shall indicate the GUTI in the EPS mobile identity IE; or

-
otherwise, if the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the EPS mobile identity IE. If a P-TMSI signature is associated with the P-TMSI, the UE shall include it in the Old P-TMSI signature IE.
-
Otherwise the UE shall include the IMSI in the EPS mobile identity IE.

If the UE is attaching for emergency bearer services and does not hold a valid GUTI, P-TMSI or IMSI as described above, the IMEI shall be included in the EPS mobile identity IE.

The UE shall send the ATTACH REQUEST message together with a PDN CONNECTIVITY REQUEST message contained in the ESM message container information element to request PDN connectivity.

If UE supports A/Gb mode or Iu mode or if the UE wants to indicate its UE specific DRX parameter to the network, the UE shall include the UE specific DRX parameter in the DRX parameter IE in the ATTACH REQUEST message.

If a valid NAS security context exists, the UE shall integrity protect the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message. When the UE does not have a valid NAS security context, the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message is not integrity protected.

[TS 24.301, clause 5.5.2.1]

...

After the completion of application for which the emergency services were invoked, in order to regain normal services, a UE attached for emergency bearer services may perform a detach procedure, followed by a subsequent re-attach, if the UE moves to a new cell that provides normal service.

If a detach is requested by the HSS for a UE that has bearers for emergency services, the MME shall not send a DETACH REQUEST message to the UE, and shall follow the procedures in subclause 6.4.4.1 for a UE that has bearers for emergency services.

If the detach procedure for EPS services is performed, the EPS bearer context(s) for this particular UE are deactivated locally without peer-to-peer signalling between the UE and the MME.

...

[TS 24.301, clause 5.6.1.4]

…

If the SERVICE REQUEST message was sent in a CSG cell and the CSG subscription has expired or was removed for a UE, but the UE has a PDN connection for emergency bearer services established, the network shall accept the SERVICE REQUEST message and deactivate all non-emergency EPS bearers locally. The emergency EPS bearers shall not be deactivated.

...

[TS 24.301, Annex C]

The following EMM parameters shall be stored on the USIM if the corresponding file is present:

-
GUTI;

-
last visited registered TAI;

-
EPS update status;

-
Allowed CSG list;

-
Operator CSG list; and

-
EPS security context parameters from a full native EPS security context (see 3GPP TS 33.401 [19]).

...

...

The following EMM parameter shall be stored in a non-volatile memory in the ME together with the IMSI from the USIM:

-
TIN.

...

If the UE is attached for emergency bearer services, the UE shall not store the EMM parameters described in this annex on the USIM or in non-volatile memory. Instead the UE shall temporarily store these parameters locally in the ME and the UE shall delete these parameters when the UE is detached.

11.2.3.3
Test description

11.2.3.3.1
Pre-test conditions

System Simulator:

-
cell A and cell B.


-
cell A is not a CSG cell and is “Serving cell”;


-
cell B is a CSG cell and is “Non-suitable cell”.

-
System information combination 7 as defined in TS 36.508[18] clause 4.4.3.1 is used in E-UTRA cells.


UE:

-
if pc_Allowed_CSG_list, the UE’s Allowed CSG list is empty.

Preamble:

-
the UE is in state Registered, Idle mode (state 2) on cell A according to 36.508 [18].

-
the UE is not attached for emergency bearer services.

11.2.3.3.2
Test procedure sequence

Table 11.2.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- cell A as a "Non-suitable “Off” cell".
- cell B as a "Serving cell".
	-
	-
	-
	-

	2
	The SS waits 1 min to ensure the UE is in limited service on Cell B.
	-
	-
	-
	-

	3
	Cause the UE to originate a call to send user data related to Emergency call. (Note 1)
	-
	-
	-
	-

	4
	Check: Does the UE transmit an ATTACH REQUEST message to attach for emergency bearer services, together with a PDN CONNECTIVITY REQUEST message for emergency bearer services, on Cell B?
	-->
	ATTACH REQUEST

PDN CONNECTIVITY REQUEST
	1
	P

	5-14
	Steps 7 to 16 of the generic test procedure in TS 36.508 subclause 4.5A.5.3 are performed on cell B.

NOTE: The Attach procedure for emergency bearer services is completed and a default EPS bearer context for emergency bearer services is activated. Authentication is not performed.
	-
	-
	-
	-

	15-23
	Steps 8 to 10a7 of the generic test procedure in TS 36.508 subclause 4.5.3.3 are performed on cell B.

NOTE: Radio bearer establishment procedure is performed to successfully complete the Service Request procedure.
	-
	-
	-
	-

	23A
	Release IMS Call [FFS]
	-
	-
	-
	-

	24
	If possible (see ICS) switch off is performed. Otherwise the power is removed.
	-
	-
	-
	-

	
	EXCEPTION: Step 25describes behaviour that depends on the UE capability.
	
	
	
	

	25
	If pc_SwitchOnOff then

the UE transmits a DETACH REQUEST with the Detach Type IE indicating "switch off".
	-->
	DETACH REQUEST
	-
	-

	26
	The SS configures:

- cell A as a "Serving cell".
- cell B as a "Non-suitable “Off” cell".
	-
	-
	-
	-

	27
	The UE is brought back to operation or the USIM is inserted.
	-
	-
	-
	-

	28
	Check: Does the UE transmit an ATTACH REQUEST on Cell A with EMM parameters not reflecting previous ATTACH on cell B?
	-->
	ATTACH REQUEST
	3
	P

	Note 1:
This could be done by e.g. MMI or AT command.


11.2.3.3.3
Specific message contents
Table 11.2.3.3.3-1: Conditions for Table 11.2.3.3.3-2

	Condition
	Explanation

	Cell A
	This condition applies to system information transmitted on Cell A.

	Cell B
	This condition applies to system information transmitted on Cell B.


Table 11.2.3.3.3-2: SystemInformationBlockType1 for cell A and B (Pre-test conditions and all steps, Table 11.2.3.3.2-1)

	Derivation Path: 36.508 clause 4.4.3.2

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType1 ::= SEQUENCE {
	
	
	

	  cellAccessRelatedInfo SEQUENCE {
	
	
	

	    csg-Indication
	FALSE
	
	Cell A

	
	TRUE
	
	Cell B

	    csg-Identity
	Not present
	
	Cell A

	  
	'000 0000 0000 0000 0000 0000 0010'B
	
	Cell B

	  }
	
	
	

	}
	
	
	


Table 11.2.3.3.3-3: SystemInformationBlockType4 for cell A and B (Pre-test conditions and all steps, Table 11.2.3.3.2-1)
	Derivation Path: 36.508 clause 4.4.3.3, Table 4.4.3.3-3

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType4 ::= SEQUENCE {
	
	
	

	  csg-PhysCellIdRange ::= SEQUENCE {
	
	
	

	    Start
	2
	
	

	    Range
	Not present
	The UE shall apply value 1 in case the field is absent, in which case only the physical cell identity value indicated by start applies.
	

	  }
	
	
	

	}
	
	
	


Table 11.2.3.3.3-4: ATTACH REQUEST (Step 4, Table 11.2.3.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach type
	'0110'B
	EPS emergency attach
	

	NAS key set identifier
	
	
	

	  NAS key set identifier
	NAS key set identifier allocated to UE during authentication in test preamble
	
	

	  TSC
	‘0’B
	Native security context
	

	EPS Mobile Identity
	GUTI allocated to UE during previous attach on Cell A.
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	Not present
	
	


Table 11.2.3.3.3-5: PDN CONNECTIVITY REQUEST (Step 4, Table 11.2.3.3.2-1)

	Derivation Path: 36.508, Table 4.7.3-20

	Information Element
	Value/remark
	Comment
	Condition

	Request type
	'0100'B
	emergency
	


Table 11.2.3.3.3-6: ATTACH REQUEST (Step 28, Table 11.2.3.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	NAS key set identifier
	
	
	

	  NAS key set identifier
	NAS key set identifier allocated to UE during authentication in test preamble
	
	

	  TSC
	‘0’B
	Native security context
	

	Old GUTI or IMSI
	GUTI allocated to UE during previous attach on Cell A.
	
	

	Last visited registered TAI
	TAI-1
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	Not present
	
	


11.2.4
Emergency bearer services / Normal cell / NO-IMSI / Attach / No EPS security context / PDN connect / Service request / Timer T3412 expires

11.2.4.1
Test Purpose (TP)

(1)

with { UE is swithed-on without a valid USIM inserted }

ensure that {

  when { the UE was triggered to originate an emergency bearer service }

    then { the UE establishes the RRC connection with the RRC establishmentCause set to “ emergency calls ” }

            }
(2)

with { UE is swithed-on without a valid USIM inserted, and has originated an emergency bearer service }

ensure that {

  when { the UE receives an RRCConnectionSetup message }

    then { the UE sends an ATTACH REQUEST message with the EPS attach type set to “ EPS emergency attach ” }

            }

(3)

with { UE has sent an ATTACH REQUEST message for emergency bearer service }

ensure that {

  when { The UE receives an ATTACH ACCEPT message }

    then { The UE sends an ATTACH COMPLETE message }

            }
(4)

void
(5)

with { UE has completed Emergency service and enters EMM-IDLE MODE}

ensure that {

  when { the periodic tracking area updating timer T3412 expires }

   then { UE does not send an TRACKING AREA UPDATE REQUEST message }

             }

11.2.4.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses 5.2.2.3.5, 5.3.1.1, 5.3.5, 5.4.2.1, 5.5.1.2.1, 5.5.1.2.2, 5.5.1.2.3, 6.4.1.3and Annex D.

[TS 24.301, clause 5.2.2.3.5]

The UE shall perform cell selection according to 3GPP TS 36.304 [21].

The UE may initiate attach for emergency bearer services.

[TS 24.301, clause 5.3.1.1]

When the UE is in EMM-IDLE mode and needs to transmit an initial NAS message, the UE shall request the lower layer to establish a RRC connection. In this request to the lower layer the NAS shall provide to the lower layer the RRC establishment cause and the call type as specified in annex D of this specification.

...

For the routing of the initial NAS message to the appropriate MME, the UE NAS provides the lower layers with either the S-TMSI or the registered globally unique MME identifier (GUMMEI) that consists of the PLMN ID, the MME group ID, and the MME code (see 3GPP TS 23.003 [2]) according to the following rules:

-
When the UE is registered in the tracking area of the current cell during the NAS signalling connection establishment, the UE NAS shall provide the lower layers with the S-TMSI, but shall not provide the registered MME identifier to the lower layers. Exceptionally, when the UE in EMM-IDLE mode initiates a tracking area updating or combined tracking area updating procedure for load balancing purposes, the UE NAS shall provide the lower layers with neither S-TMSI nor registered MME identifier.

-
When the UE is not registered in the tracking area of the current cell during the NAS signalling connection establishment, the UE NAS does not provide the lower layers with the S-TMSI.  Instead,

a)
if the TIN indicates "GUTI" or "RAT-related TMSI", or the TIN is not available, and the UE holds a valid GUTI, the UE NAS shall provide the lower layers with the MME identifier part of the valid GUTI; or

b)
if the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE NAS shall provide the lower layers with the MME identifier part of the mapped GUTI, which is generated from the P-TMSI and RAI.
[TS24.301 clause5.3.5]

Periodic tracking area updating is used to periodically notify the availability of the UE to the network. The procedure is controlled in the UE by the periodic tracking area update timer (timer T3412). The value of timer T3412 is sent by the network to the UE in the ATTACH ACCEPT message and can be sent in the TRACKING AREA UPDATE ACCEPT message. The UE shall apply this value in all tracking areas of the list of tracking areas assigned to the UE, until a new value is received.

The timer T3412 is reset and started with its initial value, when the UE goes from EMM-CONNECTED to EMM-IDLE mode. The timer T3412 is stopped when the UE enters EMM-CONNECTED mode or EMM-DEREGISTERED state.

If the UE is attached for emergency bearer services, and timer T3412 expires, the UE shall not initiate a periodic tracking area updating procedure, but shall locally detach from the network.
When a UE is not attached for emergency bearer services, and timer T3412 expires, the periodic tracking area updating procedure shall be started and the timer shall be set to its initial value for the next start.

…

If the UE is not attached for emergency bearer services, the mobile reachable timer shall be longer than T3412.In this case, by default, the mobile reachable timer is 4 minutes greater than T3412. If ISR is not activated, the network behaviour upon expiry of the mobile reachable timer is network dependent, but typically the network stops sending paging messages to the UE on the first expiry, and may take other appropriate actions.

If the UE is attached for emergency bearer services, the MME shall set the mobile reachable timer with a value equal toT3412. When the mobile reachable timer expires, the MME shall locally detach the UE.

….

[TS 24.301, clause 5.4.2.1]

The purpose of the EPS authentication and key agreement (AKA) procedure is to provide mutual authentication between the user and the network and to agree on a key KASME (see 3GPP TS 33.401 [19]). The cases when the EPS AKA procedure should be used are defined in 3GPP TS 33.401 [19].

The EPS AKA procedure is always initiated and controlled by the network. However, the UE can reject the EPS authentication challenge sent by the network.

The UE shall proceed with an EPS authentication challenge only if a USIM is present.

…

[TS 24.301, clause 5.5.1.1]

The attach procedure is used to attach to an EPC for packet services in EPS.x

The attach procedure is used for three purposes:

-
by a UE in PS mode of operation to attach for EPS services only;

-
by a UE in CS/PS mode 1 or CS/PS mode 2 of operation to attach for both EPS and non-EPS services; or

-
to attach for emergency bearer services.

If the MME does not support an attach for emergency bearer services, the MME shall reject any request to attach with an attach type set to "EPS emergency attach".

With a successful attach procedure, a context is established for the UE in the MME, and a default bearer is established between the UE and the PDN GW, thus enabling always-on IP connectivity to the UE. The network may also initiate the activation of dedicated bearers as part of the attach procedure.

...

[TS 24.301, clause 5.5.1.2.1]

When the UE initiates the attach procedure for emergency bearer services, the UE shall indicate "EPS emergency attach" in the EPS attach type IE.

[TS 24.301, clause 5.5.1.2.2]

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED (see example in figure 5.5.1.2.2.1). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. 

If the UE supports neither A/Gb mode nor Iu mode, the UE shall handle the Old GUTI or IMSI IE in the ATTACH REQUEST message as follows:

-
The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.

If the UE is attaching for emergency bearer services and does not hold a valid GUTI, P-TMSI or IMSI as described above, the IMEI shall be included in the EPS mobile identity IE.

...

The UE shall send the ATTACH REQUEST message together with a PDN CONNECTIVITY REQUEST message contained in the ESM message container information element to request PDN connectivity.

...

If a valid NAS security context exists, the UE shall integrity protect the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message. When the UE does not have a valid NAS security context, the ATTACH REQUEST message combined with the PDN CONNECTIVITY REQUEST message is not integrity protected.

...

[TS 24.301, clause 5.5.1.2.3]

During an attach for emergency bearer services, the MME may choose to skip the authentication procedure even if no EPS security context is available and proceed directly to the execution of the security mode control procedure as specified in subclause 5.4.3.

...

[TS 24.301, clause 6.4.1.3]

Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall send an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. When the default bearer is activated as part of the attach procedure, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message together with ATTACH COMPLETE message. When the default bearer is activated as the response to the stand-alone PDN CONNECTIVITY REQUEST message, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message alone.

The UE checks the PTI in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to identify the UE requested PDN connectivity procedure to which the default bearer context activation is related (see subclause 6.5.1).
...

[TS 24.301, Annex D]

Table D.1.1: Mapping of NAS procedure to establishment cause and call type

	NAS procedure
	RRC establishment cause (according 3GPP TS 36.331 [22])
	Call type

	Attach
	If an ATTACH REQUEST has EPS attach type not set to "EPS emergency attach", the RRC establishment cause shall be set to MO signalling. (See Note 1)


	"originating signalling"

	
	If an ATTACH REQUEST has EPS attach type set to "EPS emergency attach", the RRC establishment cause shall be set to Emergency call. (See Note 1)


	"emergency calls"



	Note 1:
For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].

For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present), the RRC establishment cause will be set to "High priority access AC 11 – 15".


11.2.4.3
Test description

11.2.4.3.1
Pre-test conditions

System Simulator:

-
Cell A is configured according to Table 6.3.2.2-1 in [18]. 


UE:
·  Without a valid USIM inserted
Preamble:

-
The UE is in state Switched OFF (state 1) according to [18].
11.2.4.3.2
Test procedure sequence
Table: 11.2.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1
	The UE is switched on without a valid USIM inserted.
	-
	-
	-
	-

	2
	Causes the UE originate an emergency bearer service (Note1).
	-
	-
	-
	-

	3
	Check: Does the UE transmit an RRCConnectionRequest message with establishmentCause set to ‘Emergency call’?
	-
	-
	1
	P

	4
	The SS transmits an RRCConnectionSetup message.
	-
	-
	-
	-

	5
	Check: Does the UE transmit an ATTACH REQUEST message to attach for emergency bearer services, together with a PDN CONNECTIVITY REQUEST message for emergency bearer services?
	-->
	ATTACH REQUEST
PDN CONNECTIVITY REQUEST
	2
	P

	6-16
	Steps 5 to 15 of the generic test procedure for IMS Emergency call establishment in EUTRA: Limited Service (TS 36.508 4.5A.5.3-1).
	-
	-
	-
	-

	17
	Check: Does the UE transmit an ATTACH COMPLETE message , and the The ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message is piggybacked in ATTACH COMPLETE?
	-->
	ATTACH COMPLETE 

ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT
	3
	P

	18-20
	Steps17 to 19 of the generic test procedure for IMS Emergency call establishment in EUTRA: Limited Service (TS 36.508 4.5A.5.3-1).
	-
	-
	-
	-

	20A
	Release IMS Call [FFS]
	-
	-
	-
	-

	21
	The SS releases the RRC connection.
	-
	-
	-
	-

	22
	The SS waits 6minutes. (Expiry of T3412) 
	-
	-
	-
	-

	23
	Check: Does the UE send TRACKING AREA UPDATE REQUEST message?
	-->
	 TRACKNG AREA UPDATE REQUEST
	5
	F

	Note1: The request to originate a emergency service may be performed by MMI or AT command.


11.2.4.3.3
Specific message contents

Table 11.2.4.3.3-1: Message RRCConnectionRequest (step 3, Table 11.2.4.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      ue-Identity CHOICE {
	
	
	

	        randomValue
	Not checked
	
	

	      }
	
	
	

	      establishmentCause
	Emergency call
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 11.2.4.3.3-2: Message ATTACH REQUEST (step 5, Table 11.2.4.3.2-1)

	Derivation path: TS 36.508 table 4.7.2-4

	Information Element
	Value/Remark
	Comment
	Condition

	EPS attach type
	'0110'B
	EPS emergency attach
	

	EPS mobile identity
	IMEI 
	
	


Table 11.2.4.3.3-3: Message ATTACH ACCEPT (step 14, 36.508 table 4.5A.5.3-11)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	T3412 value
	
	
	

	Unit
	'010'
	''value is incremented in multiples of decihours''
	

	Timer value
	'00001'
	''6 minutes''
	

	EPS attach result
	'0110'B
	EPS emergency attach
	


11.2.5
Emergency bearer services / Normal cell / NORMAL-SERVICE / Local Emergency Numbers List NOT sent in the Attach / PDN connect new emergency EPS bearer context / Authentication SQN code failure - MME aborts authentication continues using current security context / Service request 
11.2.5.1
Test Purpose (TP)

(1)

with { UE is in state Registered, Idle mode }

ensure that {

  when { the UE is triggered to originate an emergency bearer service }

    then { the UE sends a SERVICE REQUEST message }

            }
(2)

with { UE in EMM-REGISTERED state and EMM-IDLE mode }

ensure that {

  when { UE originates an emergency bearer service }

    then { the UE sends a PDN connectivity request message without an APN }

}
(3)
with { UE having sent an AUTHENTICATION FAILURE message to the network, with EMM cause "synch failure" }

ensure that {

  when { UE receives a SECURITY MODE COMMAND message }

    then { the UE sends a SECURITY MODE COMPLETE message }

            }
(4)

with { UE has sent a PDN CONNECTIVITY REQUEST message }

ensure that {

  when { UE receives an RRCConnectionReconfiguration message including an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with IE Procedure transaction identity matching the PDN CONNECTIVITY REQUEST message and an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message linked to the EPS bearer context activated in the first message}

    then { UE transmits an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message both containing the EPS bearer identity and enters EMM-REGISTERED state }

            }

11.2.5.2
Conformance requirements
References: The conformance requirements covered in the current TC are specified in: TS 24.301, clauses5.4.2.7, and 6.5.1.2.

[TS 24.301, clause 5.4.2.7]

…

For items c, d, and e:


Depending on local requirements or operator preference for emergency bearer services, if the UE has a PDN connection for emergency bearer services established or is establishing a PDN connection for emergency bearer services, the MME need not follow the procedures specified for the authentication failure specified in the present subclause. The MME may respond to the AUTHENTICATION FAILURE message by initiating the security mode control procedure selecting the "null integrity protection algorithm" EIA0, null ciphering algorithm or may abort the authentication procedure and continue using the current security context, if any. The MME shall deactivate all non-emergency EPS bearer contexts, if any, by initiating an EPS bearer context deactivation procedure. The network shall consider the UE to be attached for emergency bearer services only.


If a UE has a PDN connection for emergency bearer services established or is establishing a PDN connection for emergency bearer services and sends an AUTHENTICATION FAILURE message to the MME with the EMM cause appropriate for these cases (#20, #21, or #26, respectively) and receives the SECURITY MODE COMMAND message before the timeout of timer T3418 or T3420, the UE shall deem that the network has passed the authentication check successfully, stop timer T3418 or T3420, respectively, and execute the security mode control procedure.


If a UE has a PDN connection for emergency bearer services established when timer T3418 or T3420 expires, the UE shall not deem that the network has failed the authentication check and not behave as described in item f. Instead the UE shall continue using the current security context, if any, deactivate all non-emergency EPS bearer contexts, if any, by initiating UE requested PDN disconnect procedure and consider itself to be attached for emergency bearer services only.

[TS 24.301, clause 6.5.1.2]

When the PDN CONNECTIVITY REQUEST message is sent together with an ATTACH REQUEST message, the UE shall not include the APN.

NOTE 1:
If the UE needs to provide protocol configuration options which require ciphering or provide an APN, or both, during the attach procedure, the ESM information transfer flag is included in the PDN CONNECTIVITY REQUEST. The MME then at a later stage in the PDN connectivity procedure initiates the ESM information request procedure in which the UE can provide the MME with protocol configuration options or APN or both.

In order to request connectivity to a PDN using the default APN, the UE includes the Access point name IE in the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message, according to the following conditions:

-
if use of a PDN using the default APN requires PAP/CHAP, then the UE should include the Access point name IE; and

-
in all other conditions, the UE need not include the Access point name IE.

In order to request connectivity to an additional PDN, the UE shall send a PDN CONNECTIVITY REQUEST message to the MME, start timer T3482 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.1.2.1). If the additional PDN connection is for emergency bearer services, the UE shall not include an APN in the PDN CONNECTIVITY REQUEST message; otherwise the UE shall include the requested APN.

In the PDN type information element the UE shall indicate the IP version capability of the IP stack associated with the UE as specified in subclause 6.4.1.

The UE shall set the request type to "initial request" when the UE is establishing a new PDN connectivity to a PDN in an attach procedure or in a stand-alone PDN connectivity procedure. The UE shall set the request type to "emergency" when the UE is requesting PDN connectivity for emergency bearer services for the first time. The UE shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the UE was connected to that PDN before the handover to the 3GPP access network.

NOTE 2:
For emergency bearer services, the handover from non-3GPP access to E-UTRA is not supported.

If the UE supports DSMIPv6, the UE may include a request for obtaining the IPv6 address and optionally the IPv4 address of the home agent in the Protocol configuration options IE in the PDN CONNECTIVITY REQUEST message. The UE may also include a request for obtaining the IPv6 Home Network Prefix. The UE shall request the IPv6 Home Network Prefix only if the UE has requested the home agent IPv6 address. The requested home agent address(es) and the Home Network Prefix are related to the APN the UE requested connectivity for.

The UE may set the ESM information transfer flag in the PDN CONNECTIVITY REQUEST message to indicate that it has ESM information, i.e. protocol configuration options, APN, or both, that needs to be sent after the NAS signalling security has been activated between the UE and the MME.

If the UE supports A/Gb mode or Iu mode, the UE shall indicate the support of the network requested bearer control procedures (see 3GPP TS 24.008 [13]) in A/Gb mode or Iu mode in the Protocol configuration options IE.

Protocol configuration options provided in the ESM INFORMATION RESPONSE message replace any protocol configuration options provided in the PDN CONNECTIVITY REQUEST message.
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Figure 6.5.1.2.1: UE requested PDN connectivity procedure

11.2.5.3
Test description

11.2.5.3.1
Pre-test conditions

System Simulator:

-
Cell A (PLMN1) is configured according to Table 6.3.2.2-1 in [18]. 


UE:

-
None.

Preamble:

-
The UE is in state Registered, Idle mode (state 2) according to [18] on Cell A.

11.2.5.3.2
Test procedure sequence

Table 11.2.5.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	1-3
	Steps 1 to 3 of the generic test procedure  for IMS Emergency call establishment in EUTRA: Normal Service (TS 36.508 4.5A.4.3-1).
	-
	-
	-
	-

	4
	Check: Does the UE transmit an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	-->
	SERVICE REQUEST
	1
	P

	5
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	AUTHENTICATION REQUEST
	-
	-

	6
	The UE transmits an AUTHENTICATION FAILURE message with EMM cause #21 "synch failure".
	-->
	AUTHENTICATION FAILURE
	-
	-

	7
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security using parameters from AKA performed in preamble.
	<--
	SECURITY MODE COMMAND
	-
	-

	8
	Check: Does UE transmit a NAS SECURITY MODE COMPLETE message and establish the initial security configuration.

	-->
	SECURITY MODE COMPLETE
	3
	P-

	9-12
	Steps 5 to 8 of the generic test procedure  for IMS Emergency call establishment in EUTRA: Normal Service (TS 36.508 4.5A.4.3-1).
	-
	-
	-
	-

	13
	Check: Does the UE transmit a PDN CONNECTIVITY REQUEST message as specified to request an emergency PDN? 
	-->
	PDN CONNECTIVITY REQUEST
	2
	P

	14-18
	Steps 10 to14 of the generic test procedure for IMS Emergency call establishment in EUTRA: Normal Service (TS 36.508 4.5A.4.3-1).
	-
	-
	-
	-

	19
	Check: Does the UE transmit an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message for the additional dedicated EPS Bearer?
	-->
	ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT
	4
	P

	20
	Release IMS Call [FFS]
	-
	-
	-
	-


Table 11.2.5.3.2-2: Void

11.2.5.3.3
Specific message contents

Table 11.2.5.3.3-1: Message RRCConnectionReconfiguration (step 1, Table 11.2.5.3.3-2 and step 12, Table 11.2.5.3.3-1)

	Derivation path: 36.508 table 4.6.1-8 using condition DRB-REL(2)


Table 11.2.5.3.3-2: Message DEACTIVATE EPS BEARER CONTEXT REQUEST (step 1, Table 11.2.5.3.3-2)

	Derivation Path: TS 36.508 Table 4.7.3-12

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	5
	The EPS bearer context setuped during the attach.
	

	Procedure transaction identity
	'0000 0000'B
	No procedure transaction identity assigned
	

	ESM cause
	#36
	regular deactivation
	


Table 11.2.5.3.3-3: Message DEACTIVATE EPS BEARER CONTEXT ACCEPT (step 2, Table 11.2.5.3.3-2)

	Derivation Path: TS 36.508 Table 4.7.3-11

	Information Element
	Value/remark
	Comment
	Condition

	EPS bearer identity
	5
	The same value as the value set in DEACTIVATE EPS BEARER CONTEXT REQUEST message.
	

	Procedure transaction identity
	0
	No procedure transaction identity assigned
	


Table 11.2.5.3.3-4: Message AUTHENTICATION REQUEST(step5, Table11.2.5.3.2-1)

	Derivation Path: 36.508 Table 4.7.2-7

	Information Element
	Value/remark
	Comment
	Condition

	Authentication parameter AUTN (EPS challenge)
	The SQN is out of correct range(SEQ - SEQMS > ().
	
	


Table 11.2.5.3.3-5: Message PDN CONNECTIVITY REQUEST (step13, Table11.2.5.3.2-1)
	Derivation Path: 36.508 table 4.7.3-20

	Information Element
	Value/remark
	Comment
	Condition

	ESM information transfer flag
	Not present
	
	

	Request type
	'0100'B
	emergency
	

	Access point name
	Not present
	
	


11.2.6
Handling of Local Emergency Numbers List provided during Attach and Normal tracking area update procedures

11.2.6.1
Test Purpose (TP)

(1)

with { UE in state EMM-REGISTERED and EMM-IDLE mode, Emergency numbers stored in the USIM and a Local Emergency Numbers List provided during the Attach procedure }

ensure that {

  when { UE is requested to intiate a call with a number belonging to the emergency numbers stored in the USIM }

   then { UE intiates an emergency call }

             }

(2)

with { UE in state EMM-REGISTERED and EMM-IDLE mode, Emergency numbers stored in the USIM and a Local Emergency Numbers List provided during the Attach procedure }

ensure that {

  when { UE performs a tracking area update to a new tracking area not included in the TAI list and belonging to a network with the same MCC and the TRACKING AREA UPDATE ACCEPT message sent by the network includes a Local Emergency Numbers List with 10 new numbers }

   then { UE overwites the old list with the new one and recognises each of the new numbers as an emergency number }

             }

(3)

with { UE in state EMM-REGISTERED and EMM-IDLE mode, Emergency numbers stored in the USIM and a Local Emergency Numbers List provided during a tracking area update }

ensure that {

  when { UE performs a tracking area update to a new tracking area not included in the TAI list and not belonging to a network with the same MCC }

   then { UE considers the old Local Emergency Numbers List as invaid }

             }

(4)

with { UE in state EMM-REGISTERED and EMM-IDLE mode, Emergency numbers stored in the USIM and a Local Emergency Numbers List provided during the Attach procedure }

ensure that {

  when { UE is requested to intiate a call with a number belonging to the Local Emergency Numbers List }

   then { UE intiates an emergency call }

             }

11.2.6.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clause 5.3.7, TS 22.101 clause 10.1.1.

[TS 24.301 clause 5.3.7]

The Local Emergency Numbers List contains additional emergency numbers used by the serving network. The list can be downloaded by the network to the UE at successful registration and subsequent registration updates. There is only one Local Emergency Numbers List in the UE, and it can be updated with EMM procedures if the UE is in S1 mode and with GMM and MM procedures if the UE is in A/Gb or Iu mode.

The UE shall use the stored Local Emergency Numbers List received from the network in addition to the emergency numbers stored on the USIM or user equipment to detect that the number dialled is an emergency number.

NOTE:
The user equipment may use the emergency numbers list to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.

The network may send a Local Emergency Numbers List in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT messages, by including the Emergency Number List IE. The user equipment shall store the Local Emergency Numbers List, as provided by the network, except that any emergency number that is already stored in the USIM shall be removed from the Local Emergency Numbers List before it is stored by the user equipment. If there are no emergency numbers stored on the USIM, then before storing the received Local Emergency Numbers List, the user equipment shall remove from the Local Emergency Numbers List any emergency number stored permanently in the user equipment for use in this case (see 3GPP TS 22.101 [8]). The Local Emergency Numbers List stored in the user equipment shall be replaced on each receipt of a new Emergency Number List IE.

The emergency number(s) received in the Emergency Number List IE are valid only in networks with the same MCC as in the cell on which this IE is received. If no Local Emergency Numbers List is contained in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT message, then the stored Local Emergency Numbers List in the user equipment shall be kept, except if the user equipment has successfully registered to a PLMN with an MCC different from that of the last registered PLMN.

The Local Emergency Numbers List shall be deleted at switch off and removal of the USIM. The user equipment shall be able to store up to ten local emergency numbers received from the network.

[TS 22.101 clause 10.1.1]

The ME shall identify an emergency number dialled by the end user as a valid emergency number and initiate emergency call establishment if it occurs under one or more of the following conditions. If it occurs outside of the following conditions, the ME should not initiate emergency call establishment but normal call establishment. Emergency number identification takes place before and takes precedence over any other (e.g. supplementary service related) number analysis.

a)
112 and 911 shall always be available. These numbers shall be stored on the ME.
b)
Any emergency call number stored on a SIM/USIM when the SIM/USIM is present.

c)
000, 08, 110, 999, 118 and 119 when a SIM/USIM is not present. These numbers shall be stored on the ME.

d)
Additional emergency call numbers that may have been downloaded by the serving network when the SIM/USIM is present.

11.2.6.3
Test description

11.2.6.3.1
Pre-test conditions

System Simulator:

-
Cell A is set to ''Serving cell'';

-
Cell C is set to ''Non- Suitable cell'';

-
Cell E is set to ''Non- Suitable cell''.

-
System information combination 3 as defined in TS 36.508[18] clause 4.4.3.1 is used in E-UTRA cells


UE:

-
USIM contains 2 Emergency Numbers (see TS 22.101 clause 10.1.1).

Preamble:

-
the UE is in state Registered, Idle Mode (state 2) on Cell A according to TS 36.508 [18].

-
During the attach the ATTACH ACCEPT message provides Local Emergency Numbers List. The local emergency number list is different from all emergency numbers stored in the UE.

11.2.6.3.2
Test procedure sequence

Table 11.2.6.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	-
	The following messages are sent and shall be received on Cell A.
	-
	-
	-
	-

	1
	Cause the UE to start a "call" using one of the Emergency Numbers stored on the USIM.
	-
	-
	-
	-

	2
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘emergency"?
	-->
	RRC: RRCConnectionRequest
	1
	P

	3
	SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup
	-
	-

	4
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	->
	RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST
	-
	-

	5
	The SS transmits SERVICE REJECT.
	<--
	SERVICE REJECT
	-
	-

	6
	The SS releases the RRC connection.
	-
	-
	-
	-

	7
	Cause the UE to start a "call" using one of the Emergency Numbers received in the ATTACH ACCEPT message IE Local Emergency Numbers List sent in the preamble.

(Note 1) 
	-
	-
	-
	-

	8
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘emergency"?
	-->
	RRC: RRCConnectionRequest
	4
	P

	9
	SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup
	-
	-

	10
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	->
	RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST
	-
	-

	11
	The SS transmits SERVICE REJECT.
	<--
	SERVICE REJECT
	-
	-

	12
	The SS releases the RRC connection.
	-
	-
	-
	-

	13
	The SS configures:

- Cell A as the "Non-Suitable cell".

- Cell C as a "Serving cell".
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell C.
	-
	-
	-
	-

	14
	The UE transmit a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	15
	The SS transmits a TRACKING AREA UPDATE ACCEPT message including IE Local Emergency Numbers List with 10 numbers different to the numbers stored on the USIM and those provided in the ATTACH ACCEPT in the preamble.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	16
	The UE transmit a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	17
	The SS releases the RRC connection.
	-
	-
	-
	-

	18
	Cause the UE to start a "call" using one of the Emergency Numbers which the SS sent in the ATTACH ACCEPT message IE Local Emergency Numbers List in the preamble. The UE is expected to have them deleted them

(Note 1)
	-
	-
	-
	-

	19
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘mo-Data"?
	-->
	RRC: RRCConnectionRequest
	2
	P

	20
	SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup
	-
	-

	21
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	->
	RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST
	-
	-

	22
	The SS transmits SERVICE REJECT
	<--
	SERVICE REJECT
	-
	-

	23
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION: Steps 24 to 29 are repeated 10 times - each time with a different call number from one of the Emergency Numbers provided in the TRACKING AREA UPDATE ACCEPT message in step 10.
	-
	-
	-
	-

	24
	Cause the UE to start a "call" using one of the Emergency Numbers received in the TRACKING AREA UPDATE ACCEPT message in step 11.

(Note 1)
	-
	-
	-
	-

	25
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘emergency"?
	-->
	RRCConnectionRequest
	2
	P

	26
	SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup
	-
	-

	27
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	->
	RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST
	-
	-

	28
	The SS transmits SERVICE REJECT.
	<--
	SERVICE REJECT
	-
	-

	29
	The SS releases the RRC connection.
	-
	-
	-
	-

	30
	The SS configures:

- Cell C as the "Non-Suitable cell".

- Cell E as a "Serving cell".
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on Cell E.
	-
	-
	-
	-

	31
	The UE transmit a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	32
	The SS transmits a TRACKING AREA UPDATE ACCEPT message which does not include IE Local Emergency Numbers List.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	33
	The UE transmit a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	34
	The SS releases the RRC connection.
	-
	-
	-
	-

	35
	Cause the UE to start a "call" using one of the Emergency Numbers provided by the SS in the TRACKING AREA UPDATE ACCEPT message in step 15.

(Note 1)
	-
	-
	-
	-

	36
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘mo-Data"?
	-->
	RRC: RRCConnectionRequest
	3
	P

	37
	SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup
	-
	-

	38
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	->
	RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST
	-
	-

	39
	The SS transmits SERVICE REJECT
	<--
	SERVICE REJECT
	-
	-

	40
	The SS releases the RRC connection.
	-
	-
	-
	-

	41
	Cause the UE to start a "call" using one of the Emergency Numbers stored on the USIM.
	-
	-
	-
	-

	42
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘emergency"
	-->
	RRC: RRCConnectionRequest
	3
	P

	43-56
	Steps 2-15 from the Generic Test Procedure for IMS Emergency call establishment in EUTRA: Normal Service as described in 36.508 Table 4.5A.4.3-1 take place.
	-
	-
	-
	-

	57
	Release IMS Call [FFS]
	-
	-
	-
	-

	58
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-

	Note 1:
This could be done by e.g. MMI or by AT command.


11.2.6.3.3
Specific message contents

Table 11.2.6.3.3-1: Message ATTACH ACCEPT (in the preamble)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	Emergency number list
	2 numbers

TS 24.008, 10.5.3.13
	The numbers shall be different than any of those indicated in TS 22.101 clause 10.1.1 AND the numbers stored in the USIM AND any emergency number stored permanently in the ME
	

	EPS network feature support
	'0000 0111'B
	- IMS voice over PS session in S1 mode supported

- emergency bearer services in S1 mode supported

- location services via EPC supported

- no information about support of location services via CS domain is available
	


Table 11.2.6.3.3-2: Message RRCConnectionRequest (steps 2, 8, 25, 42 Table 11.2.6.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      establishmentCause
	emergency
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 11.2.6.3.3-3: Message SERVICE REJECT (steps 5, 11, 22, 28, 39, Table 11.2.6.3.2-1)

	Derivation Path: 36.508 table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0001 0110'B
	#22 Congestion
	


Table 11.2.6.3.3-4: Message TRACKING AREA UPDATE ACCEPT (step 15, Table 11.2.6.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	Emergency number list
	10 numbers

TS 24.008, 10.5.3.13
	The numbers shall be different than any of those indicated in TS 22.101 clause 10.1.1 AND the numbers provided in ATTACH ACCEPT in Table 11.2.6.3.3-1 AND the numbers stored in the USIM AND any emergency number stored permanently in the ME
	

	EPS network feature support
	'0000 0111'B
	- IMS voice over PS session in S1 mode supported

- emergency bearer services in S1 mode supported

- location services via EPC supported

- no information about support of location services via CS domain is available
	


Table 11.2.6.3.3-5: Message RRCConnectionRequest (steps 19, 36 Table 11.2.6.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      establishmentCause
	mo-Data
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


11.2.7
UE has PDN connection for emergency bearer services / Normal tracking area update / Accepted / Local Emergency Numbers List is not sent by the network / Handling of the lists of forbidden tracking areas

11.2.7.1
Test Purpose (TP)

(1)

with { UE having established a PDN connection for emergency bearer services }

ensure that {

  when { UE moves to another TA and receives a list of equivalent PLMNs in the TRACKING AREA UPDATE ACCEPT message which includes a PLMN which is on the UE list with forbidden PLMNs }

   then { UE stores the received list of equivalent PLMNs not removing from the list the forbidden PLMN }

             }

(2)

with { UE having established a PDN connection for emergency bearer services and UE has stored a list of equivalent PLMNs which includes a PLMN which is on the UE list with forbidden PLMNs }

ensure that {

  when { PDN connection for emergency bearer services is released }

   then { UE removes from the list of equivalent PLMNs any PLMN code present in the list of forbidden PLMNs }

             }

(3)

with { UE having received a Local Emergency Numbers List }

ensure that {

  when { UE does not receive a new Local Emergency Numbers List when roaming in the area with the same MCC code }

   then { UE keeps the old Local Emergency Numbers List }

             }

11.2.7.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301 clauses 5.5.3.2.4 and 5.3.7.

[TS 24.301 clause 5.5.3.2.4]

If due to regional subscription restrictions or access restrictions the UE is not allowed to access the TA, but it has a PDN connection for emergency bearer services established, the MME may accept the TRACKING AREA UPDATE REQUEST message and deactivate all non-emergency EPS bearer contexts by initiating an EPS bearer context deactivation procedure when the TAU is initiated in EMM-CONNECTED mode. When the TAU is initiated in EMM-IDLE mode, the MME locally deactivates all non-emergency EPS bearer contexts and informs the UE via the EPS bearer context status IE in the TRACKING AREA UPDATE ACCEPT message. The MME shall not deactivate the emergency EPS bearer contexts. The network shall consider the UE to be attached for emergency bearer services only and shall indicate in the EPS update result IE in the TRACKING AREA UPDATE ACCEPT message that ISR is not activated.

...

If an EPS bearer context status IE is included in the TRACKING AREA UPDATE ACCEPT message, the UE shall deactivate all those EPS bearers contexts locally (without peer-to-peer signalling between the UE and the MME) which are active in the UE, but are indicated by the MME as being inactive. If a default EPS bearer context is marked as inactive in the EPS bearer context status IE included in the TRACKING AREA UPDATE ACCEPT message, and this default bearer is not associated with the last PDN in the UE, the UE shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context without peer-to-peer ESM signalling to the MME. If only the PDN connection for emergency bearer services remains established, the UE shall consider itself attached for emergency bearer services only.
The MME may also include of list of equivalent PLMNs in the TRACKING AREA UPDATE ACCEPT message. Each entry in the list contains a PLMN code (MCC+MNC). The UE shall store the list as provided by the network, and if there is no PDN connection for emergency bearer services established, the UE shall remove from the list any PLMN code that is already in the list of forbidden PLMNs. If there is a PDN connection for emergency bearer services established, the UE shall remove from the list of equivalent PLMNs any PLMN code present in the list of forbidden PLMNs when the PDN connection for emergency bearer services is released. In addition, the UE shall add to the stored list the PLMN code of the registered PLMN that sent the list. The UE shall replace the stored list on each receipt of the TRACKING AREA UPDATE ACCEPT message. If the TRACKING AREA UPDATE ACCEPT message does not contain a list, then the UE shall delete the stored list.

The network may also indicate in the EPS update result IE in the TRACKING AREA UPDATE ACCEPT message that ISR is active. If the UE is attached for emergency bearer services, the network shall indicate in the EPS update result IE in the TRACKING AREA UPDATE ACCEPT message that ISR is not activated. If the TRACKING AREA UPDATE ACCEPT message contains:

i)
no indication that ISR is activated, the UE shall set the TIN to "GUTI";

ii)
an indication that ISR is activated, the UE shall regard a previously assigned P-TMSI and RAI as valid and registered with the network. If the TIN currently indicates "P-TMSI", the UE shall set the TIN to "RAT-related TMSI".

The network informs the UE about the support of specific features, such as IMS voice over PS session, location services (EPC-LCS, CS-LCS) or emergency bearer services, in the EPS network feature support information element. In a UE with IMS voice over PS capability, the IMS voice over PS session indicator and the emergency bearer services indicator shall be provided to the upper layers. The upper layers take the IMS voice over PS session indicator into account as specified in 3GPP TS 23.221 [8A], subclause 7.2a, when selecting the access domain for voice sessions or calls. When initiating an emergency call, the upper layers also take the emergency bearer services indicator into account for the access domain selection. In a UE with LCS capability, location services indicators (EPC-LCS, CS-LCS) shall be provided to the upper layers. When MO-LR procedure is triggered by the UE's application, those indicators are taken into account as specified in 3GPP TS 24.171 [13C].

[TS 24.301 clause 5.3.7]

The Local Emergency Numbers List contains additional emergency numbers used by the serving network. The list can be downloaded by the network to the UE at successful registration and subsequent registration updates. There is only one Local Emergency Numbers List in the UE, and it can be updated with EMM procedures if the UE is in S1 mode and with GMM and MM procedures if the UE is in A/Gb or Iu mode.

The UE shall use the stored Local Emergency Numbers List received from the network in addition to the emergency numbers stored on the USIM or user equipment to detect that the number dialled is an emergency number.

...

The emergency number(s) received in the Emergency Number List IE are valid only in networks with the same MCC as in the cell on which this IE is received. If no Local Emergency Numbers List is contained in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT message, then the stored Local Emergency Numbers List in the user equipment shall be kept, except if the user equipment has successfully registered to a PLMN with an MCC different from that of the last registered PLMN.

11.2.7.3
Test description

11.2.7.3.1
Pre-test conditions

System Simulator:

-
Cell A is set to ''Serving cell'';

-
Cell B is set to ''Non- Suitable cell'';

-
Cell G is set to ''Non- Suitable Off cell''

-
Cell A and Cell B are on the same PLMN1, Cell G is on different PLMN2. PLMN1 and PLMN2 have the same MCC

-
System information combination 3 as defined in TS 36.508[18] clause 4.4.3.1 is used in E-UTRA cells


UE:

-
USIM contains 2 Emergency Numbers (see TS 22.101 clause 10.1.1).

-
PLMN2 is in the UE's list with forbidden PLMNs

Preamble:

-
the UE is in state Registered, Idle Mode (state 2) on Cell A according to TS 36.508 [18] with a PDN connection for emergency bearer services established (i.e. an Emergency call established according to TS 36.508 [18] section 4.5A.4 and released ).

-
During the attach the ATTACH ACCEPT message provides Local Emergency Numbers List.

11.2.7.3.2
Test procedure sequence

Table 11.2.7.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	-
	The SS configures:

Cell B as the "Serving cell".

cell A as a "Non-Suitable Off cell"
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell B unless explicitly stated otherwise.
	-
	-
	-
	-

	1
	The UE transmit a TRACKING AREA UPDATE REQUEST message.
	-->
	TRACKING AREA UPDATE REQUEST
	-
	-

	2
	The SS transmits a TRACKING AREA UPDATE ACCEPT message providing a list of equivalent PLMNs which includes PLMN2 which is on the UE list with forbidden PLMNs. No Local Emergency Numbers List is provided.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	3
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	3A
	The SS transmits an RRCConnectionRelease  message.
	-
	RRCConnectionRelease
	-
	-

	-
	The SS configures:

Cell G as the "Serving cell".

cell B as a " Non-Suitable Off cell"
	-
	-
	-
	-

	-
	The following messages are to be observed on Cell G unless explicitly stated otherwise.
	-
	-
	-
	-

	4
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	1
	P

	5
	The SS transmits a TRACKING AREA UPDATE ACCEPT message providing a list of equivalent PLMNs which includes PLMN1 (the UE is expected to store the provided PLMN and add to the stored list the PLMN code of the registered PLMN that sent the list (PLMN2). No Local Emergency Numbers List is provided.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	6
	The UE transmits a TRACKING AREA UPDATE COMPLETE message.
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	6A
	The SS transmits an RRCConnectionRelease  message.
	-
	RRCConnectionRelease
	-
	-

	-
	The SS configures:

cell A as a "Suitable cell"
	-
	-
	-
	-

	7
	Cause the UE to request disconnection from the emergency PDN (Note 1)
	-
	-
	-
	-

	7A
	Check: Does the UE transmit an RRCConnectionRequest message with establishmentCause set to ‘emergency’?
	-->
	RRCConnectionRequest
	-
	-

	7B
	The SS transmits an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup
	-
	-

	7C
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	-->
	RRC: RRCConnectionSetupComplete NAS: SERVICE REQUEST
	-
	-

	7D
	The SS establishes SRB2 and DRBs associated with two default EPS bearer context (a first PDN obtained during the attach procedure and an additional PDN). 
	-
	-
	-
	-

	8
	The UE transmit a PDN DISCONNECT REQUEST message.
	-->
	PDN DISCONNECT REQUEST
	-
	-

	9
	The SS transmits a DEACTIVATE EPS BEARER CONTEXT REQUEST message included in an RRCConnectionReconfiguration message.
	<--
	DEACTIVATE EPS BEARER CONTEXT REQUEST
	-
	-

	10
	The UE transmits a DEACTIVATE EPS BEARER CONTEXT ACCEPT message.
	-->
	DEACTIVATE EPS BEARER CONTEXT ACCEPT
	-
	-

	10A
	The SS transmits an RRCConnectionRelease  message.
	-
	RRCConnectionRelease
	-
	-

	-
	The following messages are to be observed on Cell A unless explicitly stated otherwise.

NOTE:
The UE needs time to realise that the Emergency PDN was deactivated, to remove the PLMN code of the PLMN on Cell G from its equivalent PLMNs list and look for another PLMN although the Cell G has the better signal.
	-
	-
	-
	-

	-
	EXCEPTION:
Steps 11a1 to 11b1 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place in a particular implementation.
	-
	-
	-
	-

	11a1
	Generic procedure for UE camping on Cell A with TAU as described in 36.508 Table 6.4.2.7-1 takes place.
	-
	-
	2
	-

	11b1
	Generic procedure for UE registration on Cell A as described in 36.508 Table 4.5.2.3-1 takes place.
	-
	-
	2
	-

	12
	Cause the UE to start a "call" using one of the Emergency Numbers received in the preamble in the ATTACH ACCEPT message IE Local Emergency Numbers List.

(Note 2).
	-
	-
	-
	-

	13
	Check: Does UE transmit an RRCConnectionRequest message with establishmentCause set to ‘emergency"?
	-->
	RRCConnectionRequest
	3
	P

	14
	SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup
	-
	-

	15
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	->
	RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST
	-
	-

	16
	The SS transmits SERVICE REJECT.
	<--
	SERVICE REJECT
	-
	-

	17
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state E-UTRA idle (E1) according to TS 36.508.
	-
	-
	-
	-

	Note 1:
The request to disconnect from a PDN may be performed by MMI or AT command.

Note 2:
The request to originate a emergency service may be performed by MMI or AT command.


11.2.7.3.3
Specific message contents

Table 11.2.7.3.3-1: Message ATTACH ACCEPT (in the preamble)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	Emergency number list
	2 numbers

TS 24.008, 10.5.3.13
	The numbers shall be different than any of those indicated in TS 22.101 clause 10.1.1 AND the numbers stored in the USIM AND any emergency number stored permanently in the ME
	

	EPS network feature support
	'0000 0111'B
	- IMS voice over PS session in S1 mode supported

- emergency bearer services in S1 mode supported

- location services via EPC supported

- no information about support of location services via CS domain is available
	


Table 11.2.7.3.3-2: Message TRACKING AREA UPDATE ACCEPT (step 2, Table 11.2.7.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	Equivalent PLMNs
	-
	Includes MCC and MNC digits for PLMN2
	

	EPS network feature support
	'0000 0111'B
	- IMS voice over PS session in S1 mode supported

- emergency bearer services in S1 mode supported

- location services via EPC supported

- no information about support of location services via CS domain is available
	


Table 11.2.7.3.3-3: Message TRACKING AREA UPDATE ACCEPT (step 5, Table 11.2.7.3.2-1)

	Derivation path: 36.508 table 4.7.2-24

	Information Element
	Value/Remark
	Comment
	Condition

	Equivalent PLMNs
	-
	Includes MCC and MNC digits for PLMN1
	

	EPS network feature support
	'0000 0111'B
	- IMS voice over PS session in S1 mode supported

- emergency bearer services in S1 mode supported

- location services via EPC supported

- no information about support of location services via CS domain is available
	


Table 11.2.7.3.3-4: Message ATTACH ACCEPT (step 11b1, Table 11.2.7.3.2-1)

	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	EPS network feature support
	'0000 0111'B
	- IMS voice over PS session in S1 mode supported

- emergency bearer services in S1 mode supported

- location services via EPC supported

- no information about support of location services via CS domain is available
	


Table 11.2.7.3.3-5: Message RRCConnectionRequest (step 13, Table 11.2.7.3.2-1)

	Derivation path: 36.508 table 4.6.1-16

	Information Element
	Value/Remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      establishmentCause
	emergency
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


Table 11.2.7.3.3-6: Message SERVICE REJECT (step 16, Table 11.2.7.3.2-1)

	Derivation Path: 36.508 table 4.7.2-22

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	'0001 0110'B
	#22 Congestion
	


11.2.8
Attach for emergency bearer services / Rejected / No suitable cells in tracking area / Emergency call using the CS domain

11.2.8.1
Test Purpose (TP)

(1)

with { the UE has sent an ATTACH REQUEST for emergency bearer services }

ensure that {
  when { the UE receives an ATTACH REJECT message with the EMM cause set to “No suitable cells in tracking area” }

    then { UE establishes the emergency call using the CS domain }

        }
11.2.8.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: 3GPP TS 24.301, clause 5.5.1.2.5A.

[TS 24.301, clause 5.5.1.2.5A]

If the attach request for emergency bearer services cannot be accepted by the network, the MME shall send an ATTACH REJECT message to the UE including EMM cause #5 "IMEI not accepted" or one of the EMM cause values as described in subclause 5.5.1.2.5.
Upon receiving the ATTACH REJECT message including EMM cause #5, the UE shall enter the state EMM-DEREGISTERED.NO-IMSI.

Upon receiving the ATTACH REJECT message including one of the other EMM cause values, the UE shall perform the actions as described in subclause 5.5.1.2.5 with the following addition: upon request from upper layers a CS voice capable UE may establish the emergency call using the CS domain.

...

11.2.8.3
Test description

11.2.8.3.1
Pre-test conditions

System Simulator:

-
cell A is set to ''Serving cell''

-
if pc_CS_Em_Call_in_UTRA cell 5 OR if pc_CS_Em_Call_in_GERAN cell 24 or if pc_CS_Em_Call_in_1xRTT cell 19 is set to ''Suitable Neighbour cell''

-
if pc_CS_Em_Call_in_UTRA System information combination 4 OR if pc_CS_Em_Call_in_GERAN cell 24 System information combination 5 OR if pc_CS_Em_Call_in_1xRTT  System information combination 6 as defined in TS 36.508[18] clause 4.4.3.1 is used in E-UTRA cells.


UE:

None.

Preamble:

-
the UE is switched on and camped on cell A in EMM-DEREGISTERED.LIMITED-SERVICE state  according to 36.508 [18].

-
the UE is not attached for emergency bearer services.

11.2.8.3.2
Test procedure sequence

Table 11.2.8.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	 Steps 1 to 3 of the generic procedures in TS 36.508 subclause 4.5A.5.3 are performed on cell A.
	-
	-
	-
	-

	2
	The UE transmits an ATTACH REQUEST message to attach for emergency bearer services, together with a PDN CONNECTIVITY REQUEST message for emergency bearer services, on Cell A.
	-->
	ATTACH REQUEST

PDN CONNECTIVITY REQUEST
	-
	-

	3
	The SS transmits an ATTACH REJECT message, 

EMM cause = “No suitable cells in tracking area”.
	<--
	ATTACH REJECT
	-
	-

	3A
	The SS releases the RRC connection.
	-
	-
	-
	-

	-
	EXCEPTION: Steps 4a1 to 4c6 describe behaviour that depends on the UE capability; the "lower case letter" identifies a step sequence that takes place if a capability is supported.
	-
	-
	-
	-

	4a1
	IF pc_CS_Em_Call_in_UTRA, the SS reconfigures:

Cell A as a "Suitable cell",

Cell 5 as the "Serving cell".
	-
	-
	-
	-

	4a2
	Check: Does the UE transmit an RRC CONNECTION REQUEST message on Cell 5 with Establishment cause: Emergency Call in the next 60 seconds? 
	-->
	RRC CONNECTION REQUEST
	1
	P

	4a3
	The SS transmits an RRC CONNECTION SETUP message.
	<--
	RRC CONNECTION SETUP
	-
	-

	4a4
	The UE transmits an RRC CONNECTION SETUP COMPLETE message.
	-->
	RRC CONNECTION SETUP COMPLETE
	-
	-

	4a5
	Check: Does the UE transmit a CM SERVICE REQUEST with CM service type IE indicating “Emergency call establishment”?
	-->
	CM SERVICE REQUEST
	1
	P

	4a6
	The SS transmits an AUTHENTICATION REQUEST message.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4a7
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	4a8
	Check: Does the UE transmit an EMERGENCY SETUP message?
	-->
	EMERGENCY SETUP
	1
	P

	4a9-4a13
	Steps 11 to 15 of the generic test procedure in TS 34.108 subclause 7.2.3.2.3 are performed on Cell 5.
NOTE: the CS call setup is completed.
	-
	-
	-
	-

	4b1
	ELSE IF pc_CS_Em_Call_in_GERAN, the SS reconfigures:

Cell A as a "Suitable cell",

Cell 24 as the "Serving cell".
	-
	-
	-
	-

	4b2
	Check: Does the UE transmit a CHANNEL REQUEST message on Cell 24 with Establishment cause: Emergency call in the next 60 seconds? 
	-->
	CHANNEL REQUEST
	1
	P

	4b3
	The SS transmits an IMMEDIATE ASSIGNMENT message.
	<--
	IMMEDIATE ASSIGNMENT
	-
	-

	4b4
	Check: Does the UE transmit a CM SERVICE REQUEST with CM service type IE indicating “Emergency call establishment”?
	-->
	CM SERVICE REQUEST
	1
	P

	4b5
	The SS transmits an AUTHENTICATION REQUEST message.
	<--
	AUTHENTICATION REQUEST
	-
	-

	4b6
	The UE transmits an AUTHENTICATION RESPONSE message.
	-->
	AUTHENTICATION RESPONSE
	-
	-

	4b7
	Check: Does the UE transmit an EMERGENCY SETUP message?
	-->
	EMERGENCY SETUP
	1
	P

	4b8-4b14
	Steps 11 to 17 of the generic test procedure in TS 51.010-1 subclause 10.2.3 are performed on Cell 24.
NOTE: the CS call setup is completed.
	-
	-
	-
	-

	4c1
	ELSE IF pc_CS_Em_Call_in_1xRTT, the SS reconfigures:

Cell A as a "Suitable cell",

Cell 19 as the "Serving cell".
	-
	-
	-
	-

	4c2
	Check: Does the UE transmit an Origination message on Cell 19 in the next [60] seconds?
	-->
	Origination
	1
	P

	4c3
	The SS transmits an Extended Channel Assignment message on Cell 19.
	<--
	Extended Channel Assignment
	-
	-

	4c4
	After the SS detects that Traffic Channel Initialization is successful, it transmits an Acknowledgement Order message on Cell 19. 
	<--
	Acknowledgement Order
	-
	-

	4c5
	The SS transmits a Service Connect message on Cell 19.
	<--
	Service Connect
	-
	-

	4c6
	The UE transmits a Service Connect Completion message on Cell 19.
	-->
	Service Connect Completion
	-
	-

	Note 1:
This could be done by e.g. MMI or AT command.


Editor’s Note: Steps 4a9-4a13 depend on update of TS 34.108 subclause 7.2.3.2.3 for IMS emergency call.

11.2.8.3.3
Specific message contents
Table 11.2.8.3.3-1: ATTACH REQUEST (Step 2, Table 11.2.8.3.2-1)

	Derivation Path: 36.508, Table 4.7.2-4

	Information Element
	Value/remark
	Comment
	Condition

	EPS attach type
	'0110'B
	EPS emergency attach
	

	NAS key set identifier
	
	
	

	  NAS key set identifier
	
	No key is available
	

	EPS mobile identity
	IMSI
	
	

	Old location area identification
	Not present
	
	

	TMSI status
	Not present
	
	


Table 11.2.8.3.3-2: PDN CONNECTIVITY REQUEST (Step 2, Table 11.2.8.3.2-1)

	Derivation Path: 36.508, Table 4.7.3-20

	Information Element
	Value/remark
	Comment
	Condition

	Request type
	'0100'B
	emergency
	


Table 11.2.8.3.3-3: ATTACH REJECT (Step 3, Table 11.2.8.3.2-1)

	Derivation Path: TS 36.508 Table 4.7.2-3

	Information Element
	Value/remark
	Comment
	Condition

	EMM cause
	0000 1111 
	#15 “No suitable cells in tracking area”
	

	ESM message container
	Not present 
	
	


Table 11.2.8.3.3-4: RRC CONNECTION REQUEST (Step 4a2, Table 11.2.8.3.2-1)

	Derivation Path: TS 34.108 clause 9.1.1

	Information Element
	Value/remark
	Comment
	Condition

	Establishment cause
	Emergency Call
	
	


Table 11.2.8.3.3-5: CM SERVICE REQUEST (Steps 4a5 and 4b4, Table 11.2.8.3.2-1)

	Derivation Path: TS 24.008 Table 9.2.11

	Information Element
	Value/remark
	Comment
	Condition

	CM service type
	0010
	Emergency call establishment
	


Table 11.2.8.3.3-6: EMERGENCY SETUP (Steps 4a8 and 4b7, Table 11.2.8.3.2-1)

	Derivation Path: TS 24.008 clause

	Information Element
	Value/remark
	Comment
	Condition

	Emergency setup message type
	001110
	EMERGENCY SETUP
	


Table 11.2.8.3.3-7: CHANNEL REQUEST (Step 4b2, Table 11.2.8.3.2-1)

	Derivation Path: TS 44.018 Table 9.1.8.1

	Information Element
	Value/remark
	Comment
	Condition

	Establishment cause
	101
	Emergency call
	


Table 11.2.8.3.3-8: Origination (Step 4c2, Table 11.2.8.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	MSG_ID
	‘000100’B
	Origination Message
	this value shall be verified by TTCN

	SPECIAL_SERVICE
	‘1’B
	
	

	SERVICE_OPTION
	Any value mapping to a voice service option
	
	


Table 11.2.8.3.3-9: Extended Channel Assignment (Step 4c3, Table 11.2.8.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	MSG_ID
	‘010101’B
	Extended Channel Assignment Message
	

	ASSIGN_MODE
	‘000’B
	Traffic Channel Assignment
	


Table 11.2.8.3.3-10: Acknowledgment Order (Step 4c4, Table 11.2.8.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	MSG_ID
	‘00000001’B
	Order Message
	

	ORDER
	‘010000’B
	Base Station Acknowledgment Order
	

	ORDQ
	‘00000000’B
	
	


Table 11.2.8.3.3-11: Service Connect (Step 4c5, Table 11.2.8.3.2-1)

	Field
	Value/remark
	Comment
	Condition

	MSG_ID
	‘00010100’B
	Service Connect Message
	

	SERV_CON_SEQ
	Set by SS
	
	


Table 11.2.8.3.3-12: Service Connect Completion (Step 4c6, Table 11.2.8.3.2-1)

	Information Element
	Value/remark
	Comment
	Condition

	MSG_ID
	‘00001110’B
	Service Connect Completion Message
	this value shall be verified by TTCN

	SERV_CON_SEQ
	Same value as SERV_CON_SEQ received in Service Connect Message (Table 11.2.8.3.3-11
	
	


<End of modified section>
�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark appropriate boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Office® 2003 applications. Prefered format is ISO standard yyyy-MM-dd.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected and the CRs which are linked. This is particularly important where the affected specs belong to a different working group than that which will agree the present CR.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1358941166.vsd
UE


Network


ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST


Stop T3482


PDN CONNECTIVITY REJECT


Stop T3482


OR


PDN CONNECTIVITY REQUEST


Start T3482



