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<Start of modified section>

5.2
IMS CC test model

The test model is shown in figure 2.

5.2.1
Ports interfacing to SS

In TTCN-3, ports are defined in all test components and in the Test System Interface. This is the equivalent of PCOs in TTCN‑2. These ports then have to be mapped, or connected, to the SS at the start of each test.

5.2.1.1
Data ports

IMS_CC ATS in TTCN-3 simulates the SIP behaviour at the P_CSCF side. TTCN-3 communicates with the UE under test through four data ports and the emulations beneath. Each port shall be able to distinguish the use of one of the dual protocol stacks of IPv4 / IPv6.

The type of port (client or server) used to send or received a message will depend on the transport protocol selected for the testing, i.e. UDP or TCP.

· UDP case: The SS will send requests and responses to the UE from its client port. The SS will receive requests and responses from the UE on its server port.

· TCP case: The SS will receive requests from the UE and will send responses to those requests on its server port. The SS will send requests to the UE and will receive responses to those requests on its client port.

For SIP requests originated by  the UE, the transport protocol in UL is selected by the UE. This information is extracted in the TTCN-3 and used in subsequent responses sent by the SS.

For SIP requests originated by the SS in DL UDP is used as transport protocol at the test For the purpose of test coverage, TCP is used in the specific test cases as specified. 

NOTE:
According to RFC 3261 [16] clause 18.1.1 the server side (UE) has to be able to cope with a maximum datagram size of 65,535 bytes (independent of any guideline to restrict the maximum size of UDP packets at the client side).
If no security associations have been set up, the unprotected client and server ports will be used. The security ports shall be used by the TTCN-3 authors when a security association has been established.

5.2.1.2
Security Associations Setup

Four unidirectional SAs are established between the UE and the SS:


SA1: port_uc to port_ps
SA2: port_pc to port_us
SA3: port_ps to port_uc
SA4: port_us to port_pc

The first pair (SA1 and SA3) is for bidirectional traffic between port_uc and port_ps. The second pair (SA2 and SA4) is for bidirectional traffic between port_pc and port_us.

While TCP scenario will use all four SAs, in UDP, only two SAs are needed because there is no traffic from port_ps to port_uc nor from port_us to port_pc. Figure 1 shows one example of the use of ports and security association in UDP and TCP.
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Figure 5.2.1.2-1: Use of port and SA in UDP and TCP

5.2.1.3
Control ports

IMS_CC ATS also controls the SS configuration and passes necessary parameters to the various emulation entities in the SS. This is done by ASPs through an IP-CAN control port, an IP configuration port and a Signalling Compression control port.

From the protocol stack point of view, SIP is an application layer protocol located above transport layer UDP / TCP which in turn use the services provided by the IP/IPsec layer. The IP packages are transmitted via the connected IP-CAN bearer, the EUTRA bearer, the UTRA bearer or the GERAN bearer. The emulations of these protocol layers in the SS shall be compliant with the relevant core specifications (3GPP and IETF).

The IP-CAN bearers are created, configured, modified and released though the ASP at the IP-CAN control port. The TTCN-3 codes shall also be able to control the UDP/IP/IPsec configurations and provide necessary parameters through the control ASPs.

The configuration of IP-CAN in the SS depends upon the technologies the UE supports. E-UTRA shall be configured for IMS test if E-UTRA technology is supported by the UE.
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Figure 5.2.1.3-1: IMS CC test model

5.2.2
SAD

Security Association Database (SAD) shall be made accessible by the IPsec entity and contain sets of parameters corresponding to each security association. During registration/authentication, the UE and the SS will negotiate these parameters for setting up a security association. As the negotiation is carried out on SIP level (through SIP message exchanges), the resulting security parameters are obtained and stored in IMS_CC ATS. A number of ASPs are defined to convey these parameters from TTCN-3 codes to SAD. ASPs manipulating the SAD are also defined.

5.2.3
Network interface

Similar to the majority of TCP/IP stack implementations, a network interface (IF0, IF1, IF2, etc.) structure is used to connect the IP-CAN bearer to IP protocol entity. When the ASP for setting up an IP-CAN bearer is called via the IP‑CAN control port, the SS shall connect the established radio access bearer to the relevant IF structure, in order to provide the radio bearer connectivity to the IP/IPsec layer. In order to ease maintenance, all IP-CAN control has been encapsulated into its own Parallel Test Component.

5.2.4
SigComp and related control port

SIP Compression is mandatory (clause 8 of 3GPP TS 24.229) and Signalling compression (RFC 3320, RFC 3485, RFC 3486, RFC4896, RFC5049) protocol is used for SIP compression. The SigComp entity in the model is used to carry out the compression/decompression functions. In the receiving direction of the SS, the SigComp entity will detect whether the incoming SIP message is compressed and, if so, decompress it. In the sending direction of the SS, the TTCN controls whether the outgoing SIP message is compressed through the SigComp control port. If while decompressing a message, decompression failure occurs, the message shall be discarded. The SigComp layer in the SS shall automatically find if a secure port or un-secure port is being used for transmission or reception of messages. If an un-secure port is used for transmission, then as per clause 8 of 3GPP TS 24.229, it shall not include state creation instructions. If the state creation command is received in a compressed message on an un-secured port (clause 8 of 3GPP TS 24.229), a decompression failure shall be generated.

5.2.5
SIP TTCN 3 Codec

SIP is a text-based protocol, the messages exchanged between the UE and the SS are character strings. In TTCN-3 ATS the messages are structured to take the advantage of TTCN-3 functionality, and to make the debugging and maintenance of the ATS easier. When the TTCN-3 ATS sends a message to the UE, the SIP TTCN-3 codec converts the structured message to the corresponding character string then transfers it to the UE. When the SS receives a message from the UE, the TTCN-3 codec converts the received character string to the structured message and passes it to the TTCN-3 ATS.

5.2.6
DHCP and DNS data ports

The DHCP port is used for receiving the DHCP requests from the UE under test, and sending corresponding responses to the UE. The DNS port is used for receiving domain name resolution requests from the UE and sending the results back to the UE. The TTCN which implements the required DHCP and DNS server functions (only the functions necessary for testing purposes, not full functionality) will receive and send on these ports.
The DHCP and DNS server functionalities in the default test configuration are implemented as Parallel Test Components (PTCs).
<End of modified section>

<Start of modified section>

5.6
Extension of the Test Model to support 36.523-3 Interface

The IMS CC test cases can also be executed on top of the 36.523-3 test model.  To support this approach, the following test model is used.
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Figure 5.6-1: Extension to the Test Model to support 36.523-3 SS interface

The IMS CC test cases run on the IMS-PTC which control the IPCanEmu and the IP-PTC. IPCanEmu is responsible for cell setup and DRB establishment and the IP-PTC controls the IP related configurations.  IPCanEmu and IP-PTC interface to the SS according to 36.523-3.
Clauses 4.2.4 and 4.2.5 of 36.523-3 describe the common handling of IP data in the 36.523 model regarding IMS signalling. In addition when a test case requires support of XCAP the SS needs to extend routing and handling of the IP data so that it can manange the security for the respective HTTP data, provide information of HTTP request and process information for HTTP responses according to ASP definitions in clause 6.4. The configuration of this extension is done by HttpCtlReq as defined in clause 6.4.
Further clarifications are FFS.

<End of modified section>

<Start of modified section>

6.4
HTTP Layer ASP definitions
HTTP Layer ASPs are applicable to clause 5.2.1.3 and 5.6.
	Name
	HttpRoutingInfo

	Comment
	Routing info to distinguish HTTP data for XCAP server and BSF.

	Parameter Name
	Parameter Type
	Comment

	serverAddr
	charstring
	IP address of simulated server

	xcapServerPort
	integer
	Port number of simulated server


	Name
	HttpDataInd

	Port
	HTTPDATA

	Comment
	ASP type for sending a message from the http layer to the TTCN engine. It transports relevant information of a http Request from the UE to the Tester.

	Parameter Name
	Parameter Type
	Comment

	routingInfo
	HttpRoutingInfo
	to distinguish BSF and XCAP server

	httpRequest
	HttpRequest 
	See below


	Name
	HttpRequest

	Comment
	

	Parameter Name
	Parameter Type
	Comment

	requestLine
	HttpRequestLine
	Request-Line in RFC 2616 [27] clause 5.1

	authorization
	Authorization
	Authorization in RFC 2616 [27] clause 14.8 (optional; NOTE 1)

	contentType
	ContentType
	Content-Type in RFC 2616 [27] clause 14.17 (optional, NOTE 1)

	x3GPPIntendedIdentity
	charstring
	3GPP TS 24.109 [33] clause G.2 (optional)

	messageBody
	charstring
	MTSI XCAP Message (optional)

	NOTE 1:
Same type definition as for SIP type definitions.


	Name
	HttpRequestLine

	Comment
	request line according to RFC 2616 [27] clause 5.1.

	Parameter Name
	Parameter Type
	Comment

	method
	charstring
	

	uri
	charstring
	XCAP selection expression, RFC 4825 [26]

	version
	charstring
	


	Name
	HttpDataReq

	Port
	HTTPDATA

	Comment
	ASP type for sending messages from the TTCN engine to the http layer. It transports information needed by the http layer to generate a http Response to the UE.

	Parameter Name
	Parameter Type
	Comment

	routingInfo
	HttpRoutingInfo
	to distinguish BSF and XCAP server

	httpResponse
	HttpResponse
	 See below


	Name
	HttpResponse

	Comment
	

	Parameter Name
	Parameter Type
	Comment

	statusLine
	HttpStatusLine
	Status-Line in RFC 2616 [27] clause 6.1

	wwwAuthenticate
	WWWAuthenticate
	WWW-Authenticate in RFC 2616 [27] clause 14.47 (optional; NOTE 1)

	authenticationInfo
	AuthenticationInfo
	Authentication-Info in RFC 2617 [37] clause 3.2.3 (optional; NOTE 1)

	contentType
	ContentType
	Content-Type in RFC 2616 [27] clause 14.17 (optional; NOTE 1)

	expires
	Expires
	Expires in RFC 2616 [27] clause 14.21 (optional; NOTE 1)

	messageBody
	charstring
	MTSI XCAP Message (XML document or XML fragment) (optional)

	NOTE 1:
Same type definition as for SIP type definitions.


	Name
	HttpStatusLine

	Comment
	request line according to RFC 2616 [27] clause 5.1.

	Parameter Name
	Parameter Type
	Comment

	version
	charstring
	

	code
	charstring
	

	reasonPhrase
	charstring
	


	Name
	HttpCtlReq

	Port
	HTTPCTRL

	Comment
	ASP type to configure  the http layer
When any of the optional fields is omitted the SS shall continue with the previous configuration of this field.

	Parameter Name
	Parameter Type
	Comment

	
	
	

	authenticationMechanism
	enumerated {noAuthentication, httpDigestAuthentication, gaaAuthentication}
	Authentication mechanism:
noAuthentication:
no authentication (NOTE 3)
httpDigestAuthentication:
HTTP digest authentication according to 24.623 [36] clause 5.2.3.2 and RFC 2617 [37]
gaaAuthentication:
GAA based authentication according to 33.222 [35] and 24.109 [33]

	tlsInfo
	TLSInfo
	 Description of the TLS connection to be used (optional)

	xcapServer
	HttpRoutingInfo
	IP address and port of simulated XCAP server (optional)

	bsfServer
	HttpRoutingInfo
	IP address and port of simulated BSF server (optional)

	drbInfo
	IP_DrbInfo_Type
	(optional) NOTE 1, 2

	NOTE 1:
Whether this parameter is used by the SS depends on SS implementation and on which test model is used; if the SS does not need the information it may just ignore it.

NOTE 2:
“IP_DrbInfo_Type” is imported from common definitions of the LTE model (TS 36.523-3 [30]).
NOTE 3:
in general “no authentication” is not applicable to conformance testing


	Name
	TLSInfo

	Comment
	

	Parameter Name
	Parameter Type
	Comment

	tlsType
	enumerated {noTLS, pskTLS, certTLS}
	Type of TLS connection to be used (if any)

	psk
	octetstring
	Pre shared key for TLS ciphering 

	cipherSuite
	enumerated {noCipher, psk_3DES_EDE_CBC_SHA, psk_AES_128_CBC_SHA}
	Cipher suite to be used


	Name
	HttpCtlCnf

	Port
	HTTPCTRL

	Comment
	ASP type to confirm HttpCtlReq 

	Parameter Name
	Parameter Type
	Comment

	
	
	

	errorInfo
	charstring
	string indicating a system error (optional)


<End of modified section>

<Start of modified section>

6.5
XCAP server ASP definitions
XCAP Layer ASPs are applicable to clause 5.2.1.3 and 5.6.
	Name
	XCAPReq

	Port
	XCAP

	Comment
	ASP type for sending a request to the external XCAP server

	Parameter Name
	Parameter Type
	Comment

	method
	charstring
	GET, PUT, DELETE or RESET

	xcapExpression
	charstring
	XCAP expression sent by the UE in its http request line

	xmlBody
	charstring
	XML fragment sent by the UE in its http body(optional)

	contentType
	charstring
	To distinguish whether the xmlBody is an XML fragment or an XML document (optional)


	Name
	XCAPRsp

	Port
	XCAP

	Comment
	ASP type for sending the response to the XCAPReq from the XCAP server to TTCN

	Parameter Name
	Parameter Type
	Comment

	errorInfo
	charstring
	string indicating a system error (optional)





	xmlFragment
	charstring
	Result returned by the XCAP server

	contentType
	charstring
	To distinguish whether the xmlBody is an XML fragment or an XML document


<End of modified section>

<Start of modified section>

7.3.3.1
Differences between BNF - TTCN-3 Type Mapping 

In normal cases the mapping is straight forward. Below you find the exceptions, including potential examples.

-
The root message type is not a SIP-message but directly a Request or Response type which is represented as a TTCN-3 record. All Method - Message names (INVITE, BYE, ACK etc.) and all message header field names (To, From, CallID, CSeq, Via etc.) are mapped to an enumerated type in TTCN-3 to simplify the extension of new headers. During encoding, the long-form of these message header fields is always used. The respective field in the header type is restricted to values which are allowed.

	BNF rules of RFC
	TTCN-3 Type Mapping

	SIP-message =

Request / Response
	type record REGISTER_Request {…},

type record  INVITE_Request {…},

type record  PRACK_Request {…},

type record  NOTIFY_Request {…},

type record  UPDATE_Request {…},

…

type record Response {…}


	Method =



INVITEm






/ ACKm






/ OPTIONSm 






/ BYEm 






/ CANCELm 






/ REGISTERm 






/ …
	type enumerated Method  { ACK_E, BYE_E, CANCEL_E, INVITE_E, OPTIONS_E, REGISTER_E, …}


-
The structure of the message header fields are mapped to a "set " type in TTCN-3, because the order of these header fields is not mandatory. There is an Unknown Header List given in the type system to decode unknown headers with ID and Value. 

	message-header =
(







…







/  Contact







/  Content-Disposition







…







/  Via







/  Warning







/  WWW-Authenticate







/  extension-header) CRLF
	type set MessageHeader {


…


Contact contact optional,


ContentDisposition contentDisposition optional,


…


Via via,


Warning warning optional,


WwwAuthenticate wwwAuthenticate optional,


UndefinedHeader_List undefinedHeader_List optional

}


-
The various parameter lists defined in the BNF are mapped and combined into three different TTCN-3 sets of generic-param types. These types differ only in their name: SemicolonParam_List, AmpersandParam_List, CommaParam_List to distinguish between the relevant separators.

	uri-parameters =

*( ";" uri-parameter)
	type set of GenericParam SemicolonParam_List;

	Authentication-Info =
"Authentication-Info" HCOLON ainfo







*(COMMA ainfo)
	type record AuthenticationInfo {


FieldName fieldName(AUTHENTICATION_INFO_E),


CommaParam_List ainfo

}

	ainfo =




nextnonce






/ message-qop







/ response-auth






/ cnonce







/ nonce-count
	type set of GenericParam CommaParam_List;

	Headers =



"?" header *( "&" header )
	type set of GenericParam AmpersandParam_List;


-
Any more specific parameter rule (e.g. uri-param, user-param, lr-param , digest-cln, etc.) is simplified to the generic-param  rule which will be mapped as a record structure of two charstrings (ID and paramValue). This is equivalent to a token with an optional generic value (token [ EQUAL gen-value ]).

	digest-cln =


realm 






/ domain 






/ nonce






/ opaque






/ stale






/ algorithm







/ qop-options






/ auth-param
	type record GenericParam {


charstring id ,


charstring paramValue optional

}


-
In addition to the pure charstring as a base type, the TTCN-3 type system provides base integer types which are unrestricted to the model e.g. the portField, CSeq number, maxForward digit.

	user  =




1*( unreserved 








/ escaped / user-unreserved







 )

telephone-subscriber as defined in RFC 2806
	charstring

	password =


*( unreserved 







/ escaped 







/"&" 







/ "="







/ "+"







/ "$" 







/ "," 






)
	charstring


	Port =




1*DIGIT
	integer

	Status-Code =

Informational







/   Redirection







/   Success







/   Client-Error







/   Server-Error






/   Global-Failure







/   extension-code
	integer


-
Where the same header type can appear multiple times within a message, they will be decoded as a single header field, with multiple list elements. The order of appearance of the headers will be preserved within the header list value.

	Contact =



("Contact" / "m" ) HCOLON




                 

( STAR / (contact-param 








*(COMMA contact-param)







)






)
	type record Contact {


FieldName fieldName(CONTACT_E),


ContactBody contactBody

}


	contact-param =

(name-addr / addr-spec) 






*(SEMI contact-params)
	type record ContactAddress {


Addr_Union addressField,


SemicolonParam_List contactParams optional

}

type union ContactBody {


charstring wildcard,


ContactAddress_List contactAddresses

}

Used in

type set of ContactAddress ContactAddress_List;


-
The BNF (clause 7.3.1 Header Field Format RFC 3261 [16]) specifies that several WWW or Proxy Authentication/Authorization headers should not be combined into a single header; however they will be decoded into such in the codec.  If these need to be sent downlink then a new, 'raw' (pure charstring) message type will be introduced.
	Authorization =

"Authorization" HCOLON credentials
	type record Authorization {

  FieldName fieldName(AUTHORIZATION_E),

  Credentials body 

}

	Credentials =


("Digest" LWS digest-response)







/ other-response
	type union Credentials {

CommaParam_List digestResponse,

OtherAuth otherResponse

}


-
The different schemes (sip, sips, tel, fax, absoluteUri) in the SIP URI are all handled via the same type definition. The union “UriComponents” can be enhanced to support further specific URI formats. Nevertheless it is possible to use the “other” branch of “UriComponents” for any other URI format in which case the charstring shall contain the URI without the scheme and the first “:”.
	Request-URI =

SIP-URI 






/ SIPS-URI 






/ absoluteURI

with 

SIP-URI  =


"sip:"  



                    
[ userinfo ]






hostport  






uri-parameters   






[ headers ]

and

SIPS-URI =


"sips:" 






[ userinfo ]






hostport






uri-parameters






[ headers ]

and

absoluteURI =

scheme ":" ( hier-part / opaque-part )
	type record SipUriComponents {

  // sip-uri acc. to RFC 3261 [16] cl. 19.1
  UserInfo

userInfo optional,

  HostPort

hostPort

}

type record TelUriComponents {

  // tel-uri acc. to RFC 3966 [38]
  charstring
subscriber

}

type record UrnUriComponents {

  // urn-uri acc. to RFC 2141 [39]
  charstring
namespaceId,

// e.g. "service"
  charstring
namespaceSpecificString
// e.g. "sos"
}

type union UriComponents {

  SipUriComponents
sip,

// scheme: "sip" or sips"
  TelUriComponents
tel,

// scheme: "tel"
  UrnUriComponents
urn,
// scheme: "urn"
  charstring


other

}

type record SipUrl

{

  charstring


scheme,

  UriComponents

components,

  SemicolonParam_List

urlParameters optional,

  AmpersandParam_List

headers optional

}








-
Universal charstrings shall be supported by the codec especially for the Display name in the URI.

-
For downlink messages, if a message body is included, the TTCN may set the len field in the ContentLength header to the value -1. In this case the codec shall replace the value by the actual length of the encoded message body (see clause 7.3.4).
-
According to the SIP type definitions there are many ‘charstring’ fields being optional in records; 
( in UL the decoder shall map missing information by setting the respective field to omit rather than by assigning an empty string (“”).

-
type union Addr_Union
As in 'NameAddr' the field 'displayName' is optional in the first place the two branches of 'Addr_Union' are equivalent when there is no 'displayName'; nevertheless in UL the decoder shall use the branch ‘nameAddr’ if – and only if – the address information is surrounded by ‘<’ and ‘>’ (what is needed at least when there is a display name followed by the address information)

-
IPv6 address in URI
When an IPv6 address is used as hostname in a SIP URI it is typically surrounded by ‘[‘ and ‘]’ what is matter of the codec: in DL the codec shall add ‘[‘ and ‘]’ when needed, in UL the ‘[‘ and ‘]’ shall be removed i.e. in the ‘host’ field of the SipUriComponents’ hostPort there shall be no ‘[‘ or ‘]’ at the beginning or at the end.

<End of modified section>

<Start of modified section>

7.3.4
Additional requirements for codec implementations (Message Body)

The message body of a SIP message may contain the message of other protocols (SDP, SMS, etc.) and can be represented e.g. by XML. Therefore the type definitions for these protocols can be TTCN-3 as well as XSD definitions.

As in principle the message body of a SIP message may host any XSD definition, SIP and XSD definitions are decoupled:
To avoid import of all potential XSD definitions the XML body of SIP messages is defined as a charstring. This requires a two-stage encoding and decoding: In DL an XML message needs to be encoded in TTCN first before it gets put in the message body of a SIP message, in UL the XML message contained in the message body needs to be explicitly decoded in TTCN. By defining the XML message body as a charstring the SIP definitions are independent from any XSD definitions and a specific XSD definition needs to be known only when it is really used. 

In detail the message body for SIP messages is defined as

	type charstring XmlBody;

type union MessageBody {


SDP_Message

sdpMessageBody,


XmlBody



xmlBody,


MIME_Message

mimeMessageBody,


charstring



sipfrag, 


charstring



textplain,


SimpleMsgSummary
simpleMsgSummary,


octetstring



smsMessage

};

	NOTE:
In contrast to SIP and SDP definitions which are commonly defined by ETSI the definition of the message body is project specific i.e. other IMS test projects at ETSI may use different definitions of the message body.



<End of modified section>

<Start of modified section>

B.1
Parameter values

Table B.1: PIXIT

	Parameter name
	Description
	Type
	Default value
	Supported value

	px_AssociatedTelUri
	TEL URI for the user
	charstring
	 Set as record 3 in EFIMPU as defined in TS 34.229-1[5]
	TEL URI

	px_AuthAMF
	Authentication Management Field (16 bits)
	bitstring (16)
	'0000000000000000'B
	The value shall be different from '1111 1111 1111 1111'B (AMFresynch)

	px_AuthK
	Authentication Key (128 bits)
	bitstring (128)
	'01011110010010101011001101011000100100010011011101011101001010101110111010000001001011100110011111000011000010011010011000101001'B
	

	px_AuthN
	Length of Extended value

min 31, max 127 (TS 34.108 cl. 8.1.2)
	integer
	127
	

	px_AuthRAND
	Authentication / Random challenge (128 bits)
	bitstring (128)
	'01010101…01'B
	

	px_BearerInfo1
	Initial Bearer to be used
	integer
	1
	

	px_BearerInfo2
	Bearer to be used for Secondary PDP Context
	integer
	2
	

	px_CalleeUri
	URI of Callee, send in INVITE
	charstring
	"sip:User-B@3gpp.org"
	

	px_CalleeContactUri
	URI to be used to contact Callee
	charstring
	"sip:User-B@3gpp.org"
	

	px_CellId
	UTRA or EUTRA cell Id
	charstring 
	'"0010100010000001"
	See TS 24.229 clause 7.2A.4.3

	px_CiphAlgo_Def
	Ciphering Algorithm
	CiphAlgo
	nociph
	enumerated type: des_ede3_cbc, aes_cbc or nociph

	px_CS_emergency_call_RAT
	RAT used for CS Emergency calls
	RANTech
	UTRA_FDD
	enumerated type: GERAN, 

UTRA_FDD,  UTRA_TDD,

EUTRA_FDD,

EUTRA_TDD,

C2K_1xRTT

	px_DHCPServer_IPAddr
	IP address of DHCP server

(in v4 or v6 format)
	IPAddr
	"10.122.11.33"
	

	px_DNS_DomainName
	DNS server fully qualified domain name (FQDN)
	charstring
	"dnsserver.3gpp.org"
	

	px_DNSServer_IPAddr
	IP address of DNS server

(in v4 or v6 format)
	IPAddr
	"10.122.11.33"


	

	px_FeatureParamValue
	Feature Parameter Value
	charstring
	"+g.3gpp.app_ref="urn%3Aurn-xxx%3A3gpp-service.ims.icsi.mmtel"
	

	px_HomeDomainName
	Home Domain Name.

When using anISIM it is set to the same value as EFDOMAIN.

When not using ISIM just USIM the home domain name is derived from px_IMSI (preceded by ‘sip:’)
	charstring
	 As defined in TS 34.229-1 [5]
	

	px_IPSecAlgorithm
	Integrity Algorithm
	IntAlgo
	hmac_md5_96
	enumerated type; hmac_md5_96, hmac_sha_1_96

	px_P_CSCF_DomainName
	P-CSCF fully qualified domain name (FQDN)

When an ISIM is used this is set to the same value as the content of EFP-CSCF.
	charstring
	As defined in TS 34.229-1 [5]
	

	px_P_CSCF_DomainName_2
	Additional P-CSCF FQDN (Full Qualified Domain Name) for special tests
	charstring
	"pcscf2.3gpp.org"
	

	px_P_CSCF_DomainName_3
	Additional P-CSCF FQDN (Full Qualified Domain Name) for special tests
	charstring
	"pcscf3.3gpp.org"
	

	px_P_CSCF_IPAddr
	IP address of P-CSCF

(in v4 or v6 format)
	IPAddr
	"10.122.11.33"
	

	px_P_CSCF_IPAddr_2
	Additional P-CSCF IPaddress for special tests

(in v4 or v6 format)
	IPAddr
	"10.122.11.34"
	

	px_P_CSCF_IPAddr_3
	 Additional P-CSCF IPaddress for special tests

(in v4 or v6 format)
	IPAddr
	"10.122.11.35"
	

	px_Pcscf
	P-CSCF fully qualified domain name that resolves to the IP address of SS
	charstring
	"pcscf.3gpp.org"
	

	px_PeerUE_IPAddr
	IP address of peer UE
(in v4 or v6 format)
	IPAddr
	"10.122.11.55
	

	px_Port_pc
	Protected Client port at the SS (simulated P-CSCF)
	integer
	5061
	

	px_Port_ps
	Protected Server port at the SS (simulated P-CSCF)
	integer
	5062
	

	px_Port_ps_NoSec
	Unprotected Server port at the SS (simulated P-CSCF)
	integer
	5060
	

	px_Private_UserId
	Private User Identity.

When usingan ISIM this is set to the same value as EFIMPI.

When ISIM is not used just USIM the private user identity is derived from px_IMSI.
	charstring
	As defined in TS 34.229-1 [5]
	

	px_PublicUserIdentity1
	Public User Identity.

It is set to the same value as the first record in EFIMPU.
	charstring
	As defined in TS 34.229-1 [5]"
	

	px_PublicUserIdentity2
	It is set to the same value as the second record in EFIMPU.
	Charstring
	As defined in TS 34.229-1 [5]
	

	px_PublicUserIdentity3
	It is set to the same value as the third record in EFIMPU.
	Charstring
	As defined in TS 34.229-1 [5]
	

	px_RANTech
	RAN Technology
	RANTech
	UTRAN_FDD
	enumerated type: GERAN, 

UTRA_FDD, UTRA_TDD,

EUTRA_FDD,

EUTRA_TDD

	px_Scscf
	S-CSCF fully qualified domain name that does not resolve to the IP address of SS
	charstring
	"scscf@3gpp.org"
	

	px_SS_SipUri
	SIP URI with IP Address or FQDN of SS (simulated P-CSCF)
	charstring
	"sip:pcscf.3gpp.org"
	

	px_TempGRUUForUE
	Temporary GRUU for UE
	charstring
	"sip:tgruu.7hs==jd7vnzga5w7fajsc7-ajd6fabz0f8g5@"
	

	px_UEInstanceId
	UE Instance Identity
	charstring
	"<urn:uuid:00000000-0000-1000-8000-000A95A0E128>"
	

	px_UE_IPAddr
	IP address assigned to UE

(in v4 or v6 format)
	IPAddr
	"10.122.11.145"
	

	px_UEwithISIM
	true
UE has ISIM

false
UE has USIM only
	boolean
	
	

	px_UeWithSIM
	UE has a SIM inserted
	boolean
	false
	

	px_psi_SMSC
	The Public Service Identity of the SMSC this is set to the same value as the first record in EFPSISMSC as defined in TS 31.121 [XX].
	charstring
	As defined in TS 34.229-1 [5]
	

	px_SMSC_addr
	Short message service centre address.

When ISIM is used this is the same value as the "TP Service Centre Address" field in EFSMSP.
	charstring
	As defined in TS 34.229-1 [5]
	


B.1.1
SDP parameters for MT call test case

This clause contains parameters to describe one to three media that the SS will propose to the UE in the INVITE Request. This information shall be compatible with the UE's capabilities.

Table B.1.1: SDP parameters for MT call

	Parameter name
	Description
	Type
	Default value
	Supported value

	px_NumberOfMedia
	Number of media description
	integer
	1
	1, 2, 3

	For each media description, the following parameters shall be supplied:

	px_Media
	Media type
	charstring 
	"audio"
	audio, video, text, application, message

	px_MediaPort
	Transport port to which the media stream is sent
	integer
	49230
	Integer within the range 49152 - 65535

	px_Proto
	Transport protocol
	charstring 
	"RTP/AVP"
	UDP, RTP/AVP, RTP/SAVP, TCP, RTP/AVPF, TCP/TLS

	px_FmtNumber
	Number of Media format description
	integer
	3
	

	px_FmtValues
	Value of each media format description (in a comma separated list)
	charstring 
	"96, 97, 98"
	

	px_Bandwidth
	Bandwidth value for b=AS (only if
RTP/RTCP is used)
	integer
	75
	

	px_RS_Bandwidth
	Bandwidth value for b=RS (only if
RTP/RTCP is used)
	integer
	75
	

	px_RR_Bandwidth
	Bandwidth value for b=RR (only if
RTP/RTCP is used)
	integer
	75
	

	px_AttribNumber
	Number of attribute ("a=") lines (excluding 'curr' and 'des' lines)
	integer
	4
	

	px_AttribValues
	Value of each of the attribute lines, excluding 'curr' and 'des' lines (in a comma separated list).
	charstring
	"rtpmap:96 L8/8000, rtpmap:97 L16/8000, rtpmap:98 L16/11025/2, maxptime:80"
	

	px_LocalDir
	Direction tag for desired local resource 
	charstring
	"sendrecv"
	sendrecv, send, recv

	px_RemoteDir
	Direction tag for desired remote resource
	charstring
	"sendrecv"
	sendrecv, send, recv


B.2
MMI Commands
Table B.3 requests additional information needed for the execution of the  MMI commands used in the ATS.


	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	


Table B.2.1-1: Common MMI Commands
	Please De-REGISTER

	Please initiate a Call to <callee contact address>

	Please initiate an Emergency Call

	Please accept MTSI call

	Please accept MTSI text

	Please set call on hold

	Please resume call

	Please activate Message Wait Indication

	Please trigger UE to send an SMS

	Please trigger registration of second IMPU

	Please trigger registration of third IMPU"

	Please switch off the UE (NOTE 1)

	Please switch on the UE (NOTE 1)


NOTE 1:
not used for 36.523 test model acc. to clause 5.6.

Table B.2.1-2: MMI Commands for configuration of supplementary services
	Pease activate
	ORIGINATING IDENTIFICATION PRESENTATION
	(UserId <public user id>)

	
	ORIGINATING IDENTIFICATION RESTRICTION
	

	
	TERMINATING IDENTIFICATION PRESENTATION
	

	
	TERMINATING IDENTIFICATION RESTRICTION
	

	
	COMMUNICATION FORWARDING
	UNCONDITIONAL
	

	
	
	NO ANSWER
	

	
	
	BUSY
	

	
	
	NOT REGISTERED
	

	
	
	NOT REACHABLE
	

	
	INCOMING COMMUNICATION BARRING
	EXCEPT SPECIFIC USER
	

	
	
	ANONYMOUS USERS
	

	
	COMMUNICATION BARRING WHILE ROAMING
	

	Pease deactivate
	ORIGINATING IDENTIFICATION PRESENTATION
	(UserId <public user id>)

	
	ORIGINATING IDENTIFICATION RESTRICTION
	

	
	TERMINATING IDENTIFICATION PRESENTATION
	

	
	TERMINATING IDENTIFICATION RESTRICTION
	

	
	COMMUNICATION FORWARDING
	UNCONDITIONAL
	

	
	
	NO ANSWER
	

	
	
	BUSY
	

	
	
	NOT REGISTERED
	

	
	
	NOT REACHABLE
	

	
	INCOMING COMMUNICATION BARRING
	EXCEPT SPECIFIC USER
	

	
	
	ANONYMOUS USERS
	

	
	COMMUNICATION BARRING WHILE ROAMING
	


<End of modified section>

<Start of modified section>

Annex G (Normative):
SIP Type Definitions and XSD References

The XSD references listed in this Annex are imported in the Test Suite.

	XML Schema
	RFC
	Name space
	Modifications

	reginfo
	RFC 3680
	urn:ietf:params:xml:ns:reginfo
	"http://www.w3.org/2001/03/xml.xsd" to be replaced by “xml.xsd”

	conference-info
	RFC 4575
	urn:ietf:params:xml:ns:conference-info
	

	gruuinfo
	RFC 5628
	urn:ietf:params:xml:ns:gruuinfo
	


Additionally the Test Suite imports the following modules of ETSI’s LibSip (the modules are store in ETSI’s SIP library repository; FFS):

	Module
	Revision

	LibSip_SDPTypes
	FFS

	LibSip_SimpleMsgSummaryTypes
	FFS

	LibSip_SIPTypesAndValues
	FFS


<End of modified section>
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