Page 1



3GPP TSG-RAN WG5 Meeting #59
(
 R5-131135
Fukuoka, Japan, 20 May – 24 May 2013
	CR-Form-v10

	CHANGE REQUEST

	

	(

	34.229-1
	CR
	CRNum
	(

rev
	-
	(

Current version:
	10.1.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/Change-Requests.

	


	Proposed change affects: (

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:
(

	Add new generic procedure in C.29 for Supplemantary Services test

	
	

	Source to WG:
(

	TF160

	Source to TSG:
(

	R5

	
	

	Work item code:
(

	TEI8_Test
	
	Date: (

	25/04/2013

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-10

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	Test cases for supplementary services using XCAP are written in a unclear way which does not enable a straight forward TTCN implementation; test case implementation depends on (undocumented) SS implementation. A generic procedure is required and can be referred in the individual test cases.

	
	

	Summary of change:
(

	Introduced a new generic procedure specifying what exactly needs to be performed in terms of conformance testing to activate/deactivate supplementary services.

	
	

	Consequences if 
(

not approved:
	TTCN implementation will be based on assumptions regarding SS and UE behaviour; different SS implementations will result in different verdicts; a conformant UE will fail the test cases, a non-conformant UE will pass. 

	
	

	Clauses affected:
(

	C.29 (new clause)

	
	

	
	Y
	N
	
	

	Other specs
(

	
	x
	 Other core specifications
(

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
(

	


C.29
Generic test procedures for Supplementary Services
C.29.1
Procedures for activation and deactivation of Supplementary Services
Test procedure:

0a)

Pre-configurations:
There are several options regarding which additional signalling procedures are needed to bring the UE into the state needed to perform the procedures for activation and deactivation of Supplementary Services:

· NAS signalling to establish new PDN connectivity for XCAP APN
(this signalling may include PCO for DNS server address)
· DNS signalling to resolve IP addresses for XCAP server and BSF
The UE is IMS registered before any activation or deactivation of Supplementary Services is triggered. It will ensure more deterministic UE behaviours.
0b)

In case of GAA XCAP authentication (referred to TS 33.222 [121] and TS 24.109 [119]), SS gets configured as HTTP server at port 80 (to simulate BSF) and port 443 (HTTPS) and the UE is expected to do authentication at the BSF according to the generic test procedure of C.29.2
In all other cases the SS gets configured as HTTP server at port 80 (HTTP) only.

1)
Activation of the specific Supplementary Service is triggered at the UE with appropriate MMI command. 

2)
The UE sends an initial HTTP request to the SS.

3)
In case of HTTP Digest XCAP authentication when the UE does not provide correct authorization credentials within its initial request:

3a)
the SS shall challenge the UE by sending a “401 Unauthorized” response to it.

3b)
the UE repeats the HTTP request including a valid digest response in the authorization header.
The SS shall check the digest response.

4)
The SS sends a 200 (OK) response
5)
Optionally UE and SS exchange a sequence of additional HTTP requests and responses. In this sequence the UE may query the contents of the simservs document or selected parts of it. 
6)
The simservs document is checked according to specific test requirements.

7)
Deactivation of supplementary service is triggered at the UE with appropriate MMI command. 

8)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence the UE may query the contents of the simservs document or selected parts of it.
9)
The simservs document is checked according to specific test requirements.

Expected sequence:

	Step
	Direction
	Message/Procedure
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt activation of supplementary service
	

	2
	(
	Initial HTTP Request
	NOTE 1

	3
	
	EXCEPTION: steps 3a and 3b describe behaviour in case of HTTP Digest XCAP authentication when the UE does not provide correct authorization credentials within its initial request
	

	3a
	(
	HTTP Response: “401 Unauthorized”
	

	3b
	(
	HTTP Request with valid authorization credentials
	The SS checks the digest response

	4
	(
	HTTP Response: “200 OK”
	

	5
	
	EXCEPTION: steps 5a and 5b describe further optional message exchange between the UE and the SS; 

steps 5a and steps 5b can be repeated several times

this exchange of information is considered to be finished when there is no further HTTP request sent by the UE within 10 seconds after the previous request
	

	5a
	(
	HTTP Request
	NOTE 1

	5b
	(
	HTTP Response: “200 OK”
	

	6
	
	Check: Does the simservs document stored in the SS contain the information supplied by the UE as required by the test requirements of the specific test case? 
	Editor’s note: this can be done in two (mutual exclusive) ways.

Alternative 1:

This is done by fetching the whole simservs document from the XCAP server and checking its content against the respective XML file (according to the XSD definitions for the respective supplementary service)
Alternative 2:
This is done by getting specific information from the simservs document by means of complex XPath expressions as specified for the respective test case

	7
	
	Make the UE attempt deactivation of supplementary service
	

	8
	
	EXCEPTION: steps 8a and 8b describe the mandatory message exchange between the UE and the SS which can be repeated several times;

this exchange of information is considered to be finished when there is no further HTTP request sent by the UE within 10 seconds after the previous request
	

	8a
	(
	HTTP Request
	NOTE 1

	8b
	(
	HTTP Response: “200 OK”
	

	9
	
	Check: Does the simservs document stored in the SS contain the information supplied by the UE as required by the test requirements of the specific test case? 
	Editor’s note: this can be done in two (mutual exclusive) ways.

Alternative 1:

This is done by fetching the whole simservs document from the XCAP server and checking its content against the respective XML file (according to the XSD definitions for the respective supplementary service)
Alternative 2:
This is done by getting specific information from the simservs document by means of complex XPath expressions as specified for the respective test case

	NOTE 1:
The HTTP requests sent by the UE are processed by an XCAP server implementation at the SS to modify the contents of the simservs document.

NOTE 2:
Any other UL messages (HTTP Request) appearing in the test sequence are ignored.


Specific Message Contents 
HTTP Requests sent by the UE (step 2, 4) 
	Header/param
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	RFC 2616 [69]

	
Method
	GET, PUT, DELETE

	
	

	
Request-URI
	XCAP URI referring to the simservs document as specified in RFC 4825 [70]; the document selector of such XCAP URI consists of


· Configured XCAP root URI
· simservs.ngn.etsi.org

· users

· Public user id as used for activation/deactivation of the supplementary service (NOTE 2)

· simservs.xml

(in this order, separated by a slash);

According to RFC 4825 [70] the node selector of the XCAP URI shall identify a valid part of a simservs document or whole document itself (NOTE 3).

	
	

	
Version
	HTTP 1.1
	
	

	Authorization
	present in case of HTTP Digest XCAP authentication in the initial request or in the request following the “401 Unauthorized” response
	
	RFC 2617 [16]
RFC 3310 [17]

	
username
	private user identity as stored in EFIMPI (when using ISIM) or

private user identity derived from px_IMSI (when no ISIM available on the UICC)
	
	

	
realm
	same value as received in the realm directive in the WWW Authenticate header sent by SS
	
	

	
nonce
	same value as in WWW-Authenticate header sent by SS
	
	

	
opaque
	same value as sent by the SS in “401 Unauthorized”
	
	

	
digest-uri
	SIP URI formed from home domain name as stored in EFDOMAIN (when using ISIM) or formed from home domain name derived from the IMSI (when no ISIM available on the UICC)
	
	

	
qop-value
	auth
	
	

	
cnonce-value
	value assigned by UE affecting the response calculation
	
	

	
nonce-count
	1
	
	

	
response
	response calculated by UE
	
	

	
algorithm
	AKAv1-MD5
	
	

	Content-Type
	present for HTTP PUT method
	
	RFC 2616 [69]

	
media-type
	application/vnd.etsi.simservs+xml
	
	

	Message-body
	present for HTTP PUT method:

XML fragment of given node
	
	RFC 2616 [69]
RFC 4825 [70]

	NOTE 1: 
Any other headers are ignored.

NOTE 2:
As working assumption the UE gets a valid public user id (e.g. as stored on the ISIM) handed over with the MMI command corresponding to activation/deactivation of the supplementary service

NOTE 3:
The SS shall check and make sure that the syntax of the node selector expressions is in compliance to clause 6.2 of RFC 4825 [70].
Editor’s note: 
In view of the Alternative 2 – XPath approach, it is unclear up to which degree the UE may use complex XPath expressions according to http://www.w3.org/TR/1999/REC-xpath-19991116/ or whether any XPath version 1.0 expression is allowed or even expressions of XPath version 2 and above.


HTTP Responses (step 2, 4)

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 2616 [69]

	
Version
	HTTP 1.1
	
	

	
Code
	200
	
	

	
Reason
	OK
	
	

	Content-Type
	present for HTTP GET method
	
	RFC 2616 [69]

	
media-type
	application/vnd.etsi.simservs+xml
	
	

	Message-body
	present for GET method:

XML fragment of given node
	
	RFC 2616 [69]
RFC 4825 [70]


HTTP Response (step 2) for HTTP Digest XCAP authentication
	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 2616 [69]

	
Version
	HTTP 1.1
	
	

	
Code
	401
	
	

	
Reason
	Unauthorized
	
	

	WWW-Authenticate
	
	
	RFC 2616 [69]

	
realm
	home domain name as stored in EFDOMAIN or home domain name derived from the IMSI
	
	

	
algorithm
	AKAv1-MD5
	
	

	
qop-value
	auth
	
	

	
nonce
	Base 64 encoding of RAND and AUTN
	
	

	
opaque
	arbitrary value (to be returned by the UE in subsequent REGISTER)
	
	


C.29.2
Procedure for GAA XCAP authentication
Test procedure:

The generic test procedure for GAA XCAP authentication is referred to the bootstrapping procedure in TS 33.220 [120], clause 4.5.2.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	HTTP Request
	

	2
	(
	HTTP Response: “401 Unauthorized”
	

	3
	(
	HTTP Request with valid authorization credentials
	

	4
	(
	HTTP Response: “200 OK”
	

	NOTE: 
Any other UL messages (HTTP Request) appearing in the test sequence are ignored.


Specific Message Contents 
HTTP Request (step 1) 
	Header/param
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	RFC 2616 [69]

	
Method
	FFS
	
	

	
Request-URI
	FFS
	
	

	
Version
	HTTP 1.1
	
	

	NOTE : 
Any other headers are ignored.


HTTP Response (step 2) 
	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 2616 [69]

	
Version
	HTTP 1.1
	
	

	
Code
	401
	
	

	
Reason
	Unauthorized
	
	

	WWW-Authenticate
	
	
	RFC 2616 [69]

	
realm
	FFS
	
	

	
algorithm
	FFS
	
	

	
qop-value
	FFS
	
	

	
nonce
	FFS
	
	

	
opaque
	FFS
	
	


HTTP Request (step 3) 
	Header/param
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	RFC 2616 [69]

	
Method
	FFS
	
	

	
Request-URI
	FFS
	
	

	
Version
	HTTP 1.1
	
	

	Authorization
	
	
	RFC 2616 [69]

	
username
	FFS
	
	

	
realm
	FFS
	
	

	
nonce
	FFS
	
	

	
opaque
	FFS
	
	

	
digest-uri
	FFS
	
	

	
qop-value
	FFS
	
	

	
cnonce-value
	FFS
	
	

	
nonce-count
	FFS
	
	

	
response
	FFS
	
	

	
algorithm
	FFS
	
	

	NOTE: 
Any other headers are ignored.


HTTP Response (step 4)

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 2616 [69]

	
Version
	HTTP 1.1
	
	

	
Code
	200
	
	

	
Reason
	OK
	
	

	Expires
	
	
	RFC 2616 [69]

	
delta-seconds
	FFS
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