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Introduction
In E-UTRA network the UE will get a default E-UTRA bearer for each of its PDN connections towards specific IAPs.The default bearer can be used by the UE for any IP service flows it has towards the access point. However, when application specific QoS processing is needed for some of the IP service flows, E-UTRA dedicated bearers can be allocated for the PDN connection of the UE. The dedicated bearers will be used to transport those IP flows, for which the bearers were set up. Decision of applying specific QoS for the service flows – policy control – has to be authorized and enabled by Policy and Charging Rules Function (PCRF), part of the core network. Thus allocating E-UTRA dedicated bearers requires cooperation between the core network and the E-UTRA RAN and shared knowledge about the affected service flows.
In the IMS workshop held on 7th of October 2011 in Sophia Antipolis, it was stated that the current E-UTRA test suite specified by RAN5 allocates E-UTRA dedicated bearers to the UE in a fixed way. While the bearer assignment is controlled by SS, the test suite does not use any specific UE originated action to trigger allocation of the dedicated bearers. Neither those bearers would be used for or mapped to any specific IP service flows, originating from or terminating to the UE. The discussion held in the workshop raised a concern that in this respect the E-UTRA test suite might not be specified in a correct way so that the operation would match the 3GPP core specifications for E-UTRA dedicated bearer allocation and the concept of service flow specific policy control.
Discussion
Overview of the process for E-UTRA dedicated bearer allocation

According to 3GPP core specifications E-UTRA dedicated bearer allocation can be triggered by one the following:
1. UE explicitly requesting a dedicated bearer in order to guarantee the needed QoS for IP service flows related to some application. In this case the UE will specify the QoS requirements (like QCI and bandwidth) and the endpoints (IP addresses and TCP/UDP ports) of the affected IP flows.
2. UE initiating or modifying an IMS session. In this case the P-CSCF within the IMS core will monitor the SDP session descriptions exchanged between the session endpoints. From the SDP offer and answer, P-CSCF (and the AF within it) is able to identify the QoS requirements and endpoints of the media to be exchanged within the session.
3. UE initiating some unspecified IP flows over a PDN connection. In this case the network may intercept the IP messages to figure out the type of the IP flow and estimate its QoS requirements. Based on the Traffic Detection Function specified in 3GPP Rel-11 the network may apply some static PCC rules applicable to the subscription for the specific service flows.
In each of the cases the QoS requirements and the endpoints of the IP service flows (IP addresses and TCP/UDP ports) will be given to PCRF, which will authorize the proper QoS handling for the flows. PCRF will dynamically establish PCC rules, based on which the PCEF will enforce the corresponding QoS processing within P-GW and instruct MME to set up the dedicated E-UTRA bearers.
As part of the RRC connection reconfiguration procedure MME informs the UE about the E-UTRA dedicated bearer setup within NAS signaling using e.g. ACTIVATE DEDICATED EPS BEARER CONTEXT message. The NAS message shall contain a Traffic Filter Template (TFT) which will allow the UE to route the corresponding IP flows to the newly established dedicated bearers. The UE does the mapping of outgoing IP packets to uplink E-UTRA bearers by so called uplink packet filtering function.
IMS specific process for E-UTRA dedicated bearer allocation
This section of the document gives references to 3GPP core specifications describing the generic policy control model over E-UTRA and focuses to the specific of policy control functions related to IMS sessions.
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The diagram above from 3GPP TS 29.213 depicts the architecture for the QoS policy control and dedicated bearer handling between the core and access networks.

The logical entities shown in this diagram are mapped to the UE and network entities as follows: 
· IMS UE contains the SDP offer/answer state machine for IMS application and the uplink packet filtering function within the E-UTRA access specific BS manager
· P-CSCF contains Application Function (AF) which supplies information for PCRF based on the negotiated sessions in the SDP offer/answer exchange
· P-GW contains Policy and Charging Enforcement Function (PCEF)
The following extracts of 3GPP core specifications define the details of the process, key parts highlighted:

TS 23.203:

6.1.5
Policy Control

Policy control comprises functionalities for:

-
Binding, i.e. the generation of an association between a service data flow and the IP‑CAN bearer transporting that service data flow;
-
Gating control, i.e. the blocking or allowing of packets, belonging to a service data flow, to pass through to the desired endpoint;

-
Event reporting, i.e. the notification of and reaction to application events to trigger new behaviour in the user plane as well as the reporting of events related to the resources in the GW(PCEF);

-
QoS control, i.e. the authorisation and enforcement of the maximum QoS that is authorised for a service data flow or an IP‑CAN bearer.

-
IP‑CAN bearer establishment for IP‑CANs that support network initiated procedures for IP‑CAN bearer establishment.

In case of an aggregation of multiple service data flows (e.g. for GPRS a PDP context), the combination of the authorised QoS information of the individual service data flows is provided as the authorised QoS for this aggregate.

The enforcement of the authorized QoS of the IP‑CAN bearer may lead to a downgrading or upgrading of the requested bearer QoS by the GW(PCEF) as part of a UE-initiated IP‑CAN bearer establishment or modification. Alternatively, the enforcement of the authorised QoS may, depending on operator policy and network capabilities, lead to network initiated IP‑CAN bearer establishment or modification. If the PCRF provides authorized QoS for both, the IP‑CAN bearer and PCC rule(s), the enforcement of authorized QoS of the individual PCC rules shall take place first.
QoS authorization information may be dynamically provisioned by the PCRF or it can be a pre-defined PCC rule in the PCEF. In case the PCRF provides PCC rules dynamically, authorised QoS information for the IP‑CAN bearer (combined QoS) may be provided. For a predefined PCC rules within the PCEF the authorized QoS information shall take affect when the PCC rule is activated. The PCEF shall combine the different sets of authorized QoS information, i.e. the information received from the PCRF and the information corresponding to the predefined PCC rules. The PCRF shall know the authorized QoS information of the predefined PCC rules and shall take this information into account when activating them. This ensures that the combined authorized QoS of a set of PCC rules that are activated by the PCRF is within the limitations given by the subscription and operator policies regardless of whether these PCC rules are dynamically provided, predefined or both.

…
For policy control, the AF interacts with the PCRF and the PCRF interacts with the PCEF as instructed by the AF. For certain events related to policy control, the AF shall be able to give instructions to the PCRF to act on its own, i.e. based on the service information currently available. 
…

To enable the binding functionality, the UE and the AF shall provide all available flow description information (e.g. source and destination IP address and port numbers and the protocol information). The UE shall use the traffic mapping information to indicate downlink and uplink IP flows.
…
6.2.1
Policy Control and Charging Rules Function (PCRF)

6.2.1.0
General

The PCRF encompasses policy control decision and flow based charging control functionalities.

…
The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF (e.g. SDP information or other available application information) and/or the subscription information received from the SPR to calculate the proper QoS authorization (QoS class identifier, bitrates). The PCRF may also take into account the requested QoS received from the PCEF via Gx interface.

NOTE 1:
The PCRF provides always the maximum values for the authorized QoS even if the requested QoS is lower than what can be authorized.

The Authorization of QoS resources shall be based on complete service information unless the PCRF is required to perform the authorization of QoS resources based on incomplete service information. The PCRF shall after receiving the complete service information, update the affected PCC rules accordingly.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services.

6.2.1.1
Input for PCC decisions

The PCRF shall accept input for PCC decision-making from the PCEF, the BBERF if present, the SPR and if the AF is involved, from the AF, as well as the PCRF may use its own pre-defined information. These different nodes should provide as much information as possible to the PCRF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCRF.
…
The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:
-
Subscriber Identifier;

-
IP address of the UE;

-
Media Type;

-
Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;

-
Bandwidth;

-
Flow description, e.g. source and destination IP address and port numbers and the protocol;

-
AF Application Identifier;

-
AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;

-
AF Application Event Identifier;

-
AF Record Information;

-
Flow status (for gating decision);

-
Priority indicator, which may be used by the PCRF to guarantee service for an application session of a higher relative priority;

-
Emergency indicator.

In addition, the pre-defined information in the PCRF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the IP‑CAN bearer attributes.

The QoS Class Identifier (see clause 6.3.1) in the PCC rule is derived by the PCRF from AF or SPR interaction if available. The input can be SDP information or other available application information, in line with operator policy.

GSMA PRD IR.92:

4.3.2 EPS Bearer Considerations for Voice 
For an IMS session request for a Conversational Voice call (originating and terminating), a dedicated bearer for IMS-based voice must be created utilising interaction with dynamic PCC. The network must initiate the creation of a dedicated bearer to transport the voice media. The dedicated bearer for Conversational Voice must utilise the standardised QCI value of one (1) and have the associated characteristics as specified in 3GPP TS 23.203.
TS 29.213:
B.2
IMS Session Establishment
B.2.1
Provisioning of service information at Originating P-CSCF and PCRF

This clause covers the PCC procedures at the originating P-CSCF and PCRF at IMS session establishment.

In figure B.2.1.1 the P-CSCF derives the provisioning of service information to the PCRF from the SDP offer/answer exchange.
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1.
The P-CSCF receives the SDP parameters defined by the originator within an SDP offer in SIP signalling.

2.
The P-CSCF identifies the connection information needed (IP address of the down link IP flow(s), port numbers to be used etc…).

3.
The P-CSCF forwards the SDP offer in SIP signalling.

4.
The P-CSCF gets the negotiated SDP parameters from the terminating side through SIP signalling interaction. 

5.
The P-CSCF identifies the connection information needed (IP address of the up-link media IP flow(s), port numbers to be used etc…).

6.
The P-CSCF forwards the derived session information to the PCRF by sending a Diameter AAR over a new Rx Diameter session.

7.
The PCRF stores the received session information and identifies the affected established IP-CAN Session(s).

8.
The PCRF replies to the P-CSCF with a Diameter AAA. 

9.
Upon reception of the acknowledgement from the PCRF, the SDP parameters are passed to the UE in SIP signalling.

10.
The PCRF executes interactions according to figure 4.3.1.1.1. This step implies provisioning of PCC/QoS rules and is executed in parallel with steps 8 and 9.
Figure B.2.1.1: PCC Procedures for IMS Session Establishment at originating P-CSCF and PCRF

TS 29.214:
Annex A (normative):
IMS Related P-CSCF Procedures over Rx

A.1
Provision of Service Information at P-CSCF

The P-CSCF shall send service information to the PCRF upon every SIP message that includes an SDP answer payload for the purpose of authorizing the IP flows and the QoS resources required for a negotiated IMS session, unless the SDP payload only relates to a circuit-switched bearer (i.e. "c=" line set to "PSTN" and an "m=" line set to "PSTN", refer to 3GPP TS 24.292 [26]). The service information shall be derived both from the SDP offer and the SDP answer. This ensures that the PCRF receives proper information to perform media authorization for all possible IMS session set-up scenarios, and that the PCRF is also capable of handling session modifications. The P-CSCF may include the Service-Info-Status AVP with the value set to FINAL_SERVICE_INFORMATION.

…

The P-CSCF shall derive Flow-Description AVP within the service information from the SDP as follows:

-
An uplink Flow-Description AVP shall be formed as follows: The destination address shall be taken from the SDP information received by the P-CSCF in downlink direction, while the source IP address may be formed from the address present in the SDP received by the P-CSCF in uplink direction (taking into account only the 64 bit prefix of the IPv6 address) Source and destination ports shall be derived according to rules provided in 3GPP TS 29.213 [9] clause 6.2.
-
A downlink Flow-Description AVP shall be formed as follows: The destination address shall be taken from the SDP information received by the P-CSCF in uplink direction, while the source IP address may be formed (in order to reduce the possibilities of bearer misuse) from the destination address in the SDP received by the P-CSCF in downlink direction (taking into account only the 64 bit prefix of the IPv6 address) Source and destination ports shall be derived according to rules provided in 3GPP TS 29.213 [9] clause 6.2.
The P-CSCF shall derive the bandwidth information within the service information, from the "b=AS" SDP parameter, as detailed in 3GPP TS 29.213 [9] clause 6.2. For the possibly associated RTCP IP flows, the P-CSCF shall use the SDP "b=RR" and "b=RS" parameters, if present, as specified in 3GPP TS 29.213 [9] clause 6.2. The "b=AS", "b=RR" and "b=RS" parameters in the SDP contain all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTCP payload, or IP, UDP and RTCP.

3GPP TS 36.300:

13
QoS

An EPS bearer/E-RAB is the level of granularity for bearer level QoS control in the EPC/E-UTRAN. That is, SDFs mapped to the same EPS bearer receive the same bearer level packet forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.) [17].

One EPS bearer/E-RAB is established when the UE connects to a PDN, and that remains established throughout the lifetime of the PDN connection to provide the UE with always-on IP connectivity to that PDN. That bearer is referred to as the default bearer. Any additional EPS bearer/E-RAB that is established to the same PDN is referred to as a dedicated bearer. The initial bearer level QoS parameter values of the default bearer are assigned by the network, based on subscription data. The decision to establish or modify a dedicated bearer can only be taken by the EPC, and the bearer level QoS parameter values are always assigned by the EPC.
An EPS bearer/E-RAB is referred to as a GBR bearer if dedicated network resources related to a Guaranteed Bit Rate (GBR) value that is associated with the EPS bearer/E-RAB are permanently allocated (e.g. by an admission control function in the eNodeB) at bearer establishment/modification. Otherwise, an EPS bearer/E-RAB is referred to as a Non-GBR bearer. A dedicated bearer can either be a GBR or a Non-GBR bearer while a default bearer shall be a Non-GBR bearer.
13.1
Bearer service architecture

The EPS bearer service layered architecture is depicted in Figure 13.1-1 below, where:

-
An UL TFT in the UE binds an SDF to an EPS bearer in the uplink direction. Multiple SDFs can be multiplexed onto the same EPS bearer by including multiple uplink packet filters in the UL TFT.

-
A DL TFT in the PDN GW binds an SDF to an EPS bearer in the downlink direction. Multiple SDFs can be multiplexed onto the same EPS bearer by including multiple downlink packet filters in the DL TFT.

-
An E-RAB transports the packets of an EPS bearer between the UE and the EPC. When an E-RAB exists, there is a one-to-one mapping between this E-RAB and an EPS bearer.

-
A data radio bearer transports the packets of an EPS bearer between a UE and an eNB. When a data radio bearer exists, there is a one-to-one mapping between this data radio bearer and the EPS bearer/E-RAB.

-
An S1 bearer transports the packets of an E-RAB between an eNodeB and a Serving GW.

-
An S5/S8 bearer transports the packets of an EPS bearer between a Serving GW and a PDN GW.

-
A UE stores a mapping between an uplink packet filter and a data radio bearer to create the binding between an SDF and a data radio bearer in the uplink.
3GPP TS 23.401:

5.4.1
Dedicated bearer activation

The dedicated bearer activation procedure for a GTP based S5/S8 is depicted in figure 5.4.1-1.
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Figure 5.4.1-1: Dedicated Bearer Activation Procedure

1.
If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. This corresponds to the initial steps of the PCRF-Initiated IP‑CAN Session Modification procedure or to the PCRF response in the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [6], up to the point that the PDN GW requests IP‑CAN Bearer Signalling. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.

2.
The PDN GW uses this QoS policy to assign the EPS Bearer QoS, i.e., it assigns the values to the bearer level QoS parameters QCI, ARP, GBR and MBR; see clause 4.7.3. The PDN GW sends a Create Bearer Request message (IMSI, PTI, EPS Bearer QoS, TFT, S5/S8 TEID, Charging Id, LBI, Protocol Configuration Options) to the Serving GW, the Linked EPS Bearer Identity (LBI) is the EPS Bearer Identity of the default bearer. The Procedure Transaction Id (PTI) parameter is only used when the procedure was initiated by a UE Requested Bearer Resource Modification Procedure - see clause 5.4.5. Protocol Configuration Options may be used to transfer application level parameters between the UE and the PDN GW (see TS 23.228 [52]), and are sent transparently through the MME and the Serving GW.
NOTE:
The PCO is sent in the dedicated bearer activation procedure either in response to a PCO received from the UE, or without the need to send a response to a UE provided PCO e.g. when the network wants the bearer to be dedicated for IMS signalling.

3.
The Serving GW sends the Create Bearer Request (IMSI, PTI, EPS Bearer QoS, TFT, S1-TEID, LBI, Protocol Configuration Options) message to the MME. If the UE is in ECM-IDLE state the MME will trigger the Network Triggered Service Request from step 3 (which is specified in clause 5.3.4.3). In that case the following steps 4-7 may be combined into Network Triggered Service Request procedure or be performed standalone.

4.
The MME selects an EPS Bearer Identity, which has not yet been assigned to the UE. The MME then builds a Session Management Request including the PTI, TFT, EPS Bearer QoS parameters (excluding ARP), Protocol Configuration Options, the EPS Bearer Identity and the Linked EPS Bearer Identity (LBI). If the UE has UTRAN or GERAN capabilities, the MME uses the EPS bearer QoS parameters to derive the corresponding PDP context parameters QoS Negotiated (R99 QoS profile), Radio Priority, Packet Flow Id and TI and includes them in the Session Management Request. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include the Packet Flow Id. The MME then signals the Bearer Setup Request (EPS Bearer Identity, EPS Bearer QoS, Session Management Request, S1-TEID) message to the eNodeB.
5.
The eNodeB maps the EPS Bearer QoS to the Radio Bearer QoS. It then signals a RRC Connection Reconfiguration (Radio Bearer QoS, Session Management Request, EPS RB Identity) message to the UE. The UE shall store the QoS Negotiated, Radio Priority, Packet Flow Id and TI, which it received in the Session Management Request, for use when accessing via GERAN or UTRAN. The UE NAS stores the EPS Bearer Identity and links the dedicated bearer to the default bearer indicated by the Linked EPS Bearer Identity (LBI). The UE uses the uplink packet filter (UL TFT) to determine the mapping of traffic flows to the radio bearer. The UE may provide the EPS Bearer QoS parameters to the application handling the traffic flow. The application usage of the EPS Bearer QoS is implementation dependent. The UE shall not reject the RRC Connection Reconfiguration on the basis of the EPS Bearer QoS parameters contained in the Session Management Request.

NOTE 2:
The details of the Radio Bearer QoS are specified in TS 36.300 [5].

6.
The UE acknowledges the radio bearer activation to the eNodeB with a RRC Connection Reconfiguration Complete message.

7.
The eNodeB acknowledges the bearer activation to the MME with a Bearer Setup Response (EPS Bearer Identity, S1-TEID) message. The eNodeB indicates whether the requested EPS Bearer QoS could be allocated or not.

8.
The UE NAS layer builds a Session Management Response including EPS Bearer Identity. The UE then sends a Direct Transfer (Session Management Response) message to the eNodeB.

9.
The eNodeB sends an Uplink NAS Transport (Session Management Response) message to the MME.

10.
Upon reception of the Bearer Setup Response message in step 7 and the Session Management Response message in step 9, the MME acknowledges the bearer activation to the Serving GW by sending a Create Bearer Response (EPS Bearer Identity, S1-TEID) message.

11.
The Serving GW acknowledges the bearer activation to the PDN GW by sending a Create Bearer Response (EPS Bearer Identity, S5/S8-TEID) message.

12.
If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not, allowing the completion of the PCRF-Initiated IP‑CAN Session Modification procedure or the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [6], after the completion of IP‑CAN bearer signalling.

3GPP TS 24.229:

L.2.2.5
EPS bearer contexts for media

L.2.2.5.1
General requirements

NOTE 1:
In EPS, the UE cannot control whether media streams belonging to different SIP sessions are established on the same EPS bearer context or not. During establishment of a session, the UE establishes data streams(s) for media related to the session. Such data stream(s) can result in activation of additional EPS bearer context(s). Either the UE or the network can request for resource allocations for media, but the establishment and modification of the EPS bearer is controlled by the network as described in 3GPP TS 24.301 [8J].

NOTE 2:
When the UE wishes to allocate bandwidth for RTP and RTCP, the UE uses the rules as those outlined in 3GPP TS 29.213 [13C].

If the resource allocation is initiated by the UE, the UE starts reserving resources whenever it has sufficient information about the media streams, and used codecs available as specified in 3GPP TS 24.301 [8J].

NOTE 3:
If the resource reservation requests are initiated by the EPS IP CAN, then the bearer establishment is initiated by the network after the P-CSCF has authorised the respective IP flows and provided the QoS requirements over the Rx interface to the PCRF as described in 3GPP TS 29.214 [13D].

L.2.2.5.1A
Activation or modification of EPS bearer contexts for media by the UE

If the UE is configured not to initiate resource allocation for media according to 3GPP TS 24.167 [8G], then the UE shall refrain from requesting additional EPS bearer context(s) for media until the UE considers that the network did not initiate resource allocation for the media.

L.2.2.5.1B
Activation or modification of EPS bearer contexts for media by the network

If the UE receives an activation request from the network for a EPS bearer context which is associated with the EPS bearer context used for signalling, the UE shall, based on the information contained in the Traffic Flow Template information element, correlate the media EPS bearer context with a currently ongoing SIP session establishment or SIP session modification. 

6.1.2
Handling of SDP at the originating UE

An INVITE request generated by a UE shall contain a SDP offer and at least one media description. The SDP offer shall reflect the calling user's terminal capabilities and user preferences for the session.

If the desired QoS resources for one or more media streams have not been reserved at the UE when constructing the SDP offer, the UE shall:

- 
indicate the related local preconditions for QoS as not met, using the segmented status type, as defined in RFC 3312 [30] and RFC 4032 [64], as well as the strength-tag value "mandatory" for the local segment and the strength-tag value "optional" for the remote segment, if the UE supports the precondition mechanism (see subclause 5.1.3.1); and,

- 
set the related media streams to inactive, by including an "a=inactive" line, according to the procedures described in RFC 4566 [39], unless the UE knows that the precondition mechanism is supported by the remote UE.
NOTE 1:
When setting the media streams to the inactive mode, the UE can include in the first SDP offer the proper values for the RS and RR modifiers and associate bandwidths to prevent the receiving of the RTCP packets, and not send any RTCP packets.

…

Upon confirming successful local resource reservation, the UE shall create an SDP offer in which: 

-
the related local preconditions are set to met, using the segmented status type, as defined in RFC 3312 [30] and RFC 4032 [64]; and

-
the media streams previously set to inactive mode are set to active (sendrecv, sendonly or recvonly) mode.
Proposals
Based on the discussion in this document, the following proposals are made:
· Revise the procedures within TS 36.508 so that the SS would set up the E-UTRA dedicated bearers for IMS voice media exactly when the voice codec has been agreed between the endpoints by the SDP offer/answer negotiation for setting up the voice call. Populate the Traffic Filter Template sent to the UE so that the IMS application within the UE is able to correlate the TFT given for the dedicated bearer with the voice media endpoints as specified within the SDP offer/answer exchange. Check by the system simulator that after getting the dedicated bearers set up for the voice media, the UE will send an updated SDP offer declaring the local QoS preconditions met and the media streams set to active.


· Study whether the usage of dedicated bearers within the E-UTRA test suite specified by RAN5 is conformant with the generic policy control model of 3GPP in the context of E-UTRA. More specifically it shall be checked how the dedicated bearers allocated by the system simulator are mapped to the specific service flows between the UE and SS.

· Update the E-UTRA test suite in such a way that the system simulator would check the IP packets which UE sends over dedicated bearers that the IP addresses and TCP/UDP ports of them really match with the service flows for which those dedicated bearers have been set up.
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