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1
Introduction

At the RAN#48 meeting in June 2010 a Rel 9 RAN5 Work Item (WI) for conformance test aspects of CT1 aspects of IMS Emergency Calls over GPRS and EPS [1] was approved ". (UID 480029, WIC IMS_EMER_GPRS_EPS_UEConTest). Supporting companies: Alcatel-Lucent, Ericsson, Huawei, Motorola, NEC, Nokia, Qualcomm, RIM, Samsung, ST-Ericsson, ZTE, AT&T, NTT DoCoMo, Orange, Telecom Italia, Verizon, Vodafone. Targeted completion date: RAN5#50, TSG RAN#51 (March 2011)
The WI is classified as Work Task and its relations to other 3GPP WIs are as follows:
-
Relevant Building block "Stage 3 of IMS_EMER_GPRS_EPS" (UID 440035, WIC IMS_EMER_GPRS_EPS) [2]
-
Relevant Feature "Support for IMS Emergency Calls over GPRS and EPS" (UID 380064, WIC IMS_EMER_GPRS_EPS) [3]
-
Relevant CT1 WI "CT1 aspects - Stage 3 of Support for IMS Emergency Calls over GPRS and EPS" (UID 440036, WIC IMS_EMER_GPRS_EPS) [2]; 100% completed in March 2010
The relevant CT1 cores specs and subject of relevant changes according to [2] are as follows:
-
TS 24.301 & TS 24.008. Specification of appropriate attach mechanism. Use of IMEI as well as IMSI. Impacts of emergency services on the attach procedure, PDN connectivity procedures included any changes needed to allow local (visited) PDN connections, security, detach, IE and message changes. Changes to HeNB/HNB due to support of IMS emergency calls

-
TS 24.302. Impacts on connection to EPS core network including security procedures for trusted access networks, and security for untrusted access networks.
-
TS 24.229. Miscellaneous changes. Alignment of access technology specific annexes to latest emergency call support requirements.
-
TS 23.122. Specific selection requirements for emergency calls. Impacts on UE when in idle mode such as cell selection or reselection when an emergency call is initiated.
RAN5 specs expected to be affected from the present WI:

	TS 34.108

	TS 34.123-1

	TS 34.123-2

	TS 34.123-3

	TS 34.229-1

	TS 34.229-2

	TS 34.229-3

	TS 36.508

	TS 36.523-1

	TS 36.523-2

	TS 36.523-3


The purpose of present document is to provide a Work Plan (WP) for the RAN5 WI "Conformance Test Aspects - CT1 aspects of IMS Emergency Calls over GPRS and EPS" [1] comprising of WI status overview (section 2) and List with planed TCs and relevant spec changes (section 3); References to relevant documentation is provided in section 4.

In accordance with the RAN5 work practices and procedures the WP should be updated after each RAN5 meeting to reflect the work done and provide an estimated status of WI completeness.

2
Work item status

Current level of completeness and targets
	Specification
	Testing area
	Completeness
	3 Mon Target
	6 Mon Target
	Comments
	History

	TS 34.108
	Common test environments for User Equipment (UE) conformance testing
	0%
	50%
	100%
	
	

	TS 34.123-1
	User Equipment (UE) conformance specification; Part 1: Protocol conformance specification
	0%
	50%
	100%
	
	

	TS 34.123-2
	User Equipment (UE) conformance specification; Part 2: Implementation conformance statement (ICS) specification
	0%
	50%
	100%
	
	

	TS 34.123-3
	User Equipment (UE) conformance specification; Part 3: Abstract test suites (ATSs)
	0%
	0%
	0%
	TTCN development
	

	TS 34.229-1
	Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE) conformance specification; Part 1: Protocol conformance specification
	10%
	50%
	100%
	
	

	TS 34.229-2
	Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE) conformance specification; Part 2: Implementation Conformance Statement (ICS) specification
	0%
	50%
	100%
	
	

	TS 34.229-3
	Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE) conformance specification; Part 3: Abstract test suite (ATS)
	0%
	0%
	0%
	TTCN development
	

	TS 36.508
	Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet Core (EPC); Common test environments for User Equipment (UE) conformance testing
	0%
	50%
	100%
	
	

	TS 36.523-1
	Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet Core (EPC); User Equipment (UE) conformance specification; Part 1: Protocol conformance specification
	0%
	50%
	100%
	
	

	TS 36.523-2
	Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet Core (EPC); User Equipment (UE) conformance specification; Part 2: ICS
	0%
	50%
	100%
	
	

	TS 36.523-3
	Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet Core (EPC); User Equipment (UE) conformance specification; Part 3: Test suites
	0%
	0%
	0%
	TTCN development
	


Estimation of WI overall completeness
	Overall completeness
	10%
	RAN5#48: 10%


Colour coding

	
	Not started

	
	Ongoing

	
	Ready


3
Test Case(s) List and relevant spec changes
	Area
	TS
	Clause
	Release
	TC Title
	Test purpose / Description
	Company
	Target
	Status
	TDOC
	Comments

	36.508 - EPS Common test environment

	Common test procedures
	36.508
	
	Rel-9
	n/a
	Reference system configurations, generic setup procedures and default message contents
	
	RAN5#xx
	0%
	
	

	36.523-1 / 36.523-2 - EPS Protocol Testing Prose description, Applicability, PICS

	
	
	9.1
EMM common procedures
	
	
	
	
	

	
	
	9.1.2
Authentication procedure
	
	
	
	
	

	
	36.523-1
	9.1.2.7
	Rel-9
	Authentication not accepted by the UE / MAC code failure / UE has a PDN connection for emergency bearer services / MME initiates security mode control procedure
	Ref TS 24.301 5.4.2.7
	RIM
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.1.2.8
	Rel-9
	Authentication not accepted by the UE / SQN failure / UE has a PDN connection for emergency bearer services / MME aborts the authentication procedure and continue using the current security context
	Ref TS 24.301 5.4.2.7
	RIM
	RAN5#xx
	0%
	
	

	
	
	9.1.3
Security mode control procedure
	
	
	
	
	

	
	36.523-1
	9.1.3.5
	Rel-9
	UE is establishing a PDN connection for emergency bearer services / NAS security mode control initiation by the network / SECURITY MODE COMMAND message indicating the "null integrity protection algorithm" EIA0 / Success
	Ref TS 24.301 5.4.3.3
	Samsung
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.1.3.6
	Rel-9
	Attach procedure for emergency bearer services / NAS security mode control initiation by the network / No EPS security context is available / Success
	Ref TS 24.301 5.4.3.2
	Samsung
	RAN5#xx
	0%
	
	

	
	
	9.2.1
Attach procedure
	
	
	
	
	

	
	
	9.2.1.3
Attach procedure for emergency services
	
	
	
	
	

	
	36.523-1
	9.2.1.3.1
	Rel-9
	Attach for emergency bearer services / NO-IMSI / Success
	Ref TS 24.301 5.5.1.2.2
	ZTE
	RAN5#51
	
	
	

	
	36.523-1
	9.2.1.3.2
	Rel-9
	Attach for emergency bearer services / Success / LIMITED-SERVICE / Valid GUTI / Handling of list of equivalent PLMNs
	Ref TS 24.301 5.5.1.2.2
	Ericsson, ST-Ericsson
	RAN5#50
	0%
	
	

	
	36.523-1
	9.2.1.3.3
	Rel-9
	Attach for emergency bearer services / Success / LIMITED-SERVICE / Temporary storage of EMM information
	Ref TS 24.301 Annex C
	ZTE
	RAN5#51
	0%
	
	

	
	36.523-1
	9.2.1.3.4
	Rel-9
	Attach for emergency bearer services / Success / LIMITED-SERVICE / Valid P-TMSI
	Ref TS 24.301 5.5.1.2.2
	Ericsson, ST-Ericsson
	RAN5#50
	0%
	
	

	
	36.523-1
	19.2.1.3.5
	Rel-9
	Attach for emergency bearer services / Success / LIMITED-SERVICE / Security mode control procedure without prior authentication
	Ref TS 24.301 5.5.1.2.3
	ZTE
	RAN5#51
	0%
	
	

	
	36.523-1
	9.2.1.3.6
	Rel-9
	Handling of the Local Emergency Numbers List / List sent in ATTACH ACCEPT
	Ref TS 24.301 5.3.7
	ZTE
	RAN5#51
	0%
	
	

	
	36.523-1
	9.2.1.3.7
	Rel-9
	Handling of the Local Emergency Numbers List / List is not sent by the network
	Ref TS 24.301 5.3.7
	ZTE
	RAN5#51
	0%
	
	

	
	36.523-1
	9.2.1.3.8
	Rel-9
	Attach for emergency bearer services / Rejected / IMEI not accepted
	Ref TS 24.301 5.5.1.2.5A
	ZTE
	RAN5#51
	0%
	
	

	
	36.523-1
	9.2.1.3.9
	Rel-9
	Attach for emergency bearer services / Rejected / No suitable cells in tracking area / Emergency call using the CS domain
	Ref TS 24.301 5.5.1.2.5A
	ZTE
	RAN5#51
	0%
	
	

	
	36.523-1
	9.2.1.3.10
	Rel-9
	Attach for emergency bearer services / Rejected / PLMN not allowed / Shared network
	Ref TS 24.301 5.5.1.2.5A
	ZTE
	RAN5#51
	0%
	
	

	
	36.523-1
	9.2.1.3.11
	Rel-9
	Attach for emergency bearer services / Rejected / PLMN not allowed / Shared network
	Ref TS 24.301 5.5.1.2.5A
	ZTE
	RAN5#51
	0%
	
	

	
	
	9.2.2
Detach procedure
	
	
	
	
	

	
	
	9.2.2.1
UE initiated detach procedure
	
	
	
	
	

	
	36.523-1
	9.2.2.1.10
	Rel-9
	Emergency bearer services active / Detach after completion of application for which the emergency services were invoked
	Ref TS 24.301 5.5.2.1
	Samsung
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.2.1.11
	Rel-9
	Emergency bearer services active / Detach upon UE is switched off or the USIM card is removed / Storage and deletion of EMM information
	Ref TS 24.301 5.5.2.1, Annex C
	Samsung
	RAN5#xx
	0%
	
	

	
	
	9.2.3
Tracking area updating procedure (S1 mode only)
	
	
	
	
	

	
	
	9.2.3.1
Normal and periodic tracking area updating
	
	
	
	
	

	
	36.523-1
	9.2.3.1.29
	Rel-9
	Normal tracking area update for emergency bearer services / Accepted / Handling of the lists of forbidden tracking areas
	Ref TS 24.301 5.2.3.2.2, 5.3.3, 5.3.2
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.30
	Rel-9
	UE has PDN connection only for emergency bearer services / Normal tracking area update / Accepted / Local Emergency Numbers List is not sent by the network
	Ref TS 24.301 5.5.2.1, 5.5.3.2.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.31
	Rel-9
	UE has PDN connection only for emergency bearer services / Normal tracking area update / UE is not allowed to access the TA / Accepted
	Ref TS 24.301 5.5.3.2.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.32
	Rel-9
	UE has PDN connection for emergency and non-emergency bearer services / EMM-CONNECTED mode / Normal tracking area update / UE is not allowed to access the TA / Accepted / Network deactivates all non-emergency PDP contexts by initiating an PDP context deactivation procedure
	Ref TS 24.301 5.5.2.1, 5.5.3.2.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.33
	Rel-9
	UE has PDN connection for emergency and non-emergency bearer services / EMM-IDLE mode / Normal tracking area update / UE is not allowed to access the TA / Accepted / Network locally deactivates all non-emergency PDP contexts and informs the UE
	Ref TS 24.301 5.5.2.1, 5.5.3.2.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.34
	Rel-9
	Normal tracking area update for emergency bearer services / Accepted / Security mode control procedure without prior Authentication
	Ref TS 24.301 5.5.3.2.3
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.35
	Rel-9
	UE has PDN connection only for emergency bearer services / Timer T3412 expires
	Ref TS 24.301 5.5.2.1, 5.3.5
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.36
	Rel-9
	UE has PDN connection for emergency bearer services / Handling of the Local Emergency Numbers List / List sent in TRACKING AREA UPDATE ACCEPT
	Ref TS 24.301 5.3.7
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.37
	Rel-9
	UE has PDN connection for emergency bearer services / Handling of the list of "equivalent PLMNs" / List sent in the TRACKING AREA UPDATE ACCEPT
	Ref TS 24.301 5.5.2.1, 5.5.3.2.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.38
	Rel-9
	Handling of the Local Emergency Numbers List / List sent in TRACKING AREA UPDATE ACCEPT
	Ref TS 24.301 5.5.2.1, 5.5.3.2.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.2.3.1.39
	Rel-9
	Tracking area updating procedure UE has a PDN connection for emergency bearer services / NAS security mode control initiation by the network / No EPS security context is available / Success
	Ref TS 24.301 5.4.3.2
	
	RAN5#xx
	0%
	
	

	
	
	9.3
EMM connection management procedures (S1 mode only)
	
	
	
	
	

	
	
	9.3.1
Service request procedure
	
	
	
	
	

	
	36.523-1
	9.3.1.19
	Rel-9
	Service request initiated by UE for user data related to Emergency call / NO-IMSI / Success
	Ref TS 24.301 5.6.1.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.3.1.20
	Rel-9
	Service request initiated by UE for user data related to Emergency call / NORMAL-SERVICE / Success / Security procedure applied
	Ref TS 24.301 5.6.1.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.3.1.21
	Rel-9
	Service request initiated by UE for user data related to Emergency call / NORMAL-SERVICE / Success / Security procedure not applied
	Ref TS 24.301 5.6.1.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.3.1.22
	Rel-9
	Service request initiated by UE for user data related to Emergency call / LIMITED-SERVICE / Success / Security procedure applied
	Ref TS 24.301 5.6.1.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.3.1.23
	Rel-9
	Service request initiated by UE for user data related to Emergency call / LIMITED-SERVICE / Success / Security procedure not applied
	Ref TS 24.301 5.6.1.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.3.1.24
	Rel-9
	UE has PDN connection for emergency and non-emergency bearer services / Service request initiated by UE for user data related to Emergency call / CSG cell / CSG subscription has expired
	Ref TS 24.301 5.6.1.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.3.1.25
	Rel-9
	Service request / Mobile originating CS fallback emergency call
	Ref TS 24.301 5.6.1.4
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	9.3.1.26
	Rel-9
	Service request / Mobile originating 1xCS fallback emergency call
	Ref TS 24.301 5.6.1.4
	
	RAN5#xx
	0%
	
	

	
	
	10
EPS session management
	
	
	
	
	

	
	
	10.4
EPS bearer context deactivation
	
	
	
	
	

	
	36.523-1
	10.4.2
	Rel-9
	UE that has bearers for emergency and non-emergency services / Detach is requested by the HSS
	Ref TS 24.301 5.5.2.1, 6.4.4.1
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	10.4.3
	Rel-9
	UE is receiving emergency bearer services from a CSG cell, and the CSG subscription expires or is removed, the MME shall deactivate all non-emergency EPS bearers and keep the emergency EPS bearers
	Ref TS 24.301 6.4.4.1
	
	RAN5#xx
	0%
	
	

	
	36.523-1
	10.4.4
	Rel-9
	UE has PDN connection only for emergency bearer services / TIN set as "RAT-related TMSI" for which ISR is activated / Deactivation of the last non-emergency EPS bearer context in the UE
	Ref TS 24.301 6.1.5
	
	RAN5#xx
	0%
	
	

	
	
	10.5
UE requested PDN connectivity
	
	
	
	
	

	
	36.523-1
	10.5.4
	Rel-9
	UE requested PDN connectivity procedure for emergency bearer services accepted by the network
	Ref TS 24.301 6.5.1
	
	RAN5#xx
	0%
	
	

	
	
	10.6
UE requested PDN disconnect
	
	
	
	
	

	
	36.523-1
	10.6.3
	Rel-9
	UE requested PDN disconnect procedure to disconnect from emergency services accepted by the network
	Ref TS 24.301 6.5.2
	
	RAN5#xx
	0%
	
	

	
	
	10.7
UE requested bearer resource allocation
	
	
	
	
	

	
	36.523-1
	10.7.6
	Rel-9
	UE requested bearer resource allocation accepted by the network / New emergency EPS bearer context
	Ref TS 24.301 5.5.3.2.4
	
	RAN5#xx
	0%
	
	

	36.523-3 - EPS Protocol Testing Test Suit (Test model, TTCN)

	Specification of conformance testing in TTCN-3
	36.523-3
	
	Rel-9
	n/a
	Update of the test models, ASP definitions, test configurations, partial PIXIT proforma, test suites (TTCN)
	TF160
	RAN5#xx
	0%
	
	

	

	34.108 - UTRA Common test environment

	Common test procedures
	34.108
	
	Rel-9
	n/a
	Reference system configurations, generic setup procedures and default message contents
	
	RAN5#xx
	0%
	
	

	34.123-1 / 34.123-2 - UTRA Protocol Testing Prose description, Applicability, PICS

	
	34.123-1
	12.6
PS authentication
	
	0%
	
	

	
	34.123-1
	12.6.1.4
	Rel-9
	Authentication not accepted by the UE / MAC failure / UE has a PDN connection for emergency and non-emergency bearer services
	Ref TS 24.008 4.7.7.6
SGSN deactivates all non-emergency PDP contexts
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.6.1.5
	Rel-9
	Authentication not accepted by the UE / Synch failure / UE has a PDN connection for emergency and non-emergency bearer services
	Ref TS 24.008 4.7.7.6
SGSN deactivates all non-emergency PDP contexts
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.6.1.6
	Rel-9
	Authentication not accepted by the UE / MAC failure / Timer 3318 expires / UE has a PDN connection for emergency and non-emergency bearer services
	Ref TS 24.008 4.7.7.6
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.6.1.7
	Rel-9
	Authentication not accepted by the UE / Synch failure / Timer 3320 expires / UE has a PDN connection for emergency and non-emergency bearer services
	Ref TS 24.008 4.7.7.6
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.6.1.8
	Rel-9
	Authentication not accepted by the UE / GSM authentication unacceptable / UE has a PDN connection only for emergency bearer services
	Ref TS 24.008 4.7.7.6
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.2
PS attach procedure
	
	0%
	
	

	
	34.123-1
	12.2.1
Normal PS attach
	
	0%
	
	

	
	34.123-1
	12.2.1.13
	Rel-9
	Attach for emergency bearer services / Success / NO IMSI
	Ref TS 24.008 4.7.3.1.1
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.14
	Rel-9
	Attach for emergency bearer services / Success / Valid P-TMSI / Handling of list of equivalent PLMNs
	Ref TS 24.301 5.5.1.2.2
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.15
	Rel-9
	Attach for emergency bearer services / Success / LAI and PLMN identity transmitted in the ATTACH ACCEPT message are members of the "forbidden" lists
	Ref. TS 24.008 4.7.3.1.3
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.16
	Rel-9
	Attach for emergency bearer services / Success / LIMITED SERVICE / Temporary storage of GMM information
	Ref TS 24.008 4.1.3.2
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.17
	Rel-9
	Attach for emergency bearer services / Success / Security procedure not applied serving network cannot successfully authenticate the (U)SIM
	Ref. TS 24.008 4.1.1.1.1a
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.18
	Rel-9
	Attach for emergency bearer services / Success / LIMITED SERVICE / Valid P-TMSI
	Ref. TS 24.008 4.7.3.1.1
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.19
	Rel-9
	Handling of the Local Emergency Numbers List / List sent in ATTACH ACCEPT
	Ref TS 24.008 4.7.3.1.3
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.10
	Rel-9
	Handling of the Local Emergency Numbers List / List is not send by the network
	Ref TS 24.008 4.7.3.1.3
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.11
	Rel-9
	Attach for emergency bearer services / Rejected / IMEI not accepted
	Ref TS 24.008 4.7.3.1.4a
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.12
	Rel-9
	Attach for emergency bearer services / Rejected / No suitable cells in tracking area / Emergency call using the CS domain
	Ref TS 24.008 4.7.3.1.4a
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.2.1.13
	Rel-9
	Attach for emergency bearer services / Rejected / PLMN not allowed / Shared network
	Ref TS 24.008 4.7.3.1.4a
	ZTE
	RAN5#51
	0%
	
	

	
	34.123-1
	12.3.1
UE initiated PS detach procedure
	
	0%
	
	

	
	34.123-1
	12.3.1.11
	Rel-9
	Emergency bearer services active / Detach after completion of application for which the emergency services were invoked
	Ref TS 24.208 4.7.4
	Samsung
	RAN5#50
	0%
	
	

	
	34.123-1
	12.3.1.12
	Rel-9
	Emergency bearer services active / Detach upon UE is switched off or the USIM card is removed / Storage and deletion of GMM information
	Ref TS 24.008 4.1.3.2
	Samsung
	RAN5#50
	0%
	
	

	
	34.123-1
	12.4
Routing area updating procedure
	
	0%
	
	

	
	34.123-1
	12.4.1
Normal routing area updating
	
	0%
	
	

	
	34.123-1
	12.4.1.9
	Rel-9
	Routing area update for emergency bearer services / Accepted / Handling of the lists of forbidden tracking areas
	Ref TS 24.008 
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.4.1.10
	Rel-9
	UE has PDN connection only for emergency bearer services / Normal routing area update / Accepted / Local Emergency Numbers List is not sent by the network
	Ref TS 24.008 4.7.5.1.3
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.4.1.11
	Rel-9
	UE has PDN connection only for emergency bearer services / Normal routing area update / UE is not allowed to access the RA / Accepted
	Ref TS 24.008 4.7.5.1.3
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.4.1.12
	Rel-9
	UE has PDN connection for emergency and non-emergency bearer services / PMM-CONNECTED mode / Normal routing area update / UE is not allowed to access the RA / Accepted
	Ref TS 24.008 4.7.5.1.3
Network deactivates all non-emergency PDP contexts by initiating an PDP context deactivation procedure
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.4.1.13
	Rel-9
	UE has PDN connection for emergency and non-emergency bearer services / PMM-IDLE mode / Normal routing area update / UE is not allowed to access the RA / Accepted
	Ref TS 24.008 4.7.5.1.3
Network locally deactivates all non-emergency PDP contexts and informs the UE
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.4.1.14
	Rel-9
	UE has PDN connection only for emergency bearer services / Timer T3312 expires
	Ref TS 24.008 4.7.2.2, 4.2.5.1.1
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.4.1.15
	Rel-9
	UE has PDN connection for emergency bearer services / Handling of the list of "equivalent PLMNs" / List sent in the ROUTING AREA UPDATE ACCEPT
	Ref TS 24.008 4.7.5.1.3
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	12.4.1.16
	Rel-9
	Handling of the Local Emergency Numbers List / List sent in ROUTING AREA UPDATE ACCEPT
	Ref TS 24.008 4.7.5.1.3
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	9.4
Location updating
	
	0%
	
	

	
	34.123-1
	9.4.10
	Rel-9
	UE has PDN connection for emergency bearer services / Handling of the Local Emergency Numbers List / List sent in LOCATION UPDATING ACCEPT
	Ref TS 24.008 4.4.4.6
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	9.5
MM connection
	
	0%
	
	

	
	34.123-1
	9.5.10
	Rel-9
	Establishment of a MM connection for an emergency call / NO IMSI / Success
	Ref. TS 24.008 4.5.1.1, 4.1.1.1.1a
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	9.5.11
	Rel-9
	Establishment of a MM connection for an emergency call / NORMAL SERVICE / Success / Security procedure applied
	Ref. TS 24.008 4.5.1.1
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	9.5.12
	Rel-9
	Establishment of a MM connection for an emergency call / NORMAL SERVICE Success / Security procedure not applied
	Ref. TS 24.008 4.5.1.1, 4.1.1.1.1a
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	9.5.13
	Rel-9
	Establishment of a MM connection for an emergency call / NORMAL SERVICE Success / UE supporting multicall ongoing non-emergency calls exists
	Ref. TS 24.008 5.2.1
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	9.5.14
	Rel-9
	Establishment of a MM connection for an emergency call / LIMITED SERVICE / Success / Security procedure not applied 
	Ref. TS 24.008 4.5.1.1, 4.1.1.1.1a
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	9.5.15
	Rel-9
	Establishment of a MM connection for an emergency call / LIMITED SERVICE / Success / Security procedure applied 
	Ref. TS 24.008 4.5.1.1, 4.1.1.1.1a
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	9.5.16
	Rel-9
	UE has PDN connection for emergency and non-emergency bearer services / Service request initiated by UE for user data related to Emergency call / CSG cell / CSG subscription has expired
	Ref TS 24.008 4.7.13.3
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	9.5.17
	Rel-9
	Emergency call re-establishment / Success
	Ref. TS 24.008 4.5.1.6
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	11
Session Management Procedures
	
	0%
	
	

	
	34.123-1
	11.1
PDP context activation
	
	0%
	
	

	
	34.123-1
	11.1.1
Initiated by the UE
	
	0%
	
	

	
	34.123-1
	11.1.1.3
	Rel-9
	UE requested PDN connectivity procedure for emergency bearer services accepted by the network
	Ref TS 24.008 6.1.3.1
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	11.3
PDP context deactivation procedures
	
	0%
	
	

	
	34.123-1
	11.3.4
	Rel-9
	UE requested PDN disconnect procedure to disconnect from emergency services accepted by the network
	Ref TS 24.008
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	11.2
PDP context modification procedure
	
	0%
	
	

	
	34.123-1
	11.2.4
	Rel-9
	UE that has bearers for emergency and non-emergency services / Detach is requested by the HSS
	Ref TS 24.008 4.7.4, 6.1.3.4.2
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	11.2.5
	Rel-9
	UE has PDN connection only for emergency bearer services / TIN set as "RAT-related TMSI" for which ISR is activated / Deactivation of the last non-emergency PDP context in the UE
	Ref TS 24.008 6.3
	
	RAN5#xx
	0%
	
	

	
	34.123-1
	11.2.6
	Rel-9
	UE has PDN connection only for emergency bearer services / Secondary PDP Context Activation triggered by the network
	Ref TS 24.008 6.1.3.2
	
	RAN5#xx
	0%
	
	

	34.123-3 - UTRA Protocol Testing ATS (Test model, TTCN)

	Specification of conformance testing in TTCN-2
	34.123-3
	
	Rel-9
	n/a
	Update of the test models, ASP definitions, test configurations, partial PIXIT proforma, test suites (TTCN)
	TF160
	RAN5#xx
	0%
	
	

	

	34.229-1 / 34.229-2 - IMS Protocol Testing Prose description, Applicability, PICS

	
	34.229-1
	19
Emergency Service over ISM
	
	0%
	
	

	
	34.229-1
	19.1
Emergency session set-up within an emergency registration
	
	0%
	
	

	
	34.229-1
	19.1.1
	Rel-9
	Emergency call with emergency registration / Success / Location information available
	UE is attached to its home operator's network (e.g. HPLMN) / the UE is [normal] registered / the core network has indicated that it supports emergency bearers / the UE has obtained location information / the user initiates Emergency call and the UE recognises that the call request is an emergency call / the UE shall perform an initial emergency registration (keep-alives were not negotiated as part of the emergency registration), as described in subclause 5.1.6.2, and, shall attempt an emergency call as described in subclause 5.1.6.8.3 / UE that can obtain location information is forced to do obtain it. Various options for obtaining the information may be considered e.g. from a nearby WLAN, using DHCP in some cases, via GPS, from the UTRA or ETRA network using the control plane or SUPL solution. If the UE obtains the information it shall include its location information in the INVITE request (Ref: 5.1.6.1, 5.1.6.2, 5.1.6.3, 5.1.6.8.3)
	Nokia
	RAN5#50
	0%
	
	

	
	34.229-1
	19.1.2
	Rel-9
	Emergency call with emergency registration / Success / Location information not available
	The difference between this TC and TC 19.1.1 is that here there is no location information (even if the UE is capable of obtaining one) and the TC will check if the UE does not include Location information
	Nokia
	RAN5#50
	0%
	
	

	
	
	19.1.3
	Rel-9
	Emergency call with emergency registration / Abnormal case / IM CN sends a 380 / UE performs emergency call via CS domain
	Abnormal cases (Ref: 5.2.10.5) The UE is [normal] registered; upon emergency call initiation the UE perform an initial emergency registration, as described in subclause 5.1.6.2; After a successful initial emergency registration the UE initiates an emergency session as described in 5.1.6.8.3; IM CN sends a 380 (Alternative Service) response, "emergency", "emergency-registration", the <type> is set to “emergency”, the optional <action> element including a value of “emergency-registration” is not included / UE performs emergency call via CS domain (Ref: 5.1.6.8.3, 7.6.2)
	
	RAN5#xx
	0%
	
	

	
	
	19.1.4
	Rel-9
	Emergency call with emergency registration / UE is not [normal] registered / Success
	UE is attached to its home operator's network (e.g. HPLMN) / the UE is not [normal] registered / the core network has indicated that it supports emergency bearers / the UE shall perform an initial emergency registration, as described in subclause 5.1.6.2, and, shall attempt an emergency call as described in subclause 5.1.6.8.3 (Ref: 5.1.6.1, 5.1.6.2, 5.1.6.3, 5.1.6.8.3)
	Nokia
	RAN5#xx
	0%
	
	

	
	
	19.1.5
	Rel-9
	Emergency call with emergency registration / Emergency SIP signalling and media in parallel with an other ongoing IM CN subsystem signalling and media
	In parallel handling of emergency and non-emergency registrations and sessions (Ref: 5.1.6.2) The UE is on a multimedia non-emergency call needs to make an emergency call - UE puts the non-emergency call on hold and then makes an emergency call -  When the UE performs an initial emergency registration and whilst this emergency registration is active, the UE shall handle all SIP signalling and all media related to the emergency call independently from any other ongoing IM CN subsystem signalling and media. 
	
	RAN5#xx
	0%
	
	

	
	34.229-1
	19.2
Emergency session setup within a non-emergency registration
	
	
	
	

	
	34.229-1
	19.2.1
	Rel-9
	Emergency call without emergency registration / Success / Location information available
	UE is attached to its home operator's network (e.g. HPLMN) and the UE is [normal] registered, and, the core network has not indicated that it supports emergency bearers: the UE shall attempt an emergency call as described in subclause 5.1.6.8.4. . (Ref: 5.1.6.1, 5.1.6.8.4)
	Ericsson, ST-Ericsson
	RAN5#50
	0%
	
	

	
	34.229-1
	19.3
Emergency session set-up in case of no registration
	
	
	
	

	
	
	19.3.1
	Rel-9
	Emergency call without emergency registration / EPS / UE does not contain an ISIM or USIM
	EPS Cell available. UE does not contain an ISIM or USIM. Emergency calls without emergency registration. The UE shall attempt an emergency call as described in 5.1.6.8.2. T(Ref. 5.1.1.1B.2, L.2.2.6, 5.1.6.8.2)
	Ericsson, ST-Ericsson
	RAN5#50
	0%
	
	

	
	
	19.3.2
	Rel-9
	Emergency call without emergency registration / EPS / UE contains an ISIM or USIM / UE is in state EMM-REGISTERED.LIMITED-SERVICE
	UE is in state EMM-REGISTERED.LIMITED-SERVICE. The UE shall attempt an emergency call as described in 5.1.6.8.2.(Ref. 5.1.1.1B.2, L.2.2.6, 5.1.6.8.2)
	
	RAN5#xx
	0%
	
	

	
	
	19.3.3
	Rel-9
	Emergency call without emergency registration / GPRS / UE does not contain an ISIM or USIM / UE is in state GMM-NO USIM
	UE does not contain an ISIM or USIM. Emergency calls without emergency registration. The UE shall attempt an emergency call as described in 5.1.6.8.2. (Ref. 5.1.1.1B.2, B.2.2.6, 5.1.6.8.2)
	
	RAN5#xx
	0%
	
	

	
	
	19.3.4
	Rel-9
	Emergency call without emergency registration / GPRS / UE contains an ISIM or USIM / UE is in state GMM-REGISTERED.LIMITED-SERVICE
	UE is in state GMM-REGISTERED.LIMITED-SERVICE. The UE shall attempt an emergency call as described in 5.1.6.8.2.(Ref. 5.1.1.1B.2, B.2.2.6, 5.1.6.8.2)
	
	RAN5#xx
	0%
	
	

	
	
	19.3.5
	Rel-9
	Emergency call without emergency registration / UE credentials are not accepted
	UE attempts and emergency call, UE attempts registration but authentication with the IM CN subsystem fails (credentials are not accepted) The UE and P-CSCF shall send request and responses other than initial REGISTER requests on non protected ports, the emergency call is made directly without use of any security association created by a registration, and therefore without the registration: The UE shall attempt an emergency call as described in subclause 5.1.6.8.2 (Ref. 4.2A, 4.7, 5.1.6.1, 5.1.6.8.2)
	
	RAN5#xx
	0%
	
	

	
	34.229-1
	19.3
UE does not recognises that a call request is an emergency call
	
	
	
	

	
	34.229-1
	19.3.1
	Rel-9
	Emergency call without emergency registration / UE does not recognises that a call request is an emergency call / IM CN sends a 1xx containing a P-Asserted-Identity header field set to an emergency number / UE has its geographical location information available
	UE does not recognises that a call request is an emergency call - Normal call initiated. IM CN sends a 1xx response to an initial request for a dialog, the response containing a P-Asserted-Identity header field set to an emergency number. UE has its geographical location information available UE sends an UPDATE request (Ref: 5.1.6.10)
	RIM
	RAN5#50
	0%
	
	

	
	
	19.3.2
	Rel-9
	Emergency call without emergency registration / UE does not recognises that a call request is an emergency call / IM CN sends 380 with an <alternative-service> child element with the <type> child element set to "emergency" / Only "normal" registration exists
	UE does not recognises that a call request is an emergency call - Normal call initiated. IM CN sends 380 (Alternative Service) response with an <alternative-service> child element with the <type> child element set to "emergency" (5.1.6.8.1) Only "normal" registration exists - UE makes registration, and then makes a call  (5.1.6.8.1, 5.1.6.8.3)
	RIM
	RAN5#xx
	0%
	
	

	
	
	19.3.3
	Rel-9
	Emergency call without emergency registration / UE does not recognises that a call request is an emergency call / IM CN sends 380 with an <alternative-service> child element with the <type> child element set to "emergency" / Emergency session already exists initiated for another call number
	UE does not recognises that a call request is an emergency call - Normal call initiated. IM CN sends 380 (Alternative Service) response with an <alternative-service> child element with the <type> child element set to "emergency" (5.1.6.8.1) Emergency session already exists initiated for another call number (5.1.6.8.1, 5.1.6.8.3)
	RIM
	RAN5#xx
	0%
	
	

	
	34.229-1
	19.4
Emergency registration
	
	
	
	

	
	34.229-1
	19.4.1
	Rel-9
	New initial emergency registration / UE obtains from the serving IP-CAN an IP address different than the IP address used for the emergency registration
	UE has an emergency registration which has not yet expired - UE obtains from the serving IP-CAN an IP address different than the IP address used for the emergency registration, UE performs a new initial emergency registration, as specified in subclause 5.1.6.2 (5.1.6.2A)
	
	RAN5#xx
	0%
	
	

	
	
	19.4.2
	Rel-9
	New initial emergency registration / UE does handover to another PLMN (EPS - EPS)
	UE has an emergency registration which has not yet expired - UE does handover to another PLMN (EPS - EPS). UE performs a new initial emergency registration on the new PLMN
	
	RAN5#xx
	0%
	
	

	
	
	19.4.3
	Rel-9
	New initial emergency registration / UE does handover to another PLMN (GPRS - GPRS)
	UE has an emergency registration which has not yet expired - UE does handover to another PLMN (GPRS - GPRS). UE performs a new initial emergency registration on the new PLMN
	
	RAN5#xx
	0%
	
	

	
	
	19.4.4
	Rel-9
	New initial emergency registration / UE does handover to another PLMN (EPS - GPRS)
	UE has an emergency registration which has not yet expired - UE does handover to another PLMN (EPS - GPRS). UE performs a new initial emergency registration on the new PLMN
	
	RAN5#xx
	0%
	
	

	
	
	19.4.5
	Rel-9
	New initial emergency registration / UE does handover to another PLMN (GPRS - EPS)
	UE has an emergency registration which has not yet expired - UE does handover to another PLMN (GPRS - EPS). UE performs a new initial emergency registration on the new PLMN
	
	RAN5#xx
	0%
	
	

	
	
	19.4.6
	Rel-9
	User-initiated emergency reregistration / UE has emergency related ongoing dialog
	User-initiated emergency reregistration when half of the time for the emergency registration has expired and UE has emergency related ongoing dialog (Ref: 5.1.6.4, 5.1.1.4)
	
	RAN5#xx
	0%
	
	

	
	
	19.4.7
	Rel-9
	User-initiated emergency reregistration / The user initiates an emergency call
	User-initiated emergency reregistration when half of the time for the emergency registration has expired and the user initiates an emergency call (Ref: 5.1.6.4, 5.1.1.4)
	
	RAN5#xx
	0%
	
	

	
	
	19.4.8
	Rel-9
	User-initiated emergency reregistration / Standalone transactions exist
	User-initiated emergency reregistration when half of the time for the emergency registration has expired and standalone transactions exist (Ref: 5.1.6.4, 5.1.1.4)
	
	RAN5#xx
	0%
	
	

	
	
	19.4.9
	Rel-9
	In parallel emergency and non-emergency registrations
	In parallel handling of emergency and non-emergency registrations and sessions - shall be handled independently (Ref: 5.1.6.2)
	
	RAN5#xx
	0%
	
	

	
	
	19.4.10
	Rel-9
	Deregistration upon emergency registration expiration
	
	
	RAN5#xx
	0%
	
	

	
	34.229-1
	Annexes
	
	
	
	

	
	
	
	Rel-9
	Changes to common messages for IMS emergency session setup, and other coditions, paramethers, etc.
	
	Nokia
	RAN5#xx
	50%
	R5-105023
	

	

	Specification of conformance testing in TTCN-2
	34.229-3
	
	Rel-9
	n/a
	Update of the test models, ASP definitions, test configurations, partial PIXIT proforma, test suites (TTCN)
	TF160
	RAN5#xx
	0%
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Annex A (Informative):

Supplementary Information
A.1
Clarification on the proposed approach for TCs for 24.229

The basic test scenario structure is described below - in the section that follows, a TC list is suggested.

The following basic assumption for TC specification has been made (depending on the TC scenario):

-
a "normal" registration is performed in the TC preamble
-
an emergency registration is performed in the TC body, i.e. in this case the TC shall incorporate Test Purposes for the emergency registration & the emergency session

-
To reduce the number of TCs:

-
A single TC covers verification of behaviour for Emergency Registration and Emergency Session when the former is triggered by the latter (Note 1)

-
Some specific requirements in regard to Emergency Registration and/or Emergency Session are not tested separately rather, again, they are incorporated in TC verifying basic/standard requirement

Note 1:
This is the main deviation from the present approach to have separate sections for testing standalone Registration and Session. The Reason behind this approach is the assumption that an Emergency Session initiation will always be immediately preceded with Registration (when registration is applicable) i.e. the 2 procedures are a sort of unbreakable couple. If the 2 procedures are considered in separate section many TCs in these sections will have the same step sequence content with only difference the places where the explicit verdicts are assigned.

Basic test scenario structure

- Emergency call

-
UE recognises that a call request is an emergency call

-
emergency calls with emergency registration (TC Test Purposes for Emergency Registration & Call Session)

-
emergency calls without emergency registration (TC Test Purposes for Emergency Call Session only)

-
UE does not recognises that a call request is an emergency call - Normal call initiated (TC Test Purposes for Emergency Registration & Call Session)

- Emergency Registration (Scenarios where the emergency registration related activities were not triggered by an Emergency Call - TC Test Purposes for Emergency Registrations only)

-
New initial emergency registration

-
User-initiated emergency reregistration when half of the time for the emergency registration has expired and (Ref: 5.1.6.4, 5.1.1.4)

-
[self] Deregistration upon emergency registration expiration

- General Error handling (may not be needed as it is covered in "normal" registration and calls and does not have emergency specific requirements)

-
During emergency registration

-
During emergency session establishment

No TC numbers are suggested as yet. There are at least 2 possible different approaches:

-
Add the new TCs to the existing clause 14 "Emergency Service" introducing a general new section 14.2 "Emergency services over IMS"; adding a new clause section 14.2 "Emergency services over CS" and renumbering the existing TCs to fit under this. Depending on how we then structure/group the TCs within the new section 14.2 this approach may lead to too many indentations for clauses titles; it also would require renumbering of the existing TCs which may lead to problems to external documentation that may refer to them as they presently are

-
Define a new section 19 "Emergency services over IMS" and place the TC under it; and, rename the existing clause 14 "Emergency Services" into "Emergency services over CS" (this approach is suggested below)
A.2
Relation to other RAN5 WIs
Update of clauses 6 & 7 of TS 34.229 to support E-UTRA in addition to the current UTRA support is to be done by the update of the existing IMS test cases to Rel-8 and LTE, as well as, through the work done for other existing RAN5 work items e.g., "Conformance Test Aspects – Support for IMS Emergency Calls over LTE" (UID 470017 Acronym IMS_EMER_LTE_UEConTest)
The LTE positioning part of LTE emergency call for Rel-9 are to be covered by already existing RAN5 work item "Conformance Test Aspects – LTE Positioning" (UID 470018 Acronym LCS_LTE-UEConTest) 
A.3
UE behaviour during Emergency related procedures not covered in this WP

General error handling
The General error cases e.g. as described in 5.1.1.2.1 are possible during Normal Registration, as well as, during Emergency Registration. There are no specific requirements in regard to the Emergency case.

GRUU Handling
The GRUU is not Emergency specific and has been already handled in the existing non-emergency related TCs in 34.229
Keep-alives and NATs
Handling of NATs is a feature of its own, i.e. not specifically related to Emergency. Before specifying testing of NATs related behaviour during Emergency the basic NATs handling testing needs to be specified. This is out of the scope of the present WI.
Other IP-CANs (e.g. WiFi)
Handling of other (none 3GPP) IP-CANs is a feature of its own, i.e. not specifically related to Emergency. Before specifying testing of related behaviour during Emergency the basic handling of other (none 3GPP) IP-CANs needs to be specified. This is out of the scope of the present WI.
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