Page 1



3GPP TSG-RAN WG R5 Meeting #47 
(
R5-103098
Montreal, Canada, 10th – 14th May 2010

	CR-Form-v9.6

	CHANGE REQUEST

	

	(

	34.229-2
	CR
	CRNum
	(

rev
	-
	(

Current version:
	9.0.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	


	

	Title:
(

	Adding capabilities to TS 34.229-2 for VoLTE profile alignment

	
	

	Source to WG:
(

	Nokia

	Source to TSG:
(

	R5

	
	

	Work item code:
(

	TEIx_Test
	
	Date: (

	30/04/2010

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-9

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)

	
	

	Reason for change:
(

	Adding capabilities needed for aligning TS 34.229-1 towards GSMA VoLTE profile

	
	

	Summary of change:
(

	· Added references to TS 24.406 and GSMA PRD IR.92

· Clarified the conditions when GRUU support may be optional

· Added capabilities on Call Forwaring options <media> and <NoReplyTimer>, VoLTE profile and sending DTMF over RTP

	
	

	Consequences if 
(

not approved:
	The ICS/IXIT statements and other conditions to be added to TS 34.229-1 would not be documented to part 2 and the spec would remain inconsistent.

	
	

	Clauses affected:
(

	2, A.4.2, A.4.5

	
	

	
	Y
	N
	
	

	Other specs
(

	
	x
	 Other core specifications
(

	

	affected:
	
	x
	 Test specifications
	

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(

	


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

-
For a Release 5 UE, references to 3GPP documents are to version 5.x.y, when available

-
For a Release 6 UE, references to 3GPP documents are to version 6.x.y, when available

-
For a Release 7 UE, references to 3GPP documents are to version 7.x.y, when available

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 34.123-1: "User Equipment (UE) conformance specification; Part 1: Protocol conformance specification".

[3]
3GPP TS 34.123-2: "User Equipment (UE) conformance specification; Part 2: Implementation Conformance Statement (ICS) proforma specification".

[4]
3GPP TS 34.123-3: "User Equipment (UE) conformance specification; Part 3: Abstract Test Suites (ATS)".

[5]
3GPP TS 34.229-1: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE) conformance specification; Part 1: Protocol conformance specification ".

[6]
3GPP TS 34.229-3: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE) conformance specification; Part 3: Abstract Test Suites (ATS)".

[7]
ISO/IEC 9646-1: "Information technology - Open systems interconnection - Conformance testing methodology and framework - Part 1: General concepts".

[8]
ISO/IEC 9646-7: "Information technology - Open systems interconnection - Conformance testing methodology and framework - Part 7: Implementation Conformance Statements".

[9]
ETSI ETS 300 406: "Methods for testing and Specification (MTS); Protocol and profile conformance testing specifications; Standardization methodology".

[10]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[11]
3GPP TS 26.234: "Transparent end-to-end Packet-switched Streaming Service (PSS); Protocols and codecs".

[12]
3GPP TS 33.203: "Access security for IP-based services".

[13]
3GPP TS 23.221: "Architectural requirements".

[14]
3GPP TS 26.235: "Packet switched conversational multimedia applications; Default codecs".

[15]
RFC 3261: "SIP: Session Initiation Protocol".

[16]
3GPP TS 24.141: "Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".

[17]
3GPP TS 24.247: "Messaging using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".

[18]
3GPP TR 23.981: "Interworking aspects and migration scenarios for IPv4-based IP Multimedia Subsystem (IMS) implementations".

[19]
3GPP TS 24.147: "Conferencing using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".

[20]
RFC 3455: "Private Header (P-Header) Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP)"

[21]
RFC 3608: "Session Initiation Protocol (SIP) Extension Header Field for Service Route Discovery During Registration".

[22]
RFC 3327: "Session Initiation Protocol Extension Header Field for Registering Non-Adjacent Contacts".

[23]
RFC 3329: "Security Mechanism Agreement for the Session Initiation Protocol (SIP)".

[24]
RFC 3680: "A Session Initiation Protocol (SIP) Event Package for Registrations".

[25]
RFC 3486: “Compressing the Session Initiation Protocol (SIP)”

[26]
RFC 3312: "Integration of Resource Management and Session Initiation Protocol (SIP)".

[27]
RFC 3262: "Reliability of provisional responses in Session Initiation Protocol (SIP)".
[28]
RFC 3265: "Session Initiation Protocol (SIP) Specific Event Notification".

[29]
RFC 3515: "The Session Initiation Protocol (SIP) REFER method".

[30]
RFC 3311: "The Session Initiation Protocol (SIP) UPDATE method".

[31]
RFC 3313: "Private Session Initiation Protocol (SIP) Extensions for Media Authorization".

[32]
RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)".

[33]
RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks".

[34]
RFC 3428: "Session Initiation Protocol (SIP) Extension for Instant Messaging".

[35]
RFC 3326: "The Reason Header Field for the Session Initiation Protocol (SIP)".

[36]
RFC 3841: "Caller Preferences for the Session Initiation Protocol (SIP)"

[37]
RFC 3903: "An Event State Publication Extension to the Session Initiation Protocol (SIP)".

[38]
RFC 4028: "Session Timers in the Session Initiation Protocol (SIP)".

[39]
RFC 3892: "The Session Initiation Protocol (SIP) Referred-By Mechanism".

[40]
RFC 3891: "The Session Inititation Protocol (SIP) "Replaces" Header".

[41]
RFC 3911: "The Session Inititation Protocol (SIP) "Join" Header".

[42]
RFC 3840: "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)"

[43]
RFC 3857: "A Watcher Information Event Template Package for the Session Initiation Protocol (SIP)".

[44]
RFC 3856: "A Presence Event Package for the Session Initiation Protocol (SIP)".

[45]
draft-ietf-sipping-config-framework-07 (July 2005): "A Framework for Session Initiation Protocol User Agent Profile Delivery".
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[46]
draft-ietf-sipping-conference-package-12 (July 2005): "A Session Initiation Protocol (SIP) Event Package for Conference State"

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[47]
RFC 2403 "The Use of HMAC-MD5-96 within ESP and AH".

[48]
RFC 2404 "The Use of HMAC-SHA-1-96 within ESP and AH".

[49]
RFC 3388: "Grouping of Media Lines in Session Description Protocol".

[50]
RFC 3524: "Mapping of Media Streams to Resource Reservation Flows".

[51]
RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".

[52]
3GPP TR 33.978: "Security aspects of early IP Multimedia Subsystem (IMS)".
[53]
RFC 2451: "The ESP CBC-Mode Cipher Algorithms".

[54]
RFC 3602: "The AES-CBC Cipher Algorithm and Its Use with IPsec".
[55]
3GPP TS 24.173: "IMS Multimedia Telephony Communication Service and supplementary services; stage 3"
[56]
3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".
[57]
RFC 4032 (March 2005): "Update to the Session Initiation Protocol (SIP) Preconditions Framework"

[58]
RFC 4145 (September 2005): "TCP-Based Media Transport in the Session Description Protocol (SDP)".

[59]
draft-ietf-mmusic-ice-17 (July 2007): "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".

[60]
RFC 4583 (November 2006): "Session Description Protocol (SDP) Format for Binary Floor Control Protocol (BFCP) Streams".

[61]
RFC 4566 (June 2006): "SDP: Session Description Protocol".

[62]
RFC 3267 (June 2002): "Real-Time Transport Protocol (RTP) Payload Format and File Storage Format for the Adaptive Multi-Rate (AMR) and Adaptive Multi-Rate Wideband (AMR-WB) Audio Codecs".

[63]
3GPP TS 33.222: “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)”.

[64]
3GPP TS 24.109: “Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details”.

[65]
RFC 2617; “HTTP Authentication: Basic and Digest Access Authentication”.

[66]
3GPP TS 24.341: "Support of SMS over IP networks; Stage 3".

[67]
3GPP TS 24.341: "Support of SMS over IP networks; Stage 3".
[68]
3GPP TS 24.604: “Communication Diversion (CDIV) using IP Multimedia (IM)”.
[69]
GSMA PRD IR.92: “IMS Profile for Voice and SMS”.
< *************** Second change ******************>
A.4.2
ICS related to SIP

A.4.2.1
Major capabilities

Table A.4: Major capabilities

	Item
	Does the implementation support
	Reference
	Status
	Release
	Support

	
	Capabilities within main protocol
	
	
	
	

	1
	client behaviour for registration?
	24.229 [10], A.2.1.2

RFC 3261 [15], 10.2
	m
	Rel-5
	

	2A
	registration of multiple contacts for a single address of record
	24.229 [10], A.2.1.2

RFC 3261 [15], 10.2.1.2, 16.6
	o
	Rel-6
	

	2B
	initiating a session?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13
	o
	Rel-5
	

	2C
	initiating a session which require local and/or remote resource reservation?
	24.229 [10], A.2.1.2

RFC 3262 [27]
	c19
	Rel-6
	

	3
	client behaviour for INVITE requests?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13.2
	c18
	Rel-5
	

	4
	server behaviour for INVITE requests?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13.3
	c18
	Rel-5
	

	5
	session release?
	24.229 [10], A.2.1.2

RFC 3261 [15], 15.1
	c18
	Rel-5
	

	6
	timestamping of requests?
	24.229 [10], A.2.1.2

RFC 3261 [15], 8.2.6.1
	o
	Rel-5
	

	7
	authentication between UA and UA?
	24.229 [10], A.2.1.2

RFC 3261 [15], 22.2
	o
	Rel-5
	

	8A
	authentication between UA and proxy?
	24.229 [10], A.2.1.2

RFC 3261 [15], 20.28, 22.3
	o
	Rel-5
	

	9
	server handling of merged requests due to forking?
	24.229 [10], A.2.1.2

RFC 3261 [15], 8.2.2.2
	m
	Rel-5
	

	10
	client handling of multiple responses due to forking?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13.2.2.4
	m
	Rel-5
	

	11
	insertion of date in requests and responses?
	24.229 [10], A.2.1.2

RFC 3261 [15], 20.17
	o
	Rel-5
	

	12
	downloading of alerting information?
	24.229 [10], A.2.1.2

RFC 3261 [15], 20.4
	o
	Rel-5
	

	
	Extensions
	
	
	
	

	14
	reliability of provisional responses in SIP?
	24.229 [10], A.2.1.2

RFC 3262 [27]
	c18
	Rel-5
	

	15
	the REFER method?
	24.229 [10], A.2.1.2

RFC 3515 [29]
	o
	Rel-5
	

	
	
	
	c33
	Rel-6
	

	16
	integration of resource management and SIP? (use of preconditions)
	24.229 [10], A.2.1.2

RFC 3312 [26]
	m
	Rel-5
	

	
	
	
	c44
	Rel-6
	

	17
	the SIP UPDATE method?
	24.229 [10], A.2.1.2

RFC 3311 [30]
	c18
	Rel-5
[FFS for Rel-6]
	

	19
	SIP extensions for media authorization?
	24.229 [10], A.2.1.2

RFC 3313 [31]
	o
	Rel-5
	

	20
	SIP specific event notification?
	24.229 [10], A.2.1.2

RFC 3265 [28]
	m
	Rel-5
	

	22
	acting as the notifier of event information?
	24.229 [10], A.2.1.2

RFC 3265 [28]
	o
	Rel-5
	

	23
	acting as the subscriber to event information?
	24.229 [10], A.2.1.2

RFC 3265 [28]
	m
	Rel-5
	

	24
	session initiation protocol extension header field for registering non-adjacent contacts?
	24.229 [10], A.2.1.2

RFC 3327 [22]
	m
	Rel-5
	

	25
	private extensions to the Session Initiation Protocol (SIP) for network asserted identity within trusted networks?
	24.229 [10], A.2.1.2

RFC 3325 [33]
	m
	Rel-5
	

	26
	a privacy mechanism for the Session Initiation Protocol (SIP)?
	24.229 [10], A.2.1.2

RFC 3323 [32]
	m
	Rel-5
	

	26A
	request of privacy by the inclusion of a Privacy header indicating any privacy option?
	24.229 [10], A.2.1.2

RFC 3323 [32]
	o
	Rel-5
	

	27
	a messaging mechanism for the Session Initiation Protocol (SIP)?
	24.229 [10], A.2.1.2

RFC 3428 [34]
	o
	Rel-5
	

	28
	session initiation protocol extension header field for service route discovery during registration?
	24.229 [10], A.2.1.2

RFC 3608 [21]
	m
	Rel-5
	

	29
	compressing the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3486 [25]
	m
	Rel-5
	

	30
	private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP)?
	24.229 [10], A.2.1.2

RFC 3455 [20]
	m
	Rel-5
	

	31
	the P-Associated-URI header extension?
	24.229 [10], A.2.1.2

RFC 3455 [20], 4.1
	m
	Rel-5
	

	32
	the P-Called-Party-ID header extension?
	24.229 [10], A.2.1.2

RFC 3455 [20], 4.2
	o
	Rel-5
	

	34
	the P-Access-Network-Info header extension?
	24.229 [10], A.2.1.2

RFC 3455 [20], 4.4
	m
	Rel-5
	

	37
	security mechanism agreement for the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3329 [23]
	m
	Rel-5
	

	38
	the Reason header field for the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3326 [35]
	o
	Rel-6
	

	40
	caller preferences for the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3841 [36]
	c29
	Rel-6
	

	40A
	the proxy-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	40B
	the cancel-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	40C
	the fork-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	m
	Rel-6
	

	40D
	the recurse-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	40E
	the parallel-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	m
	Rel-6
	

	40F
	the queue-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	41
	an event state publication extension to the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3903 [37]
	c30
	Rel-6
	

	42
	SIP session timer?
	24.229 [10], A.2.1.2

RFC 4028 [38]
	c19
	Rel-6
	

	43
	the SIP Referred-By mechanism?
	24.229 [10], A.2.1.2

RFC 3892 [39]
	c33
	Rel-6
	

	44
	the Session Inititation Protocol (SIP) “Replaces” header?
	24.229 [10], A.2.1.2

RFC 3891 [40]
	c19
	Rel-6
	

	45
	the Session Inititation Protocol (SIP) “Join” header?
	24.229 [10], A.2.1.2

RFC 3911 [41]
	c19
	Rel-6
	

	46
	the callee capabilities?
	24.229 [10], A.2.1.2

RFC 3840 [42]
	o
	Rel-6
	

	47
	an extension to the session initiation protocol for request history information?
	24.229 [10], A.2.1.2


	o
	Rel-7
	

	48
	Rejecting anonymous requests in the session initiation protocol?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	49
	session initiation protocol URIs for applications such as voicemail and interactive voice response
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	50
	Session Initiation Protocol's (SIP) non-INVITE transactions?
	24.229 [10], A.2.1.2
	m
	Rel-7
	

	51
	the P-User-Database private header extension?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	52
	a uniform resource name for services
	24.229 [10], A.2.1.2
	m
	Rel-7
	

	53
	obtaining and using GRUUs in the Session Initiation Protocol (SIP)
	24.229 [10], A.2.1.2
	o (note 2)
	Rel-7
	

	54
	an extension to the session initiation protocol for request cpc information?
	24.229 [10], A.2.1.2
	n/a
	Rel-7
	

	55
	the Stream Control Transmission Protocol (SCTP) as a Transport for the Session Initiation Protocol (SIP)?
	24.229 [10], A.2.1.2
	n/a
	Rel-7
	

	56
	the SIP P-Profle-Key private header extension?
	24.229 [10], A.2.1.2
	n/a
	Rel-7
	

	57
	managing client initiated connections in SIP?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	58
	indicating support for interactive connectivity establishment in SIP?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	59
	multiple-recipient MESSAGE requests in the session initiation protocol?
	24.229 [10], A.2.1.2
	c48
	Rel-6
	

	60
	SIP location conveyance
	24.229 [10], A.2.1.2
	m
	Rel-7
	

	61
	referring to multiple resources in the session initiation protocol?
	24.229 [10], A.2.1.2
	c50
	Rel-7
	

	62
	conference establishment using request-contained lists in the session initiation protocol?
	24.229 [10], A.2.1.2
	c18
	Rel-7
	

	63
	subscriptions to request-contained resource lists in the session initiation protocol?
	24.229 [10], A.2.1.2
	c53
	Rel-7
	

	64
	dialstring parameter for the session initiation protocol uniform resource identifier?
	24.229 [10], A.2.1.2
	c19
	Rel-7
	

	65
	the P-Answer-State header extension to the session initiation protocol for the open mobile alliance push to talk over cellular?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	66
	the SIP P-Early-Media private header extension for authorization of early media?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	71
	addressing an amplification vulnerability in session initiation protocol forking proxies?
	24.229 [10], A.2.1.2
	n/a
	Rel-6
	

	72
	the remote application identification of applying signaling compression to SIP
	24.229 [10], A.2.1.2
	m
	Rel-7
	

	73
	a session initiation protocol media feature tag for MIME application sub-types?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	74
	Identification of communication services in the session initiation protocol? 
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	
	Conditions/Options
	
	
	
	

	c18
	IF A.4/2B THEN m ELSE n/a
	initiating sessions.

	c29
	IF A.4/40A OR A.4/40B OR A.4/40C OR A.4/40D OR A.4/40E OR A.4/40F THEN m ELSE n/a
	support of any directives within caller preferences for the session initiation protocol.

	c30
	IF A.3A/2 THEN m ELSE o
	presence user agent.

	c19
	IF A.4/2B THEN o ELSE n/a
	initiating sessions.

	c33
	IF A.3A/12 OR A.4/44 THEN m ELSE o
	conference participant or the Session Inititation Protocol (SIP) "Replaces" header.

	c44
	IF A.4/2C THEN m ELSE o
	initiating a session which require local and/or remote resource reservation

	c48
	IF A.4/27 THEN o ELSE n/
	support for messaging

	c50
	IF A.4/15 THEN o ELSE n/a
	the REFER method

	c53
	IF A.4/20 THEN o ELSE n/a
	SIP specific event notification.

	o.5
	At least one of these capabilities is supported.
	

	NOTE 2:
If a UE is unable to become engaged in a service that potentially requires the ability to identify and interact with a specific UE even when multiple UEs share the same single Public User Identity then the UE support can be "o" instead of "m". Examples include telemetry applications, where point-to-point communication is desired between two users. Support can also be “o” if the UE supports GSMA VoLTE profile according to A.12/24.


<************** Third change ****************>
A.4.5
Additional information

Table A.12: Additional information

	Item
	Additional information
	Ref.
	Status
	Release
	Mnemonic
	Support

	1
	Void
	
	
	
	
	

	2
	Void
	
	
	
	
	

	3
	Void
	
	
	
	
	

	4
	UE capable of being configured to initiate Dedicated PDP Context
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	5
	UE capable of being configured to initiate P-CSCF discovery via PCO
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	6
	Void
	
	
	
	
	

	7
	UE capable of being configured to initiate P-CSCF discovery via DHCPv6
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	8
	UE supports P-CSCF discovery via PCO
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	9
	Void
	
	
	
	
	

	10
	UE supports P-CSCF discovery via DHCPv6
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	11
	Void
	
	
	
	
	

	12
	UE capable of initiating a bidirectional voice session over IMS
	24.229 [10], 5.1.6
	o
	Rel-5
	
	

	13
	Void
	
	
	
	
	

	14
	Void
	
	
	
	
	

	15
	Void
	
	
	
	
	

	16
	UE Supports "IPv6 address with embedded IPv4 address" in PCO IE
	23.981 [18], 5.2.1
	o
	Rel-6
	
	

	17
	UE Supports IPv4 address in PCO IE
	23.981 [18], 5.2.1
	o
	Rel-6
	
	

	18
	UE supports MTSI
	24.173 [55]
	o
	Rel-7
	
	

	19
	UE supports UI capable of  showing user notification for Message Waiting Indication
	24.173 [55], Annex F
	o
	Rel-7
	
	

	20
	UE supports MO SMS over IMS
	24.341 [66], 5.3.1
	o
	Rel-8
	
	

	21
	UE supports SM-over-IP receiver
	24.341 [66]
	o
	Rel-8
	
	

	22
	UE supports no reply timer setting
	24.604 [68]
	o
	Rel-8
	
	

	23
	UE supports forwarding specific types of media
	24.604 [68]
	o
	Rel-8
	
	

	24
	UE supports VoLTE profile
	PRD IR.92 [69]
	o
	Rel-8
	
	

	25
	UE supports sending DTMF events over RTP
	26.114 [56]
	o
	Rel-7
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