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4.5.2
UE Registration (State 2)


· 
4.5.2.1
Initial conditions

System Simulator:
-
1 cell, default parameters.

-
The procedure shall be performed under ideal radio conditions as defined in clause 5

User Equipment:

- 
The Test USIM shall be inserted.

4.5.2.2
Definition of system information messages
The default system information messages are used.
4.5.2.3
Procedure

Table 4.5.2.3-1: UE registration procedure (state 1 to state 2)

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	
	<--
	RRC: SYSTEM INFORMATION (BCCH)

	2
	UE transmits an RRCConnectionRequest message.
	-->
	RRC: RRCConnectionRequest

	3
	SS transmit a RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup

	4
	The UE transmits a RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the Attach procedure by including the ATTACH REQUEST message. The PDN CONNECTIVITY REQUEST message is piggybacked in ATTACH REQUEST
	-->
	RRC: RRCConnectionSetupComplete
NAS: ATTACH REQUEST

NAS: PDN CONNECTIVITY REQUEST

	5
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	RRC: DLInformationTransfer 

NAS: AUTHENTICATION REQUEST

	6
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	RRC: ULInformationTransfer
NAS: AUTHENTICATION RESPONSE

	7
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	RRC: DLInformationTransfer
NAS: SECURITY MODE COMMAND

	8
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	RRC: ULInformationTransfer
NAS: SECURITY MODE COMPLETE

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE configuration;

the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred after NAS SECURITY MODE COMPLETE message.
	-
	-

	9a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options.
	<--
	RRC: DLInformationTransfer
NAS: ESM INFORMATION REQUEST

	9a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options.
	-->
	RRC: ULInformationTransfer
NAS: ESM INFORMATION RESPONSE

	10
	The SS transmits a SecurityModeCommand message to activate AS security.
	<--
	RRC: SecurityModeCommand

	11
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	12
	The SS transmits an UECapabilityEnquiry message to initiate the UE radio access capability transfer procedure.
	<--
	RRC: UECapabilityEnquiry

	13
	The UE transmits an UECapabilityInformation message to transfer UE radio access capability.
	-->
	RRC: UECapabilityInformation

	
	
	
	

	
	

	
	



	14
	The SS transmits a RRCConnectionReconfiguration message to establish the default bearer with condition SRB2-DRB(1, 0) according to 4.8.2.2.1.1.
This message includes the ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
	<--
	RRC: RRCConnectionReconfiguration
NAS: ATTACH ACCEPT
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	15
	The UE transmits a RRCConnectionReconfigurationComplete message to confirm the establishment of default bearer.
	-->
	RRC: RRCConnectionReconfigurationComplete

	16
	This message includes the ATTACH COMPLETE message. The ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message is piggybacked in ATTACH COMPLETE.
	-->
	RRC: ULInformationTransfer
NAS: ATTACH COMPLETE
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

	17
	The SS transmits a RRCConnectionRelease message to release RRC connection and move to RRC_IDLE (State 2).
	<--
	RRC: RRCConnectionRelease


If a test case needs to force the UE to attach to EPS services only regardless of UE mode of operation, use the condition “EPSOnlyAttachForced” in its preamble, which is defined below the table 4.7.2-1.
<skipped here>

4.5.2A
UE Registration, UE Test Mode Activated (State 2A)

4.5.2A.1
Initial conditions

System Simulator:
-
1 cell, default parameters.

-
The procedure shall be performed under ideal radio conditions as defined in clause 5

User Equipment:

- 
The Test USIM shall be inserted.

4.5.2A.2
Definition of system information messages
The default system information messages are used.
4.5.2A.3
Procedure

Table 4.5.2A.3-1: UE registration with test mode activation procedure (state 1 to state 2A)

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1 to 9a2
	Same procedure for steps 1 to 9a2 as specified in the procedure in clause 4.5.2.3 
	-
	-

	10
	The SS transmits an ACTIVATE TEST MODE message to activate UE radio bearer test mode procedure.
	<--
	RRC: DLInformationTransfer 

TC: ACTIVATE TEST MODE

	11
	The UE transmits an ACTIVATE TEST MODE COMPLETE message.
	-->
	RRC: ULInformationTransfer
TC: ACTIVATE TEST MODE COMPLETE

	12
	The SS transmits a SecurityModeCommand message to activate AS security.
	<--
	RRC: SecurityModeCommand

	13
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	14
	The SS transmits an UECapabilityEnquiry message to initiate the UE radio access capability transfer procedure.
	<--
	RRC: UECapabilityEnquiry

	15
	The UE transmits an UECapabilityInformation message to transfer UE radio access capability.
	-->
	RRC: UECapabilityInformation

	
	
	
	

	
	

	
	



	16
	The SS transmits a RRCConnectionReconfiguration message to establish the default bearer with condition SRB2-DRB(1, 0) according to 4.8.2.2.1.1.
This message includes the ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
	<--
	RRC: RRCConnectionReconfiguration
NAS: ATTACH ACCEPT
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	17
	The UE transmits a RRCConnectionReconfigurationComplete message to confirm the establishment of default bearer.
	-->
	RRC: RRCConnectionReconfigurationComplete

	18
	This message includes the ATTACH COMPLETE message. The ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message is piggybacked in ATTACH COMPLETE.
	-->
	RRC: ULInformationTransfer
NAS: ATTACH COMPLETE
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

	19
	The SS transmits a RRCConnectionRelease message to release RRC connection and move to RRC_IDLE (State 2A).
	<--
	RRC: RRCConnectionRelease


If a test case needs to force the UE to attach to EPS services only regardless of UE mode of operation, use the condition “EPSOnlyAttachForced” in its preamble, which is defined below the table 4.7.2-1.
<skipped here>
4.7.2
Contents of EMM messages

-
ATTACH ACCEPT
This message is sent by the SS to the UE.

Table 4.7.2-1: ATTACH ACCEPT
	Derivation Path: 24.301 clause 8.2.1

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Attach accept message identity
	'0100 0010'B
	Attach accept
	

	EPS attach result
	'0001'B
	EPS only
	PSmodeConfigured OR EPSOnlyAttachForced

	
	'0010'B
	combined EPS/IMSI attach
	CSPSmodeConfigured AND NOT EPSOnlyAttachForced

	Spare half octet
	'0000'B
	
	

	T3412 value
	
	
	

	  Timer value
	'0 0000'B
	
	

	  Unit
	'111'B
	value indicates that the timer is deactivated.
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'0000 0110'B
	6 octets
	

	  Partial tracking area identity list 1
	
	
	

	    Number of elements
	'0 0000'B
	1 element
	

	    Type of list
	'00'B
	list of TACs belonging to one PLMN, with non-consecutive TAC values
	

	    MCC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	    MNC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	    TAC 1
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	ESM message container
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to activate the default bearer
	
	

	GUTI
	
	
	

	  Length of EPS mobile identity contents
	'0000 1010'B
	10 octets
	

	  Type of identity
	'110'B
	GUTI
	

	  Odd/even indication
	'0'B
	even number of identity digits and also when the GUTI is used
	

	  MCC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MNC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MME Group ID
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MME Code
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  M-TMSI
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	Location area identification
	Not present
	
	PSmodeConfigured OR EPSOnlyAttachForced

	Location area identification
	
	
	CSPSmodeConfigured AND NOT EPSOnlyAttachForced

	  MCC
	See subclause 4.4 in this document
	
	

	  MNC
	See subclause 4.4 in this document
	
	

	  LAC
	See subclause 4.4 in this document
	
	

	MS identity
	Not present
	
	PSmodeConfigured OR EPSOnlyAttachForced

	MS identity
	
	
	CSPSmodeConfigured AND NOT EPSOnlyAttachForced

	  Length of mobile identity contents
	'0000 0101'B
	5 octets
	

	  Type of identity
	'100'B
	TMSI/P-TMSI/M-TMSI
	

	  Odd/even indication
	'0'B
	even number of identity digits and also when the TMSI/P-TMSI or TMGI and optional MBMS Session Identity is used
	

	  TMSI
	See subclause 4.4 in this document
	
	

	EMM cause
	Not present
	
	PSmodeConfigured OR NOT EPSOnlyAttachForced

	
	‘0000 0010’B
	EMM Cause #2 (IMSI unknown in HSS)
	CSPSmodeConfigured AND EPSOnlyAttachForced

	T3402 value
	Not present
	
	

	T3423 value
	Not present
	
	

	Equivalent PLMNs
	Not present
	
	

	Emergency Number List
	Not present
	
	


	Condition
	Explanation

	
	

	PSmodeConfigured
	This condition applies if the UE is configured to operate in PS mode of operation.

	CSPSmodeConfigured
	This condition applies if the UE is configured to operate in CS/PS mode 1 or CS/PS mode 2 of operation.

	EPSOnlyAttachForced
	This condition is used if the UE needs to attach to EPS services only regardless of the UE mode of operation.
Every TC which uses this condition shall switch off the UE at the end of the test procedure.


NOTE:
This message is always sent within SECURITY PROTECTED NAS MESSAGE message.

<Skipped here>
-
ATTACH REQUEST
This message is sent by the UE to the SS.

Table 4.7.2-4: ATTACH REQUEST

	Derivation Path: 24.301 clause 8.2.4

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Attach request message identity
	'0100 0001'B
	Attach request
	

	EPS attach type
	'0001'B
	EPS attach
	PSmodeConfigured

	
	'0010'B
	combined EPS/IMSI attach
	CSPSmodeConfigured

	NAS key set identifier
	Any allowed value
	
	

	Old GUTI or IMSI
	Any allowed value
	
	

	UE network capability
	Any allowed value
	
	

	ESM message container
	PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN
	
	

	Old P-TMSI signature
	Not present or any allowed value
	
	

	Additional GUTI
	Not present or any allowed value
	
	

	Last visited registered TAI
	Not present or any allowed value
	
	

	DRX parameter
	Not present or any allowed value
	
	

	MS network capability
	Not present or any allowed value
	
	

	Old location area identification
	Not present or any allowed value
	
	

	TMSI status
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	


	Condition
	Explanation

	PSmodeConfigured
	See the definition below table 4.7.2-1.

	CSPSmodeConfigured
	See the definition below table 4.7.2-1.


NOTE:
This message is sent without integrity protection before NAS security mode control procedure has been successfully completed and sent within SECURITY PROTECTED NAS MESSAGE message after NAS security mode control procedure has been successfully completed.

<Skipped here>
-
DETACH REQUEST (UE originating detach)
This message is sent by the UE to the SS.

Table 4.7.2-11: DETACH REQUEST
	Derivation Path: 24.301 clause 8.2.11.1

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Detach request message identity
	'0100 0101'B
	Detach request
	

	Detach type
	
	
	

	  Type of detach
	'001'B
	EPS detach
	EPSOnlyAttach

	
	‘011’B
	combined EPS/IMSI detach
	CombinedAttach

	  Switch off
	'1'B
	switch off
	

	NAS key set identifierASME
	
	
	

	  NAS key set identifier
	The valid NAS key set identifier.
	
	

	  TSC
	'0'B
	native security context
	

	GUTI or IMSI
	If the UE has a valid GUTI, set to the GUTI, otherwise set to the IMSI of the UE.
	
	


	Condition
	Explanation

	EPSOnlyAttach
	See the definition below table 4.7.2-24.

	CombinedAttach
	See the definition below table 4.7.2-24.


<Skipped here>
-
TRACKING AREA UPDATE ACCEPT
This message is sent by the SS to the UE.

Table 4.7.2-24: TRACKING AREA UPDATE ACCEPT

	Derivation Path: 24.301 clause 8.2.26

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Tracking area update accept message identity
	'0100 1001'B
	Tracking area update accept
	

	EPS update result
	'0000'B
	TA updated
	EPSOnlyAttach

	
	'0001'B
	combined TA/LA updated
	CombinedAttach

	Spare half octet
	'0000'B
	
	

	T3412 value
	Not present
	
	

	GUTI
	
	
	

	  Length of EPS mobile identity contents
	'0000 1010'B
	10 octets
	

	  Type of identity
	'110'B
	GUTI
	

	  Odd/even indication
	'0'B
	even number of identity digits and also when the GUTI is used
	

	  MCC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MNC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MME Group ID
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  MME Code
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	  M-TMSI
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	TAI list
	
	
	

	  Length of tracking area identity list contents
	'0000 0110'B
	6 octets
	

	  Partial tracking area identity list 1
	
	
	

	    Number of elements
	'0 0000'B
	1 element
	

	    Type of list
	'00'B
	list of TACs belonging to one PLMN, with non-consecutive TAC values
	

	    MCC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	    MNC
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	    TAC 1
	See table 4.4.2-2 in this document
	For NAS test cases, see table 6.3.2.2-1.
	

	EPS bearer context status
	The same value as the value set in TRACKING AREA UPDATE REQUEST message
	
	

	Location area identification
	Not present
	
	EPSOnlyAttach

	Location area identification
	
	
	CombinedAttach

	  MCC
	See subclause 4.4 in this document
	
	

	  MNC
	See subclause 4.4 in this document
	
	

	  LAC
	See subclause 4.4 in this document
	
	

	MS identity
	Not present
	
	EPSOnlyAttach

	MS identity
	
	
	CombinedAttach

	  Length of mobile identity contents
	'0000 0101'B
	5 octets
	

	  Type of identity
	'100'B
	TMSI/P-TMSI/M-TMSI
	

	  Odd/even indication
	'0'B
	even number of identity digits and also when the TMSI/P-TMSI or TMGI and optional MBMS Session Identity is used
	

	  TMSI
	See subclause 4.4 in this document
	
	

	EMM cause
	Not present
	
	

	T3402 value
	Not present
	
	

	T3423 value
	Not present
	
	

	Equivalent PLMNs
	Not present
	
	

	NAS key set identifierASME
	Not present
	
	

	Emergency Number List
	Not present
	
	


	Condition
	Explanation

	EPSOnlyAttach
	This condition applies if the UE attached to EPS services only. SS applies this condition automatically according to the IE “EPS attach result” in ATTACH ACCEPT message.

	CombinedAttach
	This condition applies if the UE attached to both EPS and non-EPS services. SS applies this condition automatically according to the IE “EPS attach result” in ATTACH ACCEPT message.


NOTE:
This message is always sent within SECURITY PROTECTED NAS MESSAGE message.

<Skipped here>
-
TRACKING AREA UPDATE REQUEST
This message is sent by the UE to the SS.

Table 4.7.2-27: TRACKING AREA UPDATE REQUEST

	Derivation Path: 24.301 clause 8.2.29

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Tracking area update request message identity
	'0100 1000'B
	Tracking area update request
	

	EPS update type
	
	
	

	  EPS update type Value
	'000'B
	TA updating
	EPSOnlyAttach

	
	'001'B
	Combined TA/LA updating
	CombinedAttach

	  "Active" flag
	'0'B
	No bearer establishment requested
	

	
	
	
	

	
	
	
	

	
	
	
	

	NAS key set identifierASME
	
	
	

	  NAS key set identifier
	The valid NAS key set identifier of the UE
	
	

	  TSC
	'0'B
	native security context
	

	Old GUTI 
	Any allowed value
	
	

	NAS key set identifierSGSN
	Not present
	
	

	Old P-TMSI signature
	Not present
	
	

	Additional GUTI
	Not present
	
	

	NonceUE
	Not present
	
	

	UE network capability
	Not present or any allowed value
	
	

	Last visited registered TAI
	Not present or any allowed value
	
	

	DRX parameter
	Not present
	
	

	UE radio capability information update needed
	Not present
	
	

	EPS bearer context status
	Any allowed value
	
	

	MS network capability
	Not present or any allowed value
	
	

	Old location area identification
	Not present or any allowed value
	
	

	TMSI status
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	


	Condition
	Explanation

	EPSOnlyAttach
	See the definition below table 4.7.2-24.

	CombinedAttach
	See the definition below table 4.7.2-24.


NOTE:
This message is always sent within SECURITY PROTECTED NAS MESSAGE message.
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