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5.2.1.3
Control ports

IMS_CC ATS also controls the SS configuration and passes necessary parameters to the various emulation entities in the SS. This is done by ASPs through an IP-CAN control port,  an IP configuration port and a Signalling Compression control port.

From the protocol stack point of view, SIP is an application layer protocol located above transport layer UDP which in turn uses the services provided by the IP/IPsec layer. The IP packages are transmitted via the connected IP-CAN bearer, the UTRAN bearer or the GERAN bearer. The emulations of these protocol layers in the SS shall be compliant with the relevant core specifications (3GPP and IETF).

The IP-CAN bearers are created, configured modified and released though the ASP at the IP-CAN control port. The TTCN-3 codes shall also be able to control the UDP/IP/IPsec configurations and provide necessary parameters through the control ASPs.
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Figure 2: IMS CC test mode

5.2.2
SAD

Security Association Database (SAD) shall be made accessible by the IPsec entity and contain sets of parameters corresponding to each security association. During registration/authentication, the UE and the SS will negotiate these parameters for setting up a security association. As the negotiation is carried out on SIP level (through SIP message exchanges), the resulting security parameters are obtained and stored in IMS_CC ATS. A number of ASPs are defined to convey these parameters from TTCN-3 codes to SAD. ASPs manipulating the SAD are also defined.

5.2.3
Network interface

Similar to the majority of TCP/IP stack implementations, a network interface (IF0, IF1, IF2, etc.) structure is used to connect the IP-CAN bearer to IP protocol entity. When the ASP for setting up an IP-CAN bearer is called via the IP‑CAN control port, the SS shall connect the established radio access bearer to the relevant IF structure, in order to provide the radio bearer connectivity to the IP/IPsec layer.  In order to ease maintenance, all IP-CAN control has been encapsulated into its own Parallel Test Component.
5.2.4
SigComp and related control port

SIP Compression is mandatory (clause 8 of 3GPP TS 24.229) and Signalling compression (RFC 3320, RFC 3485, RFC 3486) protocol is used for SIP compression. The SigComp entity in the model is used to carry out the compression/decompression functions. In the receiving direction of the SS, the SigComp entity will detect whether the incoming SIP message is compressed and, if so, decompress it. In the sending direction of the SS, the TTCN controls whether the outgoing SIP message is compressed through the SigComp control port. If while decompressing a message, decompression failure occurs, the message shall be discarded. The SigComp layer in the SS shall automatically find if a secure port or un-secure port is being used for transmission or reception of messages. If an un-secure port is used for transmission, then as per clause 8 of 3GPP TS 24.229, it shall not include state creation instructions. If the state creation command is received in a compressed message on an un-secured port (clause 8 of 3GPP TS 24.229), a decompression failure shall be generated.

5.2.5
SIP TTCN 3 Codec

SIP is a text-based protocol, the messages exchanged between the UE and the SS are character strings. In TTCN-3 ATS the messages are structured to take the advantage of TTCN-3 functionality, and to make the debugging and maintenance of the ATS easier. When the TTCN-3 ATS sends a message to the UE, the SIP TTCN-3 codec converts the structured message to the corresponding character string then transfers it to the UE. When the SS receives a message from the UE, the TTCN-3 codec converts the received character string to the structured message and passes it to the TTCN-3 ATS.

5.2.6
DHCP and DNS data ports

The DHCP port is used for receiving the DHCP requests from the UE under test, and sending corresponding responses to the UE. The DNS port is used for receiving domain name resolution requests from the UE and sending the results back to the UE. The TTCN which implements the required DHCP and DNS server functions (only the functions necessary for testing purposes, not full functionality) will receive and send on these ports.
The DHCP and DNS server functionalities in the default test configuration are implemented as Parallel Test Components (PTCs). 
5.3
Upper Tester (UT)

In order to support test automation and regression testing, an MMI port has been defined through which MMI commands (e.g. “Please initiate a call”) are sent to an external entity. Implementations can customize the external entity according to their needs. This port is enabled by setting PIXIT parameter px_TestAutomation to ‘true’.
<End of modified section>

<Beginning of modified section>
A.2
IMS-CC ATS

Table A.2: IMS-CC TTCN test cases

	Test case
	Description

	
	

	7.1
	P-CSCF Discovery via PDP Context

	7.2
	P-CSCF Discovery via DHCP – IPv4

	7.3
	P-CSCF Discovery via DHCP – IPv4 (UE Requests P-CSCF discovery via PCO)

	7.4
	P-CSCF Discovery by DHCP - IPv6

	7.5
	P-CSCF Discovery by DHCP-IPv6 (UE Requests P-CSCF discovery by PCO)

	7.6
	P-CSCF Discovery by DHCP – IPv6 (UE does not Request P-CSCF discovery by PCO, SS includes P-CSCF Address(es) in PCO)

	8.1
	Initial registration

	8.2
	User Initiated Re-Registration

	8.3
	Mobile Initiated Deregistration

	8.4
	Invalid behaviour- 423 Interval too brief

	8.5
	Initial registration for early IMS security

	8.6
	Initial registration for combined IMS security and early IMS security against a network with early IMS support only

	8.7
	Initial registration for combined IMS security and early IMS security with SIM application

	8.8
	User initiated re-registration for early IMS

	8.9
	Mobile initiated de-registration for early IMS

	9.1
	Invalid Behaviour – MAC Parameter Invalid

	9.2
	Invalid Behaviour – SQN out of range

	10.1
	Invalid Behaviour – 503 Service Unavailable

	11.1
	Network-initiated deregistration

	11.2
	Network initiated re-authentication

	13.1
	SigComp in the Initial registration

	14.1
	Emergency Call Initiation – Using CS domain


<end of modified section>
<beginning of modified section>
B.1
Parameter values

Table B.1: PIXIT

	Parameter name
	Description
	Type
	Default value
	Supported value

	Px_ArbitraryValueFor_gr
	Arbitrary value for gr
	charstring
	";gr=urn%3Auuid%3Af81d4fae-7dec-11d0-a765-00a0c91e6bf6"
	

	px_AssociatedTelUri
	Arbitrary TEL URI for the user
	charstring
	tel:+358-555-1234567
	

	px_AuthAMF
	Authentication Management Field (16 bits).
	bitstring (16)
	'0000000000000000'B
	The value shall be different from '1111 1111 1111 1111'B (AMFresynch)

	px_AuthK
	Authentication Key (128 bits)
	bitstring (128)
	'01011110010010101011001101011000100100010011011101011101001010101110111010000001001011100110011111000011000010011010011000101001'B
	

	px_AuthN
	Length of Extended value

min 31, max 127 (TS 34.108 cl. 8.1.2)
	integer
	127
	

	px_AuthRAND
	Authentication / Random challenge (128 bits)
	bitstring (128)
	'01010101…01'B
	

	px_BearerInfo1
	Initial Bearer to be used
	integer
	1
	

	px_BearerInfo2
	Bearer to be used for Secondary PDP Context
	integer
	2
	

	px_CalleeUri
	URI of Callee, send in INVITE
	charstring
	"sip:User-B@3gpp.org"
	

	px_CalleeContactUri
	URI to be used to contact Callee
	charstring
	"sip:User-B@3gpp.org"
	

	px_CellId
	Utran cell Id
	charstring 
	'”0010100010000001”
	See TS 24.229 clause 7.2A.4.3

	px_CiphAlgo_Def
	Ciphering Algorithm
	CiphAlgo
	nociph
	enumerated type: des_ede3_cbc, aes_cbc or nociph

	px_DHCPServer_IPAddr
	IP address of DHCP server

(in v4 or v6 format)
	IPAddr
	"10.122.11.33"
	

	px_DNS_DomainName
	DNS server fully qualified domain name (FQDN)
	charstring
	"dnsserver.3gpp.org"
	

	px_DNSServer_IPAddr
	IP address of DNS server

(in v4 or v6 format)
	IPAddr
	"10.122.11.33"


	

	Px_FeatureParamValue
	Feature Parameter Value
	charstring
	"+g.3gpp.app_ref="urn%3Aurn-xxx%3A3gpp-service.ims.icsi.mmtel"
	

	px_HomeDomainName
	Home Domain Name when using ISIM or the home domain name derived from px_IMSI when using USIM (preceded by ‘sip:’)
	charstring
	"sip:3gpp.org"
	

	px_InviteToTag
	Value of the tag in the To header related to Invite
	charstring
	"abc-InviteToTag"
	

	px_IPSecAlgorithm
	Integrity Algorithm
	IntAlgo
	hmac_md5_96
	enumerated type; hmac_md5_96, hmac_sha_1_96

	px_Opaque
	String of data, specified by the server, which should be returned by the client unchanged in the Authorization header of subsequent requests with URIs in the same protection space.
	charstring
	"5ccc069c403ebaf9f0171e9517f40e41"
	

	px_P_CSCF_DomainName
	P-CSCF fully qualified domain name (FQDN)
	charstring
	"pcscf.3gpp.org"
	

	px_P_CSCF_DomainName_2
	Additional P-CSCF FQDN (Full Qualified Domain Name) for special tests
	charstring
	"pcscf2.3gpp.org"
	

	px_P_CSCF_DomainName_3
	 Additional P-CSCF FQDN (Full Qualified Domain Name) for special tests
	charstring
	"pcscf3.3gpp.org"
	

	px_P_CSCF_IPAddr
	IP address of P-CSCF 

(in v4 or v6 format)
	IPAddr
	"10.122.11.33"
	

	px_P_CSCF_IPAddr_2
	Additional P-CSCF IPaddress for special tests

(in v4 or v6 format)
	IPAddr
	"10.122.11.34"
	

	px_P_CSCF_IPAddr_3
	 Additional P-CSCF IPaddress for special tests

(in v4 or v6 format)
	IPAddr
	"10.122.11.35"
	

	px_Pcscf
	P-CSCF fully qualified domain name that resolves to the IP address of SS
	charstring
	"pcscf.3gpp.org"
	

	px_PeerUE_IPAddr
	IP address of peer UE 

(in v4 or v6 format)
	IPAddr
	"10.122.11.55
	

	px_Port_pc
	Protected Client port at the SS (simulated P-CSCF)
	integer
	5061
	

	px_Port_ps
	Protected Server port at the SS (simulated P-CSCF)
	integer
	5062
	

	px_Port_ps_NoSec
	Unprotected Server port at the SS (simulated P-CSCF)
	integer
	5060
	

	px_Private_UserId
	Private User Identity when using ISIM or private user identity derived from px_IMSI when using USIM or SIM
	charstring
	"privateuser@3gpp.org"
	

	px_Public_UserId
	Public User Identity when using ISIM or public user identity derived from px_IMSI when using USIM or SIM
	charstring
	"sip:localuser@3gpp.org"
	

	px_RANTech
	RAN Technology
	RANTech
	UTRAN_FDD
	enumerated type: GERAN, UTRAN_FDD or UTRAN_TDD

	px_RegisterExpiration
	Value (in seconds) of the “expires” parameter in the Contact header
	charstring
	"600"
	

	px_RSeqNumFor183
	Value in the RSeq header in 183 Session in Progress (value between 1 and 2**32 – 1)
	integer
	1
	

	px_Scscf
	S-CSCF fully qualified domain name that does not resolve to the IP address of SS
	charstring
	"scscf@3gpp.org"
	

	px_SS_SipUri
	SIP URI with IP Address or FQDN of SS (simulated P-CSCF)
	charstring
	"sip:pcscf.3gpp.org"
	

	Px_TempGRUUForUE
	Temporary GRUU for UE
	charstring
	"sip:tgruu.7hs==jd7vnzga5w7fajsc7-ajd6fabz0f8g5@"
	

	px_ToTagRegister
	Value of the tag in the To header
	charstring
	"abc-ToTag"
	

	px_ToTagSubscribeDialog
	Value of the tag in the To header related to Subscribe
	charstring
	"abc-SubscribeToTag"
	

	Px_UEInstanceId
	UE Instance Identity
	charstring
	"<urn:uuid:00000000-0000-1000-8000-000A95A0E128>"
	

	px_UE_IPAddr
	IP address assigned to UE 

(in v4 or v6 format)
	IPAddr
	"10.122.11.145"
	

	
	
	
	
	

	px_UeWithSIM
	UE has a SIM inserted
	boolean
	false
	

	px_TestAutomation
	If set, MMI commands are sent to the MMI port instead to a pop-up window 
	boolean
	false
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