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<********* Beginning of the second change ***********>

15.11
MO Call Hold without announcement

15.11.1
Definition and applicability
Test to verify that the UE correctly performs IMS mobile originated call hold and resume. This process is described in 3GPP TS 24.410 [81]., The test case is applicable for IMS security or early IMS security.
15.11.2
Conformance requirement

In addition to the application of basic call procedures according to ES 283 003 the following procedures shall be applied at the invoking UE in accordance with RFC 3264.

If individual media streams are affected:

-
For each media stream that shall be held, the invoking UE shall generate a new SDP offer that contains:

-
an "inactive" SDP attribute if the stream was previously set to "recvonly" media stream; or

-
a "sendonly" SDP attribute if the stream was previously set to "sendrecv" media stream.

-
For each media stream that shall be resumed, the invoking UE shall generate a new SDP offer that contains:

-
a "recvonly" SDP attribute if the stream was previously an inactive media stream; or

-
a "sendrecv" SDP attribute if the stream was previously a sendonly media stream; or 

-
the attribute may be omitted, since sendrecv is the default.

If all the media streams in the SDP are affected:

-
For the media streams that shall be held, the invoking UE shall generate a session level direction attribute in the SDP that is set to:

-
"inactive" if the streams were previously set to "recvonly" media streams; or

-
"sendonly" if the streams were previously set to "sendrecv" media streams.

-
For the media streams that shall be resumed, the invoking UE shall generate a session level direction attribute in the SDP that is set to:

-
"recvonly" if the streams were previously inactive media streams; or

-
"sendrecv" if the streams were previously sendonly media streams; or 

-
the attribute may be omitted, since sendrecv is the default.

Then the UE shall send the generated SDP offer in a re‑INVITE (or UPDATE) request to the held UE.

Reference(s)

3GPP TS 24.410 [81]
15.11.3
Test purpose

1)
To verify that the invoking UE puts the call to hold with a correct exchange of  SIP/SDP protocol signalling messages; and

2)
To verify that the invoking UE is able to resume the call with a correct exchange of  SIP/SDP protocol signalling messages.
15.11.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing test case 12.12 (MO MTSI Voice Call Successful with preconditions) up to the step 12.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)
Support for MTSI
(Yes/No)
Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Communication Hold
(Yes/No)
IMS security (Yes/No)

Early IMS security (Yes/No)
<********* Beginning of the third change ***********>

15.12
MT Call Hold without announcement

15.12.1
Definition and applicability
Test to verify that the UE correctly performs IMS mobile terminated call hold and resume. This process is described in 3GPP TS 24.410 [81]. The test case is applicable for IMS security or early IMS security.
15.12.2
Conformance requirement

Basic communication procedures according to TS 24.229 shall apply.

Reference(s)

3GPP TS 24.410 [81]
15.12.3
Test purpose

1)
To verify that the held UE responds correctly to call hold and resume requests from SS.

15.12.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing test case 12.12 (MO MTSI Voice Call Successful with preconditions) up to the step 12.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

Support for MTSI
(Yes/No)
Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Communication Hold
(Yes/No)
IMS security (Yes/No)

Early IMS security (Yes/No)
<********* Beginning of the fourth change ***********>

15.13
Incoming Communication Barring except for a specific user

15.13.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Barring (CB) correctly when incoming calls are allowed from one single address only. This process is described in 3GPP TS 24.411 [78]. The test case is applicable for IMS security or early IMS security.
15.13.2
Conformance requirement

Generic requirements for activating and deactivating Communication Barring can be found from Annexes F.1 and F.5 of this document. Summary of the XML conditions specific to this test case is given here:

[TS .24.411]:

cp:identity: This condition evaluates to true when the remote user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in the in the common policy draft (see RFC 4745). In all other cases the condition evaluates to false.

The Identity that is matched  shall be taken from the P-Asserted-Identity header field and additionally may be taken from the From header field or the Referred-By header field
...

ocp:other‑identity: If present in any rule, the "other‑identity" element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy. The exact interpretation of this condition is specified in OMA‑TS‑XDM_Core.

Reference(s)

3GPP TS .24.411 [78].
15.13.3
Test purpose

1)
To verify that the UE can request activation of Incoming Communication Barring with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Incoming Communication Barring; and

3)
To verify that the UE supporting HTTP Digest authentication can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.13.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)
Support for Communication Barring
(Yes/No)
IMS security (Yes/No)

Early IMS security
(Yes/No)

<********* Beginning of the fifth change ***********>

15.23
MO Explicit Communication Transfer - Blind Call Transfer

15.23.1
Definition and applicability
Test to verify that the transferor UE correctly performs IMS Multimedia Telephony Explicit Communication Transfer (ECT) without consulting the transfer target prior to the transfer. This process is described in 3GPP TS 24.429 [82]. The test case is applicable for IMS security or early IMS security.
15.23.2
Conformance requirement

A UE that initiates a transfer operation, shall:

-
Issue a REFER request in the original communications dialog, where:

-
The request URI shall contain the SIP URI of the transferee as received in the Contact header field.

-
The Refer-To header field shall indicate the public address of the transfer Target. 

-
If the transferor UE has a (consultation) communication with the transfer Target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter.

-
The Referred-By header field may indicate the identity of the transferor.

After the REFER request is accepted by the other end with a 202 (Accepted) response, the transferor UE should get notifications of how the transferee's communication setup towards the transfer Target is progressing.

When a NOTIFY request is received on the REFER dialog that indicates that the transferee and the transfer Target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE message on the original dialog. 

Reference(s)

3GPP TS 24.429 [82]
15.23.3
Test purpose

1)
To verify that the transferor UE puts the call to hold before the transfer with a correct exchange of  SIP/SDP protocol signalling messages; and

2)
To verify that the transferor UE issues a correctly composed REFER request to initiate the call transfer; and

3)
To verify that the transferor UE correctly processes the NOTIFYs from the transferee; and

4)
To verify that the transferor UE terminates the dialog with the transferee with a BYE request.
15.23.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing test case 12.12 (MO MTSI Voice Call Successful with preconditions) up to the step 12.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

Support for MTSI
(Yes/No)
Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)
Support for Explicit Communication Transfer - blind transfer
(Yes/No)
IMS security (Yes/No)

Early IMS security
(Yes/No)

<********* Beginning of the sixth change ***********>

15.25
MO Explicit Communication Transfer – Consultative Call Transfer

15.25.1
Definition and applicability
Test to verify that the transferor UE correctly performs IMS Multimedia Telephony Consultative Explicit Communication Transfer (ECT). This process is described in 3GPP TS 24.429 [82]. The test case is applicable for IMS security or early IMS security.
15.25.2
Conformance requirement

A UE that initiates a transfer operation, shall:

-
Issue a REFER request in the original communications dialog, where:

-
The request URI shall contain the SIP URI of the transferee as received in the Contact header field.

-
The Refer-To header field shall indicate the public address of the transfer Target. 

-
If the transferor UE has a consultation communication with the transfer Target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter.

-
The Referred-By header field may indicate the identity of the transferor. 

After the REFER request is accepted by the other end with a 202 (Accepted) response, the transferor UE should get notifications of how the transferee's communication setup towards the transfer Target is progressing.

When a NOTIFY request is received on the REFER dialog that indicates that the transferee and the transfer Target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE message on the original dialog.

Reference(s)

3GPP TS 24.429 [82]
15.25.3
Test purpose

1)
To verify that the transferor UE puts the call on hold before the transfer with a correct exchange of SIP/SDP protocol signalling messages; and

2)
To verify that the transferor UE has a consultative communication with the transfer Target UE; and

3)
To verify that the transferor UE issues a correctly composed REFER request to initiate the call transfer; and

4)
To verify that the transferor UE correctly processes the NOTIFYs from the transferee; and

5)
To verify that the transferor UE correctly processes the BYE request releasing the call with the transfer Target UE.

15.25.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing test case 12.12 (MO MTSI Voice Call Successful with preconditions) up to the step 12.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

Support for MTSI
(Yes/No)
Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)
Support for Explicit Communication Transfer - consultative transfer
(Yes/No)
IMS security (Yes/No)

Early IMS security (Yes/No)
<********* Beginning of the seventh change ***********>

15.26
MT Explicit Communication Transfer – Consultative Call Transfer

15.26.1
Definition and applicability
Test to verify that the transferee UE correctly performs IMS Multimedia Telephony Consultative Explicit Communication Transfer. This process is described in 3GPP TS 24.429 [82]. The test case is applicable for IMS security or early IMS security.
15.26.2
Conformance requirement

When a REFER request is received in the context of a call transfer scenario, the transferee UE shall perform the following steps: 

1)
apply the procedure for holding the active communication with the transferor as described in TS 183 010 clause 4.5.2.1; and

2)
apply normal REFER handling procedures according to ES 283 003.

Reference(s)

3GPP TS 24.429 [82]
15.26.3
Test purpose

1)
To verify that the transferee UE puts the active communication with the transferor UE on hold with a correct exchange of SIP/SDP protocol signalling messages; and

2)
To verify that the transferee UE correctly processes the REFER request from the transferor UE and sets up a communication with the transfer Target UE with a correct exchange of SIP/SDP protocol signalling messages; and
3)
To verify that the transferee UE correctly processes a BYE request from the transferor UE after successful communication setup between the transferee UE and the transfer Target UE.

15.26.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and received the MT call, by executing test case 12.13 (MT MTSI Speech Call).

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

Support for MTSI
(Yes/No) 
Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Explicit Communication Transfer - consultative transfer
(Yes/No)
IMS security (Yes/No)

Early IMS security (Yes/No)
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