Page 1



3GPP TSG RAN WG R5 Meeting #38
(
R5-080028
Malaga, Spain, 28 Jan - 1 Feb 2008
	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	34.229-1
	CR
	CRNum
	(

rev
	-
	(

Current version:
	7.0.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	x
	Radio Access Network
	
	Core Network
	


	

	Title:
(

	New Annex F for generic requirements of MTSI supplementary services

	
	

	Source to WG:
(

	Nokia

	Source to TSG:
(

	R5

	
	

	Work item code:
(

	MTSI-UEConfTest
	
	Date: (

	21/01/2008

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-7

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8 
Rel-9
(Release 9)

	
	

	Reason for change:
(

	Most of the conformance requirements related to the usage of XCAP are common to a number of MTSI supplementary service test cases which are based on XCAP manipulation. In order to avoid repeating same requirements for each test case it makes sense to collect those requirements to an annex so that the test cases can simply refer to it.

	
	

	Summary of change:
(

	-
Created a new annex F for the common requirements of MTSI supplementary services

	
	

	Consequences if 
(

not approved:
	Redundant text appearing to the conformance requirement section of multiple test cases

	
	

	Clauses affected:
(

	Annex F

	
	

	
	Y
	N
	
	

	Other specs
(

	
	x
	 Other core specifications
(

	

	affected:
	
	x
	 Test specifications
	

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(

	


E.3.2.9
EFGBANL (GBA NAF List)

The programming of this EF is a test house option.

Annex F (normative):
Generic Requirements for MTSI Supplementary Services
This Annex contains such generic requirements for IMS Multimedia Telephony Supplementary Services which apply to multiple test cases. These requirements are copied from TS 24.173 [65].
F.1
XCAP over Ut interface

[TS 24.173, Annex I]:

The protocol described in the present document allows to manipulate settings and variables related that influence the execution of one or more PSTN/ISDN simulation services. Manipulation of supplementary services take place over the 
Ut interface (UE to AS), as shown in figure 1.
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Figure 1: Ut interface

Manipulation of services does not usually take place during real‑time operation. Typically users manipulate their services configuration data prior to the invocation and execution of the service.

Authentication of the user with HTTP may take place directly at the AS, such as in figure 1, or with the support of an Authentication Proxy, such as in figure 2. The architecture for authentication is provided in TS 187 003 with the remark that the Network Application Function (NAF) is effectively an AS providing an NGN PSTN/ISDN simulation service in an NGN.
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Figure 2: Authentication proxy in the Ut interface path

...

For the purpose of manipulating data stored in an application server the XML Configuration Access Protocol (XCAP)  is used. XCAP allows a client to read, write and modify application configuration data, stored in XML format on a server. XCAP maps XML document sub‑trees and element attributes to HTTP URIs, so that these components can be directly accessed by HTTP. XCAP uses the HTTP methods PUT, GET, and DELETE to operating on XML documents stored in the server.

In the case of PSTN/ISDN simulation services, the data stored in a server is related to the execution of that given service. The present document defines a new XCAP Application Usage for the purpose of allowing a client to manipulate data related to PSTN/ISDN simulation services.

XCAP defines two logical roles: XCAP client and XCAP servers. An XCAP client is an HTTP/1.1 compliant client. Similarly an XCAP server is an HTTP/1.1 compliant server. The XCAP server acts as a repository of XML documents that customize and modify the execution of NGN PSTN/ISDN simulation services. Figure 3 depicts the XCAP architecture where an XCAP client sends an HTTP/1.1 request to an XCAP server. The server replies with an HTTP/1.1 response.
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Figure 3: XCAP architecture

According to XCAP, each application that makes use of XCAP defines its own XCAP application usage. The present document defines an NGN PSTN/ISDN simulation services XCAP application usage in clause 6. This application usage defines the XML schema for the data used by the application, along with other key pieces of information. 
XCAP focuses on the definition of XML documents that are compliant with the XML schema and constrains defined for a particular XCAP application usage. XCAP allows application to provide XML documents that are common for all users or XML documents that affect the service of a given user.

Central to XCAP is the construction of the HTTP URI that points to particular XML document or certain components of it. A component in an XML document can be an XML element, attribute, or the value of it.

...

The UE implements the role of an XCAP client, as described in clause 5.3.1.

The UE shall implement access authentication as specified in RFC 2617.

The UE shall implement Transport Layer Security (TLS) (see RFC 2246).

On sending an HTTP request, the UE may indicate the user's identity intended to be used with the AS by adding a HTTP X‑3GPP‑Intended‑Identity header (TS 124 109) to the outgoing HTTP request.

...

In order to keep the simulation services state synchronized with the network elements and other terminals that the user might be using, the UE should subscribe to changes in the XCAP simserv documents by generating a SUBSCRIBE request in accordance with draft-ietf-simple-xcap-diff-03.txt and draft-ietf-sipping-config-framework-08.txt.

...

The XCAP client is a logical function as defined in draft-ietf-simple-xcap-08.txt. The XCAP client provides the means to manipulate the general data, such as configuration settings related to NGN PSTN/ISDN simulation services.

NOTE:
In order to be able to manipulate data stored on the XCAP server, the XCAP client needs to know the XCAP root directory on the XCAP server and the user's directory name. It is assumed that these values are pre‑provisioned or the UE uses some means to discover it. Discovery mechanisms are outside the scope of the present document.

...

When the XCAP client intends to manipulate a resource list, it shall generate an HTTP PUT, HTTP GET or 
HTTP DELETE request in accordance with draft-ietf-simple-xcap-08.txt and the NGN PSTN/ISDN simulation services application usage specified in clause 6.

...

XCAP provides for the existence of application usages that define the conventions and constrains related to the manipulation of XML documents in an XCAP server. The present document defines an NGN PSTN/ISDN simulation services XCAP application usage. This application usage is common for a variety of PSTN/ISDN simulation services defined by NGN Release 1. Further releases may extend this application usage when deemed practical.

The present document follows a modular approach, as depicted in figure 4. We provide for the existence of a simservs XML document that contains the data associated to a number of NGN PSTN/ISDN simulation services. The simservs XML document is composed of a common part, defined by the present document, and a number of XML subdocuments corresponding to each of the NGN PSTN/ISDN simulation services. This modular approach has significant advantages. Particularly, it is versatile enough to allow any number of configurations. For example, in one configuration, an XCAP server might be managing a given server. In this case, the simservs XML document will contain one subtree per service. In another configuration, each service is managed in its own XCAP server, case in which the XML document in each XCAP server will contain the common parts and a single XML subtree that manages the service. Yet in a third configuration the XCAP server stores several XML documents, each document managing one or more services.

The XML schema for the simservs XML document, including the common parts, is specified in clause 6.3. This XML schema allows for each of the individual XML schemas pertaining to a particular service to import the common parts XML schema. Each XML subdocument affects the settings of a PSTN/ISDN simulation service (or group of related PSTN/ISDN simulation services). The XML schema of each of the PSTN/ISDN simulation services is specified in its own specification. A template of the XML schema for a PSTN/ISDN simulation service is provided in clause 6.4.
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Figure 4: Structure of an NGN PSTN/ISDN simulation services XML document

The simservs XML document starts with a <simservs> root XML element that can contain one or more child elements pertaining to PSTN/ISDN simulation services. Each of these service elements can contain an "active" attribute that indicates whether the service is activated or not. When the "active" attribute is absent on a service element, it indicates that the service is activated. Elements and attributes from different namespaces can be present as well.

...

XCAP requires application usages to fulfil a number of steps in the definition of such application usage. The reminder of this clause specifies the required definitions of the NGN PSTN/ISDN simulation services XCAP Application Usage.

Application Unique ID (AUID): Each XCAP application usage is associated with a unique name called the Application Unique ID (AUID). The AUID defined by this application usage falls into the vendor‑proprietary namespace of XCAP AUID, where ETSI is considered a vendor.

The AUID allocated to the NGN PSTN/ISDN simulation services XCAP application usage is:

simservs.ngn.etsi.org

XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 6.3. Additionally, each PSTN/ISDN simulation service (or group of them) is modelled with a XML subdocument that is validated according to a specific XML schema for that subdocument. The XML schema that affects the settings of the related service is specified in the specification of the given PSTN/ISDN simulation service. Clause 6.4 provides a template that shall be used for the XML schema defined by each of the PSTN/ISDN simulation services that implement XML schemas for data manipulation. Additionally the schema in clause 6.3 contains the specification of a number of common service specific elements and types, the semantics and applicability of these elements is described in the service specifications that use them.

Default namespace: XCAP requires application usages to declare the default namespace. The default namespace of the NGN PSTN/ISDN simulation services XCAP application usage is:

http://uri.etsi.org/ngn/params/xml/simservs/xcap
MIME type: The MIME type of NGN PSTN/ISDN simulation services XML documents is:

application/simservs+xml
Validation constraints: The present document does not specify any additional constraint beyond those defined by XCAP. Note, however, that each of the supplementary services may specify additional constraints on each of the XML subdocuments.

Data semantics: The XML schema does not accept URIs that could be expressed as a relative URI reference causing a resolution problem. However, each of the supplementary services should consider if relative URIs are allowed in the subdocument tree, and in that case, they should indicate how to resolve relative URI references. In the absence of further indications, relative URI references should be resolved using the document URI as the base of the relative URI reference.

Naming conventions: By default, NGN PSTN/ISDN simulation services XML documents are stored under the user's Home Directory (which is located under the "users" sub‑tree). In order to facilitate the manipulation of an NGN PSTN/ISDN simulation services XML document, we define a default XML file name:

simservs.xml

Resource interdependencies: The present document does not specify additional resource interdependency beyond those specified in the XML schema and beyond any resource interdependency that may be specified in each of the NGN PSTN/ISDN simulation services.

Authorization policies: The default XCAP authorization policy is used in the application usage defined by the present document.

NOTE:
The default policy indicates that the creator of the XML document is the one authorized to manipulate it.

...

<?xml version="1.0" encoding="UTF‑8"?>

<xs:schema targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap"

xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap" 

xmlns:xs="http://www.w3.org/2001/XMLSchema" 

elementFormDefault="qualified" 

attributeFormDefault="unqualified">

<!—‑ The element "simservs" maps to the Common Parts of an NGN PSTN/ISDN
Simulation services document ‑‑>


<xs:element name="simservs">

<xs:annotation>

<xs:documentation>XML Schema for data manipulation of ETSI 

NGN PSTN/ISDN Simulation Services

</xs:documentation>

</xs:annotation>

<xs:complexType>

<xs:sequence>

<xs:element ref="ss:absService" minOccurs="0" maxOccurs="unbounded"/>

<xs:element name="extensions" minOccurs="0">

<xs:complexType>

<xs:sequence>
<xs:any namespace="##other" processContents="lax" 

minOccurs="0" maxOccurs="unbounded"/>

</xs:sequence>

</xs:complexType>

</xs:element>
</xs:sequence>

<xs:anyAttribute namespace="##any" processContents="lax"/>

</xs:complexType>

</xs:element>

<xs:element name="absService" abstract="true" type="ss:simservType"/>

<xs:complexType name="simservType">

<xs:attribute name="active" type="xs:boolean" 

use="optional" default="true" />

<xs:anyAttribute namespace="##any" processContents="lax"/>


</xs:complexType>


<!‑‑ service specific IETF common policy condition elements‑‑>


<xs:element name="anonymous" type="ss:empty‑element‑type"/>


<xs:element name="presence‑status" type="ss:presence‑status‑activity‑type"/>


<xs:element name="media" type="ss:media‑type"/>


<xs:element name="communication‑diverted" type="ss:empty‑element‑type"/>


<xs:element name="rule‑deactivated" type="ss:empty‑element‑type"/>


<xs:element name="not‑registered" type="ss:empty‑element‑type"/>


<xs:element name="busy" type="ss:empty‑element‑type"/>


<xs:element name="no‑answer" type="ss:empty‑element‑type"/>

   <xs:element name="not‑reachable" type="ss:empty‑element‑type"/>


<xs:element name="roaming" type="ss:empty‑element‑type"/>


<!‑‑ service specific type declarations ‑‑>


<xs:simpleType name="media‑type" final="list restriction">

<xs:restriction base="xs:string"/>


</xs:simpleType>


<xs:simpleType name="presence‑status‑activity‑type" final="list restriction">

<xs:restriction base="xs:string"/>


</xs:simpleType>


<xs:complexType name="empty‑element‑type"/>

</xs:schema>

F.2
Originating Identification Presentation (OIP) / Originating Identification Restriction (OIR)
[TS 24.173, Annex A]:

The OIP service provides the terminating user with the possibility of receiving trusted (i.e. network‑provided) identity information in order to identify the originating user.

In addition to the trusted identity information, the identity information from the originating user can include identity information generated by the originating user and in general transparently transported by the network. In the particular case where the "no screening" special arrangement does not apply, the originating network shall verify the content of this user generated identity information. The terminating network cannot be responsible for the content of this user generated identity information.

The OIR service is a service offered to the originating user. It restricts presentation of the originating user's identity information to the terminating user.

When the OIR service is applicable and activated, the originating network provides the destination network with the indication that the originating user's identity information is not allowed to be presented to the terminating user. In this case, no originating user's identity information shall be included in the requests sent to the terminating user. The presentation restriction function shall not influence the forwarding of the originating user's identity information within the network as part of the simulation service procedures.
...

For user configuration of the OIR service the Ut interface should be used.

...

The OIP service is activated at provisioning and deactivated at withdrawal.

The OIR service is activated at provisioning and deactivated at withdrawal.
...

As part of basic communication, the originating UE may insert a P‑Preferred‑Identity header field in any initial SIP request for a dialog or in any SIP request for a standalone transaction as a hint for creation of a public user identity as described in ES 283 003.

NOTE 1:
According ES 283 003, the UE may include any of the following in the P‑Preferred‑Identity header field:

· a public user identity which has been registered by the user;

· a public user identity returned in a registration‑state event package of a NOTIFY request as a result of an implicit registration that was not subsequently deregistered or has expired; or

· any other public user identity which the user has assumed by mechanisms outside the scope of ES 283 003 to have a current registration.

If the originating user wishes to override the default setting of "presentation not restricted" of the OIR service in temporary mode:

· The originating UE shall include an "anonymous" From header field. The convention for configuring a anonymous From header field described in RFC 3323 and RFC 3325 should be followed; i.e.:

From: "Anonymous" <sip:anonymous@anonymous.invalid>;tag= xxxxxxx.

· If only the P‑Asserted‑Identity needs to be restricted the originating UE shall include a Privacy header field set to "id" in accordance with RFC 3323, and RFC 3325.

· If all headers containing private information need to be restricted the originating UE shall include a Privacy header field set to "header" in accordance with RFC 3323, and RFC 3325.

NOTE 2:
It is assumed that all TISPAN NGN UEs will support ES 283 003 or RFC 3325.

If the originating user wishes to override the default setting of "presentation restricted" of the OIR service in temporary mode:

· The originating UE shall include a Privacy header field of privacy type "none" in accordance with 
ES 283 003 (RFC 3323).

...

A terminating UE shall support the receipt of one or more P‑Asserted‑Identity header fields in SIP requests initiating a dialog or standalone transactions, each one containing a public user identity of the originating user. The UE may present the information to the user.

NOTE 1:
If no P‑Asserted‑Identity header fields are present, but a Privacy header field was present, then the one or more identities may have been withheld due to presentation restriction.

NOTE 2:
If neither P‑Asserted‑Identity header fields nor a Privacy header field are present, then the network‑provided identities may not have been available (due to, for example, interworking with other networks), or the user may not hold a subscription to the OIP service.

NOTE 3:
A user‑provided identity may also be available, within the From header field of the request. The TISPAN NGN network can not take any responsibility for the content of that the From header field.

...

Originating Identity documents are sub‑trees of the simservs XML document specified in TS 183 023. As such, Originating Identity documents use the XCAP application usage in TS 183 023.

Data semantics: The semantics of the Originating Identity XML configuration document is specified in clause 4.10.1.
XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 4.10.2.

An instance of an Originating Identity document is shown:

<?xml version="1.0" encoding="UTF‑8"?>
<simservs xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:xsi="http://www.w3.org/2001/XMLSchema‑instance" >

   <originating‑identity‑presentation active="true"/>

   <originating‑identity‑presentation‑restriction active="true">

       <default‑behaviour>presentation‑restricted</default‑behaviour>

   </originating‑identity‑presentation‑restriction>

</simservs>
...

The OIP service can be activated/deactivated using the active attribute of the <originating‑identity‑presentation> service element.

The OIR service can be activated/deactivated using the active attribute of the <originating‑identity‑presentation‑restriction> service element. Activating the OIR service this way activates the temporary mode OIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.

The behaviour of the temporary mode OIR is configured with the optional <default‑behaviour> element. There are two values that this element can take:

· Presentation‑restricted: This configures the service to behave as specified in clause 4.5.2.4 for the case OIR service in "temporary mode" with default "restricted".

· Presentation‑not‑restricted: This configures the service to behave as specified in clause 4.5.2.4 for the case OIR service in "temporary mode" with default "not restricted".

...

<?xml version="1.0" encoding="UTF‑8"?>
<xs:schema xmlns:ss=" http://uri.etsi.org/ngn/params/xml/simservs/xcap " xmlns:xs="http://www.w3.org/2001/XMLSchema" targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap" elementFormDefault="qualified" attributeFormDefault="unqualified">
   <xs:element name="originating‑identity‑presentation‑restriction" substitutionGroup="ss:absService">
       <xs:annotation>
           <xs:documentation>Originating Identity presentation Restriction




</xs:documentation>
       </xs:annotation>
       <xs:complexType>
           <xs:complexContent>
               <xs:extension base="ss:simservType">
                   <xs:sequence>
                       <xs:element name="default‑behaviour" default="presentation‑restricted" minOccurs="0">
                           <xs:simpleType>
                               <xs:restriction base="xs:string">
                                   <xs:enumeration value="presentation‑restricted"/>
                                   <xs:enumeration value="presentation‑not‑restricted"/>
                               </xs:restriction>
                           </xs:simpleType>
                       </xs:element>
                   </xs:sequence>
               </xs:extension>
           </xs:complexContent>
       </xs:complexType>
   </xs:element>
   <xs:element name="originating‑identity‑presentation" type="ss:simservType" substitutionGroup="ss:absService">
       <xs:annotation>
           <xs:documentation>Originating Identity Presentation




</xs:documentation>
       </xs:annotation>
   </xs:element>
</xs:schema>
F.3
Terminating Identification Presentation (TIP) / Terminating Identification Restriction (TIR)
[TS 24.173, Annex B]:

The Terminating Identification Presentation (TIP) service provides the originating party with the possibility of receiving trusted information in order to identify the terminating party.

The Terminating Identification Restriction (TIR) is a service offered to the terminating party which enables the terminating party to prevent presentation of the terminating identity information to originating party.

...

The TIP service is activated at provisioning and deactivated at withdrawal.

The TIR service is activated at provisioning and deactivated at withdrawal.

For provisioning of the TIR the Ut interface could be used. (see clause 4.9 for further information).

...

A UE that supports the TIP service signalling procedures shall support the receipt, in SIP responses to SIP requests initiating a dialog or for standalone transactions, one or more P-Asserted-Identity headers, each one containing a network-provided identity information of the terminating user.

If no P-Asserted‑Identity header fields are present, but a Privacy header field set to "id" was present, then the 
network-provided identity information was withheld due to presentation restriction.

If neither P-Asserted-Identity header fields nor a Privacy header fields set to "id" are present, then the network-provided identity information was not available (due, for example, to interworking with other networks).

Once a 2xx response is received, the P-Asserted‑Identity header field of the first 2xx response is used, e.g. when presenting the identity to the user.

NOTE:
Any P-Asserted-Identity received in a provisional response is outside the scope of this service.

...

The destination UE, if requesting that its identity be kept private from the originating user, may include a Privacy header with privacy type of "id" in any non-100 responses it sends upon receipt of a SIP request.

NOTE:
It is assumed that TIR subscribers support RFC 3325.

...

Terminating Identity documents are sub‑trees of the simservs XML document specified in TS 183 023. As such, Terminating Identity documents use the XCAP application usage in TS 183 023.

Data semantics: The semantics of the Terminating Identity XML configuration document is specified in clause 4.9.1.
XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 4.9.2.

An instance of an Terminating Identity document is shown:

<?xml version="1.0" encoding="UTF‑8"?>
<simservs xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:xsi="http://www.w3.org/2001/XMLSchema‑instance" >

   <terminating‑identity‑presentation active="true"/>

   <terminating‑identity‑presentation‑restriction active="true">

       <default‑behaviour>presentation‑restricted</default‑behaviour>

   </terminating‑identity‑presentation‑restriction>

</simservs>
...

The TIP service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation> service element.

The TIR service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation‑restriction> service element. Activating the TIR service this way activates the temporary mode TIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.

The behaviour of the temporary mode TIR is configured with the optional <default‑behaviour> element. There are two values that this element can take:

· Presentation-restricted: configures the service to behave as specified in clause 4.5.2.9 for the case TIR service in "temporary mode" with default "restricted".

· Presentation-not-restricted: configures the service to behave as specified in clause 4.5.2.9 for the case TIR service in "temporary mode" with default "not restricted".

...

<?xml version="1.0" encoding="UTF‑8"?>
<xs:schema xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:xs="http://www.w3.org/2001/XMLSchema" targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap" elementFormDefault="qualified" attributeFormDefault="unqualified">
   <xs:element name="terminating‑identity‑presentation‑restriction" substitutionGroup="ss:absService">
       <xs:annotation>
           <xs:documentation>Terminating Identity presentation Restriction




</xs:documentation>
       </xs:annotation>
       <xs:complexType>
           <xs:complexContent>
               <xs:extension base="ss:simservType">
                   <xs:sequence>
                       <xs:element name="default‑behaviour" default="presentation‑restricted" minOccurs="0">
                           <xs:simpleType>
                               <xs:restriction base="xs:string">
                                   <xs:enumeration value="presentation‑restricted"/>
                                   <xs:enumeration value="presentation‑not‑restricted"/>
                               </xs:restriction>
                           </xs:simpleType>
                       </xs:element>
                   </xs:sequence>
               </xs:extension>
           </xs:complexContent>
       </xs:complexType>
   </xs:element>
   <xs:element name="terminating‑identity‑presentation" type="ss:simservType" substitutionGroup="ss:absService">
       <xs:annotation>
           <xs:documentation>Terminating Identity Presentation




</xs:documentation>
       </xs:annotation>
   </xs:element>
</xs:schema>
F.4
Communication Diversion (CDIV)

[TS 24.173, Annex C]:

The service description of the following Communication Services CFU, CFB, CFNR, CFNRc and CD are based on the PSTN/ISDN Supplementary Services.

Generally the following requirements should be fulfilled:

· It shall be possible for the user or the network to identify an alternative destination for an IP multimedia session or individual media of an IP multimedia session. 
· It shall be possible for redirection to be initiated at various stages of an IP Multimedia session. For example:
· Prior to the set up of an IP Multimedia session.

· During the initial request for an IP Multimedia session (CFU).

· During the establishment of an IP Multimedia session (CD).

· Redirection can be applied for all Multimedia sessions unconditionally or it can be caused by any of a set list of events or conditions. Typical causes could be:

· Identity of the originating user.

· Presence of the originating or destination party.

· If the destination party is already in a session (CFB).

· If the destination party is unreachable or unavailable in some other way (CFNL; CFNR, CFNRc).

· If the destination party does not respond (CFNR).

· After a specified alerting interval (CFNR).

· User's preference on routing for specific IP Multimedia session based on the capabilities of multiple UEs sharing the same IMS service subscription.

· The sending party, receiving party or the network on their behalf, may initiate redirection to alternative destinations. 

...

The services CFU, CFB, CFNR, CFNL and CD are individually activated at provisioning or at the subscribers request by using e.g. the Ut interface.

The services CFU, CFB, CFNR, CFNL and CD are individually deactivated at withdrawal or at the subscribers request by using e.g. the Ut interface.

...

For registration of diversion information for the services CFU, CFB, CFNR, CFNL and CD, the Ut interface should be used. The diverted-to party address of the services CFU, CFB, CFNR, CFNL and CD can individually be registered at the subscribers request by using the Ut interface.

For erasure of diversion information for the services CFU, CFB, CFNR, CFNL and CD, the Ut interface should be used. The diverted-to party address of the services CFU, CFB, CFNR, CFNL and CD can individually be erased at the subscribers request by using the Ut interface.

...

Communication Diversion documents are subtrees of the simservs document specified in TS 183 023. As such, Communication Diversion documents use the XCAP application usage in TS 183 023.

In addition to the considerations and constraints defined by the simservs document TS 183 023, we define the additional constraints and considerations for the Communication Diversion subtree:

XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 4.9.2. 

Data semantics: The semantics of the communication diversion XML configuration document is specified in clause 4.9.1.
An instance of the simulation services configuration containing a communication diversion configuration document.

<?xml version="1.0" encoding="UTF-8"?>

<simservs 

xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" 

xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

xmlns:ocp="urn:oma:xml:xdm:common-policy"> 

   <communication-diversion active="true">




rule set

   </communication-diversion>

</simservs>

The communication diversion service contains a rule set that specifies how the communication diversion service shall react to external stimuli. 

...

The communication diversion configuration is contains a ruleset. The rule set reuses the syntax as specified by the common policy draft (see RFC 4745).

   <communication-diversion active="true">

       <cp:ruleset>





rule1





rule2

       </cp:ruleset>

   </communication-diversion>

In general the following procedure applies:

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action shall be executed. 

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching rule is found or the set of remaining rules is empty.

However not all rules can be matched at the same moment in the call. Some conditions imply that rules that carry them are checked at specific events in the call, for example the no-answer condition only holds when the called party does not answer after a while. In this case the same procedure shall apply as above with the modification that the set of rules to process contains only the rules applicable for that specific network event. 

In clause 4.9.1.3 all allowed conditions are specified, normally rules are evaluated at communication setup time, for conditions where this is not the case this is explicitly indicated.

The shown "active" attribute is inherited from the simservType from TS 183 023, its meaning is also specified in TS 183 023.

...

The Communication Diversion service is configured with an ordered set of forwarding rules. The XML Schema reuses the rule syntax as specified by the common policy draft (see RFC 4745). The rules take the following form:

            <cp:rule id="rule66">

               <cp:conditions>






condition1






condition2

               </cp:conditions>

               <cp:actions>

                   <forward-to>

                       <target> 

                          targetAddress1

                       </target>

                       <notify-caller>true</notify-caller>

                   </forward-to>

               </cp:actions>

           </cp:rule>

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action is executed. When a rule matches remaining rules in the rule set shall be discarded. Applied to the fragment above this means that only if the expression (condition1 AND condition2) evaluates to true that then the rule66 matches and the forward-to action is executed. 

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching rule is found or the set of remaining rules is empty.

The "id" attribute value of a rule shall uniquely identify the rule within a rule set. This can be used in XCAP usage to address one specific rule.

...

The following conditions are allowed by the XML Schema for the communication diversion service:

busy: This condition evaluates to true when the called user is busy. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a busy indication is received from the called party.

not-registered: This condition evaluates to true when the called user is not registered. In all other cases the condition evaluates to false.

presence-status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the calling user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in OMA-TS-XDM-Core-V1-0 
(see Bibliography). In all other cases the condition evaluates to false.

anonymous: This condition evaluates to true when the P-Asserted-Identity of the calling user is not provided or privacy restricted.

cp:sphere: Not applicable in the context of the Communication Diversion service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: When the incoming call request for certain media, the forwarding rule can decide to forward the call for this specific media. This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in the SDP (RFC 4566) offered in an INVITE (RFC 3261).

no-answer: This condition evaluates to true when the called user does not answer. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a no-answer timeout is detected.

rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external-list: This condition evaluates to true when the calling users identity is contained in an external resource list to which the value of external-list refers. The exact interpretation of this element is specified in 
OMA-TS-XDM-Core-V1-0 (see Bibliography).

ocp:other-identity: Not applicable in the context of communication diversion service.

not-reachable: this condition evaluates to true when there is a signalling channel outage during session setup to the served user's UE and the served user is registered. In all other cases this condition evaluates to false. 

The condition elements that are not taken from the common policy schema (RFC 4745) or OMA common policy schema (see OMA-TS-XDM-Core-V1-0 in Bibliography) are defined in the simservs document schema specified in.

...

The action supported by the communication service can is forwarding of calls. For this the forward-to action has been defined. The forward-to action takes the following elements:

target: Specifies the address of the forwarding rule. It should be a valid SIP URI (RFC 3261) or TEL URL 
(RFC 3966). 

notify-caller: An optional element that can be used to disable the default behaviour that the caller is notified that the call is being forwarded.

reveal-identity-to-caller: An optional element that can be used to disable the default behaviour that the caller is notified that the call is being forwarded receives the diverted-to party’s identity information.

notify-served-user: An optional element that can be used to enable that the served user is notified that calls are being forwarded. Default this is switched off.

notify-served-user-on-outbound-call: An optional element that can be used to enable that the served user is notified that calls are being forwarded when he makes a call attempt. Default this is switched off.

reveal-identity-to-target: An optional element that can be used to disable the default behaviour that the diverted-to party receives identity information of the diverting party.
...

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"   

xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap"   

       xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

       xmlns:ocp="urn:oma:xml:xdm:common-policy"

targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap
       elementFormDefault="qualified" 

       attributeFormDefault="unqualified">

   <!-- import common policy definitions -->

   <xs:import namespace="urn:ietf:params:xml:ns:common-policy" schemaLocation="common-policy.xsd"/>

   <!-- import OMA common policy extensions -->

   <xs:import namespace="urn:oma:xml:xdm:common-policy" schemaLocation="oma-common-policy.xsd"/>

   <!-- communication diversion rule set based on the common policy rule set.-->

   <xs:element name="communication-diversion" substitutionGroup="ss:absService">

       <xs:annotation>

           <xs:documentation>This is the communication diversion configuration document.</xs:documentation>

       </xs:annotation>

       <xs:complexType>

           <xs:complexContent>

               <xs:extension base="ss:simservType">

                   <xs:sequence>

                       <!-- add service specific elements here-->

                       <xs:element ref="cp:ruleset" minOccurs="0"/>

                   </xs:sequence>

               </xs:extension>

               <!-- service specific attributes can be defined here -->

           </xs:complexContent>

       </xs:complexType>

   </xs:element>

   <!-- communication diversion specific extensions to IETF common policy actions-->

   <xs:element name="forward-to" type="ss:forward-to-type"/> 

  <!-- communication diversion specific type declarations -->

   <xs:complexType name="forward-to-type">

       <xs:sequence>

           <xs:element name="target" type="ss:target-type"/>

           <xs:element name="notify-caller" type="xs:boolean" default="true" minOccurs="0"/>

           <xs:element name="reveal-identity-to-caller" type="xs:boolean" default="true" minOccurs="0"/>
           <xs:element name="notify-served-user" type="xs:boolean" default="false" minOccurs="0"/>
           <xs:element name="notify-served-user-on-outbound-call" type="xs:boolean" default="false" minOccurs="0"/>
           <xs:element name="reveal-identity-to-target" type="xs:boolean" default="true" minOccurs="0"/>
       </xs:sequence>

   </xs:complexType>

   <xs:complexType name="target-type">

       <xs:choice>

           <xs:element name="identity" type="xs:anyURI"/>

       </xs:choice>

   </xs:complexType>

</xs:schema>

F.5
Communication Barring (CB)

[TS 24.173, Annex E]:

The Incoming Communications Barring (ICB) service makes it possible for a user to have barring of certain categories of incoming communications according to a provisioned or user configured barring program and is valid for all incoming communications. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. Examples of conditions are whether the asserted originating public user identity matches a specific public user identity or whether the originating public user identity is restricted (anonymous). The action part could specify for a rule that contains a matching condition that the specific incoming communication shall be barred.
For user configuration of the ACR/CB services the Ut interface should be used.

Communication Barring documents are sub‑trees of the simserves XML document specified in TS 183 023. As such, Communication Barring documents use the XCAP application usage in TS 183 023.

In addition to the considerations and constraints defined by the simservs XML document TS 183 023, the following additional constraints and considerations for the Communication Barring sub‑tree are defined.

An instance of the simulation services configuration containing a communication barring configuration document.

<?xml version="1.0" encoding="UTF‑8"?>
<simservs 

xmlns=" http://uri.etsi.org/ngn/params/xml/simservs/xcapurn:org:etsi:tispan:ngn:params:xml:ns:simservs " 

xmlns:cp="urn:ietf:params:xml:ns:common‑policy" 

xmlns:ocp="urn:oma:params:xml:ns:common‑policy"> 

  <incoming‑communication‑barring active="true">




rule set
  </incoming‑communication‑barring >

  <outgoing‑communication‑barring active="true">




rule set
  </outgoing‑communication‑barring >

</simservs>
The communication barring service contains a rule set, that specifies how the communication barring service shall react to external stimuli. 

The communication barring configuration is contains a rule set. The rule set reuses the syntax as specified by the common policy draft (see RFC 4745).
  <incoming‑communication‑barring active="true">
    <cp:ruleset>





rule1





rule2
    </cp:ruleset>
  </ incoming‑communication‑barring >
For evaluating a rule set the algorithm as specified in common policy draft (see RFC 4745, clause 10.2) shall be used. 

In clause 4.9.1.3 all allowed conditions are specified, communication barring rules are always evaluated at communication setup time.

The shown "active" attribute is inherited from the simservType from TS 183 023, its meaning is also specified in TS 183 023.

The Communication Barring service is configured with an ordered set of forwarding rules. The XML Schema reuses the rule syntax as specified by common policy draft (see RFC 4745 in Bibliography). The rules take the following form.

      <cp:rule id="rule66">

        <cp:conditions>








condition1








condition2

        </cp:conditions>

        <cp:actions>

          <allow>false</allow>

        </cp:actions>

      </cp:rule>

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action is executed. Applied to the fragment above this means that only if the expression (condition1 AND condition2) evaluates to true that then the rule66 matches call is executed, if there are more matching rules then the resulting actions shall be combined according to the procedure specified in the common policy draft (see RFC 4745). If one of the matching rules evaluates to allow=true then the resulting value shall be allow=true and the call continues normally, otherwise the result shall be allow=false and the call will be barred. If there are no matching rules then the result shall be allow=true.

The "id" attribute value of a rule shall uniquely identify the rule within a rule set. This can be used in XCAP usage to address one specific rule.

The following definition applies in the context of this chapter:

remote user: The user involved in the communication setup with the served user. The:

· For ICB the Identity of the remote user shall be taken from  the P-Asserted-Identity header field and additionally may be taken from the From header field or the Referred-By header field.
· For OCB the Identity shall be taken from the Requested URI and additionally may be taken from the To header field.
The following conditions are allowed by the XML Schema for the communication barring service.

presence‑status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the remote user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in the in the common policy draft (see RFC 4745). In all other cases the condition evaluates to false.
The Identity that is matched  shall be taken from the P-Asserted-Identity header field and additionally may be taken from the From header field or the Referred-By header field
anonymous: To comply with the requirements as set for simulation of the ACR service, the anonymous element shall only evaluate to true when the conditions as set out in clause 4.5.2.6.2 for asserted originating public user identity apply.

cp:sphere: Not applicable in the context of the Communication Barring service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in RFC 3266 offered in an INVITE request. It allows for barring of specific media.

communication‑diverted: This condition evaluates to true when the incoming communication has been previously diverted.

NOTE:
Diverted communication can be recognized by the presence of the History header field, as specified in TS 183 004.

roaming: This condition evaluates to true when the served user is registered from an access network other then the served users home network.

NOTE: Whether the served user is registered from another network then the served users home network can be determined from the P-Visited-Network-ID header field specified in RFC3455 and the P-Access-Network-Info header field specified in RFC3455 both are provided during the registration process, see ES 283 003 clause 5.7.1.3.

rule‑deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external‑list: This condition evaluates to true when the remote users identity is contained in an external URI list stored in a OMA‑TS‑XDM_Shared to which the value of external‑list refers. The exact interpretation of this element is specified in OMA‑TS‑XDM_Core.

ocp:other‑identity: If present in any rule, the "other‑identity" element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy. The exact interpretation of this condition is specified in OMA‑TS‑XDM_Core.
The condition elements that are not taken from the common policy draft (see RFC 4745) or oma common policy schema ETSI TS 183 038 are defined in the simservs document schema specified in ETSI TS 183 023.
The action supported by the communication barring service is (un)conditional barring of calls. For this the allow action has been defined. The allow action takes a Boolean argument when the value is true calls are allowed to continue, when it is false the call shall be barred.
...

<?xml version="1.0" encoding="UTF‑8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:cp="urn:ietf:params:xml:ns:common‑policy" 

xmlns:ocp="urn:oma:xml:xdm:common-policy" targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap" elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!‑‑ import common policy definitions ‑‑>

  <xs:import namespace="urn:ietf:params:xml:ns:common‑policy" schemaLocation="common‑policy.xsd"/>

  <!‑‑ import OMA common policy extensions ‑‑>

    <xs:import namespace="urn:oma:xml:xdm:common-policy" schemaLocation="oma-common-policy.xsd"/>

  <!‑‑ incoming communication barring rule set based on the common policy rule set.‑‑>

  <xs:element name="incoming‑communication‑barring" substitutionGroup="ss:absService">

    <xs:annotation>

      <xs:documentation>This is the incoming communication barring configuration document.</xs:documentation>

    </xs:annotation>

    <xs:complexType>

      <xs:complexContent>

        <xs:extension base="ss:simservType">

          <xs:sequence>

            <!‑‑ add service specific elements here‑‑>

            <xs:element ref="cp:ruleset" minOccurs="0"/>

          </xs:sequence>

        </xs:extension>

        <!‑‑ service specific attributes can be defined here ‑‑>

      </xs:complexContent>

    </xs:complexType>

  </xs:element>

  <!‑‑ outgoing communication barring rule set based on the common policy rule set.‑‑>

  <xs:element name="outgoing‑communication‑barring" substitutionGroup="ss:absService">

    <xs:annotation>

      <xs:documentation>This is the outgoing communication barring configuration document.</xs:documentation>

    </xs:annotation>

    <xs:complexType>

      <xs:complexContent>

        <xs:extension base="ss:simservType">

          <xs:sequence>

            <!‑‑ add service specific elements here‑‑>

            <xs:element ref="cp:ruleset" minOccurs="0"/>

          </xs:sequence>

        </xs:extension>

        <!‑‑ service specific attributes can be defined here ‑‑>

      </xs:complexContent>

    </xs:complexType>

  </xs:element>

  <!‑‑ communication barring specific extensions to IETF common policy actions‑‑>

  <xs:element name="allow" type="ss:allow‑action‑type"/>

  <!‑‑ communication barring specific type declarations ‑‑>

  <xs:simpleType name="allow‑action‑type" final="list restriction">

    <xs:restriction base="xs:boolean"/>

  </xs:simpleType>

</xs:schema>
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