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Introduction

This document presents a proposal on XCAP signalling testing in the context of MTSI Supplementary Services.
1. XCAP test case general structure
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Fig. 1 basic test case structure

An XCAP signalling test case can consist of three parts.
1. Initial condition (without highlight in the figure)

2. HTTP authentication (highlighted with light blue colour) of the test body. It is a generic step for all test cases. 
3. The real test part corresponding to the test purposes (pink highlighted part) is the focal point of this document and is further discussed below.
2. The supplementary services for MTSI

Eight supplementary services are specified for MTSI:

· ACR (anonymous communication rejection) and CB (communication barring)

· TIP (terminating identification presentation) and TIR (terminating identification restriction)
· OIP (originating identification presentation) and OIR (originating identification restriction)

· CDIV (communication diversion)

· HOLD (communication hold)

· MWI (message waiting indication)

· CONF (conference)

· ECT (explicit communication transfer)
For the HOLD, MWI, CONF and ECT manipulation of the service configuration is not applicable, therefore there is no XCAP testing for them. They should be tested together with SIP.
For the ACR/CB, TIP/TIR, OIP/OIR and CDIV user can manipulate the service configuration via XCAP protocol. The XCAP testing will be applied to these supplementary services.
3. XCAP testing for TIP/TIR and OIP/OIR

The following are two instances of XML document for the two supplementary services:

- instance of a Terminating Identity document:

<?xml version="1.0" encoding="UTF‑8"?>

<simservs xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:xsi="http://www.w3.org/2001/XMLSchema‑instance" >

   <terminating‑identity‑presentation active="true"/>

   <terminating‑identity‑presentation‑restriction active="true">

       <default‑behaviour>presentation‑restricted</default‑behaviour>

   </terminating‑identity‑presentation‑restriction>

</simservs>


- instance of an Originating Identity document:

<?xml version="1.0" encoding="UTF‑8"?>

<simservs xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:xsi="http://www.w3.org/2001/XMLSchema‑instance" >

   <originating‑identity‑presentation active="true"/>

   <originating‑identity‑presentation‑restriction active="true">

       <default‑behaviour>presentation‑restricted</default‑behaviour>

   </originating‑identity‑presentation‑restriction>

</simservs>

From the XML documents above, we can see that the service configuration of these two supplementary services is relatively simple, only three elements in the configuration (using TIP/TIR as an example):


- “terminating-identity-presentation” element

This element has only one attribute “active” which is controllable by user.


- “terminating-identity-presentation-restriction” element

This element has an attribute “active” and an element “default-behaviour” which are controllable by user.

From test purpose point of view there would be such purposes:

- activate TIP

- deactivate TIP

- activate TIR

- deactivate TIR

- set the default of TIR to “presentation-restricted”

- set the default of TIR to “presentation-not-restricted”

- some combinations of all above (this can only be done by selecting the document)
If we consider following constraints:

- one test case has only one test purpose

- according to the schema for these two supplementary services, “delete an element”, and “insert an element”  are invalid for these two documents
- XCAP can only affect one element, attribute or document at a time

Then the numbers of valid UE behaviors to handle these elements and attributes (which are represented by the branches in the TTCN code of the test case) are limited and each branch won’t contain many message exchanges, such complexity would ber reduced. 

4. XCAP testing for ACR/CB and CDIV

The test cases in this category are not as simple as one in above category. Their XML documents contain “ruleset” which is not a simple type data, for example, for CDIV the document looks like:
<?xml version="1.0" encoding="UTF-8"?>

<simservs 

xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" 

xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

xmlns:ocp="urn:oma:xml:xdm:common-policy"> 

   <communication-diversion active="true">



<cp:ruleset>





rule1





rule2

       </cp:ruleset>
   </communication-diversion>

</simservs>

And the structure of the rule is defined as:

<cp:rule id="rule66">

               <cp:conditions>






condition1





condition2
               </cp:conditions>

               <cp:actions>

                   <forward-to>

                       <target> 

                          targetAddress1
                       </target>

                       <notify-caller>true</notify-caller>

                   </forward-to>

               </cp:actions>

           </cp:rule>

The rule can be deleted, inserted as a whole and individual element in a rule also can be manipulated, thus when manipulating configuration parameters there will be a large number of valid UE behaviours resulting large amount of valid message exchange sequences, it is too clumsy and difficult to maintain. 
We agree with Nokia that it is NOT suitable to use the test message sequences to describe the test for the configuration of those supplementary services. However, there is no need to implement whole XCAP protocol. The database for the test is small. A standardized RAN5 reference XCAP server in TTCN3 should be used for the test. The dedicated server is tailored to the ACR / CB and CDIV and can manipulated a quite small database for the test.
This approach can simplify the prose specification, make the XCAP server easily and cost-effectively to be implemented, and the server codes in TTCN3 are transparent for maintenance, debugging and validation.
Furthermore, for the consistency of the test method in 34.229-1, the same XCAP server approach can also be applied to testing TIP/TIR, OIP/OIR.
The prose spec can concentrate on the good test purposes, initial conditions, test procedure, XML document / per individual supplementary service (not per test case) and clear test requirements.
5. Conclusion and decision
1. To test HOLD, MWI, CONF and ECT, it does not need XCAP.
2. To test TIP/TIR, OIP/OIR, ACR / CB and CDIV 
a simplified and dedicated XCAP server is required.

Request for RAN5 decision:

A tailored XCAP server will be used as reference server and implemented in TTCN3. 

Annex Test model for XCAP
To avoid the problem a proposed solution for such XCAP testing is:

Instead identifying all valid message exchange sequences and then coding those message sequences into TTCN 3 code of a test case like in the normal test case writing, we put the TTCN3 codes for control/configuration in the MTC (main test component), and use a PTC (parallel test component) to handle the dynamic behaviour. Due to the nature of HTTP(XCAP) protocol, the TTCN code in PTC needs not to handle a whole chain of valid messages, instead, only to handle each HTTP REQUEST individually and generate relevant HTTP RESPONSE, if the REQUEST is valid in terms of HTTP/XCAP syntax, the schema for that application and is consistent with the XML document, the TTCN code updates the data in the XML document accordingly. If every individual REQUEST is valid and consistent, the resulting value of the concerned data in the XML document will be correct. We can use this data value to make final verdict as long as there is no failure reported from the PTC during the whole HTTP operation. In this way the task of checking all possible message exchange sequences becomes to check each individual REQUEST (syntax and consistency with the XML document), the TTCN code becomes simpler. This code can be developed against RFC 4825 and omit those features/requirements which is not relevant to our application. Due to the simplicity of the XML documents in our application, there is no need to use a database management system handling those documents, we can use a data structure to store the data items of the document and to maintain the relationship between them. The following two figures show the ideal and the test model. The code for PTC is coded as a big test step and integrated into MTC is also a possible test case structure.
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Fig.2 test model using PTC
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Fig. 3 test case structure with PTC
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