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Introduction
RAN5 meeting #36 in Athens agreed on Rel-7 WI covering Multimedia Telephony Services for IMS (MTSI). In the IMS ad-hoc meeting held in Athens it was also deemed that XCAP protocol is needed for activating certain MTSI Supplementary Services. Thus System Simulator is expected to support XCAP.
This document elaborates the approach to be used for XCAP testing and suggests a way how the related test cases could be written, based on laid assumptions of the capabilities of the System Simulator.
Discussion
Related specifications
Documents describing XCAP and its usage for MTSI are as follows:
- 
http://www.w3.org/XML: Extensible Markup Language (XML) 1.0

-
RFC 2616: Hypertext Transfer Protocol -- HTTP/1.1

-
RFC 4745: Common Policy: A Document Format for Expressing Privacy Preferences
-
RFC 4825: The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)
-
TS 24.173: IMS Multimedia Telephony Communication Service and supplementary services; stage 3

-  Annex A: Originating Identification Presentation (OIP) / Originating Identification Restriction (OIR)

-  Annex B: Terminating Identification Presentation (TIP) / Terminating Identification Restriction (TIR)

-  Annex C: Communication Diversion (CDIV)


-  Annex E: Communication Barring (CB)

-  Annex I: XCAP over Ut interface for Manipulating NGN PSTN/ISDN Simulation Services
Overview of XCAP and its usage for MTSI
XCAP is a protocol that an IMS phone can use to manipulate per-user configuration data within the IMS Application Servers, for instance to register, activate and deactivate various MTSI Supplementary Services. Those Supplementary Services, as originally defined within ETSI TISPAN but copied as such for 3GPP, define a specific application usage on top of the basic XCAP protocol conventions.

XCAP is based on HTTP and XML as follows:

-
HTTP is the protocol used to exchange data manipulation requests and responses between the XCAP client (UE) and the XCAP server (IMS AS). The HTTP URI of the request is in this case a special URI, formatted according to XCAP conventions, to identify the specific configuration data to be manipulated.
-
XML is the representation format of the configuration data within the body of XCAP HTTP request or response. Note that XCAP does not restrict the internal storage format within the IMS AS itself. The data can be stored in a file system as XML documents but typically it is stored into a relational database of some kind. In the latter case the server has to implement a front-end to process XML documents from XCAP client and update the database accordingly or retrieve data from the database and create corresponding XML documents towards the XCAP client.

XCAP itself is a set of conventions for mapping XML documents and document components into HTTP URIs, rules for how the modification of one resource affects another, data validation constraints, and authorization policies associated with access to those resources.  Because of this structure, normal HTTP primitives (like GET and PUT) can be used to manipulate the data within the XML documents. 
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The structure and contents of configuration data represented as XML documents must be defined separately for each XCAP application, like MTSI Supplementary Services. Annexes of TS 24.173 define XML schemas for representation of the configuration data for various MTSI Supplementary Services. Each service is represented as an element within a XML document called as simservs. The configuration and activation state of a supplementary service is represented as a hierarchical structure of elements and attributes within the simservs document. 
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Central to XCAP is the construction of the HTTP URI that points to particular XML document or certain components of it like XML element, attribute, or the value of the attribute. Further on for the whole simservs document (per user) there is a alphanumeric HTTP entity tag value indicating the version of the document. It is used to prevent clashes of simultaneous updates from different UEs. The server changes the value of the tag for each update. With the entity tag value the UE can try conditional updates so that if the entity tag on the AS is different than what the UE suggests, the update will be rejected. In this situation the UE is expected to retrieve the up-to-date data and the latest entity tag from the AS before trying to modify the data.
Problems
For testing Supplementary Services relying on XCAP usage the following problems have been identified:
-
Neither XCAP nor MTSI specifications impose any fixed pattern of communication to be used between the UE and the IMS AS. In theory there could be an infinite number of ways how an UE might compose the HTTP requests and XML bodies within them to set the configuration data into a certain state. In practice only some of the nominally valid ways might be used for real implementations.
-
Neither XCAP nor MTSI specifications specify the default contents of the simservs document for a new user provisioned to the system. Thus depending on a case the simservs document might be missing, empty or contain some default data provisioned to the AS. It means that the UE must be prepared to handle each of those case and test cases should probably be drafted for various such cases.
-
The UE might or might not locally cache any information it has retrieved with XCAP from the AS storing the simservs document, as allowed by HTTP. The cache might be in persistent or non-persistent memory so that it either survives or disappears when the UE is switched off. Thus when modifying the state of a Supplementary Service, the UE might or might not retrieve the data from the AS before trying to modify the data. 
Examples
Consider a case where, for a UE, a single XCAP test case has been run, during which the UE might have retrieved the contents of the simservs document from the System Simulator. After the test case the UE has been switched off. When switching the UE back on, the UE might or might not have the data, which was retrieved earlier, still in its cache. For activating anonymous call barring the UE might initiate e.g. any of the following XCAP exchanges towards the SS:
A. UE retrieves the data to be updated before making any changes

1. UE sends HTTP GET to retrieve the state of the <incoming communication barring> element within the SS

2. SS responds to the HTTP GET request and returns the state
3. UE sends HTTP PUT to update the state of the <incoming communication barring> element within the SS

4. SS responds to the HTTP PUT request

B. UE uses the cached data and entity tag for conditionally making the changes

1. UE sends HTTP PUT to update the state of the <incoming communication barring> element within the SS

2. SS responds to the HTTP PUT request

C. UE retrieves the whole simservs document before making any changes

1. UE sends HTTP GET to retrieve the state of the <simservs> document within the SS

2. SS responds to the HTTP GET request and returns the whole document
3. UE sends HTTP PUT to update the state of the <incoming communication barring> element within the SS

4. SS responds to the HTTP PUT request

D. UE retrieves the whole simservs document before overwriting the whole document with new values

1. UE sends HTTP GET to retrieve the state of the <simservs> document within the SS

2. SS responds to the HTTP GET request and returns the whole document
3. UE sends HTTP PUT to overwrite the the whole <simservs> document within the SS

4. SS responds to the HTTP PUT request

E. UE uses the cached data and entity tag for conditionally making the changes within two HTTP PUT requests

1. UE sends HTTP PUT to add a <rule> element for anonymous call barring into the simservs document

2. SS responds to the HTTP PUT request

3. UE sends another HTTP PUT to activate <incoming communication barring> element within the SS

4. SS responds to the HTTP PUT request

As the reader might notice, a number of other combinations could be constructed out of the examples shown above.
Alternatives
At least the following two ways could be used how to specify the XCAP test cases, based on the XCAP capabilities of the System Simulator:
-
Analyze the structure of the XML simservs document carefully to figure out the most typical XCAP message exchanges the UEs are expected to use for updating the simservs document. The message exchanges within the test cases should be flexible enough to allow the UE to use any valid XCAP sequence in order to update the document to a well-known state, but this is difficult to ensure. In practice this option would mean a number of optional messages within a sequence. The caveat is that there is still no guarantee that all possible valid implementations would pass the test as some valid XCAP sequences might be ruled out by the test case design.
-
Instead of specifying any kind of XCAP message sequence the test case should just specify some constraints a) for the XCAP messages sent by the UE and b) for the contents of the simservs document within the SS in the end of the test case. This technique would require the SS to contain a real XCAP server and a simservs database behind that. It would allow the UE to send any sequence of syntactically and semantically valid XCAP requests to ultimately update the database to a well-known state, which is specified as the expected result of the test case.
Proposals
For the test case specification point of view the second approach would seem more appropriate. It would also make the test case shorter and less prone to specification errors. Thus the proposal would be to use the approach where System Simulator would contain a real XCAP server, able to handle any valid XCAP message exchanges, and a simservs database behind it. The verdict of the test case would be derived from a) verifying the syntactical correctness of the XCAP messages from the UE and b) the contents of the simservs database in the end of the test. 

Note:
No need is identified for the System Simulator to actually simulate the behaviour (e.g. communication barring) of the IMS AS for an activated Supplementary Service as there is no UE impact on that.
ETSI MCC 160 should study the feasibility of the proposed concept for the System Simulator. It is proposed to study whether TTCN3 reference implementation for the needed XCAP functionality could be implemented or whether any available open source implementation of XCAP server could be used in order to minimize the new implementation effort needed for the test suite. 
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