3GPP TSG-RAN5 Meeting #34 
(
R5-070207

Hong Kong, China, 5th to 9th Feb 2007

	CR-Form-v9.3

	CHANGE REQUEST

	

	(

	34.229-1
	CR
	CRNum
	(

rev
	-
	(

Current version:
	6.0.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	x
	Radio Access Network
	
	Core Network
	


	

	Title:
(

	New IMS CC test case for MT call termination when MO UE supports and uses preconditions whereas MT UE does not support preconditions (TC 12.6).

	
	

	Source to WG:
(

	Qualcomm

	Source to TSG:
(

	R5

	
	

	Work item code:
(

	IMS2_CCR_Test
	
	Date: (

	05/02/2007

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-6

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)

	
	

	Reason for change:
(

	To add new IMS CC test case 12.6.

	
	

	Summary of change:
(

	Following new test case added:

12.6 Call initiation – mobile termination when terminating UE does not support preconditions, and originating UE supports and uses preconditions.

	
	

	Consequences if 
(

not approved:
	Insufficient test coverage.

	
	

	Clauses affected:
(

	12.6 (New)

	
	

	
	Y
	N
	
	

	Other specs
(

	
	x
	 Other core specifications
(

	

	Affected:
	X
	
	 Test specifications
	34.229-2

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(

	


12.6
Call initiation – Mobile termination when UE does not support preconditions, and originating UE supports and uses preconditions
12.6.1
Definition
Test to verify that the UE can correctly receive a call initiation request from a UE supporting and using preconditions, and generate the correct response, if it does not support preconditions. This process is described in 3GPP TS 24.229 [10], clause 5.1.4.1. The test case is applicable for IMS support and early IMS security.

12.6.2
Conformance requirement
When the UE sends any response, the UE shall:

- include the protected server port in any Contact header that is otherwise included.

The UE shall discard any SIP request that is not integrity protected and is received from the P-CSCF outside of the registration and authentication procedures. 

The UE can indicate privacy of the P-Asserted-Identity that will be generated by the P-CSCF in accordance with RFC 3323  and the additional requirements contained within RFC 3325 .

The UE shall insert a P-Access-Network-Info header into any response to a request for a dialog, any subsequent request (except CANCEL requests) or response (except CANCEL responses) within a dialog or any response to a standalone method. The UE shall populate the P-Access-Network-Info header with its current point of attachment to the IP-CAN as specified for the access network technology (see subclause 7.2A.4).

...

The precondition mechanism should be supported by the terminating UE.

The handling of incoming initial INVITE requests at the terminating UE is mainly dependent on the following conditions:

-
the specific service requirements for "integration of resource management and SIP" extension (hereafter in this subclause known as the precondition mechanism and defined in RFC 3312 [30] as updated by RFC 4032 [64], and with the request for such a mechanism known as a precondition); and

-
the UEs configuration for the case when the specific service does not require the precondition mechanism.

If an initial INVITE request is received the terminating UE shall check whether the terminating UE requires local resource reservation.

NOTE 1:
The terminating UE can decide if local resource reservation is required based on e.g. application requirements, current access network capabilities, local configuration, etc.

If local resource reservation is required at the terminating UE and the terminating UE supports the precondition mechanism, and:

a) 
the received INVITE request includes the "precondition" option-tag in the Supported header or Require header, the terminating UE shall make use of the precondition mechanism and shall indicate a Require header with the "precondition" option-tag in any response or subsequent request it sends towards to the originating UE; or

b) 
the received INVITE request does not include the "precondition" option-tag in the Supported header or Require header the terminating UE shall not make use of the precondition mechanism.

If local resource reservation is not required by the terminating UE and the terminating UE supports the precondition mechanism and:

a)
the received INVITE request includes the "precondition" option-tag in the Supported header and

-
the required resources at the originating UE are not reserved, the terminating UE shall use the precondition mechanism; or

-
the required local resources at the originating UE and the terminating UE are available, the terminating UE may use the precondition mechanism;

b)
the received INVITE request does not include the "precondition" option-tag in the Supported header or Require header, the terminating UE shall not make use of the precondition mechanism; or

c)
the received INVITE request includes the "precondition" option-tag in the Require header, the terminating UE shall use the precondition mechanism.

NOTE 2:
Table A.4 specifies that UE support of forking is required in accordance with RFC 3261 [26].

NOTE 3:
If the terminating UE does not support the precondition mechanism it will apply regular SIP session initiation procedures. 

If the terminating UE requires a reliable alerting indication at the originating side, it shall send the 180 (Ringing) response reliably. The terminating UE shall send provisional responses reliably only if the provisional response carries SDP or for other application related purposes that requires its reliable transport. 

…

In order to authorize the media streams, the P-CSCF and S-CSCF have to be able to inspect the SDP payloads. Hence, the UE shall not encrypt the SDP payloads.

During session establishment procedure, SIP messages shall only contain SDP payload if that is intended to modify the session description, or when the SDP payload must be included in the message because of SIP rules described in RFC 3261[26].
For "video" and "audio" media types that utilize the RTP/RTCP, the UE shall specify the proposed bandwidth for each media stream utilizing the "b=" media descriptor and the "AS" bandwidth modifier in the SDP.

If the media line in the SDP indicates the usage of RTP/RTCP, in addition to the "AS" bandwidth modifier in the media-level "b=" line, the UE shall include two media-level "b=" lines, one with the "RS" bandwidth modifier and the other with the "RR" bandwidth modifier as described in RFC 3556 [56] to specify the required bandwidth allocation for RTCP.

For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in 3GPP TS 29.208 [13].

NOTE 1:
In a two-party session where both participants are active, the RTCP receiver reports are not sent, therefore, the RR bandwidth modifer will typically get the value of zero.

The UE shall include the MIME subtype "telephone-event" in the "m=" media descriptor in the SDP for audio media flows that support both audio codec and DTMF payloads in RTP packets as described in RFC 2833 [23].
The UE shall inspect the SDP contained in any SIP request or response, looking for possible indications of grouping of media streams according to RFC 3524 [54] and perform the appropriate actions for IP-CAN bearer establishment for media according to IP-CAN specific procedures (see subclause B.2.2.5 for IP-CAN implemented using GPRS).

If resource reservation is needed, the UE shall start reserving its local resources whenever it has sufficient information about the media streams, media authorization and used codecs available.

NOTE 2:
Based on this resource reservation can, in certain cases, be initiated immediately after the sending or receiving of the initial SDP offer.

In order to fulfil the QoS requirements of one or more media streams, the UE may re-use previously reserved resources. In this case the local preconditions related to the media stream, for which resources are re-used, shall be indicated as met.

If an IP-CAN bearer is rejected or modified, the UE shall, if the SDP is affected, update the remote SIP entity according to RFC 3261 [26] and RFC 3311 [29].

…

Upon receipt of an initial SDP offer in which no precondition information is available, the terminating UE shall in the SDP answer:

-
if, prior to sending the SDP answer the desired QoS resources have been reserved at the terminating UE, set the related media streams in the SDP answer to

-
active mode, if the offered media streams were not listed as inactive; or

-
inactive mode, if the offered media streams were listed as inactive.
If the terminating UE had previously set one or more media streams to inactive mode and the QoS resources for those media streams are now ready, it shall set the media streams to active mode by applying the procedures described in RFC 4566 [39] with respect to setting the direction of media streams.

Upon sending a SDP answer to an initial SDP offer (which included one or more media lines which was offered with several codecs) the terminating UE shall select exactly one codec per payload and indicate only the selected codec for the related media stream.

NOTE 1:
A SDP media line can indicate several different payloads. For example a media line indicating an audio media type can indicate several codecs for the audio stream as well as the MIME subtype "telephone-event" for DTMF payload.
Upon sending a SDP answer to an initial SDP offer, with the SDP answer including one or more media streams for which the originating side did indicate its local preconditions as not met, if the precondition mechanism is supported by the terminating UE, the terminating UE shall indicates its local preconditions and request the confirmation for the result of the resource reservation at the originating end point.
NOTE 2: 
If the terminating UE does not support the precondition mechanism it will ignore any precondition information received from the originating UE.

Upon receipt an initial INVITE request, that includes the SDP offer containing an IP address type (in the  "c=" parameter) that is not supported by the UE, it shall respond with the 488 (Not Acceptable Here) response with 301 Warning header indicating "incompatible network address format".
Early IMS security:

NOTE 1:
Early IMS security does not allow SIP requests to be protected using an IPsec security association because it does not perform a key agreement procedure

Reference(s)

3GPP TS 24.229[10], clauses 5.1.2A.2, 5.1.4.1, 6.1.1 and 6.1.3, 3GPP TR 33.978[59], clause 6.2.3.1.
12.6.3
Test purpose

1)
To verify that after receiving a valid INVITE for call initiation containing preconditions info, the UE correctly ignores the precondition info and generates a 200 OK response with a proper SDP answer to the SDP offer in the INVITE
2)
To verify that the UE handles the use of “inactive/active” attributes for the media streams properly
3)
To verify that the UE can release the call on receiving BYE from the SS

12.6.4
Method of test
Initial conditions

UE contains either SIM application (early IMS security), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS support).

Related ICS/IXIT Statement(s)
<The SS is preconfigured to generate SDP offers that are compatible with the UE’s capabilities.>

Support for use of preconditions
 (Yes/No)

Test procedure

1)
SS sends an INVITE request to the UE. 

2)
SS may receive 100 Trying from the UE. 

3)
SS may receive 180 Ringing or 183 Session in Progress from the UE. 
4)
SS expects and receives 200 OK for INVITE from the UE, with proper SDP as answer. 
5)  SS sends ACK to the UE.
6)
SS sends reINVITE to the UE, with SDP setting the offered media streams to active mode. 
7)
SS may receive 100 Trying from the UE. 

8)
SS may receive a 1xx provisional response from the UE. 
9)
SS expects and receives 200 OK for reINVITE from the UE, with proper SDP as answer. 

10) 
SS sends ACK to the UE. 

11) 
SS sends BYE to the UE.

12)
 SS expects and receives 200 OK for BYE from the UE.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with the first SDP offer.

	2
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response

	3
	(
	18x response
	(Optional) The UE responds with an unreliable either 183 or 180 response without SDP answer

	4
	(
	200OK
	The UE responds to INVITE with 200 OK containing SDP answer

	5
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.

	6
	(
	reINVITE
	The SS sends reINVITE with SDP offer setting the offered media streams to active mode

	7
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response

	8
	(
	1xx response
	(Optional) The UE responds with an unreliable 1xx provisional response without SDP answer

	9
	(
	200OK
	The UE responds to reINVITE with 200 OK containing SDP answer setting the media streams to active mode

	10
	(
	ACK
	The SS acknowledges the receipt of 200 OK for reINVITE.

	11
	(
	BYE
	The SS sends BYE to release the call.

	12
	(
	200OK
	The UE sends 200OK for the BYE request and ends the call.


NOTE:
The default messages contents in annex A are used with condition “IMS support “ or “early IMS security”  when applicable

Specific Message Content

INVITE (Step 1)

Use the default message "INVITE for MT Call" in annex A.2.9 with the following exceptions:

	Headers to be included
	Value/Remark

	Supported
	

	Option-tag
	100rel, precondition

	Require
	

	Option-tag
	Sec-agree (if the UE is not Early IMS security)

	SDP
	The SDP contains all mandatory SDP lines, as specified in SDP grammar in RFC 2327[27], including:

· “v= 0”


· "o=" line indicating e.g. the session identifier and the IP address of the SS;

· “s=IMS conformance test”

· “t=0 0”

· "c=" line indicating the IP address of the SS for receiving the media flow;

The SDP includes one or more media description lines based on preconfigured information so that the SDP is compatible with the UE’s capabilities.

For each type of offered media the following lines must exist within the SDP:

· "m=" line describing the media type, transport port and protocol used for media and media format;

· "b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media; if the media line in the SDP indicates “video” or “audio” that utilize the RTP/RTCP;
· two "b=" lines proposing the bandwidth allocations for RTCP (for "RS" and "RR" modifiers), if the media line in the SDP indicates the usage of RTP/RTCP, as described in RFC 3556[53];

· extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line;
· Any of the "a=" line for rtpmap attribute may be followed by extra "a=" line for fmtp attribute to convey parameters specific to a particular format;
· "a=inactive" line;
For each offered media, the precondition shall be set as follows:

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local [direction-tag] (note 1)

a=des:qos mandatory remote [direction-tag] (note 2)

note 1:
The value of direction-tag may be sendrecv, send, or recv. It is preconfigured based on the UE’s capability.

note 2:
The value of direction-tag may be sendrecv, send, or recv.


100 Trying (Step 2) Optional
Use the default message "100 Trying for INVITE" in annex A2.2.

18x response (Step 3) Optional

Use the default message “180 Ringing for INVITE” in annex A.2.6 or the default message "183 Session Progress" in annex A.2.3, with the following exceptions:
	Headers to be included
	Value/remark

	Require
	This header shall be omitted

	Rseq
	This header shall be omitted

	Content-Type
	This header shall be omitted

	Content-Length
	0

	Message-body
	None


200 OK (Step 4)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with the following exceptions:
	Headers to be included
	Value/Remark

	SDP
	Properly generated SDP answer to the SDP offer contained in the INVITE including:
- All mandatory SDP lines as specified in RFC 2327[27].

- The same number of media lines (“m=”) as in the INVITE.

For each media, include a=inactive.
-  the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31], shall be omitted.

	P-Access-Network-Info
	same value as in 18x message

	Content-Type
	application/SDP

	Content-Length
	length of message body


ACK (step 5)

Use the default message "ACK" in annex A.2.7 without the “Route” header and with the following exceptions:
	Headers to be included
	Value/remark

	Request-Line
	

	
Request-URI
	Same value as in the Contact header in 200 response

	To
	

	
tag
	Same value as received in the 200 response


reINVITE (step 6)
Use the default "INVITE for MT Call" in annex A.2.9 with the following exceptions:
	Headers to be included
	Value/Remark

	SDP
	All mandatory SDP lines are present; and

-
"o" line shall be the same like in INVITE request in Step 1, except that the version number shall be incremented by one; and

-
SDP must contain as many media description lines as the SDP in the INVITE contained; and

-
For each type of offered media:

-    the four "a=" lines describing the current and desired state of the preconditions  shall be omitted;
-     include “a=[sendonly, recvonly, sendrecv]”;
· "b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media; if the media line in the SDP indicates “video” or “audio” that utilize the RTP/RTCP, with the same value as in the INVITE request in Step 1;
· two "b=" lines proposing the bandwidth allocations for RTCP (for "RS" and "RR" modifiers), if the media line in the SDP indicates the usage of RTP/RTCP, as described in RFC 3556[53], with the same values as in the INVITE request in Step 1;

· extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line, with the same value as in the INVITE request in Step 1;

· Any of the "a=" line for rtpmap attribute may be followed by extra "a=" line for fmtp attribute to convey parameters specific to a particular format, with the same value as in the INVITE request in Step 1;

	Request-Line
	

	Request-URI
	Same value as the Contact header in 200 in Step 4.

	Route
	Same as the header in ACK in Step 5.

	From
	Same as the From header in ACK in Step 5.

	To
	Same as the To header in ACK in Step 5.

	Cseq
	

	Value
	The value in INVITE in Step 1 incremented by one.


100 Trying (Step 7) Optional
Use the default message "100 Trying for INVITE" in annex A2.2.

1xx response (Step 8) Optional

Use the default message "183 Session Progress" in annex A.2.3, with the following exceptions:
	Header/param
	Value/remark

	Status-Line
	

	Status-Code
	1xx

	             Reason-Phrase
	string corresponding to Status-Code listed above

	Require
	This header shall be omitted

	Rseq
	This header shall be omitted

	Allow
	This header shall be omitted

	Content-Type
	This header shall be omitted

	Content-Length
	0

	Message-body
	None


200 OK (Step 9)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with the following exceptions:
	Headers to be included
	Value/Remark

	SDP
	Properly generated SDP answer to the SDP offer contained in the INVITE including:

- All mandatory SDP lines as specified in RFC 2327[27].

- The same number of media lines (“m=”) as in the INVITE.

For each media, include a=sendonly if a=recvonly is received in Step 6; include a=recvonly if a=sendonly is received in Step 6; include a=sendrecv if a=sendrecv is received in Step 6.

	P-Access-Network-Info
	same value as in 200 message in Step 4

	Content-Type
	application/SDP

	Content-Length
	length of message body


ACK (step 10)

Use the default message "ACK" in annex A.2.7 without the “Route” header and with the following exceptions:
	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	Same value as in the Contact header in 200 response

	To
	

	
tag
	Same value as received in the 200 response


BYE (step 11)

Use the default message "BYE" in annex A.2.8 without “Require”, “Proxy-Require”, “Route”, “Security-Verify”, and “P-Access-Network-Info” headers and with the following exceptions:
	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	Same value as in the ACK message

	Route
	

	
route-param
	Same value as in the ACK message

	To
	

	
tag
	Same value as in the ACK message

	CSeq
	

	
value
	The value in INVITE in Step 6 incremented by one


200 OK (step 12)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with following exceptions:

	Headers to be included
	Value/Remark

	P-Access-Network-Info
	same value as in 200 message in Step 4


12.6.5
Test requirements

The UE shall send requests and responses described in subclause 12.6.4. over the security association established during the registration/authentication process. The UE shall also include the P-Access-Network-Info header in these messages. If the UE includes Contact header in the request or response, it shall include the protected server port in the Contact header. In addition, if there is SDP content in the SIP message body, the UE shall not encrypt the SDP content.

In step 2, if 100 Trying is sent, the UE shall populate the headers as defined in subclause 12.6.4. 
In step 3, if 183 Session in Progress or 180 Ringing is sent, the UE shall populate the headers as defined in subclause 12.6.4
In step 4, the UE shall populate the headers as defined in subclause 12.6.4, and:

1)
The UE shall include the answer for the SDP offer in the INVITE. The SDP answer indicates that the UE supports the media type and MIME type offered by the SS.

2)
The UE shall not include precondition related SDP lines, and shall set the media streams to inactive mode as described in subclause 12.6.4.

In step 7, if 100 Trying is sent, the UE shall populate the headers as defined in subclause 12.6.4. 
In step 8, if a 1xx provisional response is sent, the UE shall populate the headers as defined in subclause 12.6.4
In step 9, the UE shall populate the headers as defined in subclause 12.6.4 and


- it shall set the media streams to active mode in the SDP answer as described in subcliase 12.6.4.
In step 12, the UE shall populate the headers as defined in subclause 12.6.4. 
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