1.1
Call initiation – Mobile termination 

1.1.1 Definition and applicability
Test to verify that the UE can correctly receive a call initiation request and generate the correct response. This process is described in 3GPP TS 24.229 [24.229], clause 5.1.4.1
Test is applicable to any 3GPP IMS Rel-5 conformant UE.

NOTE: All the references within [ ] shall be renumbered. Thereafter this note shall be removed.

1.1.2 Conformance requirement

(note: quote from 5.1.2A.2)

When the UE sends any response, the UE shall:

-
include the protected server port in any Contact header that is otherwise included.

The UE shall discard any SIP request that is not integrity protected and is received from the P-CSCF outside of the registration and authentication procedures. 

The UE can indicate privacy of the P-Asserted-Identity that will be generated by the P-CSCF in accordance with RFC 3323 [33], and the additional requirements contained within RFC 3325 [34].

The UE shall insert a P-Access-Network-Info header into any response to a request for a dialog, any subsequent request (except CANCEL requests) or response (except CANCEL responses) within a dialog or any response to a standalone method. This header shall contain information concerning the access network technology and, if applicable, the cell ID

 (note: quote from 5.1.4.1)

Upon receiving an initial INVITE request without containing either Supported: precondition or Require: precondition header values, the UE shall generate a 421 (Extension Required) response indicating the required extension in the Require header field.

Upon generating the first response to the initial INVITE request, the UE shall indicate the requirement for reliable provisional responses and specify it using the Require header mechanism.The UE shall send the 200 (OK) response to the initial INVITE request only after the local resource reservation has been completed.

C.
(note: quote from 6.1)

In order to authorize the media streams, the P-CSCF and S-CSCF have to be able to inspect the SDP payloads. Hence, the UE shall not encrypt the SDP payloads.

An INVITE request generated by a UE shall contain SDP payload. The SDP payload shall reflect the calling user's terminal capabilities and user preferences for the session. The UE shall order the SDP payload with the most preferred codec listed first. In addition, the calling user shall indicate the desired QoS for the session, using the segmented status type. In an initial INVITE request the UE shall indicate that it mandates local QoS and that this precondition is not yet satisfied, i.e. the UE shall include the following preconditions:


a=des: qos mandatory local sendrecv


a=curr: qos local none

Providing that the INVITE request received by the UE contains an SDP offer including one or more "m=" media descriptions, the first 183 (Session Progress) provisional response that the UE sends, shall contain the answer for the SDP received in the INVITE. The said SDP answer shall reflect the called user's terminal capabilities and user preferences.

When the UE sends a 183 (Session Progress) response with SDP payload including one or more "m=" media descriptions, it shall request confirmation for the result of the resource reservation at the originating end point.

During session establishment procedure, SIP messages shall only contain SDP payload if that is intended to modify the session description.
For "video" and "audio" media types that utilize the RTP/RTCP, the UE shall specify the proposed bandwidth for each media stream utilizing the "b=" media descriptor and the "AS" bandwidth modifier in the SDP.

If the media line in the SDP indicates the usage of RTP/RTCP, in addition to the "AS" bandwidth modifier in the media-level "b=" line, the UE shall include two media-level "b=" lines, one with the "RS" bandwidth modifier and the other with the "RR" bandwidth modifier as described in RFC 3556 to specify the required bandwidth allocation for RTCP.

For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in 3GPP TS 29.208 [13].

The UE shall include the MIME subtype "telephone-event" in the "m=" media descriptor in the SDP for audio media flows that support both audio codec and DTMF payloads in RTP packets as described in RFC 2833 [23].
The UE shall inspect the SDP contained in any SIP request or response, looking for possible indications of grouping of media streams according to RFC 3524 [54] and perform the action outlined in subclause 9.2.5.

Reference(s)

3G TS 24.229, clauses 5.1.2A.2, 5.1.4.1, 6.1

1.1.3
Test purpose

1. To verify that after receiving a valid INVITE for call initiation, the UE correctly generates and sends the first 183 Session Progress response; and

2. To verify that the UE includes the proper SDP answer to the SDP offer in the INVITE; and
3. To verify that the UE inserts a P-Access-Network-Info header into any response to a request for a dialog, any subsequent request (except CANCEL requests) or response (except CANCEL responses) within a dialog or any response to a standalone method. This header shall contain information concerning the access network technology and, if applicable, the cell ID; and
4. To verify that the UE includes the protected server port in any Contact header; and
5. To verify that the UE does not encrypt the SDP payload; and
6. To verify that the UE supports and handles the precondition extension properly
1.1.4
Method of test
Initial conditions

UE is registered and authenticated to the IMS services following the steps specified in 24.229. The security associations between the UE and the server are active. All the messages exchanged between the UE and the SS are integrity protected by the security assocations.
The SS is preconfigured to generate SDP offers that are compatible with the UE’s capabilities.
Related ICS/IXIT Statement(s)
<To be added>

Test procedure

a) SS sends an INVITE request to the UE. 
b) SS may receive 100 Trying from the UE. 

c) SS expects and receives 183 Session Progress from the UE. 
d) SS sends PRACK to the UE to acknowledge the 183 Session Progress. 
e) SS expects and receives 200OK for PRACK from the UE. 
f) SS sends UPDATE to the UE, with SDP indicating that precondition is met on the server side. 
g) SS expects and receives 200OK for UPDATE from the UE, with proper SDP as answer. 
h) SS expects and receives 180 Ringing from the UE. 
i) SS sends PRACK to the UE to acknowledge the 180 Ringing.
j) SS expects and receives 200OK for PRACK from the UE. 
k) SS expects and receives 200OK for INVITE from the UE. 
l) SS sends ACK to the UE. 
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	

	2
	(
	100 Trying
	

	3
	(
	183 Session Progess
	

	4
	(
	PRACK
	

	5
	(
	200OK
	

	6
	(
	UPDATE
	

	7
	(
	200OK
	

	8
	(
	180 Ringing
	

	9
	(
	PRACK
	

	10
	(
	200OK
	

	11
	(
	200OK
	

	12
	(
	ACK
	


Specific Message Content

INVITE in Step a), same as the default message “INVITE for MT call setup” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	

	SDP
	The SDP contains all mandatory SDP lines, as specified in SDP grammar in RFC 2327 [2327], including:

· “v= 0”

· "o=" line indicating e.g. the session identifier and the IP address of the SS;
· “s=IMS conformance test”

· “t=0 0”
· "c=" line indicating the IP address of the SS for receiving the media flow;

The SDP includes one or more media description lines based on preconfigured information so that the SDP is compatible with the UE’s capabilities.

For each type of offered media the following lines must exist within the SDP:

· "m=" line describing the media type, transport port and protocol used for media and media format;

· "b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media;

· two "b=" lines proposing the bandwidth allocations for RTCP (for "RS" and "RR" modifiers), if the media line in the SDP indicates the usage of RTP/RTCP, as described in RFC 3556;

· extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line. 

· Any of the "a=" line for rtpmap attribute may be followed by extra "a=" line for fmtp attribute to convey parameters specific to a particular format;

For each offered media, the precondition shall be set as follows:

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv


100 Trying in Step b), same as the default message “100 Trying” [annex xxx] with the following exeptions:
	Headers to be included
	Value/Remark

	
	


183 Session Progress in Step c), same as the default message “183 Session Progress” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	

	SDP
	Properly generated SDP answer to the SDP offer contained in the INVITE. 

For each media, the precondition attribute lines are set as follows:
a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv


PRACK in step d), same as the default message “PRACK(183)” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	

	
	

	
	


200 OK in Step e), same as the default message “200 OK for PRACK(183)” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	

	
	

	
	


UPDATE in step f), same as the default message “UPDATE” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	

	SDP
	Same SDP offer as in INVITE with version number in the “o” line incremented by one.

For each media, the precondition attributes are set as follows:

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv


200 OK in step g), same as the default message “200 OK for UPDATE” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	

	SDP
	Same SDP answer as in 183 with version number in the “o” line incremented by one.

For each media, the precondition attributes are set as follows:

a=curr:qos local sendrecv

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv


180 Ringing in step h), same as the default message “180 Ringing” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	


PRACK in step i), same as the default message “200 OK for PRACK(180)” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	


200 OK in step j), same as the default message “200 OK for PRACK(180)” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	


200 OK in step k), same as the default message “200 OK for INVITE” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	


ACK in step l), same as the default message “ACK” [annex xxx] with the following exceptions:
	Headers to be included
	Value/Remark

	
	


1.1.5 
Test requirements

The server shall check in step b), if 100 Trying is received, that in accordance to 3GPP TS24.229 [24.229]:
1) The UE includes the protected server port in any Contact header that is otherwise included.

2) The UE inserts a P-Access-Network-Info header into the response. This header shall contain information concerning the access network technology and, if applicable, the cell ID.
3) The headers covered in the specific message content section are populated as defined. 
The server shall check in step c) that in accordance to the 3GPP TS 24.229 [24.229]
1) the UE indicates the requirement for reliable provisional esponses and specifiy it using the Required header mechanism;

2) The UE includes the protected server port in any Contact header that is otherwise included.

3) The UE inserts a P-Access-Network-Info header into the response. This header shall contain information concerning the access network technology and, if applicable, the cell ID.

4) The UE includes the answer for the SDP offer in the INVITE. The SDP answer indicates that the UE supports the media type and MIME type offered by the SS.

5) The UE requests confirmation for the result of the resource reservation at the originating end point. The precondition related SDP lines are verified as follows.
a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

6) The UE does not encrypt the SDP payloads.
7) The other headers covered in the specific message content section are populated as defined.

The server shall check in step e) that in accordance to the 3GPP TS 24.229

1) the UE includes the protected server port in any Contact header that is otherwise included.

2) The UE inserts a P-Access-Network-Info header into the response. This header shall contain information concerning the access network technology and, if applicable, the cell ID.

3) The other headers covered in the specific message content section are populated as defined.

If SDP is included in the 200 OK in step e), the server shall also check in accordance to the 3GPP TS24.229:

1) The UE includes the answer for the SDP offer in the PRACK. 

2) The precondition related SDP lines are verified as follows.

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

3) The UE does not encrypt the SDP payloads.

The server shall check in step g) that in accordance to the 3GPP TS 24.229

1) the UE includes the protected server port in any Contact header that is otherwise included.

2) the UE inserts a P-Access-Network-Info header into the response. This header shall contain information concerning the access network technology and, if applicable, the cell ID.

3) the UE indicates in the SDP answer that precondition is met on both ends.

a=curr:qos local sendrecv

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

4) the UE does not encrypt the SDP payloads.

5) The other headers covered in the specific message content section are populated as defined.
The server shall check in step h) that in accordance to the 3GPP TS 24.229

1) the UE includes the protected server port in any Contact header that is otherwise included.

2) the UE inserts a P-Access-Network-Info header into the response. This header shall contain information concerning the access network technology and, if applicable, the cell ID. 
3) The other headers covered in the specific message content section are populated as defined.

The server shall check in step j) that in accordance to the 3GPP TS 24.229

1) the UE includes the protected server port in any Contact header that is otherwise included.

2) the UE inserts a P-Access-Network-Info header into the response. This header shall contain information concerning the access network technology and, if applicable, the cell ID.

3) The other headers covered in the specific message content section are populated as defined.

The server shall check in step k) that in accordance to the 3GPP TS 24.229

1) the UE includes the protected server port in any Contact header that is otherwise included.

2) the UE inserts a P-Access-Network-Info header into the response. This header shall contain information concerning the access network technology and, if applicable, the cell ID.

3) The other headers covered in the specific message content section are populated as defined.

Clause numbering depends on applicability. Defined terms should be ordered alphabetically.

