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Introduction
This document contains draft input definitions for common messages related to IMS registration and MO call setup test cases. ETSI MCC 160 shall use these definitions for specifying the common messages as TTCN-3 templates, like agreed in RAN5 IMS CC Testing Workshop #01.
1. User Identities and home domain name

NOTE: 
The values used for IMSI, IMS user identities and domain names of CSCFs are not important as such. If needed, they can be changed, provided that same changes are globally applied to all the common messages outlined in this document. 
1.1 ISIM

Public user identity: sip:localuser@3gpp.org
Private user identity: privateuser@3gpp.org 
Home domain name: sip:3gpp.org

1.2 USIM, no ISIM

IMSI: 12345611223344
User identities and home domain name derived from the IMSI:
Public user identity: sip:12345611223344@123456
Private user identity: 12345611223344@123456 
Home domain name: sip:ims.mnc123.mcc456.3gppnetwork.org

2. CSCFs

P-CSCF: pcscf.3gpp.org   (FDQN that resolves to the IP address of SS)
S-CSCF: scscf.3gpp.org   (FDQN that does not resolve to the IP address of SS)

3. Common messages for IMS registration

Note: entries to be filled by the UE or SS are shown within square brackets [ ].
Rule: System simulator must accept all variations of SIP BNF syntax used by the UE as specified SIP RFC3261 and other IETF SIP extensions used within the common messages.

More specifically UE must e.g. be able to: 
- use full or compact form header names
- send SIP headers in any order (except when the order of
  the headers is explicitely specified in the RFC)
- use either separate headers or a single comma separated
  header whenever the syntax supports both options
- use whitespace as permitted by the BNF syntax
- use or not to use angle quotes < > around SIP URIs
- use explicit reference to SIP default port 5060 or omit it

3.1 REGISTER request with ISIM:

REGISTER sip:3gpp.org SIP/2.0
Route: <sip:pcscf.3gpp.org;lr>
Via: SIP/2.0/[UDP or TCP] [IP address or FQDN and protected server port of the UE];branch=z9hG4bK[a text string selected by UE]
From: sip:localuser@3gpp.org;tag=[a text string selected by UE]
To: sip:localuser@3gpp.org
Contact: [SIP URI with the IP address or FQDN and protected server port of the UE];expires=600000
Supported: path, sec-agree
CSeq: [a value selected by UE] REGISTER
Call-ID: [a text string selected by UE for initial REGISTER]
Security-Client: 
 ipsec-3gpp;

alg=hmac-md5-96;

prot=esp;

mod=trans;

spi-c=[a value selected by UE];

spi-s=[a value selected by UE];

port-c=[a value selected by UE];

port-s=[a value selected by UE],
 ipsec-3gpp;

alg=hmac-sha-1-96;

prot=esp;

mod=trans;

spi-c=[a value selected by UE];

spi-s=[a value selected by UE];

port-c=[a value selected by UE];

port-s=[a value selected by UE]
Security-Verify: [same value as sent by SS in Security-Server and digest-verify parameter correctly calculated]
Authorization: Digest 

username="privateuser@3gpp.org",

realm="sip:3gpp.org",

nonce="053f6c8e6ca115b16c6a93eef09db72e",
opaque="oime669c403ebun4w9171e9517R6gh11",

uri="sip:3gpp.org",

nc=00000001,

response="[response calculated by UE]",

algorithm=AKAv1-MD5
Max-Forwards: [non-zero value selected by UE]
P-Access-Network-Info: [value according to the radio bearer between UE and SS]
Content-Length: 0

Rule: Route header if optional but if present the value must be like shown above.

Rule: To header of REGISTER must not contain a tag.
Rule: UE might use a separate Expires header instead of expires parameter within the contact header to indicate expiration after 600000 seconds.

Rule: in Security-Client header the prot and mod parameters are optional but if present the values must be like shown above.

Rule: REGISTER sent by the UE might contain additional headers, header parameters or entries in headers (like Supported header) and the SS shall ignore those.

3.2 REGISTER request with USIM
Like REGISTER request with ISIM, but with the following exceptions:

REGISTER sip:ims.mnc123.mcc456.3gppnetwork.org SIP/2.0
From: sip:12345611223344@123456;tag=[a text string selected by UE]
To: sip:12345611223344@123456
Authorization: Digest 

username="12345611223344@123456",

realm="sip:3gpp.org",

nonce="053f6c8e6ca115b16c6a93eef09db72e",

opaque="oime669c403ebun4w9171e9517R6gh11",

uri="sip:ims.mnc123.mcc456.3gppnetwork.org",

nc=00000001,

response="[response calculated by UE]",

algorithm=AKAv1-MD5

3.3 401 response for REGISTER
SIP/2.0 401 Unauthorized
Via: [same value as in REGISTER]
To: [same value as in REGISTER];tag=4946G54V
From: [same value as in REGISTER]
Call-ID: [same value as in REGISTER]
CSeq: [same value as in REGISTER]
WWW-Authenticate: Digest 

realm="sip:3gpp.org", 

algorithm=AKAv1-MD5, 

nonce="053f6c8e6ca115b16c6a93eef09db72e", 
opaque="oime669c403ebun4w9171e9517R6gh11"
Security-Server:

ipsec-3gpp;

alg=hmac-sha-1-96;

spi-c=[a value selected by SS for IPSec];

spi-s=[a value selected by SS for IPSec];

port-c=[a value selected by SS];

port-s=[a value selected by SS]
Content-Length: 0
3.4 200 response for REGISTER
SIP/2.0 200 OK
Via: [same value as in REGISTER]
To: [same value as in REGISTER];tag=4946G54V
From: [same value as in REGISTER]
Call-ID: [same value as in REGISTER]
CSeq: [same value as in REGISTER]
Contact: [same value as in REGISTER]
P-Associated-URI: <sip:localuser@3gpp.org>, <tel:123456789>
Service-Route: <sip:orig@scscf.3gpp.org;lr>
Path: <sip:pcscf.3gpp.org;lr>
Content-Length: 0

3.5 SUBSCRIBE request for reg-event package
SUBSCRIBE sip:localuser@3gpp.org SIP/2.0
Route: <sip:pcscf.3gpp.org;lr>, <sip:orig@scscf.3gpp.org;lr>
Via: SIP/2.0/[UDP or TCP] [IP address or FQDN and protected server port of the UE];branch=z9hG4bK[a text string selected by UE]
From: sip:localuser@3gpp.org;tag=[a text string selected by UE]
To: sip:localuser@3gpp.org
Contact: [SIP URI with the IP address or FQDN and protected server port of the UE]
Expires=600000
Security-Verify: [same value as sent by SS in Security-Server and digest-verify parameter correctly calculated]
Supported: path, sec-agree
CSeq: [a value selected by UE] SUBSCRIBE
Call-ID: [a text string selected by UE for SUBSCRIBE]
Max-Forwards: [non-zero value selected by UE]
P-Access-Network-Info: [value according to the radio bearer between UE and SS]
Accept: application/reginfo+xml
Event: reg
Content-Length: 0

Rule: Accept header if optional but if present the value must be like shown above.

3.6 200 OK for SUBSCRIBE
SIP/2.0 200 OK
Via: [same value as in SUBSCRIBE]
To: [same value as in SUBSCRIBE];tag=2w39GsB3
From: [same value as in SUBSCRIBE]
Call-ID: [same value as in SUBSCRIBE]
CSeq: [same value as in SUBSCRIBE]
Contact: <sip:scscf.3gpp.org>
Expires: 600000
Record-Route: <sip:pcscf.3gpp.org;lr>
Content-Length: 0

3.7 NOTIFY request for reg-event package
NOTIFY [SIP URI with the IP address or FQDN and protected server port of the UE] SIP/2.0
Via: SIP/2.0/UDP [IP address and protected server port of the SS];branch=z9hG4bK2cbc5ad8ff72da7e06ff4
Via: SIP/2.0/UDP scscf.3gpp.org;branch=z9hG4bK_01_1024856776-1024949704
From: sip:localuser@3gpp.org;tag=2w39GsB3
To: sip:localuser@3gpp.org;tag=[tag of From header of SUBSCRIBE as selected by UE]
Call-ID: [same value as in SUBSCRIBE]
CSeq: 1 NOTIFY
Contact: <sip:scscf.3gpp.org>
Content-Type: application/reginfo+xml
Event: reg
Max-Forwards: 69
Subscription-State: active;expires=600000
Content-Length: [length of XML body]

<?xml version="1.0"?>
<reginfo xmlns="urn:ietf:params:xml:ns:reginfo" version="0" state="full">
<registration aor="sip:localuser@3gpp.org" id="a100" state="active">
<contact id="999" state="active" event="registered">
<uri>[SIP URI of the UE as in Contact header of REGISTER request]</uri> </contact>
</registration>
</reginfo>

4. Common messages for call setup

4.1 INVITE for MO call setup
INVITE [SIP or TEL URI of the callee] SIP/2.0
Via: SIP/2.0/[UDP or TCP] [IP address or FQDN and protected server port of the UE];branch=z9hG4bK[a text string selected by UE]
Route: [SIP URI with FQDN or IP address and protected server port of the SS], <sip:orig@scscf.3gpp.org;lr>
To: [SIP or TEL URI of the callee]
From: [any SIP URI except a barred one];tag=[a text string selected by UE]
Call-ID: [a text string selected by UE, different than in REGISTER]
CSeq: [a value selected by UE] INVITE
Supported: 100rel, sec-agree
Require: precondition, sec-agree
Proxy-Require: sec-agree
Security-Verify: [same value as sent by SS in Security-Server and digest-verify parameter correctly calculated]
Contact: [SIP URI with the IP address or FQDN and protected server port of the UE]
Content-Type: application/sdp
Max-Forwards: [non-zero value selected by UE]
P-Access-Network-Info: [value according to the radio bearer between UE and SS]
Content-Length: [length of SDP body]

4.2 100 Trying for MO INVITE
SIP/2.0 100 Trying
Via: [same values as in INVITE]
To: [same value as in INVITE]
From: [same value as in INVITE]
Call-ID: [same value as in INVITE]
CSeq: [same value as in INVITE]
Content-Length: 0

4.3 183 Trying for MO INVITE
SIP/2.0 183 Session In Progress
Record-Route: <sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:term@scscf.3gpp.org;lr>, [SIP URI with FQDN and protected server port of the SS;lr]
Via: [same values as in INVITE]
Require: 100rel
From: [same value as in INVITE] 
To: [same value as in INVITE];tag=ghgfl4dvvpo37bk590itlcr2
Contact: sip:user@other.com
RSeq: 1459
Call-ID: [same value as in INVITE] 
CSeq: [same value as in INVITE]
Allow: UPDATE
P-Media-Authorization: 2356
Content-Type: application/sdp
Content-Length: [length of SDP body]

4.4 PRACK
PRACK sip:user@other.com SIP/2.0
Via: SIP/2.0/[UDP or TCP] [IP address or FQDN and protected server port of the UE];branch=z9hG4bK[a text string selected by UE]
Route: [URIs of the Record-Route header of the reliable response, in reverse order]
To: [same value as in reliable response]
From: [same value as in reliable response]
Call-ID: [same value as in reliable response]
CSeq: [CSeq number of the reliable response incremented by one] PRACK
Max-Forwards: [non-zero value selected by UE]
RAck: [RSeq response-num of reliable response] [value of the CSeq of the reliable response]
P-Access-Network-Info: [value according to the radio bearer between UE and SS]
Content-Length: [length of possible body]

4.5 UPDATE
UPDATE sip:user@other.com SIP/2.0
Via: SIP/2.0/[UDP or TCP] [IP address or FQDN and protected server port of the UE];branch=z9hG4bK[a text string selected by UE]
Route: [URIs of the Record-Route header of the provisional response, in reverse order]
To: [same value as in INVITE]
From: [same value as in INVITE]
Call-ID: [same value as in INVITE]
CSeq: [CSeq number of the previous request within the dialog incremented by one] UPDATE
Max-Forwards: [non-zero value selected by UE]
Require: sec-agree
Proxy-Require: sec-agree
Security-Verify: [same value as sent by SS in Security-Server and digest-verify parameter correctly calculated]
P-Access-Network-Info: [value according to the radio bearer between UE and SS]
Content-Type: application/sdp
Content-Length: [length of SDP body]

4.6 ACK
ACK sip:user@other.com SIP/2.0
Via: SIP/2.0/[UDP or TCP] [IP address or FQDN and protected server port of the UE];branch=z9hG4bK[a text string selected by UE]
Route: [URIs of the Record-Route header of the 200 OK response, in reverse order]
To: [same value as in INVITE]
From: [same value as in INVITE]
Call-ID: [same value as in INVITE]
CSeq: [same value as in INVITE] ACK
Max-Forwards: [non-zero value selected by UE]
Content-Length: 0

Rule: ACK shall not contain P-Access-Network-Info header.

5. Generic common messages

5.1 200 OK

SIP/2.0 200 OK
Via: [same values as in request]
To: [same value as in request]
From: [same value as in request]
Call-ID: [same value as in request]
CSeq: [same value as in request]
Content-Length: 0
Clause numbering depends on applicability. Defined terms should be ordered alphabetically.

