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1 Introduction

The IMS CC workshop in January asked MCC160 to provide a TTCN3 template for the common message definitions. The Nokia text document sent to the RAN5 IMSCC reflector on the 30th Jan are used as basis for the message contents.
2 TTCN3 template of default REGISTER message

This template is using the type definitions as specified in the ETSI SIP ATS. Because this ATS does not, in general, require optional parameters within headers to be checked, these fields are simply defined as a generic structure. The presence and value of these parameters are then checked in a function after the initial template has been received.
template RequestType mw_Register_Default ( SipUrl p_sipUri, //px_SIP_URI





 IPv6Addr p_callerIp, //px_UE_IPAddr






 charstring p_callerUserId, //px_Public_UserId






 charstring p_calleeUserId, //px_Public_UserId





 IPv6Addr p_viaIp, //px_UE_IPAddr





 template integer p_maxFwds)  //(2..infinity)

modifies mw_Register_Def := {

requestLine := { 


method := REGISTER_E, 


requestUri := p_sipUri, 


sipVersion := SIP_NAME_VERSION

},
msgHeader := {


authorization := {



fieldName :=AUTHORIZATION_E, 



body := ?
// actual parameters to be checked in a function later


},


callId := ?,


contact := {



fieldName := CONTACT_E,



contactBody := {




contactAddresses := {




[0] := {





addressField := {





nameAddr := {






displayName := *, 






addrSpec := {







scheme := SIP_SCHEME,







userInfo := *,







hostPort  := { p_callerIp, ? },









urlParameters := *, 








headers := *










}





}}, 





contactParams := * // actual parameters to be checked in a function later



}}}


}, 


contentLength := ?, 


cSeq  :=  {



fieldName := CSEQ_E,



seqNumber := ? , 



method := c_REGISTERm


},


expires := *, // actual parameters to be checked in a function later


fromField := {



fieldName := FROM_E,



addressField := {



nameAddr := {




displayName := *, 




addrSpec := {





scheme := SIP_SCHEME,





userInfo := *,





hostPort  := { p_calleeUserId, ? },





urlParameters := *, 



    

headers := *








}



}},



fromParams := ? // actual parameters to be checked in a function later


}, 


maxForwards :=  {



fieldName := MAX_FORWARDS_E,



forwards := p_maxFwds


}, 


supported := {



fieldName := SUPPORTED_E,



optionsTags := ? // actual parameters to be checked in a function later


},


toField := {



fieldName := TO_E,



addressField := {



nameAddr := {




displayName := *, 




addrSpec := {





scheme := SIP_SCHEME,





userInfo := *,





hostPort  := { p_calleeUserId, ? },







            urlParameters := *, 




    

headers := *








}



}},



toParams := * // actual parameters to be checked in a function later


},


via := {



fieldName := VIA_E,



viaBody := {



[0] := { 




sentProtocol := ?,




sentBy := { host := p_viaIp, portField := ? },




viaParams := ? // actual parameters to be checked in a function later


}}},


securityClient := {



fieldName := SECURITY_CLIENT_E,



securityMech := ? // actual parameters to be checked in a function later

}}}

3 Conclusions and proposed way forward

MCC160 propose not to define the default messages as TTCN3 templates for the following reasons:

- Each of the header fields is defined in TTCN3 as a structured type.  In order to specify the value of individual fields within this sub-structure, all intermediate levels also have to be included.  This cannot be done easily on a single line and is messy.

- If the exact template to be used was specified in the prose, any minor (e.g. even editorial) change to this template in the code will require a prose CR

- Individual parameters within header fields can occur in any order.  It is therefore better to check for the presence and the value of these fields in a separate function, after the initial template has been received.

- a number of the parameters to be checked are dependant on values sent or received in a previous message.  It is better to check this in a separate function, after the initial template has been received.

Instead, MCC160 propose a tabular structure, as used below.

This is only a first attempt at defining the default messages and a number of questions still remain.  These are highlighted in yellow.
Annex A (normative):
Default Messages
For all the message definitions below, all headers and fields within these headers can appear in any order, as specified in RFC3261.  Only the fields and headers required to be checked are listed here.  The messages may contain additional fields and headers which are not checked.
Fields containing ‘user defined’ will be implemented in the TTCN with a PIXIT.

Fields containing ‘value not checked’ will be implemented for downlink messages in the TTCN with a PIXIT.
A.1
Default messages for IMS Registration
A.1.1
Register

	Request-Line


Method                  REGISTER 

Request-URI
       sip:3gpp.org 

SIP-Version
       SIP/2.0



	Via 

sent-protocol
 SIP/2.0/UDP

sent-by 
            IP address or FQDN of UE (user defined) 
port                       must be present, value not checked

branch                  value starting with ‘z9hG4bk’



	From

addr-spec


public user identity (user defined)

tag




must be present, value not checked



	To

addr-spec
           public user identity (user defined)

tag

                 not present



	Contact

addr-spec
 IP address or FQDN of UE (user defined )
port                       must be present, value not checked

expires

      600000 (if present) See Note 1



	Expires (if present)


delta-seconds
      600000 See Note 1



	Supported

path

           must be present

sec-agree
           must be present



	CSeq

value

           must be present, value not checked

method

     REGISTER



	Call-ID

callid

          value not checked



	Security-Client

mechanism-name
ipsec-3gpp

algorithm
                 hmac-md5-96

protocol
                 esp (if present)

mode

                 trans (if present)

spi-c

                 must be present, value not checked

spi-s

                 must be present, value not checked

port-c

                 must be present, value not checked

port-s

                 must be present, value not checked

mechanism-name
ipsec-3gpp

algorithm
                 hmac-sha-1-96

protocol
                 esp (if present)

mode

                 trans (if present)

spi-c

                 must be present, value not checked

spi-s

                 must be present, value not checked

port-c

                 must be present, value not checked

port-s

                 must be present, value not checked


	Security-Verify

sec-mechanism
     same contents as SecurityServer header sent by SS

digest-verify
           value must match XRES calculated during Authentication



	Authorization

username
          private user identity (user defined)

realm

          3GPPTEST

nonce

          same value as in WWWAuthenticate header sent by SS

opaque

    same value as in WWWAuthenticate header sent by SS

digest-uri
          sip:3gpp.org

nonce-count
    00000001

dresponse
          must be present, value not checked

algorithm
          AKAv1-MD5



	Max-Forwards

value

none zero value



	P-Access-Network-Info

access-net-spec
value according to radio bearer configured



	Content-Length

value

0




Note 1: The Expires header and the expires field in the contact header are mutually exclusive QUESTION: Is this correct?
A.1.2
401 RESPONSE for REGISTER

	Status-Line

SIP-Version
      SIP/2.0

Status-Code
      401

Reason-Phrase
Unauthorized



	Via

via-parm
           same value as received in REGISTER message



	To

addr-spec
          same value as received in REGISTER message

tag

                user defined



	From

from-spec
           same contents as received in REGISTER message



	Call-ID

value

           same value as received in REGISTER message



	CSeq

value

           same value as received in REGISTER message



	WWW-Authenticate

realm

           3GPPTEST

algorithm
           AKAv1-MD5

nonce

           Base 64 encoding of RAND and AUTN

opaque

     QUESTION: what is this?


	Security-Server

mechanism-name
ipsec-3gpp

algorithm
                 hmac-sha-1-96

spi-c

                 user defined

spi-s

                 user defined

port-c

                 user defined

port-s

                 user defined



	Content-Length

value

0




A.1.3
200 RESPONSE for REGISTER

	Status-Line

SIP-Version
      SIP/2.0

Status-Code
      200
Reason-Phrase
OK


	Via

via-parm
            same value as received in REGISTER message



	To

addr-spec
            same value as received in REGISTER message

tag

                  user defined



	From

from-spec
             same contents as received in REGISTER message



	Call-ID

value

             same value as received in REGISTER message



	CSeq

value

             same value as received in REGISTER message



	Contact

contact-param       same value as received in REGISTER message



	P-Associated-URI

addr-spec
             public user identity (user defined)

addr-spec
             second SIP URI (user defined) QUESTION: What is this?


	Service-Route

addr-spec
             IP address of SS (user defined) QUESTION: is this correct?
uri-parameter         lr



	Path

addr-spec
              IP address of SS (user defined)

uri-parameter          lr



	Content-Length

value

0




A.1.4
SUBSCRIBE Request for reg-event package

	Request-Line


Method
              SUBSCRIBE 

Request-URI
         sip:3gpp.org 

SIP-Version
         SIP/2.0



	Via 

sent-protocol
         SIP/2.0/UDP

sent-by 
               IP address or FQDN of the UE (user defined) 

port                          must be present, value not checked

branch                     value starting with ‘z9hG4bk’



	From

addr-spec
              public user identity (user defined)

tag

                   must be present, value not checked



	To

addr-spec
              public user identity (user defined)

tag

                    not present



	Contact

addr-spec
               IP address or FQDN of UE (user defined )

port                          must be present, value not checked



	Expires 

delta-seconds
           600000 


	Security-Verify

sec-mechanism
     same contents as SecurityServer header sent by SS

digest-verify
          value must match XRES calculated during Authentication



	Supported

path

                must be present

sec-agree
                must be present



	CSeq

value

                must be present, value not checked

method

          SUBSCRIBE



	Call-ID

callid

                value not checked



	Max-Forwards

value

                none zero value



	P-Access-Network-Info

access-net-spec
     value according to radio bearer configured



	Accept (if present)

media-range              application/reginfo+xml



	Event

event-type                  reg



	Content-Length

value

0




A.1.5
200 RESPONSE for SUBSCRIBE
	Status-Line

SIP-Version
      SIP/2.0

Status-Code
      200
Reason-Phrase
OK


	Via

via-parm
            same value as received in SUBSCRIBE message



	To

addr-spec
            same value as received in SUBSCRIBE message

tag

                  user defined



	From

from-spec
             same contents as received in SUBSCRIBE message



	Call-ID

value

             same value as received in SUBSCRIBE message



	CSeq

value

             same value as received in SUBSCRIBE message



	Contact

contact-param       address of SS (user defined)



	Expires 

delta-seconds
       600000 

	Record-Route

addr-spec
            IP address of SS (user defined) 

uri-parameter        lr



	Content-Length

value

0




A.1.6
NOTIFY for reg-event package
	Request-Line


Method
            NOTIFY 

Request-URI
      IP address or FQDN of UE (user defined) 

port                       must be present, value not checked

SIP-Version
      SIP/2.0



	Via 
via-parm1:
sent-protocol
      SIP/2.0/UDP

sent-by 
           IP address of SS (user defined) 

port                      must be present, value not checked

branch                 value starting with ‘z9hG4bk’

via-parm2:
sent-protocol
      SIP/2.0/UDP

sent-by 
            FQDN that does not resolve to IP address of SS (user defined) 

branch                  value starting with ‘z9hG4bk’



	From

addr-spec
            public user identity (user defined)

tag

                  must be present, value not checked



	To

addr-spec
             public user identity (user defined)

tag

                   same as value received in SUBSCRIBE message


	Call-ID

callid

              same as value received in SUBSCRIBE message


	CSeq

value

              1
method

        NOTIFY


	Contact

addr-spec
              FQDN that does not resolve to IP address of SS (user defined)



	Content-Type


media-type              application/reginfo+xml



	Event

event-type               reg



	Max-Forwards

value

               69


	Subscription-State

substate-value         active

expires                     600000



	Content-Length

value

               length of message-body


	Message-body

<?xml version=”1.0?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” version=”0” state=”full”>

<registration aor=”public user identity (user defined)” id=”a100” state=”active”>

<contact id=”999” state=”active” event=”registered”>

<uri>same value as in Contact header of REGISTER request</uri>

</contact>

</registration>

</reginfo>

QUESTION: Does all this have to be checked? If so, can these lines appear in any order? Are spaces allowed?


A.2
Default messages for Call Setup
A.2.1
Invite for MO Call Setup

	Request-Line


Method
              INVITE 

Request-URI
        URI of the callee (user defined) 

SIP-Version
        SIP/2.0



	Via 

protocol-name        SIP
protocol-version     2.0
transport                UDP or TCP
sent-by 
             IP address of the UE (user defined) 

port                        must be present, value not checked

branch                   value starting with ‘z9hG4bk’



	Route

addr-spec
  IP address or FQDN of UE (user defined )
port                       must be present, value not checked



	From

addr-spec
            must be present, value not checked 
tag

                  must be present, value not checked



	To

addr-spec
            URI of the callee (user defined)
tag

                  not present



	Call-ID

callid

            value different to that received in REGISTER message


	CSeq

value

                must be present, value not checked

method

          INVITE


	Supported

100rel

                must be present

sec-agree
                must be present



	Require
precondition              must be present

sec-agree
                must be present



	Proxy-Require
sec-agree
                must be present



	Security-Verify

sec-mechanism
    same contents as SecurityServer header sent by SS

digest-verify
         value must match XRES calculated during Authentication



	Contact

addr-spec
               IP address or FQDN of UE (user defined )

port                         must be present, value not checked



	Content-Type


media-type              application/sdp



	Expires 

delta-seconds
           600000 


	Max-Forwards

value

                none zero value



	P-Access-Network-Info

access-net-spec
     value according to radio bearer configured



	Content-Length

value

                 length of message-body


	Message-body         must be present, value not checked


A.2.2
100 Trying for MO INVITE
	Status-Line

SIP-Version
      SIP/2.0

Status-Code
      100
Reason-Phrase
Trying



	Via

via-parm
            same contents as received in INVITE message



	To

to-spec
            same contents as received in INVITE message



	From

from-spec
            same contents as received in INVITE message



	Call-ID

value

            same value as received in INVITE message



	CSeq

value

            same value as received in INVITE message



	Content-Length

value

0




A.2.3 
183 Session in Progress for MO INVITE

	Status-Line

SIP-Version
      SIP/2.0

Status-Code
      183
Reason-Phrase
Session in Progress


	Record-Route
rec-route1:
addr-spec
           must be present, value not checked
uri-parameter       lr

rec-route2:
addr-spec
           must be present, value not checked

uri-parameter       lr

rec-route3:
addr-spec
           must be present, value not checked

uri-parameter       lr

rec-route4:
addr-spec
           FQDN of the IP address of SS (user defined) 

port                      must be present, value not checked

uri-parameter      lr



	Via

via-parm
           same value as received in INVITE message



	Require
100rel                  must be present



	To

addr-spec
            same value as received in INVITE message

tag

                  must be present, value not checked


	From

from-spec
             same contents as received in INVITE message



	Contact

contact-param       must be present, value not checked



	Rseq
response-num
  must be present, value not checked


	Call-ID

value

             same value as received in INVITE message



	CSeq

value

             same value as received in INVITE message



	Allow
method                  UPDATE 



	P-Media-Authorization

P-Media-Authorization-token     must be present, value not checked


	Content-Type


media-type             application/sdp



	Content-Length

value

             length of message-body 


	Message-body     must be present, value not checked


A.2.4
PRACK

	Request-Line


Method
              PRACK 

Request-URI
        user defined QUESTION: what is this?
SIP-Version
        SIP/2.0



	Via 

protocol-name        SIP

protocol-version     2.0

transport                UDP or TCP
sent-by 
             IP address or FQDN of the UE (user defined) 

port                        must be present, value not checked

branch                   value starting with ‘z9hG4bk’



	Route

rec-route(s)
URIs of the Record-Route header of reliable response in reverse order See Note 1


	From

from-spec
             same contents as received in reliable response See Note 1


	To

to-spec
             same contents as received in reliable response See Note 1


	Call-ID

callid

             same value as received in reliable response See Note 1


	CSeq

value

             value received in reliable response, incremented by one See Note 1
method

       PRACK


	Max-Forwards

value

             none zero value



	Rack
response-num       same value as received in Cseq of reliable response See Note 1


	P-Access-Network-Info

access-net-spec
     value according to radio bearer configured



	Content-Length

value

                 must be present, value not checked



Note 1: Question: What is the reliable response?
A.2.5
UPDATE
	Request-Line


Method
              UPDATE 

Request-URI
        user defined QUESTION: what is this?
SIP-Version
        SIP/2.0



	Via 

protocol-name        SIP

protocol-version     2.0

transport                UDP or TCP
sent-by 
             IP address or FQDN of the UE (user defined) 

port                        must be present, value not checked

branch                   value starting with ‘z9hG4bk’



	Route

rec-route(s)
URIs of the Record-Route header of provisional response QUESTION: what is this? in reverse order 


	From

from-spec
            same contents as received in INVITE message 


	To

to-spec
            same contents as received in INVITE message 


	Call-ID

callid

            same value as received in INVITE message



	CSeq

value

            value of CSeq received in previous request within this dialog, incremented by one 
method

      UPDATE


	Max-Forwards

value

            none zero value



	Require
sec-agree
            must be present



	Proxy-Require
sec-agree
            must be present



	Security-Verify

sec-mechanism
same contents as SecurityServer header sent by SS

digest-verify
      value must match XRES calculated during Authentication



	P-Access-Network-Info

access-net-spec
     value according to radio bearer configured



	Content-Type


media-type              application/sdp



	Content-Length

value

                 length of message-body


	Message-body         must be present, value not checked


A.2.6
ACK

	Request-Line

Method
              ACK 

Request-URI
        user defined QUESTION: what is this?
SIP-Version
        SIP/2.0



	Via

via-parm
            same value as received in INVITE message



	Route

rec-route(s)
        URIs of the Record-Route header of 200 OK response in reverse order



	To

to-spec
            same contents as received in INVITE message



	From

from-spec
            same contents as received in INVITE message



	Call-ID

value

            same value as received in INVITE message



	CSeq

value

            same value as received in INVITE message



	Max-Forwards

value

            none zero value



	P-Access-Network-Info   must not be present


	Content-Length

value

0




A.3
Generic Common Messages

A.3.1
200 OK

	Status-Line

SIP-Version
      SIP/2.0

Status-Code
      200
Reason-Phrase
OK


	Via

via-parm
            same value as received in request


	To

to-spec
            same contents as received in request 



	From

from-spec
             same contents as received in request


	Call-ID

value

             same value as received in request


	CSeq

value

             same value as received in request


	Content-Length

value

0







