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Introduction

A proposal covering possible test scenarios for IMS Call Conformance Testing was presented in R5-051475 and discussed at the IMS Conformance Testing Workshop held at ETSI on Oct 11-12, 2005.

This contribution expands further on R5-051475 adding more test scenarios based on discussions at the workshop. 

Conclusions and proposal

It is proposed that the test scenarios included in the attached document be considered for developing a work plan for IMS Call Control Conformance Testing.

IMS Call Control Conformance Testing
1.1 Possible test scenarios

	Area
	Scenario #
	Test scenario
	Comments

	PDP Context Activation Procedures
	1.1
	Generic PDP Context


	

	
	1.2
	PDP Context Dedicated for Signalliing
	

	PCSCF Discovery
	2.1
	Discovery through PDP Context
	

	
	2.2
	Discovery through DHCP
	

	Registration
	3.1
	Initial Registration
TS 24.229 Sections 5.1.1 and 5.1.2
	ISIM Application Present
· Home domain Name, Public user-Id and Private user-id from the ISIM
ISIM Application not Present

· UE generates Home domain Name, Public user-Id and Private user-id
Header Fields
'Authorization' header, with the username field set to the value of the private user identity

'From' header set to the SIP URI that contains the public user identity to be registered

'To' header set to the SIP URI that contains the public user identity to be registered

'Contact' header set to include SIP URI(s) containing the IP address of the UE in the hostport parameter or FQDN
“If the REGISTER request is protected by a security association, the UE shall also include the protected server port value in the hostport parameter” 
'Via' header containing the IP address or FQDN of the UE in the sent-by field
“If the REGISTER request is protected by a security association, the UE shall also include the protected server port value in the sent-by field”
'Expires' header, or the expires parameter within the 'Contact' header, set to the value of 600000 seconds as the value desired for the duration of the registration

Request-URI to the SIP URI of the domain name of the home network

Security-Client header field set to specify the security mechanism the UE supports, the IPsec layer algorithms the UE supports and the parameters needed for the security association setup

Supported header with option tag "path"
“If a security association exists, a P-Access-Network-Info header that contains information concerning the access network technology and, if applicable, the cell ID (see subclause 7.2A.4).”

	
	3.2
	Re-registration
TS 24.229 Section 5.1.1.4
	UE re-registers public user identity
UE integrity protects the REGISTER request

UE populates the header fields of the REGISTER request (for re-registration) similar to that of initial REGISTER request except for Security-Client & Security-Verify header fields

Security-Client header field, set to specify the security mechanism it supports, the IPsec layer algorithms it supports and the new parameter values needed for the setup of  two new pairs of security associations

Security-Verify header that contains the content of the Security-Server header received in the 401 (Unauthorized) response of the last successful authentication
“The Supported header containing the option tag "path"”

Missing:” the P-Access-Network-Info header that contains information concerning the access network technology and, if applicable, the cell ID (see subclause 7.2A.4).”


	
	3.3
	Mobile Initiated De-registration

TS 24.229 Section 5.1.1.6
	UE integrity protects the REGISTER request

REGISTER request (for de-registration) similar to that of Re-REGISTER request except for Contact & Expires header fields

Contact header set to either the value of "*" or SIP URI(s) that contain(s) in the hostport parameter the IP address of the UE or FQDN“and the protected server port value bound to the security association;”
Expires header, or the expires parameter of the Contact header, set to the value of zero, appropriate to the deregistration requirements of the user



	
	3.4
	Invalid Behaviour
	423 Interval Too Brief Response


	Authentication
	4.1
	401 Unauthorized Response Valid
	Check validity of authentication challenge

Check existence of Security Server Header

UE sets up temporary security association and initiates second  Register Request

In second Register Request:

Authorization header containing the private user identity and the authentication challenge response calculated by the UE using RES and other parameters, as described in RFC 3310

Security-Client header that is identical to the Security-Client header that was included in the previous REGISTER request

Security-Verify header into the request, by mirroring in it the content of the Security-Server header received in the 401 (Unauthorized) response

Call-ID to the same value as the Call-ID of the 401 (Unauthorized) response

On receiving 200 (OK) response:

Establish set of security association

	
	4.2
	Invalid Behaviour
	Test of error conditions for Authentication covered in RFCs
401 Unauthorized response (MAC parameter invalid)

401 Unauthorized response (SQN Out of Range)

	Subscription
	5.1
	Subscribe Successful
TS24.229 Section 5.1.1.3: “Initial subscription to the registration-state event package"
	Header Fields
Request URI set to the resource to which the UE wants to be subscribed to, i.e. to a SIP URI that contains the public user identity used for subscription
From header set to a SIP URI that contains the public user identity used for subscription

To header set to a SIP URI that contains the public user identity used for subscription.

Event header set to the "reg" event package

Expires header set to 600 000 seconds as the value desired for the duration of the subscription

a P-Access-Network-Info header that contains information concerning the access network technology and, if applicable, the cell ID (see subclause 7.2A.4).”

	
	5.2
	Invalid Behaviour
	503 Service Unavailable

	Notification
	6.1
	Valid Notification
	

	
	6.2
	Network Initiated Re-authentication
	TS 24.229 Section 5.1.1.5.2

	
	6.3 
	Network Initiated De-registration
	TS 24.229 Section 5.1.1.7

	Call Control
	7.1
	MO Call Successful
	TS 24.229 Sections 5.1.3 

The UE shall indicate support for reliable provisional responses using the Supported header mechanism

The UE shall indicate the requirement of precondition with the Require header mechanism 

The UE is required to support forking in accordance with RFC 3261.

The UE shall acknowledge the receipt of a 200OK with an ACK request and use a BYE request to terminate the used dialog.

	
	7.2
	MO Call – Service Unavailable 503 
	TS 24.229 Section 5.1.3

	
	7.3
	MO Call – Not Acceptable Here 408
	TS 24.229 Section 5.1.3

	
	7.4
	MO Call – Bad Extension 420
	TS 24.229 Section 5.1.3

	
	7.5
	MO Call - Timer Expiry
	

	
	7.6
	MT Call
	TS 24.229 Sections 5.1.4

Upon receiving an initial INVITE request without containing either Supported: precondition or Require: precondition header values, the UE shall generate a 421 (Extension Required) response indicating the required extension in the Require header field.

Upon generating the first response to the initial INVITE request, the UE shall indicate the requirement for reliable provisional responses and specify it using the Require header mechanism.The UE shall send the 200 (OK) response to the initial INVITE request only after the local resource reservation has been completed.

UE support of forking is required in accordance with RFC 3261.

	
	7.7
	Call Release
	TS 24.229 Section 5.1.5: Void

	
	7.8
	Emergency – Alternative Service 380
TS 24.229 Section 5.1.6
	UE initiates a CS Emergency Call
A UE shall not attempt to establish an emergency session via the IM CN Subsystem when the UE can detect that the number dialled is an emergency number.
In the event the UE receives a 380 (Alternative Service) response to an INVITE request the response containing a XML body that includes an <alternative service> element with the <type> child element set to "emergency", the UE shall automatically:

-
send an ACK request to the P-CSCF as per normal SIP procedures;

-
attempt an emergency call setup according to the procedures described in 3GPP TS 24.008 [8].

	SIG Comp
	8.1
	
	Normal test cases executed without compression.
Dedicated test cases to be added to test compression




















