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<Start of modified section>

6.11
DCH-DSCH model (R99 or Rel-4)
The model illustrates the relationship between various channels from logical channel to physical channels. DCH are associated with DSCH.
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Figure 16: Associated DCH-DSCH model

The model associating DCH with DSCH enable in the SS:

· to define DSCH transport channel;

· to define TFCI(field2) for DSCH;

· to configure PDSCH;

· to define DSCH-RNTI value.

<End of modified section>
<Start of modified section>

7.3.4.3.2.1
ASPs for configuration and control of GERAN L1

	ASP Name
	G_CL1_CreateCell_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to create a cell in GERAN

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	

	baseId
	BITSTRING[6]
	base transceiver station identity code = NCC+BCC. see 3GPP TS 23.003 [6]

	timingAdvance
	BITSTRING[8]
	The SS sets the timing of uplink direction in advance of downlink direction timing by this value.

	Detailed Comments
	


	ASP Name
	G_CL1_CreateCell_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_CreateCell_REQ

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The cell created

	Detailed Comments
	


	ASP Name
	G_CL1_DeleteCell_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to delete a cell in GERAN

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The cell to be deleted

	Detailed Comments
	


	ASP Name
	G_CL1_DeleteCell_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_DeleteCell_REQ 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The cell deleted

	Detailed Comments
	


	ASP Name
	G_CL1_CreateBasicPhyCh_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to create a basic physical channel in GERAN

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The cell which the channel to be created belongs to

	physicalChId
	PhysicalChId
	identifier of the physical channel in the SS.

	channelCombination
	ChannelCombination
	Logical channels combined onto the basic physical channel.

	frqInfo
	FrqInfo
	Parameters for Description of the physical channel in frequency domain

	timeSlot
	TN
	The timeslot number of the physical channel

	tsc
	TSC
	Training sequence code. For common control and broadcast channels the value of tsc must be equal to BCC (base station colour code)

	channelSpecificInfo
	ChannelSpecificInfo
	Specific parameters related to individual channel 

	txPower
	TX_Power
	The transmission power level in dB(Vemf()

	bandIndicator
	BITSTRING[1]
	Parameter for DCS or PCS frequency band selection. 

A value 0 for frqInfo.arfcn interpreted as DCS1800. 

A value 1 for frqInfo.arfcn interpreted as PCS1900. 

If omitted, the value in frqInfo.arfcn interpreted as DCS1800.

	Detailed Comments
	The value of channelCombination permitted currently:

1
TCH/F + FACCH/F + SACCH/TF

2
TCH/H(0,1) + FACCH/H(0,1) + SACCH/TH(0,1)

3
TCH/H(0,0) + FACCH/H(0,1) + SACCH/TH(0,1) + TCH/H(1,1)

4
FCCH + SCH + BCCH + CCCH

5
FCCH + SCH + BCCH + CCCH + SDCCH/4(0..3) + SACCH/C4(0..3)

6
BCCH + CCCH

7
SDCCH/8(0..7) + SACCH/C8(0.. 7)

8
TCH/F + FACCH/F + SACCH/M

9
TCH/F + SACCH/M

10
TCH/FD + SACCH/MD

11
PBCCH+PCCCH+PDTCH/F+PACCH/F+PTCCH/F

12
PCCCH+PDTCH/F+PACCH/F+PTCCH/F

13
PDTCH/F+PACCH/F+PTCCH/F

18
E-TCH/F + E-IACCH/F + E-FACCH/F + SACCH/TF

19
E-TCH/F + E-IACCH/F + E-FACCH/F + SACCH/M

20
E-TCH/F + E-IACCH/F + SACCH/M

21
E-TCH/FD + E-IACCH/F + SACCH/MD


	ASP Name
	G_CL1_CreateBasicPhyCh_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_CreateBasicPhyCh_REQ 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The cell which the created channel belongs to

	physicalChId
	PhysicalChId
	The physical channel created.

	Detailed Comments
	


	Type Name
	FrqInfo

	Encoding Variation
	

	Comments
	Parameters for Description of basic physical channel in frequency domain. 

	Element Name
	Type Definition
	Field Encoding
	Comments

	h
	BITSTRING[1] 
	 
	h=1:hopping channel

h=0: non-hopping channel 

	spr
	BITSTRING [3] 
	 
	'000'B 

	spr1
	BITSTRING [2]
	
	'00'B if h = 0, otherwise OMIT 

	maio
	BITSTRING [6] 
	 
	mobile allocation index offset if h = 1, otherwise OMIT 

	hsn
	BITSTRING [6] 
	 
	hopping sequence number if h = 1, otherwise OMIT  

	arfcn 
	BITSTRING [10] 
	 
	absolute RF channel number if h = 0, otherwise OMIT 

	hoppingFreqList 
	FrequencyList
	 
	hopping frequency list if h = 1, otherwise OMIT.

The definition see 3GPP TS 44.018 [43] or 3GPP TS 04.18, clause 10.5.2.13

	Detailed Comments
	 


	Type Name
	ChannelSpecificInfo

	Encoding Variation
	

	Comments
	Parameters for individual channel 

	Element Name
	Type Definition
	Field Encoding
	Comments

	dedCH_Info
	DedCH_Info
	 
	Parameters for dedicated channel.

Valid for combination:1, 2, 3, 5, 7, 8, 9, 10 

This field is omitted if DedCH_Info does not apply for the channelCombination

	cCCH_Info
	CCCH_Info
	 
	Parameters for common control channels: PCH, SCH, etc.

Valid for combination: 4, 5, 6 

This field is omitted if CCCH_Info does not apply for the channelCombination

	pCCCH_Info
	PCCCH_Info
	 
	Parameters for packet common control channels: PCCCH,  PPCH,…

Valid for combination: 11, 12 

This field is omitted if PCCCH_Info does not apply for the channelCombination

	pBCCH_Info
	PBCCH_Info
	
	Parameters for packet broadcast channels: PBCCH

Valid for combination: 11 

This field is omitted if PBCCH_Info does not apply for the channelCombination

	Detailed Comments
	


	Type Name
	DedCH_Info

	Encoding Variation
	

	Comments
	Parameters for dedicated channel 

	Element Name
	Type Definition
	Field Encoding
	Comments

	chMod
	ChMode
	 
	Definition see 3GPP TS 04.18 or 3GPP TS 44.018 [43] clause 10.5.2.6

	cipherMode
	CipherModeSetting
	 
	Definition see 3GPP TS 04.18 or 3GPP TS 44.018 [43] clause 10.5.2.9

	cipherKey
	BITSTRING[64]
	 
	

	powerLevel
	BITSTRING[5]
	
	Initial MS uplink transmission power level. This value is used in the L1 header of SACCH.

	timingAdvance
	BITSTRING[8]
	
	Initial timing advance. This value is used in the L1 header of SACCH.

This field shall be set to the same value as in timingAdvance of G_CL1_CreateCell_REQ.

	Detailed Comments
	In addition to ciphering algorithm the cipherMode specifies the initial ciphering mode of the physical channel in both transmission and receiving direction by startingCiph bit. During ciphering mode setting procedure the ciphering mode of receiving direction can be changed by G_CL1_CipheringControl_REQ.


	Type Name
	CCCH_Info

	Encoding Variation
	

	Comments
	Parameters for common control channels 

	Element Name
	Type Definition
	Field Encoding
	Comments

	
	
	
	

	bS_PA_MFRMS
	BITSTRING[3]
	
	the number of 51-multiframes between transmissions of paging messages. Definition see 3GPP TS 04.18 or 3GPP TS 44.018 [43] clause 10.5.2.11

	bS_AG_BLKS_RES
	BITSTRING[3]
	
	the number of blocks on each common control channel reserved for access grant messages. Definition see 3GPP TS 04.18 or 3GPP TS 44.018 [43] clause 10.5.2.11

	Detailed Comments
	


	Type Name
	PCCCH_Info

	Encoding Variation
	

	Comments
	Parameters for packet common control channels

	Element Name
	Type Definition
	Field Encoding
	Comments

	bS_PBCCH_BLKS
	BITSTRING[2]
	
	3GPP TS 04.60 or 3GPP TS 44.060 [32] clause 12.25

	bS_PAG_BLKS_RES
	BITSTRING[4]
	
	3GPP TS 04.60 or 3GPP TS 44.060 [32] clause 12.25

	bS_PRACH_BLKS
	BITSTRING[4]
	
	3GPP TS 04.60 or 3GPP TS 44.060 [32] clause 12.25

	Detailed Comments
	


	Type Name
	PBCCH_Info

	Encoding Variation
	

	Comments
	Parameters for packet broadcast channel

	Element Name
	Type Definition
	Field Encoding
	Comments

	pSI1_REPEAT_PERIOD
	BITSTRING[4]
	
	The repeat period of packet system information Type 1. See 3GPP TS 04.60 or 3GPP TS 44.060 [32] clause 11.2.18

	pSI_COUNT_HR
	BITSTRING[4]
	
	The number of PSI message instances sent with high repetition rate. See 3GPP TS 04.60 or 3GPP TS 44.060 [32] clause 11.2.18

	pSI_COUNT_LR
	BITSTRING[6]
	
	The number of PSI message instances sent with low repetition rate. See 3GPP TS 04.60 or 3GPP TS 44.060 [32] clause 11.2.18

	Detailed Comments
	


	ASP Name
	G_CL1_CreateMultiSlotConfig_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to create a multi-slot configuration in GERAN and should be preceded with G_CL1_CreateBasicPhyCh_REQ in order to create a basic physical channel with single timeslot.

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The cell which the configuration to be created belongs to

	mainChannel
	PhysicalChId
	identifier of the main physical channel of this multi-slot configuration.

	multiSlotAllocation
	MultiSlotAllocation
	The timeslot allocation of the configuration

	Detailed Comments
	This ASP is to add a multi-slot configuration to the physical channel created in G_CL1_CreateBasicPhyCh_REQ ASP. For multi-slot configuration refer 3GPP TS 05.02 or 3GPP TS 45.002 [31] clause 6.4.2.


	ASP Name
	G_CL1_CreateMultiSlotConfig_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_CreateMultiSlotConfig_REQ 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The cell which the created multi-slot configuration belongs to.

	physicalChId
	PhysicalChId
	The main physical channel identifier.

	Detailed Comments
	


	Type Name
	MultiSlotAllocation

	Encoding Variation
	

	Comments
	Used in multi-slot configuration

	Element Name
	Type Definition
	Field Encoding
	Comments

	tN0
	BOOLEAN
	
	TRUE - time slot 0 is allocated; FALSE -- not allocated

	channelCombination0
	ChannelCombination
	
	Channel combination for time slot 0; not applicable if tN0 = FALSE

	tN1
	BOOLEAN
	
	TRUE - time slot 1 is allocated; FALSE -- not allocated

	channelCombination 1
	ChannelCombination
	
	Channel Combination for time slot 1; not applicable if tN1 = FALSE

	tN2
	BOOLEAN
	
	TRUE - time slot 2 is allocated; FALSE -- not allocated

	channelCombination 2
	ChannelCombination
	
	Channel Combination for time slot 2; not applicable if tN2 = FALSE

	tN3
	BOOLEAN
	
	TRUE - time slot 3 is allocated; FALSE -- not allocated

	channelCombination 3
	ChannelCombination
	
	Channel Combination for time slot 3; not applicable if tN3 = FALSE

	tN4
	BOOLEAN
	
	TRUE - time slot 4 is allocated; FALSE -- not allocated

	channelCombination 4
	ChannelCombination
	
	Channel Combination for time slot 4; not applicable if tN4 = FALSE

	tN5
	BOOLEAN
	
	TRUE - time slot 5 is allocated; FALSE -- not allocated

	channelCombination 5
	ChannelCombination
	
	Channel Combination for time slot 5; not applicable if tN5 = FALSE

	tN6
	BOOLEAN
	
	TRUE - time slot 6 is allocated; FALSE -- not allocated

	channelCombination 6
	ChannelCombination
	
	Channel Combination for time slot 6; not applicable if tN6 = FALSE

	tN7
	BOOLEAN
	
	TRUE - time slot 7 is allocated; FALSE -- not allocated

	channelCombination 7
	ChannelCombination
	
	Channel Combination for time slot 7; not applicable if tN7 = FALSE

	Detailed Comments
	Multislot configuration is referred to 3GPP TS 05.02 or 3GPP TS 45.002 [31] clause 6.4.2. The timeslot  for which G_CL1_CreateBasicPhyCh_REQ has set the channel combination shall be set to FALSE.


	ASP Name
	G_CL1_CipheringControl_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to set the ciphering mode of the physical channel in receiving direction, the kc and ciphering algorithm was set by the G_CL1_CreateBasicPhyCh_REQ for the physical channel before calling the ASP.

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	

	physicalChId
	PhysicalChId
	Channel identifier

	rcvCipherMode
	BITSTRING[1]
	Ciphering Mode in SS receiving direction:

0( not ciphered

1( ciphered

	Detailed Comments
	For GSM dedicated physical channel, the ciphering mode of the SS shall be changed in three steps: (3GPP TS 44.018 [43], clause 3.4.7)

Before the SS sending CIPHERING MODE COMMAND the SS is transmitting and receiving in old ciphering mode (for example, not ciphered), after the SS sending CIPHERING MODE COMMAND the SS changes its receiving ciphering mode to new ciphering mode (for example, ciphered) and keeps transmitting in old ciphering mode; then after receiving CIPHERING MODE COMPLETE or any correct L2 frame in new ciphering mode the SS changes the transmitting ciphering mode to the new mode.

TTCN writer shall use this ASP before sending the CIPHERING MODE COMMAND to ensure  the ciphering mode of the physical channel, in sufficient time, according to the 3 step procedure outlined above. 


	ASP Name
	G_CL1_CipheringControl_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to confirm that the G_CL1_CipheringControl_REQ is executed correctly.

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	

	physicalChId
	PhysicalChId
	Channel identifier

	Detailed Comments
	


	ASP Name
	G_CL1_ComingFN_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to request lower layer return the reduced frame number (FN modulo 42432) which is far enough in the future from current frame number and is able to carry L3 message on the specified channel. The requirement of "far enough" is that there is enough time left for TTCN to prepare a L3 message to send before that frame.

The ASP could also be used in the calculation of a value for starting time

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3).

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	Detailed Comments
	


	ASP Name
	G_CL1_ComingFN_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to receive the result of G_CL1_ComingFN_REQ.

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3). 

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	rfn
	RFN
	the reduced frame number (FN modulo 42432) which is about 4.5 seconds later than current frame number and is able to carry L3 message on the channel specified by "physicalChId"+"G_LogicChType"+"subChannel"

	Detailed Comments
	


	ASP Name
	G_CL1_L1Header_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to request lower layer return the L1 header of SACCH.

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType
	SACCH

	subChannel
	SubChannelNumber
	Valid only for logical channel types: SACCH/TH, SACCH/C8, and SACCH/C4 

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	Detailed Comments
	


	ASP Name
	G_CL1_L1Header_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to receive the result of G_CL1_L1Header_REQ.

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType
	SACCH

	subChannel
	SubChannelNumber
	Valid only for logical channel types: SACCH/TH, SACCH/C8, and SACCH/C4 

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	l1Header
	L1HD
	Power level and timing advance 

	Detailed Comments
	


	ASP Name
	G_CL1_DeleteChannel_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to delete a basic physical channel or an multi-slot configuration

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell which the channel to be deleted belongs to

	physicalChId
	PhysicalChId
	The physical channel or the multi-slot configuration to be deleted.

	Detailed Comments
	


	ASP Name
	G_CL1_DeleteChannel_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_DeleteChannel_REQ 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell which the deleted channel belongs to

	physicalChId
	PhysicalChId
	The physical channel or multi-slot configuration deleted.

	Detailed Comments
	


	ASP Name
	G_CL1_ChModeModify_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to modify the channel mode of a dedicated channel 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell 

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType 
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3).

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	chMode
	ChMode
	Definition see 3GPP TS 04.18 or 3GPP TS 44.018 [43] clause 10.5.2.1b

	Detailed Comments
	


	ASP Name
	G_CL1_ChModeModify_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_ChModeModify_REQ 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType 
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3). 

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	Detailed Comments
	


	ASP Name
	G_CL1_SetNewKey_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to set new cipher key for a dedicated channel 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell 

	physicalChId
	PhysicalChId
	The channel which uses the new key

	g_LogicChType 
	G_LogicChType 
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3). 

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	cipherKey
	BITSTRING[64]
	

	Detailed Comments
	


	ASP Name
	G_CL1_SetNewKey_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_SetNewKey_REQ 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType 
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3). 

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	Detailed Comments
	


	ASP Name
	G_CL1_CipherModeModify_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to modify cipher mode of a dedicated channel 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType 
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3). 

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	cipherMode
	CipherModeSetting
	The new cipher mode. Definition see 3GPP TS 04.18 or 3GPP TS 44.018 [43] clause 10.5.2.9

	Detailed Comments
	


	ASP Name
	G_CL1_CipherModeModify_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_CipherModeModify_REQ 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType 
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3).

This field is not applicable and the SS shall ignore it if this field is coded as 15. 

	Detailed Comments
	


	ASP Name
	G_CL1_ChangePowerLevel_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to change the transmission power level of a physical channel 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell which the physical channel belongs to

	physicalChId
	PhysicalChId
	Channel using the new transmission power level

	txPower
	TX_Power
	The new transmission power level in dB(Vemf()

	Detailed Comments
	


	ASP Name
	G_CL1_ChangePowerLevel_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_ChangePowerLevel_REQ 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The identifier of the cell 

	physicalChId
	PhysicalChId
	The physical channel which uses the new transmission power level

	Detailed Comments
	


<End of modified section>
<Start of modified section>

8.2.2
Transport channels

Table 33: Transport channel identities

	Type
	Min. No.
	Current Config.
	Identities
(value assigned)
	Direction
	Comments

	BCH
	1
	1
	tsc_BCH1 (11)
	downlink
	

	FACH
	1
	1
	tsc_FACH1 (13)

tsc_FACH2 (14)

tsc_FACH3 (16)

tsc_FACH4 (17)
	downlink
	

	PCH
	1
	1
	tsc_PCH1 (12)

tsc_PCH2 (30)
	downlink
	

	DCH
	n 
	4
	tsc_UL_DCH1 (1) 

tsc_UL_DCH2 (2) 

tsc_UL_DCH3 (3) 

tsc_UL_DCH4 (4) 

tsc_UL_DCH5 (5) 
	uplink
	tsc_UL_DCH1 for RAB1-1 or RAB1,

tsc_UL_DCH2 for RAB1-2 or RAB2,

tsc_UL_DCH3 for RAB1-3,

tsc_UL_DCH4 RAB2,

tsc_UL_DCH5 for SRB.

	DCH
	n 
	4
	tsc_DL_DCH1 (6) 

tsc_DL_DCH2 (7) 

tsc_DL_DCH3 (8) 

tsc_DL_DCH4 (9) 

tsc_DL_DCH5 (10)
tsc_DL_DCH6 (22)
	downlink
	tsc_DL_DCH1 for RAB1-1 or RAB1,

tsc_DL_DCH2 for RAB1-2 or RAB2,

tsc_DL_DCH3 for RAB1-3,

tsc_DL_DCH4 for RAB2,

tsc_DL_DCH5 for SRB
tsc_DL_DCH6 for SRB.

	USCH
	1
	N/A
	tsc_USCH1(20)
	uplink
	TDD only

	DSCH
	1
	N/A
	tsc_DSCH (19)
	downlink
	

	RACH
	2
	1
	tsc_RACH1 (15) 

tsc_RACH2 (31) 
	uplink
	

	CPCH
	1
	N/A
	tsc_CPCH1(32)
	uplink
	

	FAUSCH
	N/A
	N/A
	tsc_FAUSCH1(18)
	uplink
	Not in Release 99

	HSDSCH
	1
	1
	N/A
	downlink
	Rel-5 or later


The TrCH values 20 to 29 are assigned to the TDD TrCH.

8.2.3
Logical Channels

Table 34 shows the logical channels identities.

Table 34: Logical channel identities

	Type
	Min. No.
	Current Config.
	Identities 
(value assigned)
	Direction
	Comments

	BCCH_BCH
	1
	1
	tsc_BCCH1 (1) 
	downlink
	

	BCCH_FACH
	1
	1
	tsc_BCCH6 (6) 
	downlink
	

	CCCH
	1
	1
	tsc_DL_CCCH5 (5) 
	downlink
	

	CCCH
	1
	2
	tsc_UL_CCCH5 (5)

tsc_UL_CCCH6 (6)
	uplink
	

	DCCH
	4
	4
	tsc_DL_DCCH1 (1) 

tsc_DL_DCCH2 (2) 

tsc_DL_DCCH3 (3) 

tsc_DL_DCCH4 (4) 
tsc_DL_DCCH5 (5)
	downlink
	tsc_DL_DCCH1 for SRB1, tsc_DL_DCCH2 for SRB2,  tsc_DL_DCCH3 for SRB3, tsc_DL_DCCH4 for SRB4,

tsc_DL_DCCH5 for SRB5

	DCCH
	4
	4
	tsc_UL_DCCH1 (1) 

tsc_UL_DCCH2 (2) 

tsc_UL_DCCH3 (3) 

tsc_UL_DCCH4 (4) 
	uplink
	tsc_UL_DCCH1 for SRB1, tsc_UL_DCCH2 for SRB2,  tsc_UL_DCCH3 for SRB3, tsc_UL_DCCH4 for SRB4

	PCCH
	1
	2
	tsc_PCCH1 (1)

tsc_PCCH2 (2)
	downlink
	

	DTCH
	n 
	4
	tsc_UL_DTCH1 (7) 

tsc_UL_DTCH2 (8) 

tsc_UL_DTCH3 (9) 

tsc_UL_DTCH4 (10)
	uplink
	tsc_UL_DTCH1 for RAB1-1 or RAB 1,

tsc_UL_DTCH2 for RAB1-2 or RAB 2,

tsc_UL_DTCH3 for RAB1-3'

tsc_UL_DTCH4 for RAB2 

	DTCH
	n 
	4
	tsc_DL_DTCH1 (7) 

tsc_DL_DTCH2 (8) 

tsc_DL_DTCH3 (9) 

tsc_DL_DTCH4 (10)
	downlink
	tsc_DL_DTCH1for RAB1-1 or RAB 1,

tsc_DL_DTCH2 for RAB1-2 or RAB 2,

tsc_DL_DTCH3 for RAB-3,

tsc_DL_DTCH4 for RAB2 

	CTCH
	1
	2
	tsc_CTCH1 (11)

tsc_CTCH2 (12)
	downlink
	


<End of modified section>
<Start of modified section>

8.3.40
Configuration of Cell_Two_DTCH_5SRB
The configuration is based on 3GPP TS 34.108 [3], clauses 6.10.2.4.1.62. The RB0/UM-CCCH is referred to 3GPP TS 34.108 [3], clause 6.10.2.4.3.2.1.2 and RB0/TM-CCCH is referred to 3GPP TS 34.108 [3], clause 6.10.2.4.4.1.1.1. The configuration is applied to RB tests.
The uplink configuration is same in clause 8.3.9 Cell_Two_DTCH.
Table 57: Downlink configuration of Cell_Two_DTCH_5SRB
	RB Identity
	tsc_RB10

(10)
	tsc_RB11

(11)
	tsc_RB1

(1)
	tsc_RB2

(2)
	tsc_RB3

(3)
	tsc_RB4

(4)
	tsc_RB5
(5)
	Same as downlink configuration of Cell_DCH_StandAloneSRB on sCCPCH

	LogCh Type
	DTCH
	DTCH
	DCCH
	DCCH
	DCCH
	DCCH
	DCCH
	

	LogCh Identity 
	tsc_DL_DTCH1

(7)
	tsc_DL_DTCH2

(8)
	tsc_DL_DCCH1

(1)
	tsc_DL_DCCH2

(2)
	tsc_DL_DCCH3

(3)
	tsc_DL_DCCH4

(4)
	tsc_DL_DCCH5
()
	

	RLC mode
	TM
	TM
	UM
	AM
	AM
	AM
	TM
	

	MAC priority
	1
	1
	1
	2
	3
	4
	5
	

	TrCH Type
	DCH
	DCH
	DCH
	DCH
	

	TrCH identity 
	tsc_DL_DCH1

(6)
	tsc_DL_DCH2

(7)
	tsc_DL_DCH5

(10)
	tsc_DL_DCH6
(22)
	

	PhyCh Type
	DPCH


	Secondary CCPCH

	PhyCH identity 
	tsc_DL_DPCH1

(26)
	tsc_S_CCPCH1

(5)


<End of modified section>
<Start of modified section>

8.7.1
Test suite operation definitions in the module BasicM

Table 132: TSO definitions in BasicM

	TSO Name
	Description

	o_AuthRspChk
	Type of the result: BOOLEAN
Parameters:

p_AuthRsp : AuthRsp

p_AuthRspExt : AuthRspExt

p_K : BITSTRING

p_RAND : BITSTRING

p_Ext : BOOLEAN

Description

Checks the input parameter p_AuthRsp and p_AuthRspExt, both received in an Authentication Response, according to the authentication algorithm defined in the following procedure. 

The extension,  p_AuthRspExt, is optional. Its presence is indicated by p_Ext. 

Returns TRUE if the Authentication Response contained in parameters p_AuthRsp and eventually p_AuthRspExt is correct, FALSE otherwise.

The value of tcv_Auth_n  indicates whether the AuthRspExt has been provided by the UE or not (n=31, or 31 < n < 128). See 3GPP TS 34.108 [3] clause 8.1.2.

If not the parameter p_AuthRspExt is not to be used.

Algorithm (without the knowledge of tcv_Auth_n):

=========================================

if NOT p_Ext EvaluateAuthRsp else EvaluateAuthRspAndAuthRspExt

EvaluateAuthRsp:

==============

resultbitstring = o_BitstringXOR(XRES, AuthRsp)

if resultbitstring is all 0s then there is a match.

EvaluateAuthRspAndAuthRspExt:

============================

XREShigh = o_BitstringXtract(XRES, 32, 32, 0)

/* XRES divides into 2 parts: the higher part of 32 bits related to AuthRsp and the lower part related to AuthRspExt \*/

/* SourceLength of 32 is only to ensure usage of the procedure \*/ 

resultbitstring = o_BitstringXOR(XREShigh, AuthRsp)

if resultbitstring is all 0s then there is a match for the first 32 bits:EvaluateAuthRspExt else Authentication failed.

EvaluateAuthRspExt:

=================

/* As AuthRespExt may not be octet aligned the last octet indicated in AuthRspExt is not used for checking \*/

if (AuthRspExt.iel = 1) 

then Authentication passed

/* there was only 1 possibly incomplete octet which is not used \*/

else

{

AuthRspExthigh = o_BitstringXtract(AuthRspExt.authRsp, ((AuthRspExt.iel -1)* 8),  (AuthRspExt.iel -1)* 8, 0)

/* extract (AuthRspExt.iel -1)* 8 bits starting from bit 0 \*/

XRESlow = o_BitstringXtract(XRES, ((AuthRspExt.iel -1)* 8 + 32),  (AuthRspExt.iel -1)* 8, 32)

/* extract (AuthRspExt.iel -1)* 8 bits starting from bit 32 \*/

resultbitstring = o_BitstringXOR(XRESlow, AuthRspExthigh, (AuthRspExt.iel -1)* 8)

if resultbitstring is all 0s then there is a match for the bits following the first 32 bits else Authentication failed

	o_BCD_ToInt 
	Type of the result: INTEGER

Parameters:

p_bcdstring:HEXSTRING

Description

The operation OC_BCDtoInt converts an HEXSTRING containing BCD coded digits to an integer representation of these relevant digits.

EXAMPLE:
OC_BCDtoInt( '12345'H ) := 12345

	o_BitstringChange
	Type of the result: BITSTRING 


Parameters:

P_Str: BITSTRING

p_Len: INTEGER

p_Offset: INTEGER

Description

Performs the manipulation of a bitstring by toggling the bit identified by p_Offset. The length of the string to be manipulated is specified in p_Len. This is only provided to help ensure that the p_Offset is less than p_Len. 

Returns a resulting bitstring of length p_Len.

EXAMPLE 1:
o_BitstringChange('010101'B, 6, 5) produces '010100'B.

EXAMPLE 2:
o_BitstringChange('010101'B, 6, 0) produces '110101'B.

	o_BitstringConcat
	Type of the result: BITSTRING 

Parameters:

P_Str1: BITSTRING

p_Str2: BITSTRING

p_Len1: INTEGER

p_Len2: INTEGER

Description

Performs the concatenation of 2 bitstrings of possibly different lengths.

The bit significance is from left to right, i.e. the MSB is at the left-hand side. 

Returns a resulting bitstring p_Str1 || p_Str2 of length p_ Len1 + p_Len.

EXAMPLE:
o_BitstringConcat('010101'B,'11'B) produces '01010111'B of




length 6 + 2 = 8.

	o_BitstringXOR
	Type of the result: BITSTRING 

Parameters:

P_Str1: BITSTRING

p_Str2: BITSTRING

p_Len: INTEGER

Description

Performs  an XOR operation using 2 bitstrings of the same length (p_Len).

Returns a resulting Bitstring of length p_Len.

EXAMPLE:
o_BitstringXOR('0011'B, '0101'B, 4) produces '0110'B.

	o_BitstringXtract
	Type of the result: BITSTRING 

Parameters:

P_Str: BITSTRING

p_SrcLen: INTEGER 

p_TargetLen: INTEGER

p_Offset: INTEGER

Description

Performs the wrap around extract of a bitstring. The length of the string from which extraction is to be made is specified in p_SrcLen. The length of the bitstring to be extracted is indicated as p_TargetLen, the offset in the original string is indicated in p_Offset. 

The bit position 0 is at the left side.

Returns a resulting bitstring of length p_TargetLen.

EXAMPLE 1:
o_BitstringXtract('101010'B, 6, 2, 1) produces '01'B.

EXAMPLE 2:
o_BitstringXtract('101010'B, 6, 4, 3) produces '0101'B, wrapping around.

EXAMPLE 3:
o_BitstringXtract('111000'B, 6, 4, 3) produces '0111'B, wrapping around.

	o_BMC_DrxScheduling
	Type of the result: BMC_ResultOfSchedulingLevel2
Parameters:

p_BMC_CBS_Message1 : BMCCBSMESSAGE

p_BMC_CBS_Message2 : BMCCBSMESSAGE

p_BMC_CB_RepPeriod : INTEGER

p_BMC_NoOfBroadcast_Req : INTEGER

p_Offset : BMC_DRX_Offset
Description

This TSO shall calculate all BMC CBS schedule Messages for the CBS messages as described in 3GPP TS 34.123-1, clause 7.4.3.1. 

The TSO has to precalculate the CTCH Block SETs needed, i.e. it shall have all necessary knowledge (RLC segmentation, MAC handling, if needed) to predict the CTCH with BMC contents for the given input to be sent.

The TSO shall consider the BMC CBS Scheduling Level2 as described in 3GPP TS 25.324 [20], 3GPP TR 25.925 [44] and the description of BMC test architecture and test method in the present document, clause 6.8.

The TSO calculates the BMC CBS Schedule messages to predict its next BlockSet to be sent. In addition, a DRX scheduling Bitmap is created for each CTCH allocated TTI aligned to the pre-calculated offset in between 2 CTCH Block Sets.

The principle of DRX shall be followed by this TSO. I.e. BMC Messages shall be sent blockwise (CTCH Block Set) with predicted offset in between 2 Block Sets. 

The TSO shall consider the following aspects to calculate the DRX Selection Bitmap and to create the BMC CBS Schedule messages:

1.
The first CTCH Block Set consists of the first BMC CBS Schedule message predicting the offset, length and content of the following Block Set where the BMC CBS Message1 shall be send as new message. 

2.
The BMC CBS Message1 shall be repeated for p_BMC_CB_RepPeriod multiplied by p_BMC_NoOfBroadcast_Req times before the BMC CBS Message2 is broadcasted. 

3.
The BMC CBS Schedule Messages shall be the last message of a CTCH Block Set, i.e. on the end of a Block Set. 

4.
If no further repetition of BMC CBS Messages is needed, no further BMC CBS Schedule message shall be created. 

output parameter: 

DrxSelectionBitmap: The TSO creates a Bitmap as Octetstring for scheduled CTCH allocated TTI as described in 3GPP TS 34.123-3: clause 6.8.2 BMC test method and architecture. 

CBS_Schedule_Message01, CBS_Schedule_Message02, CBS_Schedule_Message03:Considering the given BMC PDUs  BMC_DRX_Offset and BMCCBSMESSAGE to be sent, the BMC Schedule messages have to be created according the given parameter.

	o_CheckStringStartWith
	Type of the result: BOOLEAN

Parameters:

p_SourceString: IA5String 

p_StartString : IA5String

Description

o_CheckStringStartWith returns TRUE if  the p_sourceString start with the p_StartString. 

Otherwise it returns FALSE.

EXAMPLE:
o_CheckStringStartWith ("+CLCC:1,0,0,2,0;", "+CLCC:1,0,0")=TRUE */.

	o_ComputeSM_Contents
	Type of the result: OCTETSTRING

Parameters:

p_NumOfChars: INTEGER

Description

This operation provides a short message's contents with a specified number of characters 'p_NumOfChars', each represented by 7 bits. As possibly different characters are sent, the characters are those corresponding to the 7-bit representation of 0, 1,  2, ... up to ('p_NumOfChars' - 1). If more than 128 characters are sent, the rest of the characters is the corresponding to 0, 1, ... up to ('p_NumOfChars' - 128 - 1), e.g. for 160 characters: 0, 1, ..., 127,  0, 1, ..., 31. The bits are arranged acc. to 3GPP TS 23.038 [34], clause 6.1.2.1.1.

max. 160 characters, i.e. 140 octets.

	o_ComputeSM_ContentsSpec
	Type of the result: OCTETSTRING

Parameters:

p_NumOfChars: INTEGER

p_Text: IA5String

Description

This operation provides a short message's contents with a specified number of characters 'p_NumOfChars', each represented by 7 bits.  'p_Text' is used as contents of the short message. If 'p_Text' contains less than 'p_NumOfChars' characters, 'p_Text' is repeated until the short message reaches the 'p_NumOfChars' characters long. The bits are arranged acc. to 3GPP TS 23.038 [34], clause 6.1.2.1.1.

max. 160 characters, i.e. 140 octets.

	o_ConcatStrg
	Type of the result: IA5String 

Parameters:

P_String1: IA5String

p_String2: IA5String

Description

o_ConcatString concatenates 'p_String1' and 'p_String2' and returns the resulting string.

EXAMPLE:
o_ConcatString ( "AT+CBST=0" , ",0") = "AT+CBST=0,0"

	o_ConvertIMSI
	Type of the result: IMSI_GSM_MAP 

Parameters:

P_Imsi : HEXSTRING 

The input parameter `p_Imsi` is a BCD string (subset of HEXSTRING), the result is of type IMSI_GSM_MAP.

	o_ConvertTMSI
	Type of the result: TMSI_GSM_MAP

Parameters:

p_Tmsi : OCTETSTRING

Description

The input parameter 'p_Tmsi' is an OCTETSTRING; the result is of type TMSI_GSM_MAP.

	o_ConvertPTMSI
	Type of the result: P_TMSI_GSM_MAP

Parameters:

p_PTMSI : OCTETSTRING

Description

The input parameter `PTMSI` is a OCTETSTRING, the result is of type P_TMSI_GSM_MAP.

	o_ConvtPLMN
	Type of the result: TMSI_GSM_MAP

Parameters: OCTETSTRING
p_MCC, p_MNC : HEXSTRING

Description

the functions of o_ConvtPLMN are as following:

1.
The least significant HEX of p_MNC is removed from p_MNC and inserted into p_MCC in the position left to the third HEX to form a new p_MCC of 4 HEXs, then swap the first HEX (left most, most significant Hex) with the second HEX of the new p_MCC.

2.
Swap the first Hex with the second HEX of the remaining part of p_MNC and append it to the new p_MCC formed in Step1 above.

EXAMPLE 1:
o_ConvtPLMN('123'H, '456'H) = '216354'O.

EXAMPLE 2:
o_ConvtPLMN ('234'H, '01F'H) = '32F410'O.

	o_ConvtAndConcatStr
	Type of the result: OCTETSTRING

Parameters:

p_MCC, p_MNC : HEXSTRING; p_LAC : OCTETSTRING; p_RAC : OCTETSTRING

Description

functions of o_ConvtAndConcatStr are as following:

1.
The least significant HEX of p_MNC is removed from p_MNC and inserted into p_MCC in the position left to the third HEX to form a new p_MCC of 4 HEXs, then swap the first HEX (left most, most significant Hex) with the second HEX of the new p_MCC.

2.
Swap the first Hex with the second HEX of the remaining part of p_MNC and append it to the new p_MCC formed in Step1 above.

3.
Append p_LAC to the result of Step 2, this is the final result if p_RAC is omitted. 

4.
Append p_RAC to the result of Step 3, this is the final result. 

NOTE 1:
Steps 1 and 2 are identical to o_ConvtPLMN.

NOTE 2:
If p_RAC is omitted, 5 octets of Location Area Identification are produced (for SysInfo sending).


If p_RAC is not omitted, 6 octets of Routing Area Identification are produced (for SysInfo sending).

EXAMPLE 1:
o_ConvtAndConcatStr ('123'H, '456'H, '0001'O, '01'O) = '216354000101'O.

EXAMPLE 2:
o_ConvtAndConcatStr ('234'H, '01F'H, '0005'O, OMIT) = '32F4100005'O.

	o_DrawRandomNo
	Type of the result: INTEGER

Parameters: p_LowerBound, p_UpperBound: INTEGER
Description
This operation draws a random number in the range of p_LowerBound and p_UpperBound. The result is in the range p_LowerBound, p_LowerBound+1, ..., p_UpperBound.

	o_FirstDigit
	Type of the result: B4

Parameters:

p_BCDdigits : HEXSTRING

Description

The input parameter p_BCDdigits shall be a BCD string (subset of HEXSTRING), the result is a BITSTRING[4] of a binary representation of one BCD digit.

The function of the o_FirstDigit is to return the first (most significant) digit of the input parameter 'p_BCDdigits'.

EXAMPLE 1:
o_FirstDigit('12345') = '0001'B.

EXAMPLE 2:
o_FirstDigit('012345678') = '0000'B.

	o_GetBit 
	Type of the result: BITSTRING
Parameters: 
p_Source: BITSTRING  

p_DataLength: INTEGER 

Description 

o_GetBit returns the BITSTRING of length p_DataLength extracted from p_Source. 

The extraction shall start in the bit position 0 (at the left).

	o_GetN_OctetsFromPRBS
	Type of the result: OCTETSTRING

Parameters:

p_Start, p_N: INTEGER

Description

This operation returns N octets from a repeated pseudo random bit sequence, starting with octet position p_Start. The PRBS is the 2047 bit pseudo random test pattern defined in ITU-T Recommendation O.153 [45] for measurements at 64 kbit/s and N x 64 kbit/s

o_GetN_OctetsFromPRBS( p_Start, p_N ) generates an OCTETSTRING containing p_N octets starting from octet number p_Start in the PRBS.

Requirements

p_Start  0

p_N ( 1

Definition

Define the 2 047 bit PRBS sequence b(i) as an m-sequence produced by using the following primitive (over GF(2)) generator polynomial of degree 11:


X^11 + X^9 + 1

This sequence is defined recursively as:


b(i) = 1



, i = 0,1,...,10


b(i) = b(i - 2) + b(i - 11) modulo 2
, i = 11,16,...,2046

The OCTETSTRING, o(j) generated by the present TSO is produced by extracting  p_N octets from the repeated sequence b(i) as follows:


o(j,k) = b( ( ( n_Start + j ) * 8 + k ) modulo 2047 )

where:


j = 0,1,..,p_N - 1


k = 0,1,..7


o(j,k) is the kth bit of the jth octet in o(j),


o(j,0) is the MSB of the jth octet in o(j),


o(j,7) is the LSB of the jth octet in o(j),

Example results:

o_GetN_OctetsFromPRBS( 0, 25 ) and o_GetN_OctetsFromPRBS( 2047, 25 ) both return:


'FFE665A5C5CA3452085408ABEECE4B0B813FD337873F2CD1E2'O

o_GetN_OctetsFromPRBS( 255, 25 ) and o_GetN_OctetsFromPRBS( 255 + 2047, 25 ) both return


'01FFCCCB4B8B9468A410A81157DD9C9617027FA66F0E7E59A3'O

	o_GetPI
	Type of the result: BITSTRING

Parameters:

p_Imsi : HEXSTRING
p_Np: INTEGER

Description

The PI is calculated as following:

PI = drx_index mod np

The drx_index is calculated as described hereafter:

drx_index = (o_BCD_ToInt (p_Imsi) / 8192 )

This calculation is defined in 3GPP TS 25.304 [16] clause 8.3.

0_GetPI = "0000000…0000" B with length of Np (18, 36, 72 or 144), except the PIth bit shall be set to "1"B. For example, if PI is calculated as 2, the b2 is set  to "1"B. The b0 is LSB that corresponds to when PI=0.

	o_GetSC_TimeStamp
	Type of the result:  TP_ServCentreTimeSt

Parameters:

p_timezone : TZONES

This operation provides the hexstring containing the Service Centre Time Stamp (SCTS) according to 3GPP TS 23.040 [35], clauses 9.2.2.1 and 9.2.3.11. The TSO reads the current time of the test systems clock and transforms the time in combination with the input parameter 'timezone' into a service centre time stamp.

Example:

2002 April 18, 15:32:46, timezone=4

o_GetSC_TimeStamp returns 20408151236440

TPSCTS is HEXSTRING[14]

	o_HexToDigitsMCC
	Type of the result: MCC

Parameters:

p_BCDdigits : HEXSTRING

Description

The input parameter p_BCDdigits shall be a BCD string (subset of HEXSTRING), the result is a SEQUENCE (SIZE(3)) OF digit (MCC).

NOTE:
The length of p_BCDdigits shall be 3. User shall take the responsibility of fulfilling  this requirement.

EXAMPLE 1:
o_HexToDigitsMCC('111'H) = {1, 1, 1}.

EXAMPLE 2:
o_HexToDigitsMCC('123'H) = {1, 2, 3}.

	o_HexToDigitsMNC
	Type of the result: MNC

Parameters:

p_BCDdigits : HEXSTRING

Description

The function of this operation is:

1.
The least significant HEX is removed if it is 'F' and the operation returns SEQUENCE (SIZE(2)) OF Digit.

2.
The operation returns SEQUENCE (SIZE(3)) OF Digit if all 3 HEX digits in p_BCDdigits are BCD Digit.

EXAMPLE 1:
o_HexToDigitsMNC('123'H) = {1, 2, 3}.

EXAMPLE 2:
o_HexToDigitsMNC('13F'H) = {1, 3}.

	o_HexToIA5
	Type of the result: IA5String

Parameters:

p_String: HEXSTRING

Description

o_HEX_TO_IA5 converts hexadecimal string 'p_String' to an IA5 String

EXAMPLE:
o_HEX_TO_IA5 ( '15A'H) = "15A".

	o_IA5_ToOct
	Type of the result: OCTETSTRING

Parameters:

p_String : IA5String

Description

o_IA5_ToOct converts the string p_String from IA5String type to OCTETSTRING.

Each character is mapped onto an octet, and bit 8 is set to 0. This TSO shall be used to convert Access Point Numbers for example. See 3GPP TS 24008, clause 10.5.6.1

EXAMPLE:
o_IA5_ToOct ( "15A") = '313541'O.

	o_IA5_BMC_ToOct
	Type of the result: OCTETSTRING

Parameters:

p_String :IA5String_BMC

p_DCS: TP_DataCodingScheme

Description

o_IA5_BMC_ToOct converts the string p_String from IA5String_BMC type to OCTETSTRING.

p_DCS determines how this is done (refer to 3GPP TS 23.038 [34] clause 5).

If a 7 bit packing is to be applied then proceed as described in 3GPP TS 23.038 [34] clause 6.1.2.2.1 and clause 6.2.1. This is the default case. 

If 8bit data is to be used then proceed as described in 3GPP TS 23.038 [34] clause 6.2.2.

If UCS2is to be used then proceed as described in 3GPP TS 23.038 [34] clause 6.2.3.

The type IA5_BMC implies that the length of p_String is restricted to 1..1395 octets.

(Refer to 3GPP TS 23.041 [36], 3GPP TS 23.038 [34], 3GPP TS 25.324 [20])

This TSO will always generate a BMC encoded message of 15 page of information. If the input message stream (p_String) is less than the size of required octet, then the input message will be concatenated to generate a string of required length based on p_DCS.







	o_IA5_IP_ToOct
	Type of the result: OCTETSTRING

Parameters:

p_String: IA5String

p_IP_V4: BOOLEAN

Description

o_IA5_IP_ToOct converts the string p_String from IA5String type to OCTETSTRING. p_String represents an IP address consisting of a number of fields of digits, separated by dots. Each one of the numbers of which the IP address consists is converted into one octet. The dots separating the numbers are ignored.

p_IP_V4 is a BOOLEAN. When TRUE, an IP Version 4 address is to be converted, the maximum length of which is 4 octets, otherwise an IP Version 6 address is to be converted, the maximum length of which is 16 octets. See 3GPP TS 24.008 [9], clause 10.5.6.4.

EXAMPLE 1:
o_IA5_IP_ToOct ("200.1.1.80", TRUE) = 'C8010150'O.

EXAMPLE 2:
o_IA5_IP_ToOct ("200.1.1.80.100", TRUE) should result in an appropriate error message.

EXAMPLE 3:
o_IA5_IP_ToOct ("300.1.1.80", TRUE) should result in an appropriate error message.

	o_IA5_DigitsToOct
	Type of the result: OCTETSTRING

Parameters:

p_String: IA5String

Description

o_IA5_DigitsToOct converts the string p_String from IA5String type to OCTETSTRING.

Each pair of characters is considered a pair of numbers to be mapped  onto 1 octet. 

Each character of p_String shall represent a digit (0..9).

In case the number of characters is odd, then a filler '1111'B is used to fill the last octet required to represent the digits. See 3GPP TS 24.008 [9], clause 10.5.4.7.

EXAMPLE 1:
o_IA5_DigitsToOct ("0613454120") = '6031541402'O.

EXAMPLE 2:
o_IA5_DigitsToOct ("06134541209") = '6031541402F9'O.

EXAMPLE 3:
o_IA5_DigitsToOct ("A6134541209") should result in an appropriate error message.

	o_IntToOct
	Type of the result: OCTETSTRING

Parameters:

p_N : INTEGER

p_L: INTEGER

Description

o_IntToOct converts the INTEGER `p_N` into OCTETSTRING with length = 'p_L'.

EXAMPLE 1:
o_IntToOct(14,1) = '0E'O.

EXAMPLE 2:
o_IntToOct(18,1) = '12'O.

EXAMPLE 3:
o_IntToOct(18,2) = '0012'O.

	o_IntToIA5
	Type of the result:IA5String

Parameters:

p_N : INTEGER; p_L: INTEGER

Description

o_IntToIA5 converts the INTEGER `p_N` into IA5 String with length = 'p_L'.

EXAMPLE 1:
o_IntToIA5(160,3) = "160";

EXAMPLE 2:
o_IntToIA5(160,4) = " 160";

EXAMPLE 3:
o_IntToIA5(160,2) = "60".

	o_OctetstringConcat
	Type of the result: OCTETSTRING

Parameters:

p_Str1, p_Str2: OCTETSTRING

Description

o_OctetstringConcat Performs the concatenation of 2 octetstrings of possibly different lengths.

The octet significance is from left to right, i.e. the MSB is at the lefthand side.

Returns a resulting octetstring p_Str1 || p_Str2.

EXAMPLE:
o_OctetstringConcat('135'O, '9A38'O) = '1359A38'O.

	o_OctToBit
	Type of the result: BITSTRING

Parameters:

p_OctetStr: OCTETSTRING

Description

Converts an OCTETSTRING into  a BITSTRING.

The size of the resulting BITSTRING is 8 times the size of the input OCTETSTRING.

	o_OctToInt
	Type of the result: INTEGER

Parameters:

p_oct : OCTETSTRING

Description

Transform an OCTETSTRING of length 1 to 4 into an unsigned 32 bits IINTEGER value.

If the input octet string is larger than 4, then only the first 4 octets shall be considered.

	o_OctToIA5
	Type of the result: IA5String

Parameters:

p_String: OCTETSTRING

Description

o_OctToIA5 converts hexadecimal string 'p_String' to an IA5 String

EXAMPLE:
o_OctToIA5 ( '2A15AF'O) = "2A15AF".

	o_OeBit
	Type of the result: BITSTRING

Parameters:

p_BCDdigits: HEXSTRING

Description

The input parameter 'p_BCDdigits' is a BCD string (subset of HEXSTRING), the result is BITSTRING[1].

The function of the o_OeBit is as the follows:

1.
It returns '1'B, if the length of the 'p_BCDdigits' is odd.

2.
It returns '0'B, if the length of the 'p_BCDdigits' is even.

EXAMPLE 1:
o_OeBit('12583') = '1'B.

EXAMPLE 2:
o_OeBit('87259957') ='0'B.

	o_OtherDigits
	Type of the result: OCTETSTRING

Parameters:

p_BCDdigits : HEXSTRING

Description 

The input parameter ` p_BCDdigits ` is a BCD string (subset of HEXSTRING), the result is an even string of BCD  digits,  with eventually a filler  'F'H used. */

The function of the o_OtherDigits is as the follows:

1.
If the number of the 'p_BCDdigits' is odd, the operation removes the most significant digit, and then reverses the order of each pair of digits.

2.
If the number of the 'p_BCDdigits' is even, first the operation suffixes the `bcddigits` with 'F'H, then removes the most significant digit, and then reverses the order of each pair of digits.

EXAMPLE 1:
o_OtherDigi('12345') = '3254',

EXAMPLE 2:
o_OtherDigi('12345678') ='325476F8'.

See o_FirstDigit for the handling of the first digit.

	o_RoutingParameterIMSIResponsePaging
	Type of the result: RoutingParameter 

Parameters:

p_IMSI : HEXSTRING

Description 

The input parameter p_Imsi  is a BCD string (subset of HEXSTRING), the result is of type RoutingParameter.

The tso returns the RoutingParameter, which consists of DecimalToBinary [(IMSI div 10) mod 1000]. The bits of the result are numbered from b0 to b9, with bit b0 being the least significant.

	o_SendInSameFrame
	Type of the result: BOOLEAN
Parameters:

p_NumberMsg : INTEGER

Description 

o_SendInSameFrame is called to request SS to send the p_NumberMsg messages in the same frame. Then it returns TRUE.

	o_SIB_PER_Encoding
	Type of the result: BITSTRING

Parameters:

p_SIB : SIB

Description

It returns the unaligned PER encoding (BIT STRING) of the input system information block p_SIB (without "Encoder added (1-7) bits padding"). The bits corresponding to the encoding of the CHOICE of the SIB type shall be removed.

Example:

 for the following SIBType1 value:

                      SysInfoType1 ::= 

                      { cn-CommonGSM-MAP-NAS-SysInfo '32F4100001'H,

                        cn-DomainSysInfoList 

                        { { cn-DomainIdentity ps-domain,

                            cn-Type gsm-MAP : '0000'H,

                            cn-DRX-CycleLengthCoeff 7}, 

                           {cn-DomainIdentity cs-domain,

                            cn-Type gsm-MAP : '0001'H,

                            cn-DRX-CycleLengthCoeff 7}},

                       ue-ConnTimersAndConstants 

                        { t-304 ms100,

                          n-304 7,

                          t-308 ms40,

                          t-309 8,

                          t-313 15,

                          n-313 s200,

                         t-314 s20,

                          t-315 s1800,

                          n-315 s1000},

                        ue-IdleTimersAndConstants 

                        { t-300 ms400,

                          n-300 7,

                          t-312 10,

                          n-312 s200},

                       nonCriticalExtensions  { }

                      }

The operation returns BITSTRING:

"1000011001011110100000100000000000000000001011000100000000000000000100001000000000000000101000011001100000111110000011100111111111111111111100101111010011"

	o_SIB_Segmentation
	Type of the result: SegmentsOfSysInfoBlock

Parameters:

p_SIBBitString : BITSTRING

Description

The function of the o_SIB_Segmentation is as following:

1.
If the p_SIBBitString is less than or equal to 226 bits, the bit string is fit into a complete segment. If the segment is less than 226 bits but more than 214 bits, the segment shall be padded to 226 bits long with padding bits set to '0'B.

2.
If the input operand p_SIBBitString is longer than 226 bits it is segmented from left to right into segments, each segment except the last one is 222 bits. The last segment may be 222 bits or shorter. If the length of last segment is greater than 214 bits pad it to 222 bits with padding bits set to '0'B.

3.
The number of segments is assigned to recount field of the result.

4.
The first segment is assigned to seg1 field of the result, the second segment is assigned to the seg2 field of the result, the third segment is assigned to the seg3 field of the result, and so on till the last segment.

	o_SIB_SegmentationFirstSpecial
	Type of the result: SegmentsOfSysInfoBlock

Parameters:

p_SIB_BitString : BITSTRING

p_FirstSegLength : INTEGER

Description

The function of the o_SIB_Segmentation_FirstShort is as following:

1.
If the p_SIB_BitString is less than or equal to p_FirstSegLength bits, the bit string is fit into one segment. 

2.
If the input operand p_SIB_BitString is longer than p_FirstSegLength bits it is segmented from left to right into segments, each segment except the first one and the last one is 222 bits . The first one is p_FirstSegLength long. The last segment may be 222 bits or shorter. If the length of last segment is greater than 214 bits pad it to 222 bits with padding bits set to '0'B.

3.
The number of segments is assigned to segCount field of the result.

4.
The first segment is assigned to seg1 field of the result, the second segment


is assigned to the seg2 field of the result, the third segment is assigned to the


seg3 field of the result, and so on till the last segment.

5.
The value of parameter p_FirstSegLength shall be less than 197.

	o_CheckPDUsAcknowledged
	Type of the result: BOOLEAN

Parameters:

p_NackList: NackList

Contains a list of integers (possibly empty), each of which corresponds to a PDU SN. Negative acknowledgement is expected for each of these PDUs.

p_FSN: INTEGER

Contains an integer representing the first SN expected to be acknowledged.

p_LSN: INTEGER

Contains an integer representing the last SN expected to be acknowledged.

p_SUFI_List: SuperFields

This parameter contains the received SUFI list to be checked.

Description:

This TSO is used to check that the given SUFI list contains any combination of SUFIs that fulfils the following requirements:

1.
Negatively acknowledges all PDUs whose sequence numbers are in p_NackList. Note that the list may be empty.

2.
Positively acknowledges all other PDUs with sequence numbers greater than or equal to p_FSN, and less than or equal to p_LSN.

Output:

This TSO returns a BOOLEAN value of TRUE if the SUFI list meets all of the requirements based on the given parameters.

Otherwise the TSO returns FALSE.


<End of modified section>
<Start of modified section>

8.7.7
Specific test suite operation for A-GPS testing
Table 144: TSO definitions in A-GPS

	TSO Name
	Description

	o_PositionEstimateToGeoInfo
	Type of the result: Ext_GeographicalInformation

Parameters: 
p_PosEst: 
Description:
Converts the position estimate sent by the UE in a MEASUREMENT REPORT message from type Position Estimate to type Ext_GeographicalInformation in order to be included in the FACILITY message sent by the SS in MO-LR UE-Based test cases.

The definition of the types is the following:

PositionEstimate::=

CHOICE

{

  ellipsoidPoint EllipsoidPoint, 

  ellipsoidPointUncertCircle EllipsoidPointUncertCircle, 

  ellipsoidPointUncertEllipse EllipsoidPointUncertEllipse, 

  ellipsoidPointAltitude EllipsoidPointAltitude, 

  ellipsoidPointAltitudeEllipse EllipsoidPointAltitudeEllipsoide

}

with one of the following options being expected from the UE:

EllipsoidPointUncertCircle ::= 

SEQUENCE

{

  latitudeSign ENUMERATED {north(0), south(1)}, 

  latitude INTEGER (0..8388607 ), 

  longitude INTEGER (-8388608..8388607 ), 

  uncertaintyCode INTEGER (0..127 )

}

or 

EllipsoidPointUncertEllipse ::=

SEQUENCE

{

  latitudeSign ENUMERATED {north(0), south(1)}, 

  latitude INTEGER (0..8388607 ), 

  longitude INTEGER (-8388608..8388607 ), 

  uncertaintySemiMajor INTEGER (0..127 ), 

  uncertaintySemiMinor INTEGER (0..127 ), 

  orientationMajorAxis INTEGER (0..89 ), 

  confidence INTEGER (0..100 )

}

or

EllipsoidPointAltitudeEllipse ::=

SEQUENCE

{

  latitudeSign ENUMERATED {north(0), south(1)}, 

  latitude INTEGER (0..8388607 ), 

  longitude INTEGER (-8388608..8388607 ), 

  altitudeDirection ENUMERATED {height(0), depth(1)}, 

  altitude INTEGER (0..32767 ), 

  uncertaintySemiMajor INTEGER (0..127 ), 

  uncertaintySemiMinor INTEGER (0..127 ), 

  orientationMajorAxis INTEGER (0..89 ), 

  uncertaintyAltitude INTEGER (0..127 ), 

  confidence INTEGER (0..100 )

}

The definition of the resulting type is:

Ext-GeographicalInformation ::= OCTET STRING (SIZE (1..maxExt-GeographicalInformation))

maxExt-GeographicalInformation  INTEGER ::= 20


<End of modified section>
<Start of modified section>
8.10
Test PDP contexts

Table 144 defines test PDP contexts used in the generic procedures for the PS establishment and other SM tests. The test PDP contextDch1 is the default Test PDP context used in the test cases where no particular Test PDP contexts are specified and UE is in DCH state. The test PDP contextFach is the default Test PDP context used in the test cases where no particular Test PDP contexts are specified and UE is in FACH state.

Table 144: Test PDP contexts

	
	PDP

ContextDch
	PDP

ContextFach
	PDP

Context3

	NSAPI
	Selected by UE in Activate PDP Context Request
	Selected by UE in Activate PDP Context Request
	Selected by UE in Activate PDP Context Request

	LLC SAPI
	0
	0
	0

	QoS
	QoSDch-UL64kAM-DL64kAM
	QoSFach- UL32kAM-DL32kAM
	QoS- UL8kAM-DL8kAM

	PDP address
	PIXIT
	PIXIT
	PIXIT

	Radio Priority
	1
	1
	1

	Access Point Name
	PIXIT
	PIXIT
	PIXIT

	Protocol configuration options
	-
	-
	-

	Packet Flow Identifier
	Best Effort
	Best Effort
	Best Effort


Table 145: Test QoS

	
	QoSDch-UL64kAM-DL64kAM
	QoSFach- UL32kAM-DL32kAM
	QoS- UL8kAM-DL8kAM

	Reliability class
	'011'B

Unacknowledged GTP, LLC, and acknowledged RLC; Protected data
	'011'B

Unacknowledged GTP, LLC, and acknowledged RLC; Protected data
	'001'

Acknowledged GTP, LLC, and RLC; Protected data

	Delay class
	'011'B / '100'B

3 / 4 (Best effort)
	'011'B / '100'B

3 / 4 (Best effort)
	'100'

Best effort

	Precedence class
	UL:'000'B, Subscribed

DL:'011'B

Class 3
	UL:'000'B, Subscribed

DL:'011'B

Class 3
	'100'

Normal Class

	Peak throughput
	'0100'B

8 000 Octets/s
	'0011' 

Up to 4 000 octet/s 
	'0110' 

Up to 32 000 octet/s 

	Mean throughput
	'11111'B

Best Effort
	'11111'B

Best Effort
	'11111'B

Best Effort

	Delivery of erroneous SDU
	'010' B

Erroneous SDUs are delivered ('yes')
	'010' B

Erroneous SDUs are delivered ('yes')
	'010' B

Erroneous SDUs are delivered ('yes')

	Delivery order
	'01'B

With delivery order ('yes')
	'01'B

With delivery order ('yes')
	'01'B

With delivery order ('yes')

	Traffic class
	'011' B / '100'B

Interactive / Background
	'011' B / '100'B

Interactive / Background
	'011' B

Interactive class

	Maximum SDU size
	'20' O

320 bits]
	'20'O

320 bits
	'20'O

320 bits

	Maximum bit rate for uplink
	'40' O

64 kbps
	'20'O

32 kbps
	'08'O

32 kbps

	Maximum bit rate for downlink
	'40' O

64 kbps
	'20'O

32 kbps
	'08'O

32 kbps

	Residual BER
	'0111'

1X10E-5
	'0111'

1X10E-5
	'1001'

6X10E-3

	SDU error ratio
	'0100'B

1X10E-4
	'0100'B

1X10E-4
	'0011'

1X10E-3

	Traffic Handling priority
	UL: '00'B for Interactive, 

Any for Background

DL: '11' B (for Interactive, for Background to be neglected by UE)
	UL: '00'B for Interactive, 

Any for Background

DL: '11' B (for Interactive, for Background to be neglected by UE)
	'11' B

Needs to be neglected  by UE

	Transfer delay
	UL: Any

DL: '111111' B

spare (not applicable for Interactive / Background)
	UL: Any

DL: '111111' B

spare (not applicable for Interactive / Background)
	'111111' B

spare (not applicable for Interactive / Background)

	Guaranteed bit rate for uplink
	UL: Any

DL: '10' O

16 kbps
	UL: Any

DL: '10'O

32 kbps
	'08'O

32 kbps

	Guaranteed bit rate for downlink
	UL: Any

DL: '10' O

16 kbps
	UL: Any

DL: '10'O

16 kbps
	'08'O

8 kbps

	NOTE:
Residual BER 1X10E-5 corresponds to CRC 16.


8.10.1
Mapping of Quality of service and AT command for HSDPA testing
The following table defines the encoding of  the Maximum bit rate for downlink IE in QoS and the corresponding encoding in the AT command. 
Table 145: Test QoS in HSDPA test cases (Rel-5 or later)
	UE HSDPA Category
	Max bit rate of each category (Mbits)
	Max bit rate of each category (kbits)
	Max bit rate for downlink IE
of QoS
(Octetstring)
	Encoding AT command 

for Max bit rate of QoS

(IA5string)

	1 and 2
	1.2
	1228.8
	8A
	1216

	3, 4, 12
	1.8
	1843.2
	93
	1792

	5,6
	3.6
	3686.4
	B0
	3648

	7.8
	7.2
	7372.8
	EA
	7360

	9
	10
	10240
	FE (octet 9)

10 (octet 15)
	10200

	10
	14
	14336
	FE (octet 9)

39 (octet 15)
	14300

	11
	0.9
	921.6
	85
	896


<End of modified section>
<Start of modified section>
8.11a
DCH with HS-DSCH Configurations (Rel-5 or later)

1.
Configure DPCH physical channel


CPHY_RL_Setup_REQ(



physicalChannelIdentity,



dPCHInfo_r5)

-- hs_DPCCHInd is present in the dPCHInfo ( only for HS-DSCH serving cell)

-- set up the DPCH associated with HS-PDSCH

-- set up the HS-DPCCH which is associated with the HS-PDSCH (this is done only for HS-DSCH serving

-- cell).

2.
Configure DCH transport channels


CPHY_TrCH_Config_REQ(



physicalChannelIdentity,



dlconnectedTrCHList,



dlTFCS)

-- set up TFS for each DCH carried by the DPCH defined in step 5 and TFCS for the CCTrCH consisting

 of all DCH's mapped on the DPCH.

3.
Configure MAC entity for DCH 


CMAC_Config_REQ(



physicalChannelIdentity,



dlconnectedTrCHList,



dlTFCS)

-- set up TFS and TFCS for DCH's, and map logical channel to DCH transport channel.

4.
Configure RLC for  DCCH


CRLC_Config_REQ(



rB_Identity,



rBInfo)

-- set up RLC entity on top of  DCCH logical channels which are mapped onto DCH

5.
Configure HS-PDSCH physical channel


CPHY_RL_Setup_REQ(



physicalChannelIdentity,



hs_PDSCHInfo)

-- set up the HS-PDSCH identified by PhysicalChannelIdentity

--   for the HS-PDSCH the configurable parameters are: the scrambling code, and

-- set up the HS-SCCH which is associated with the HS-PDSCH without physicalChannelIdentity

--   for the HS-SCCH the configurable parameters are: channelisation code set and H-RNTI



hSDSCHPhysicalLayerCategory

HSDSCH_physical_layer_category,



h_RNTI






H_RNTI,


dlHSPDSCHInformation


DL_HSPDSCH_Information,


ackNackRepetitionFactor


ACK_NACK_repetitionFactor,



sttd_Indicator




BOOLEAN

6.
Configure HS-DSCH transport channels


CPHY_TrCH_Config_REQ(



physicalChannelIdentity,



hsDSCHMacdFlows)

-- set up the HS-DSCH transport channel which carries MAC_d flows identified by Mac_dFlowId

   in the hsDSCHMacdFlows.

--   for each MAC_d flow the number of process queues of the MAC-d flow and their queue identities

     are configurable;

--   for each MAChsQueue the configurable parameters are: machsQueueId; priority;

     mac_hsPduSizeInfoList; reorderingReleaseTimer, discardTimer and the MAC-dFlow identity to which

     this MAChsQueue belongs.

7.
Configure MAC_hs entity for HS-DSCH

CMAC_MAChs_TFRCconfigre_REQ(



explicit TRFC config mode with:




modulationScheme,




channelisationCodeOffset,




noOfChannelisatonCodes,




tbSizeIndexOnHS_SCCH,




minimumInterTTIinterval,




redundancyVersion,




hs_PDSCH_TxPower)

CMAC_Config_REQ(



physicalChannelIdentity,



uE_Info,



hsDSCHMacdFlows)

-- the hsDSCHMacdFlows shall be same as that used in CPHY_TrCH_Config_REQ.

-- set up MAC_d flows identified by Mac_dFlowId in the hsDSCHMacdFlows.

--   for each MAC_d flow the number of process queues of the MAC-d flow and their queue identities

     are configurable;

--   for each MAChsQueue the configurable parameters are: machsQueueId; priority;

     mac_hsPduSizeInfoList; reorderingReleaseTimer, discardTimer and the MAC-dFlow identity to which

     this MAChsQueue belongs.

-- set up the mapping between each MAC_d flow and the logical channels which mapped on the flow.
-- MAC_hs entity is created per cell. In case of Intra Node B Handover this entity at the UE will not be reset whereas in the TTCN it will be released in the first cell and setup in the second cell. As no data is sent on HS-DSCH, this implementation will not affect the signalling, as signalling is transmitted through the associated DPCH channel.
8.
Configure RLC entity for DTCHs which is mapped on HS-DSCH


CRLC_Config_REQ(



rB_Identity,



rBInfo) 

-- set up RLC entity on top of  DTCH logical channel which is mapped onto MAC_d flow

9. MAC-hs reset, release of SS resources for HSDPA


MAC-hs reset:



CMAC_MAChs_Reset_REQ(




cellId)


RL release:



CPHY_RL_Release_REQ(




cellId, phyChId)

-- phyChid is the identity of HS-PDSCH physical channel or the associated DPCH channel

-- the HS-SSCH physical channel shall be also released when HS-PDSCH is released

-- the HS-DPCCH physical channel shall be released when the associated DPCH is released


TrCH release:



CPHY_TrCH_Release_REQ(




cellId, phyChId)

-- phyChid is the identity of HS-PDSCH physical channel


MAChs release:



CMAC_Config_REQ(




cellId, phyChId)

-- phyChid is the identity of HS-PDSCH physical channel


RLC release:



CRLC_Config_REQ(




cellId, rbId)

-- rbid is the identity of the radio bearer providing HSDPA service

<End of modified section>
<Start of modified section>
B.1.2
L3M test suite parameters declarations

The following parameters are commonly used in the RRC and NAS ATSs.

Table B.2: L3M PIXIT

	Parameter name
	Description
	Type
	Default value
	Supported value

	px_BcapDataCompression
	Data compression supported (used in the Bearer Capability)
	B1
	'0'B
	

	px_BcapFNUR
	Fixed Network User rate supported: 

'00001'B: FNUR 9.6 kbit/s '00010'B: FNUR 14.4 kbit/s '00011'B: FNUR 19.2 kbit/s '00100'B: FNUR 28.8 kbit/s '00101'B: FNUR 38.4 kbit/s '00110'B: FNUR 48.0 kbit/s '00111'B: FNUR 56.0 kbit/s '01000'B: FNUR 64.0 kbit/s '01001'B: FNUR 33.6 kbit/s '01010'B: FNUR 32.0 kbit/s
	B5
	'00001'B
	

	px_BcapITC
	Information transfer capability supported (used for the generation of the Bearer Capability)

0 - UDI 

1 - RDI 

2 - 31 kHz Audio

3 - Other
	ItcInt
	2
	

	px_BcapModemType
	Modem type supported (used in the Bearer Capability)
	B5
	'00110'B
	

	px_BcapNumberDataBits
	Number of data bits supported (used in the Bearer Capability)
	B1
	'1'B
	

	px_BcapNumberStopBits
	Number of Stops bits supported (used in the Bearer Capability)
	B1
	'1'B
	

	px_BcapOtherModemType
	Other modem type supported (used in the Bearer Capability)
	B2
	'10'B
	

	px_BcapParity
	Parity supported (used in the Bearer Capability)
	B3
	'011'B
	

	px_BcapSACP
	Signalling access protocol supported (used in the Bearer Capability)
	B3
	'001'B
	

	px_BcapSyncAsync
	Synchronous '0'B or Asynchronous '1'B mode supported by IUT
	B1
	'1'B
	

	px_BcapUeFlowControl
	UE flow control. 

0-outband, 

1-inband, 

2-no flow control. 

3- X.25

4- X.75

Default: 0, outband flow control
	FlowControl
	0
	

	px_CC_CallDiallingDigits
	Dialling digits used to initiate a CC  MO call (used with the AT dial D command).
	IA5String
	"0123456902" 
	

	px_CC_Serv
	Service selected for Mobile Originated calls and Mobile Terminated calls. The possible values are

("Telephony", "EmergencyCall", "31kHz",  "V110",  "V120",   "PIAFS",  "FTM", "X31",  "BTM", "MmediaCall")
	Services
	"31kHz"
	

	px_DeltaSS_DelayTime
	Tdelta value (refer to 34.108 clause 4.2.3) in ms.
	INTEGER
	55ms
	

	px_EmergencyCallNumber
	Emergency Number used by UE to initiate an emergency call
	EmergencyNumber
	"112"
	

	px_IMEI_Def
	Default IMEI value
	HEXSTRING
	See note 1
	

	px_IMEISV_Def
	Default IMEISV value
	HEXSTRING
	See note 1
	

	px_IMSI_Diff
	Different IMSI from the IMSI stored in the USIM
	HEXSTRING
	'001010654321063'H
	

	px_NwOrgPDP_Support
	This indicates if the UE implementation supports network originated PDP Context.

TRUE indicates, supported 

FALSE indicate, not supported
	BOOLEAN
	FALSE 
	

	px_PDP_IP_AddrInfoDCH
	A string parameter that identifies the MT in the address space applicable to the PDP for DCH.
	IA5String
	"200.1.1.80" 
	

	px_PDP_IP_AddrInfoFACH
	A string parameter that identifies the MT in the address space applicable to the PDP for FACH.
	IA5String
	"200.1.1.90" 
	

	px_PTMSI_2
	Second PTMSI used for testing.
	OCTETSTRING
	'09876543'O
	

	px_PTMSI_Sig2
	Second PTMSI signature used for testing.
	OCTETSTRING
	'AB1234'O 
	

	px_TMSI_2
	Second TMSI value for testing
	OCTETSTRING
	'09876543'O
	

	px_SMS_IndexOffset
	SMS index offset for the numbering of short messages, value range: (0,1)
	INTEGER
	0
	

	NOTE 1:
No default value can be proposed (Manufacturer defined value).


B.1.3
NAS test suite parameters declarations

The following parameters are commonly used in the NAS ATS.

Table B.3: NAS PIXIT

	Parameter name
	Description
	Type
	Default value
	Supported value

	px_AuthRAND_2
	A second Random Challenge (128 bits)
	BITSTRING
	'1010101…10'B
	

	px_AutocallingBlacklistNumber
	Number of B-party numbers that can be stored in the list of blacklisted numbers
	INTEGER
	20
	

	px_AutocallingCause1or2  
	Cause value of category 1 or 2 to be used in TC_17_1_3
	INTEGER
	18
	

	px_AutocallingNumber
	Called number to be used for auto calling
	IA5String
	"0613454120"
	

	px_AutocallingRepeatCat1or2
	Number of repeat attempt done for the category 1 or 2 to be used in TC_17_1_3
	INTEGER
	10
	

	px_CC_ServNotSupp
	Not supported service selected for Mobile Originated calls and Mobile Terminated calls. The possible values are

("Telephony", "EmergencyCall", "31kHz",  "V110",  "V120",   "PIAFS",  "FTM", "X31",  "BTM", "MmediaCall")
	Services
	"BTM"
	

	px_DTMF_BasicCharSet
	TRUE if DMTF Chars 0-9, *, # supported
	BOOLEAN
	TRUE
	

	px_DTMF_OtherCharSet
	TRUE if DMTF Chars A, B, C, D supported
	BOOLEAN
	TRUE
	

	px_DTMF_ToneInd
	TRUE if UE support DTMF tone indication
	BOOLEAN
	TRUE
	

	
	
	
	
	

	px_PTMSI_Sig3
	Second PTMSI signature used for testing
	OCTETSTRING
	'AB1239'O
	

	px_UuInfo
	User-user information for TC 10_3
	OCTETSTRING
	'01020304'O
	

	px_Uupd
	User-user protocol discriminator for TC 10_3
	B8
	'00000100'B
	

	px_VTS_AT_CommandSupp
	TRUE if the AT command +VTS is supported
	BOOLEAN
	TRUE
	


<End of modified section>
<Start of modified section>
B.1.12
MMI questions

Table B.12 requests additional information needed for the execution of the  MMI commands used in the ATSs, the column 'ATS' indicates in which ATS the question is used.

Table B.12: MMI questions

	Required information for MMI question
	ATS

	How to switch the PLMN selection mode of the UE to automatic selection?
	All ATSs

	How to switch the PLMN selection mode of the UE to manual selection?
	All ATSs

	How to select a given PLMN manually?
	All ATSs

	How to power off the UE?
	All ATSs

	How to power on the UE?
	All ATSs

	How to switch off the UE?
	All ATSs

	How to switch on the UE?
	All ATSs

	How to insert the USIM card into the UE?
	All ATSs

	How to remove the USIM card from the UE?
	All ATSs

	How to check that DTCH is trough connected ?
	RRC, SMS, NAS

	How to configure UE for a MO telephony call?
	RRC, SMS, NAS

	How to configure UE for an emergency call?
	RRC, SMS, NAS

	How to configure UE for a MT telephony call?
	RRC, SMS, NAS

	How to send any NAS message in order for RRC to receive data?
	RRC, SMS, NAS

	How to initiate a non call related supplementary service which is supported by the UE?
	NAS

	How to initiate sending of a mobile originated short message from the UE?
	NAS

	How to insert 2nd SIM card with short IMSI?
	NAS

	How to initiate an autocalling call with a given number?
	NAS

	How to initiate an autocalling call for a number that will be put in the blacklisted list?
	NAS

	How to reset the autocalling list of blacklisted numbers?
	NAS

	How to check that the DTMF tone indication has been generated?
	NAS

	How to enable call refusal on the UE?
	NAS

	How to check the contents of the received CBS?
	SMS

	How to check that the Memory Capacity Exceeded Flag has been set to the USIM simulator?
	SMS

	How to check if the Memory Capacity Exceeded Flag has been unset on the USIM simulator?
	SMS

	How to check the length and the contents of a given received Short Message ?
	SMS

	How to check whether the USIM simulator indicated an attempt made by the ME to store the short message in the USIM and return the status response 'Memory Problem'('92 40')?
	SMS

	How to check whether the USIM simulator indicates an attempt made by the ME to store the short message in the USIM and returns the status response 'OK' ('90 00')?
	SMS

	How to connect the USIM simulator to the UE?
	SMS

	How to send an SMS COMMAND message containing a request to delete the previously submitted Short Message?
	SMS

	How to send an SMS COMMAND message containing an enquiry about the previously submitted SM?
	SMS

	How to check that NO recalled short Message is displayed?
	SMS

	How to reply to a short Message with a given length?
	SMS

	How to insert a USIM card of type B into the UE?
	MAC

	How to trigger MO-LR for position estimate?
	A-GPS

	How to trigger MO-LR for assistance data?
	A-GPS

	How to trigger MO-LR for transfer to 3rd party?
	A-GPS

	How to check that the UE displays the correct information about the LCS client?
	A-GPS

	How to accept a location request?
	A-GPS

	How to deny a location request?
	A-GPS

	How to check that the UE notifies a location request?
	A-GPS

	How to ensure that the UE has no assistance data stored?
	A-GPS


<End of modified section>
<Start of modified section>
B.1.13
A-GPS test suite parameters declarations

These parameters are used in the A-GPS ATS.

Table B.13: A-GPS PIXIT

	Parameter Name
	Description
	Type
	Default Value
	Supported Value

	px_GpsScenario
	Pre-defined GPS scenario to be loaded by the upper tester in the Satellite Simulator. See 34.108, 10.7. Minimum value:0, Maximum value: 31
	GpsScenarioType
	0
	

	px_GeoInfo
	Geographical information to be sent as Location Estimate in FACILITY message from the System Simulator.
	Ext_GeographicalInformation
	9032B9D66360B600323C3C006544
	

	px_LcsClientAddress
	LCS Client external address
	ISDN_AddressString
	0791534850020200


	

	px_LcsClientName
	LCS Client name
	NameString
	4551494348
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