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Introduction

The InterRAT Dual Transfer Mode (DTM) test cases are contained in GCF WI-17.  This document proposes the additional ASPs and TSOs required in order to implement these test cases in the TTCN.  The document will be further modified and developed, based on the feedback received.  The intention is to submit a prose CR to 34.123-3 at the next RAN5 meeting.  This document will then be used as a working assumption in order to implement these tests.
7.3.4.3.1.5
ASPs for data transmission and reception through GERAN DTM
	ASP Name
	G_L2_GTTP_REQ

	PCO Type
	G_DSAP

	Comments
	The ASP is used for DTM to send an LLC signalling message on the DCCH in acknowledged mode. 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	

	SAPI
	SAPI
	

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3).

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	protectMode
	BITSTRING[1]
	0 -- unprotected;

1 -- protected

	cipherMode 
	BITSTRING[1]
	0 -sent without   encryption;

1 -sent with encryption

	skipIndicator
	B4
	GTTP header, unciphered

	GTTPProtocolDiscriminator
	B4
	GTTP header, unciphered

	msgType
	B8
	GTTP header, unciphered

	TLLI
	TLLI
	GTTP header, unciphered

	LLCPDULength
	Length
	GTTP header, unciphered

	LLCPDU
	PDU 
	LLC PDU - ciphered

	Detailed Comments
	Ciphering must be started in the SS by G_CLLC_Assign_REQ , and also by either G_CL1_CipheringControl_REQ, G_CL1_CipherModeModify_REQ, or G_CL1_CreateBasicPhyCh_REQ.  When cipherMode = '1' the SS shall encrypt the "LLCPDU”, using the algorithm specified in px_GPRS_CipherAlg, and then using the algorithm specified in px_GSM_CipherAlg.  The SS shall not encrypt the "msg" at all if cipherMode = '0'.



	ASP Name
	G_L2_GTTP_IND

	PCO Type
	G_DSAP

	Comments
	The ASP is used for DTM to receive an LLC signalling message on DCCH acknowledged mode.

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	

	SAPI
	SAPI
	

	physicalChId
	PhysicalChId
	Channel identifier

	g_LogicChType 
	G_LogicChType
	

	subChannel
	SubChannelNumber
	Valid only for logical channel types: TCH/H, FACCH/H, SACCH/TH, SDCCH/8, SACCH/C8, SDCCH/4, and SACCH/C4. For TCH/H, FACCH/H and SACCH/TH value is (0..1); For SDCCH/8 and SACCH/C8 value is (0..7); for SDCCH/4 and SACCH/C4 value is (0..3). 

This field is not applicable and the SS shall ignore it if this field is coded as 15.

	rfn
	RFN
	The reduced frame number of the first frame carrying the message

	TLLI
	TLLI
	

	LLC PDU
	PDU 
	Deciphered signalling message received

	Detailed Comments
	If ciphering is used, the SS will take care to ensure the “LLC PDU” is deciphered 


<End of modified section>
<Start of modified section>

8.7.7
Specific test suite operation for DTM testing

Table 143: TSO definitions for DTM testing

	TSO Name
	Description

	o_LengthofPDU
	Type of the result: O1
Parameters:

p_Msg : PDU

Description 

The function of the o_LengthofPDU is as the follows:              

  -       it returns the no. of octets of the input downlink  message p_Msg

	o_LLCCipher
	Type of the result: OCTETSTRING
Parameters:

p_Msg : PDU

Description 

The function of the o_LLCCipher is as the follows:              

  -       it performs LLC Ciphering on p_Msg.  The output of this function can then be used directly in G_L2_GTTP_REQ


<End of modified section>
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