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Background
At CAG#02 the issue of the inclusion of ciphering for existent protocol tests was discussed in order to provide TSG RAN WG5 (RAN5) with the necessary guidance to prepare the test cases.
CAG decided that Starting at CAG#03 (Jul 05), a test case will only be validated if ciphering was activated when running it. Previously validated test cases will be kept as category A, but these will need to be re-validated again with ciphering ON by the end of CAG#05 (Jan 06). 

Guidance
The guidance to RAN5 is, therefore, to verify all the relevant and future protocol tests with ciphering switched ON bearing in mind the need for all affected test cases to be re-validated by the end of CAG#05.
CAG will not provide any further constraints in terms of selection of the relevant test cases and the method in which ciphering is switched ON. It is also assumed that the algorithm UEA1 will be be used.
It is appreciated that this guidance will provide additional regression testing and re-verification so CAG would appreciate an early assessment of the task by RAN5 in order that it can adjust its programme as necessary.
Action
RAN5 is asked to prepare the relevant test cases for subsequent validation at the CAG in accordance with the guidance provided above and provide early feedback on the feasibility of CAG’s plans. 
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