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1
Introduction
A scheme to detect victim UEs that are in the proximity of the HeNB was proposed in [1][2] and analyzed in [3]. In this contribution, which is based on [3], we analyze the method further in a range of scenarios (e.g. traffic models, channel conditions, number of users). Contrary to [3] we see that the scheme is robust over a wide range of scenarios.  
2
Discussion
A macro UE that is in the vicinity of a HeNB can see very high levels of interference on the downlink. If the HeNB could detect this macro UE, it could limit the interference it creates thus increasing performance of the macro UE. A scheme to detect a macro UE that is in the vicinity of a HeNB was proposed in [1]. The scheme is based on the autocorrelation and low peak to average power (PAPR) properties of the demodulation reference signals (DM-RS).
2.1 Detection based on autocorrelation 
The autocorrelation scheme considered in [1] operates as follows. 

· The femto HeNB captures the time domain signal (before input to FFT for normal processing) for each Rx antenna. This is done for adjacent but non-overlapping segments of length Nfft/2, where Nfft is the FFT size for the system bandwidth (e.g. 1024 for 10MHz system). If a MUE is transmitting, then at least one of these segments will wholly contain a portion of this UE’s reference signal.

· For each captured portion, the peak to average ratio (PAR) is computed.

· For each captured portion, the autocorrelation sequence is computed (this can be efficiently computed by means of FFT, zeroing the positions corresponding to guard bands, followed by squared magnitude ( I2+Q2) of each sample, followed by iFFT).

· The magnitude of the autocorrelation sequence is taken and the resulting sequence normalised by the central tap.  

· The central tap and adjacent tap(s) are zeroed (this is because these taps may be significantly influenced by filtering in the receive path).

· The largest tap is then found. If the largest tap is above a threshold, or the PAR is below a second threshold, then a reference signal is considered to be present.

The correlation values obtained with this scheme are shown in Fig.2.1.1 (taken from [3]) for different DM-RS parameters as in 36.211. For comparison purposes, the correlation values of a random QPSK sequence are shown in Fig. 2.1.2 (taken from [3]). As can be seen in the figure, the sidelobes decrease in value as u approaches 15. For values around 15 the autocorrelation is comparable to that of a QPSK sequence, making the sidelobe detection difficult. Note however that :
· For these values of u the peak to average ratio tends to be low and detection would be made based on that (as outlined in the description of the scheme in the bullets above)

· The values between the peaks in Fig.2.1.1 with u=15 are lower than the QPSK case. As mentioned in [1] enhanced detection schemes could look at wider CDF (rather than just the peaks), which would exploit this property. E.g. a detection scheme could look at median values as well as the peaks. A similar approach is adopted the “enhanced” detection scheme for which simulation results are provided in [1][2].
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Fig. 2.1.1 DM-RS Autocorrelation values                     Fig. 2.1.2 Random QPSK sequence autocorrelation values

The sidelobe detection probability for different values of u was evaluated through simulation. 
From Fig.2.1.2 for QPSK a suitable detection threshold would be around 0.07-0.09 leading to very reliable detection for u=3. Specifically the detection threshold is computed by inputting either AWGN or random QPSK data occupying 50 RBs with with a 30dB SNR. A common detection threshold is selected to give  false alarm probability < 1% in both cases. For simplicity, detection performance in an AWGN channel with no fading is assumed. The DM-RS sequence also occupies the entire 50RBs. No PAPR based detection is assumed in this section.
The simulation results listed in Table 2.1.1 show that the detection probabilities for the basic detection scheme which is based on autocorrelation peaks alone depend very much on the value of u. However augmentation of the detection scheme by also considering peak to average ratio (considered further below), or by employing the enhanced detection scheme, ensures that detection is always reliable.

Furthermore for a 10MHz system UEs are unlikely to use all 50RBs for DM-RS given that some UL resources are used for PUCCH. The reduced bandwidth in this case would make detection reliability even better.
Table 2.1.1 Detection probabilities

	SNR
	30 dB
	40 dB
	∞ dB

	u=3
	1 
	1
	1

	u=9
	1
	1
	1

	u=15
	 0.3
(1 for enhanced detection scheme)
	0.3
(1 for enhanced detection scheme)
	0.3
(1 for enhanced detection scheme)


2.2 Detection based on PAPR
The PAPR detection aspect relies on the fact that DM-RS has a lower PAPR than QPSK or 16QAM. Since the PAPR is measured at the receiver, it is influenced by multipath fading and the number of users transmitting at the same time. Simultaneous transmission of multiple users with similar SNR creates a multicarrier effect at the receiver, because multiple signals are super imposed in the time domain. In this case, the PAPR at the receiver increases and depends on the number of users. However if one user has a significantly higher SNR then the PAPR will be similar to the single user case.
The detection is considered successful if the PAPR within a computation window (Nfft/2) is smaller than the threshold. Unlike [3] the detection threshold was computed by inputting AWGN rather than QPSK (if a QPSK transmission from a victim MUE is detected rather than a reference signal this is not a problem.) . The false alarm probability is set to <1%. Note that in practice this is a very high false alarm since it is per window. 
2.2.1 Multipath fading channel

The detection probability based on PAPR alone was computed for the 3 equal paths channel with maximum delay of 0.25us as assumed in [1]. DM-RS is assumed to occupy the entire bandwidth of 50RBs. The results listed in Table 2.2.1.1 show the performance is robust.
Table 2.2.1.1 Detection probability for 3 Equal paths

	SNR
	30 dB
	40 dB
	∞ dB

	u=3
	1
	1
	1

	u=9
	0.999
	0.999
	0.999

	u=15
	1
	1
	1


2.2.2 Mutliple user transmission

The detection probability based on PAPR alone was computed for the case of multiple users transmitting simultaneously and being received at the HeNB with the same SNR. For simplicity, an AWGN channel was assumed. The system bandwidth is 50RBs and is divided equally between users. The results listed in Table 2.2.2.1 show that detection is feasible if 2 users transmit at the same time, noting that in practice detection would also consider the autocorrelation. 
Table 2.2.2.1 Detection probability with simultaneous transmission
	SNR
	2 users, SNR∞ dB
	3 users, SNR∞ dB

	u=3
	0.99
	0.3

	u=9
	1
	0.3

	u=15
	 0.96
	0.4


Performance with 3 UEs is degraded however the probability of having more than 2 MUEs with similar SNR at the HeNB and transmitting in the same sub-frame will be small. A system simulation result for the proposed detection scheme including the impact of having multiple users on PAPR was presented in [4] and the performance was found to be good.

2.3 Detection based on autocorrelation and PAPR

The false alarm probability is set to <1% based on AWGN. The detection probability was computed for the 3 equal paths channel with maximum delay of 0.25us as assumed in [1]. Multiple users are transmitting simultaneously and being received at the HeNB with the same SNR. The results listed in Table 2.2.1.1 show the performance is robust when both autocorrelation and PAPR based metrics are used.

Table 2.3.1 Detection probability with simultaneous transmission

	SNR
	2 users, SNR30 dB
	3 users, SNR30 dB

	u=3
	1
	1

	u=9
	1
	0.998

	u=15
	1
	0.998


2.4 Traffic model 

The present scheme could be useful when the transmission of the macro UE is continuous or at least predictable since it assumes that the HeNB will protect the resources where it senses signals.  It was already agreed in [1] that this scheme does not help protect idle mode UEs and some additional techniques for control channel interference mitigation should be considered. However these schemes only protect control channels, not the data channels of active MUEs, and therefore detecting active mode UEs is still desirable in allowing targeted data channel protection.  
Furthermore, even if the macro UE is connected, it may only have  sporadic data transmissions (e.g in the case of web browsing) plus uplink PUCCH transmissions (for CQI, AN etc) as well as other transmissions e.g. SRS. In such a case, as mentioned in [1][2] the HeNB could infer the presence of a victim MUE from the variations in IoT  
One example scenario which has been given [3] is that  a user may move his laptop from one room to a separate room where he is interfered by his neighbor’s femto cell. In this period of time, there will not be any data transmission from his UE, however there will likely still be transmissions on PUCCH for CQI, AN and SRS etc. as the user moves which will be detected by the aggressor HeNB. 
3
Conclusion
In this contribution the victim UE detection scheme proposed in [1][2] and analyzed in [3], was further analyzed.  Contrary to [3] it was shown that the performance will be robust in all scenarios and traffic models, thereby providing adequate protection to the macro UE downlink.  
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