Page 4
Draft prETS 300 ???: Month YYYY
3GPP TSG-RAN WG4 Meeting #81	R4-1609973
Reno, Nevada, USA, 14 - 18 November, 2016
Agenda item:	7.1.2
Source: Broadcom, CableLabs, Hewlett Packard Enterprise, Marvell, Microsoft, Orange, ..
Title:  Device selection and configuration for LAA multi-node tests
Document for:	Discussion and Decision
Introduction
LAA multi-node tests are being studied by RAN4. A WF on some key issues related to the design of these tests was approved in [1]. This document contains agreements on some fundamental aspects of device selection and configuration for the multi-node tests. In this contribution, we propose additional details which build on these agreements.
WLAN device selection
In [1] it was agreed that:
· All 802.11 devices should be commercially available and not reference design
· IEEE 802.11 APs and STAs, should be selected from multiple vendors and multiple generations of the 802.11 standard. 
· [bookmark: _GoBack]Devices shall be selected from 802.11n and 802.11ac. 
Observation 1: From a practical perspective, it is preferable to minimize the number of different 802.11 devices used in the tests, in order to avoid excessive complexity in terms of test automation, installation of test tool agent software, troubleshooting issues with integration of devices into the test bed, and so on
Observation 2: LAA multi-node tests are unusual in that the test bed and pass criteria rely heavily on third-party devices from vendors that may not necessarily be participatory to RAN4. To the extent possible, and while maintaining the philosophy of device selection that is representative of a cross-section of commercially available devices on the market, it is preferable that 802.11 devices are selected from vendors that are participatory to the development of the LAA multi-node tests in RAN4, since it is more likely those vendors may be able to participate in meaningful troubleshooting of any issues that may arise
Observation 3: While it may be desirable to include low-cost consumer devices in the test bed from the perspective of testing across a wide cross-section of commercial devices, the selection of such devices should include consideration of intrinsic limitations these devices may have when used in the multi-node tests. For example:
· Some low-cost consumer APs may have only 100 Mbps LAN/WAN Ethernet interfaces, and so may not be able to sustain the required throughput to a traffic generator server.
· Many low-cost consumer APs have limited configuration/management interfaces (e.g. limited GUI only, without a CLI), which may be inconvenient during the process of integration of devices into the test bed where obtaining diagnostic information from the AP (e.g. RSSI levels) can be invaluable
Observation 4: Most currently available 802.11a/n-only APs were originally released during 2007-2012 timeframe, and hence are likely to become end-of-life or discontinued during the expected period in which LAA multi-node tests will be conducted. This may result in availability and/or support issues. It is undesirable to substitute test bed devices with replacement models after finalization of the test plan, since it may potentially lead to different pass criteria being applied depending on whether the LAA DUTs were tested before or after the substitution.
Observation 5: The objective of including multiple generations of IEEE 802.11 (i.e. 11n and 11ac) in the tests can also be achieved by configuring a modern 802.11ac-capable AP to operate in 802.11a/n-only mode. When operating in such mode, the AP operates exactly as an 802.11a/n-only AP (e.g. only transmits 11a and 11n PPDU frames over-the-air, does not use 11ac-specific MAC features, does not advertise 11ac support, does not support 80 MHz bandwidth, etc). All currently available 802.11ac-capable APs were launched during 2012-2016, and are likely to continue to be commercially available during the expected period in which LAA multi-node tests will be conducted.
Observation 6: If an 802.11 AP operates in 802.11a/n-only mode, all STAs that are associated with that AP will only transmit 802.11a and 802.11n PPDU frame over-the-air, even if they are 11ac enabled.
Observation 7: It is beneficial to minimize the number of RF components (e.g. splitters/combiners, Butler matrices) in the signal path, in order to minimize insertion loss so that all test levels can be achieved, maximize integrity of the signal paths, and also to minimize complexity of the tests. To that end, it is beneficial that devices are selected which have an identical number of antenna ports. For example, APs that have two antenna ports may be selected, in order to match typical client devices which are likely to also have two antennas. Note that, since it is possible that certain devices will transmit certain signals on specific antennas only, it is not advisable in the general case to use devices with larger number of antennas where unwanted ports are simply terminated.
Observation 8: Most modern 802.11 devices support MIMO operation.

Proposal 1: Select three 802.11 APs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The three APs shall be from different vendors, as much as possible from vendors that are participatory to the development of the multi-node tests
· Two APs shall be enterprise models, and one AP shall be a low-cost consumer model
· One of the APs shall operate in 11a/n-only mode (i.e. shall either not support 11ac, or shall be configured such that 11ac operation is disabled)
· The APs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted
· The APs shall support MIMO, and preferably have two antenna ports
· The APs shall be capable of CLI-based configuration/diagnostics
· The APs shall support 1 Gbps Ethernet interfaces, and be capable of sustaining the necessary data rates used in the tests
Proposal 2: Select two 802.11 STAs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The two STAs shall be from different vendors
· The STAs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted
· The STAs shall support MIMO, and have two antenna ports
· The STAs shall support running the necessary test tools, and be capable of sustaining the necessary data rates used in the tests
WLAN and LAA device configuration
In [1] it was agreed that:
· The tests shall ensure repeatability and representative operational behavior. 
· The starting point of the configuration of both 802.11 and LAA equipment shall be based on the default settings.
· In order to achieve the test objectives of repeatability and representative operational behavior, modifications to the default settings might or might not be needed
· The above modifications, if needed, are FFS
· Modifications compared to the defaults settings, if any, shall be documented
It is also agreed that one of the tests will be a “Throughput Test”, where throughput KPIs are used as pass criteria to determine fair channel access in the multi-node tests.
Channel Occupancy Time
Observation 9: When two (LAA and/or 802.11) devices are contending for the channel using LBT, the throughput KPIs measured will depend on the Channel Occupancy Times (COTs) used by the contending devices.
Observation 10: All else being equal (e.g. LBT behavior, MCS selection, receiver performance, SINRs, etc), the ratio of the COTs of two contending devices will determine the ratio of the throughput KPIs measured by the two devices.
Observation 11: LAA specification defines a maximum COT for each priority level (Tmcot,p = 8 ms for typical priority level p = 3), but does not define a minimum COT.
Observation 12: WFA’s WMM specification [3] requires, as the out-of-box configuration for APs, the EDCA parameter TXOP Limit to be set to 0 (for Best Effort access category). TXOP Limit = 0 means that a single PPDU (containing a single AMPDU as its payload) is transmitted per COT (aka TXOP). 11n and 11ac have a maximum PPDU length of 5.484 ms. Many APs allow the TXOP Limit parameter to be reconfigured, in which case an explicit maximum COT can be set. TXOP Limit may be set to a value larger than 5.484 ms, in which case multiple PPDUs may be transmitted within a COT. There is no minimum COT defined in IEEE 802.11 or WFA WMM specifications which is meaningful in this context.
Observation 13: Some LAA and 802.11 devices may, for various reasons, transmit with a COT that is less than the maximum COT allowed by their respective specifications and/or configurations, and the COT may dynamically vary below that limit. A non-exhaustive list of reasons why a COT lower than the maximum may be used includes:
· Vendor decision to trade-off throughput and latency over various use cases and traffic types. Always transmitting at the maximum COT may increase latency because data may need to be aggregated at the transmitter. Since the traffic type is often unknown a-priori, a vendor may decide by default to use a COT that is less than the maximum in order to improve performance for latency-sensitive traffic
· Vendor decision to be more friendly to other coexisting networks. Always transmitting at the maximum COT means that other contending devices may need to wait longer to gain access to the channel. Since the coexistence environment is often unknown a-priori, a vendor may decide by default to use a COT that is less than the maximum in order to minimize impact to other coexisting networks that may be sending latency-sensitive traffic
Observation 14: In the multi-node tests, throughput KPIs are being used as a measure of channel access fairness. Therefore, if default configurations are used, a fully-compliant DUT (obeying its maximum COT limit) may appear to be sharing “unfairly” simply because the other contending (test bed) device is using a smaller COT. Such a situation would be undesirable because:
· A DUT may not meet the pass criteria simply because of design decisions of other devices in the test bed – i.e. even when the DUT is behaving “fairly” by all reasonable and objective considerations
· The measured throughput KPIs become a weaker indicator of channel access fairness, and so have reduced value in terms of demonstrating coexistence behavior.
Proposal 3: All 802.11 devices in the tests shall be configured to use the same maximum COT as LAA devices. Specifically, 802.11 APs shall be configured with:
· TXOP Limit = 8000 us for BE Access Category (for both AP and STA EDCA parameters)
· Frame-burst / packet-burst (or similar), if supported by the device, shall be disabled 
Proposal 4: It should preferably be confirmed that all test bed devices (LAA and 802.11) actually use the maximum COT when full buffer UDP traffic is available for transmission. If this is not the case, the average COT used by each device should be measured and its KPIs should be normalized according to the average observed COT during the test. Note this proposal does not apply to DUTs.
Proposal 5: LAA DUT vendors shall document all pertinent configuration parameters used in the test which relate to COT. This includes especially, but is not limited to, configuration parameters that may be set differently in the tests compared to expected configuration in real-world deployment.

Off-channel behavior
Observation 15: LAA and Wi-Fi devices may, in default configurations, go off-channel during testing for a variety of reasons. A non-exhaustive list of reasons why devices may go off-channel includes:
· Power save: Devices (especially mobile clients) are highly optimized to minimize power consumption, and may decide to enter power save modes for many reasons including battery status, detection of high power drain, prioritization of other activities, etc.
· Background scanning: Devices may periodically move their radios off-channel, e.g. scanning for candidate roaming/handover candidates, constructing a neighbor list, etc.
Observation 16: If a device goes off-channel during a channel contention opportunity, neither that device nor its peer will attempt to contend for the channel. If, during a test, one device goes off-channel more frequently than the other, that device will obtain less total channel access time and, all else being equal, will result in lower measured throughput KPIs.
Observation 17: In the multi-node tests, throughput KPIs are being used as a measure of channel access fairness. Therefore, if default configurations are used, a fully-compliant DUT may appear to be sharing “unfairly” simply because the other contending (test bed) device is going off-channel. Such a situation would be undesirable for the same reasons outlined in Observation 12.
Proposal 6: All test bed and DUT devices (both LAA and 802.11) shall be configured to disable off-channel behavior (e.g. LAA DRX, 802.11 Power Save, background scanning).

Software/firmware versions
Observation 18: LAA multi-node tests involve a variety of third-party test bed devices operating in a highly specialized laboratory RF configuration. It is possible that this specific configuration will reveal unexpected issues in test bed device behavior, especially given that some test bed devices are low-cost consumer equipment from vendors that are not necessarily participatory in development of these tests. This is an unusual situation.
Observation 19: If the situation were to arise in which the measured KPIs are grossly impacted by specific issues in test bed behavior which may not exist in the field, this would be highly undesirable for the following reasons:
· Run-to-run reproducibility of the tests may be significantly impacted, making it difficult to determine whether or not a DUT meets the pass criteria
· The value of the tests in terms of demonstrating coexistence behavior of the DUTs would be significantly compromised.
Observation 20: In many cases, issues such as those described above can be resolved by software/firmware updates, and most vendors publish such updates on a regular basis.
Proposal 7: As a general rule, the most published version of software/firmware (at the time the test is run) shall be used for all test bed devices.
Proposal 8: The test plan shall include sanity-check runs for test bed devices where clear “expected results” are defined.
Proposal 9: In such case that the results of the sanity-check runs deviate from the expected results, best efforts shall be made to liaise with the vendor to identify and resolve the issue. Such resolution may potentially include software/firmware update, if the vendor intends to publish such update to its customers.
Proposal 10: RAN4 should consider means by which to facilitate communication channels with the vendors of devices in the test bed to assist resolution of such issues.
Proposal 11: RAN4 should consider making changes to its selected devices in the event that issues are identified that cannot be expediently resolved.

Conclusion
Proposal 1: Select three 802.11 APs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The three APs shall be from different vendors, as much as possible from vendors that are participatory to the development of the multi-node tests
· Two APs shall be enterprise models, and one AP shall be a low-cost consumer model
· One of the APs shall operate in 11a/n-only mode (i.e. shall either not support 11ac, or shall be configured such that 11ac operation is disabled)
· The APs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted
· The APs shall support MIMO, and preferably have two antenna ports
· The APs shall be capable of CLI-based configuration/diagnostics
· The APs shall support 1 Gbps Ethernet interfaces, and be capable of sustaining the necessary data rates used in the tests
Proposal 2: Select two 802.11 STAs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The two STAs shall be from different vendors
· The STAs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted
· The STAs shall support MIMO, and have two antenna ports
· The STAs shall support running the necessary test tools, and be capable of sustaining the necessary data rates used in the tests
Proposal 3: All 802.11 devices in the tests shall be configured to use the same maximum COT as LAA devices. Specifically, 802.11 APs shall be configured with:
· TXOP Limit = 8000 us for BE Access Category (for both AP and STA EDCA parameters)
· Frame-burst / packet-burst (or similar), if supported by the device, shall be disabled 
Proposal 4: It should preferably be confirmed that all test bed devices (LAA and 802.11) actually use the maximum COT when full buffer UDP traffic is available for transmission. If this is not the case, the average COT used by each device should be measured and its KPIs should be normalized according to the average observed COT during the test. Note this proposal does not apply to DUTs.
Proposal 5: LAA DUT vendors shall document all pertinent configuration parameters used in the test which relate to COT. This includes especially, but is not limited to, configuration parameters that may be set differently in the tests compared to expected configuration in real-world deployment.
Proposal 6: All test bed and DUT devices (both LAA and 802.11) shall be configured to disable off-channel behavior (e.g. LAA DRX, 802.11 Power Save, background scanning). 
Proposal 7: As a general rule, the most published version of software/firmware (at the time the test is run) shall be used for all test bed devices.
Proposal 8: The test plan shall include sanity-check runs for test bed devices where clear “expected results” are defined.
Proposal 9: In such case that the results of the sanity-check runs deviate from the expected results, best efforts shall be made to liaise with the vendor to identify and resolve the issue. Such resolution may potentially include software/firmware update, if the vendor intends to publish such update to its customers.
Proposal 10: RAN4 should consider means by which to facilitate communication channels with the vendors of devices in the test bed to assist resolution of such issues.
Proposal 11: RAN4 should consider making changes to its selected devices in the event that issues are identified that cannot be expediently resolved.
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