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Introduction
Some concensuses on LAA multi-node testing were made in [1]. In this contribution, text proposal for test setup is proposed for the TR [2] based on the way forward.
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<Start of Changes>
5
Tools and approach for Multi-node tests

<Editor’s note: Briefly describe the scope, approach and methodologies for multi-node tests design, including basic test design principles >

5.1
Basic principles
Some basic principles to design the tests are listed as below:
· Tests should be conductive tests to easily control and repeat the tests considering the test feasibility. 

· Performance of single 20MHz channel should be tested in this version of the technical report. 

· Only channel access priority class capabilities which are declared by the LAA node should be tested. Maximum of two representative priority classes, e.g. Priority class 3 and Priority class 1 should be tested.

· The metric of throughput is used as criteria for Priority class 3 and VoIP traffic outage is used as criteria for Priority class 1.
5.1.1
Number of nodes
Two DL nodes should be considered in a test. Each DL node (LAA BS/Wi-Fi AP) connects to only one UL node (UE/STA) in the test setup.
5.1.2
Test signal levels
5.2
Test setup
5.2.1
Test setup
Test setup is given in Figure 5.2.1-1. The performance of victim device should be collected but the aggressor device is the actually DUT. 
Note that for LAA, both licensed and unlicensed band should be connected in the test setup. 
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Figure 5.2.1-1 Test setup for the multi-node test
Test scenarios are as below and the traffic type should be the same between victim and aggressor devices.
Table 5.2.1-1 Test scenarios for Rel-13
	Scenario
	Victim system
	Aggressor system
	Traffic Type for both victim and aggressor

	
	Victim device to be tested
	Companion victim device
	Aggressor device in baseline
	Companion aggressor device
	Aggressor device to be tested
	Companion aggressor device
	

	1
	Wi-Fi AP
	Wi-Fi STA
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Best effort

	2
	Wi-Fi AP
	Wi-Fi STA
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Voice

	3
	LAA BS
	LAA UE
	LAA BS
	LAA UE
	Wi-Fi AP
	Wi-Fi STA
	Best effort

	4
	LAA BS
	LAA UE
	LAA BS
	LAA UE
	Wi-Fi AP
	Wi-Fi STA
	Voice


5.2.2
Test approach
To verify co-existence performance between different systems, e.g. LAA to Wi-Fi and Wi-Fi to LAA, each test consists of two steps:

1. Baseline test: The performance between the same systems should be tested first and recorded as the baseline. 

2. Coexistence test: Replace one Wi-Fi AP with an LAA BS if Wi-Fi is a victim or one LAA BS with a Wi-Fi AP if LAA is a victim and redo the test and record the performance. That means victim Wi-Fi throughput/outage in the scenario of Wi-Fi to Wi-Fi should be the baseline for the scenario of LAA to Wi-Fi; while victim LAA throughput/outage in the scenario of LAA to LAA should be the baseline for the scenario of Wi-Fi to LAA. 
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