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Introduction
Multi-node testing has been discussed for several meetings with some progress captured in a WF in RAN4 #79 meeting [1]. Because of the importance of the work, a new study item on multi-node test was set up in RAN#72 meeting [2] to provide an umbrella for continuing this work. 
In this contribution, we discuss several important issues for the testing, including test methodology, test setup and scenarios, RX signal levels, test parameters and requirements. 
Discussion

Test methodology
To verify co-existence performance between different systems, e.g. LAA to Wi-Fi and Wi-Fi to LAA, each test consists of two steps:

1. Baseline test: The performance between the same systems should be tested firstly and recorded as the baseline. As agreed in [1], two DL nodes should be considered. Therefore, two Wi-Fi APs or LAA BSs are tested first.

2. Coexistence test: Replace one Wi-Fi AP with an LAA BS if Wi-Fi is a victim or one LAA BS with a Wi-Fi AP if LAA is a victim and redo the test and record the performance. That means victim Wi-Fi throughput in the scenario of Wi-Fi to Wi-Fi should be the baseline for the scenario of LAA to Wi-Fi; while victim LAA throughput in the scenario of LAA to LAA should be the baseline for the scenario of Wi-Fi to LAA. This is the basic test methodology for the multi-node testing.
Test setup and test scenarios

Test setup is given in Figure 1. The performance of victim device should be collected but the aggressor device is the actually DUT. 
Note that for LAA, both licensed and unlicensed band should be connected in the test setup. 
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Figure 1 Test setup for the multi-node test
Test scenarios are as below and the traffic type should be the same between victim and aggressor devices.
Table 1 Test scenarios for Rel-13
	Scenario
	Victim system
	Aggressor system
	Traffic Type for both victim and aggressor

	
	Victim device to be tested
	Companion victim device
	Aggressor device in baseline
	Companion aggressor device
	Aggressor device to be tested
	Companion aggressor device
	

	1
	Wi-Fi AP
	Wi-Fi STA
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Best effort

	2
	Wi-Fi AP
	Wi-Fi STA
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Voice

	3
	LAA BS
	LAA UE
	LAA BS
	LAA UE
	Wi-Fi AP
	Wi-Fi STA
	Best effort

	4
	LAA BS
	LAA UE
	LAA BS
	LAA UE
	Wi-Fi AP
	Wi-Fi STA
	Voice


Proposal 1: It is proposed test setup and test scenarios above are adopted in the multi-node testing.
RX signal level
Regarding the received interfering signal level for each devices in the test, the agreement in the way forward [1] is copied as below:
· Signal level at which the receiver victim will see the transmitter aggressor:
· It is agreed to test both below and above ED level (-72dBm/20MHz).
· The precise values to be considered in the tests are FFS.
How to determine the threshold shall be considered carefully if we use victim Wi-Fi performance in Wi-Fi to Wi-Fi co-existence scenario as a baseline and replace the aggressor Wi-Fi device with an aggressor LAA device to investigate the performance difference. According to 802.11 specifications, Wi-Fi device has two different thresholds to detect other Wi-Fi and non-WiFi, i.e. LAA in this case, equipments, which are -82dBm/20MHz and -62dBm/20MHz respectively, while LAA has a single energy detection threshold to any equipment, which is -72dBm/20MHz for the output power ≥ 23dBm. In order to test both below and above -72dBm/20MHz and make fair comparison, it is proposed to test both maximum interference scenario and minimum interference scenario. For maximum interference scenario, the received interfering signal level should be larger than -62dBm/20MHz, while For minimum interference scenario, the received interfering signal level should be less than -82dBm/20MHz.

Proposal 2: It is proposed to adopt below interfering signal levels for RX interfering signal in the test:

1. The received interfering signal level > -62dBm/20MHz for both aggressor and victim devices

2. The received interfering signal level < -82dBm/20MHz for both aggressor and victim devices
Parameters setting
Traffic type:
It is agreed that both best effort and voice traffic should be tested in multi-node testing if supported by the devices. For best effort traffic type, TCP with only DL traffic can be adopted for both victim and aggressor devices. For voice traffic type, UDP with only DL traffic can be adopted for both victim and aggressor devices. Other parameters such as packet rate, packet size, traffic duration and TCP streams can be studied further.

Proposal 3: TCP with only DL traffic and UDP with only DL traffic can be adopted as best effort and voice respectively for both victim and aggressor devices.

Received SNR of companion victim device:

For conductive test, the received wanted signal at the antenna port of companion device should be adjusted through the attenuators in the test setup. The received wanted signal should be adjusted to make both LAA and Wi-Fi working in the comparable MCS, at least same modulation order. For example, if both are supposed to work with 64QAM, the target received SNR is around 16dB.

Proposal 4: It is proposed to fix the SNR at the companion device in the range fit for 64QAM.

Devices to be tested
At the last meeting, reference device under the test was discussed and the conclusion was that no specific “golden device” or equipment will be defined. However, the fact is that the commercial devices in the market do have very different performance; if we randomly choose only one device in the test, the test results for different devices may vary quite a bit and cannot provide reliable conclusion.

To address this issue, it is wise to collect a range of performance by testing several different commercial devices. For example, if we want to test whether an LAA equipement from a vendor can coexist with Wi-Fi equipment well, we can:

· Choose several different Wi-Fi commercial devices, e.g. 4 from the market which are from different vendors and in different price ranges;

· In the baseline test, we can record the performance ranging from the worst to the best performance in terms of throughput or other metrics for each two Wi-Fi devices, e.g. total 16 values for 4 Wi-Fi devices.
· Then the aggressor node in the test is replaced with the node of different technology, i.e. the node under test, and the new performance of the victim node is obtained, e.g. total 4 values for 4 victim Wi-Fi devices. 
Proposal 5: It is proposed choose several commercial devices in the test and collect a range of performance.

Test requirements

When it comes to deciding how to pass or fail a test among the range of the performance, there may be several options. 
For best effort traffic, the metric is the throughput in Mbps. Assuming the throughput in baseline test is TPagg(m)-vic(n),baseline, (m and n are both the interger from 1 to 4 and represent the 4 different Wi-Fi devices) the throughput in coexistence test is TPagg-vic(n),tested, then the possible criterion for passing the test can be:

· Average (TPagg(m)-vic(n),baseline) ≤ Average (TPagg-vic(n),tested) (Tolerance

· Medium (TPagg(m)-vic(n),baseline) ≤ Average (TPagg-vic(n),tested) (Tolerance
· Minimum (TPagg(m)-vic(n),baseline) ≤Average (TPagg-vic(n),tested) (Tolerance
For voice traffic, the metric is the outage propability. Assuming the outage propability in baseline case is OPagg(m)-vic(n),baseline, (m and n are both the interger from 1 to 4 and represent the 4 different Wi-Fi devices) the throughput in replacemented case is OPagg-vic(n),tested, then the options for test requirements can be:

· Average (OPagg(m)-vic(n),baseline) ≥Average (OPagg-vic(n),tested) (Tolerance

· Medium (OPagg(m)-vic(n),baseline) ≥Average (OPagg-vic(n),tested) (Tolerance
· Maximum (OPagg(m)-vic(n),baseline) ≥Average (OPagg-vic(n),tested) (Tolerance
Proposal 6: it is FFS how to set the test requirements, i.e. which criterion for passing the test should be picked.

Conclusions
In this contribution, we provide our views on test methodology, test setup and scenarios, RX signal levels, test parameters and requirements. The following proposals are made:

Proposal 1: It is proposed test setup and test scenarios above are adopted in the multi-node test.
Proposal 2: It is proposed to adopt the following interfering signal levels for RX interfering signal in the test:

1. The received interfering signal level > -62dBm/20MHz for both aggressor and victim devices

2. The received interfering signal level < -82dBm/20MHz for both aggressor and victim devices
Proposal 3: TCP with only DL traffic and UDP with only DL traffic can be adopted as best effort and voice respectively for both victim and aggressor devices.

Proposal 4: It is proposed to fix the SNR at the companion device in the range fit for 64QAM.

Proposal 5: It is proposed choose several commercial devices in the test and collect a range of performance.

Proposal 6: it is FFS how to set the test requirements, i.e. which criterion for passing the test should be picked.
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