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1 Introduction
In RAN plenary #69 a new work item was approved for the support of massive number of devices in narrow bandwidth [1]. The objective is to specify a radio access for cellular internet of things, based to a great extent on a non-backward-compatible variant of E-UTRA that addresses improved indoor coverage, support for massive number of low throughput devices, low delay sensitivity, ultra-low device cost, low device power consumption and (optimised) network architecture.
Different alternatives for UL and DL are considered in the work item description and it was decided that technical analysis should either perform a down-selection or decide on inclusion of both based on the feasibility of meeting relevant requirements while achieving commonality.
During last RAN #76b meeting, there was no agreement on the simulation assumptions; it was not possible to finalize any agreement on the methodology to evaluate in-band and guard-band coexistence. Nevertheless, assumptions for standalone scenarios were discussed and documented as information in [2].
In this contribution we propose a methodology, the list of scenarios to be considered and simulation assumptions for coexistence studies between different NB-IoT solutions for DL and UL with LTE systems, in guard-band and in-band modes.

2 Methodology, scenarios and simulation assumptions
In RAN4#76bis simulation assumptions and scenarios for co-existence of NB-IOT was discussed, but no agreement was reached for in-band and guard-band operations.
In this contribution we propose a methodology for in-band and guard-band coexistence evaluation for NB-IOT. 
2.1 Proposed methodology

The evaluation shall be done using static system simulation. Since both NB-IOT and LTE are within the same RF bandwidth, there is no need for using a model for adjacent channel leakage or adjacent channel selectivity between the two signals. 
Instead, we can evaluate the power leakage from the aggressor system to the victim, and consider this information as the generated interference.

2.1.1 In-band NB-IOT
For in-band evaluation in the downlink, one LTE PRB is punctured and replaced with NB-IoT signal. For each adjacent LTE PRBs, NB-IoT signal leakage can be evaluated by looking at the power spectral density of the aggressor (see Figure 2 with NB-IoT SC-FDMA signal). In a similar way, LTE signal leakage on NB-IoT SC-FDMA can be evaluated by measuring the emission from the LTE signal inside the NB-IOT bandwidth. 
See 2.1.1.1 for an example of such evaluation.
For in-band evaluation in the uplink, leakage from aggressor to the victim bandwidth is first measured by integrating the power of the aggressor over the victim bandwidth. For each UE aggressor, the so predetermined leakage power is considered as the interference, and added to the received desired signal considering the coupling added on top of it (as done in legacy coexistence study). This is illustrated in Figure 1.
In Figure 1, UE LTE is connected to BS LTE and transmits with UE_LTE_TxPwr power. UE_IoT is connected to BS_IoT and transmits with UE_IoT_TxPwr. As described before (and illustrated in 2.1.1.1), we can evaluate UE LTE leakage on NB-IoT UE, this is Leak(UE_LTE_TxPwr). By adding Coupling_Loss_LTE_IoT (from UR_LTE to BS_IoT), we can evaluate how much UE_LTE is interfering on UE_IoT_TxPwr.
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Figure 1: Illustration leakage impact
The following evaluation metrics should be considered for different systems:

· When NB-IoT aggressor: SINR for each of the Nth adjacent LTE PRB.

· When NB-IoT victim: SINR for NB-IoT.

Based on those outputs, we can study coexistence in between NB-IoT and LTE.
2.1.1.1 Leakage evaluation example

Following example illustrates how to evaluate leakage as proposed previously, considering an LTE 10 MHz signal and NB–IoT SC-FDMA uplink. Note this is can also be applicable with NB-IoT GMSK or any other signal.
In Figure 2, PRB 31 is punctured and replaced with a SC-FDMA NB-IoT uplink signal.
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Figure 2: PSD - LTE 10 MHz and NB-IoT SC-FDMA
NB-IoT leakage can be evaluated for each adjacent PRBs (1..28, 29, 30- 32, 33, …), this is shown in Figure 3.
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Figure 3: NB-IoT leakage on adjacent LTE PRBs
With a NB-IoT SC-FDMA signal, we get the following Table 1:
Table 1: NB IoT leakage per LTE PRB

	PRB
	Leakage (dB)

	28
	-40.5

	29
	-36.6

	30
	-20.0

	31
	NA

	32
	-20.0

	33
	-36.6

	34
	-40.5


Note that, for the other PRBs, leakage becomes very small and could be ignored. From Table 1, it can be observed that the 6 (3 on each side) LTE PRBs that are most adjacent to the NB-IoT are the most impacted; impact on the others could indeed be considered as negligible.
In a similar way, LTE leakage to NB-IoT can be evaluated as shown in Figure 4.
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Figure 4: LTE leakage on inserted NB-IoT SC-FDMA 
With a NB-IoT SC-FDMA signal, from Figure 4, we get the results in Table 2:

Table 2: LTE PRBs leakage on NB-IoT

	Sub carrier number
	Leakage (dB)

	1, 72
	~-5

	2-11, 62-71
	[-15, -10]

	12-61
	[-20, -15]


And this gives an average leakage of: -15.1 dB
2.1.2 Guard-band NB-IOT
The evaluation method for guard-band operation of NB-LTE is very similar to the one describes before for in-band, except that:

· When NB-IoT is the aggressor the impacted PRBs are on one side only of the NB-IOT spectrum
· When NB-IoT is the victim: LTE leakage is only due the left (or right) adjacent PRBs which reduces the average leakage value from -15.1 to -16.7dB  (NB-IoT juxtaposing the latest LTE PRB, without any guard-band in between last LTE PRB and NB-IoT).
2.2 Scenarios

It is assumed that both for guard-band and in-band operations, NB-IoT and LTE are co-located.

The considered scenarios for co-existence are listed in Table 3.
Table 3: List of considered scenarios

	Use case
	Aggressor
	Victim

	Guard-band
	NB-IOT DL
	LTE DL

	Guard-band
	LTE DL
	NB-IOT DL

	Guard-band
	NB-IOT UL
	LTE UL

	Guard-band
	LTE UL
	NB-IOT UL

	In-band
	NB-IOT DL
	LTE DL

	In-band
	LTE DL
	NB-IOT DL

	In-band
	NB-IOT UL
	LTE UL

	In-band
	LTE UL
	NB-IOT UL


2.3 Assumptions

Assumptions listed for standalone simulations in [3] are still valid and should be reused.

3 Conclusion
In this contribution we present a methodology, the considered scenarios, and simulation assumptions for the coexistence study between NB-IoT and legacy LTE for guard-band and in-band operations.
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