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1 Introduction
In RAN plenary #69 a new work item was approved for the support of massive number of devices in narrow bandwidth [1]. According to the work item description, the objective is to specify a radio access for cellular internet of things, based to a great extent on a non-backward-compatible variant of E-UTRA that addresses improved indoor coverage, support for massive number of low throughput devices, low delay sensitivity, ultra-low device cost, low device power consumption and (optimised) network architecture.
In the uplink there are two options:
· FDMA with GMSK modulation (as described in 3GPP TR 45.820 section 7.3)

· SC-FDMA (including single-tone transmission as a special case of SC-FDMA) 

According to the work item description, technical analysis should be performed to either select one of the above or include both of the solutions.

In this contribution we present preliminary coexistence results between DL with 15 kHz subcarrier spacing and other legacy victim systems.

2 Simulation results
In the following we present UL coexistence results between UL SC-FDMA and legacy systems based on [2]. The aggressor in all simulations is UL SC-FDMA, and the victims are GSM, UMTS and LTE signals in the uplink. It is assumed that the NB-IoT is in the adjacent channel to the legacy systems, and the leakage is modelled either as a simple ACLR level, or as following a GSM mask for the NB-IoT signal with 10kHz or 110kHz guard band.

In the frequency domain, the NB-IoT is placed on one side of the legacy carrier, and for the case of GSM with reuse, all of the reusing frequencies are at one side of the NB-IoT carrier. In case of GSM we show results for a 4/12 frequency reuse. In this case 4/12 means that the number of sites that are used in each reuse batch is 4 sites and there are 12 different frequencies used in the 12 corresponding cells. 

In the network deployment, we assume that the sites for the NB-IoT and the legacy systems are uncoordinated and they are placed with maximum distance from each other.
In the following we present the simulation results for different cases.
2.1 Aggressor: NB-IoT, Victim: GSM
Table 1 shows the adjacent channel parameters between the NB-IoT and the legacy GSM carrier. Simulation results for NB-IoT interference into the GSM UL can be found below.

It can be seen that the results for GSM mask with guard band of 10 and 110kHz are on the top of each other and almost very close to ACLR=infinity.

Table 1: NB-IoT into GSM DL, adjacent channel isolation parameters
	ACLR
	ACS
	ACIR 

	NB-IoT UE ACLR2 [dB]
	ACLR Scaled to victim bandwidth (200 kHz) [dB]
	GSM
ACS1, ACS2, ACS2+ [dB]
	ACIR1, ACIR2, ACIR2+ [dB] for first, second and above adjacent GSM channels

	30
	29.5
	subcarrier #1-36:
18, 50, 58
subcarrier #37-64
50, 58, 58
	subcarrier #1-36:
18, 30, 30
subcarrier #37-72:
30, 30, 30

	35
	34.5
	
	subcarrier #1-36:
18, 34, 35
subcarrier #37-72:
34, 35, 35

	40
	39.5
	
	subcarrier #1-36:
18, 39, 39
subcarrier #37-72:
39, 39, 39

	45
	44.5
	
	subcarrier #1-36:
18, 43, 44
subcarrier #37-72:
43, 44, 44

	50
	49.5
	
	subcarrier #1-36:
18, 47, 49
subcarrier #37-72:
47, 49, 49
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Figure 1. UL SINR for GSM 4/12 with CS power control
Table 2: summary of results
	 
	

	NB-IoT ACLR2 [dB]
	30
	35
	40
	45
	50
	10 kHz guard
	110 kHz guard

	Relative outage increase [%]
	0.95
	0.43
	0.13
	0.03
	0.00
	0.57
	0.001

	Avg. throughput loss [%]
	2.38
	1.76
	0.81
	0.31
	0.12
	0.98
	0.02

	5th prctile throughput loss [%]
	23.8
	16.3
	8.04
	2.59
	0.96
	9.5
	0.07


2.2 Aggressor: NB-IoT, Victim: UMTS

Table 3 shows the adjacent channel parameters between the NB-IoT and the legacy UMTS carrier. Simulation results for NB-IoT interference into the UMTS UL can be found below.

Table 3: NB-IoT into UMTS UL, adjacent channel isolation parameters

	ACLR
	ACS
	ACIR 

	NB-IoT UE ACLR2 [dB]
	ACLR Scaled to victim bandwidth (5 MHz) [dB]
	UMTS BS ACS[dB]
	ACIR [dB]

	40
	25
	45
	25

	45
	30
	
	30

	50
	35
	
	35


Table 4: NB-IoT into UMTS
	NB-IoT SNR target
	15 dB
	
	5 dB
	

	NB-IoT ACLR dB]
	40
	45
	50
	60
	40
	45
	50
	60

	Capacity degradation [% ]
	21
	13
	5
	0.4
	3
	1
	3
	0.1


2.3 Aggressor: NB-IoT, Victim: LTE

Table 5 shows the adjacent channel parameters between the NB-IoT and the legacy LTE carrier. Simulation results for NB-IoT interference into the LTE UL can be found below. It can be seen that the LTE SINR degradation for all simulated NB-IoT ACLR levels is very small.

Table 5: NB-IoT into LTE DL, adjacent channel isolation parameters
	ACLR
	ACS
	ACIR 

	NB-IoT ACLR [dB]
	ACLR Scaled to victim bandwidth (9 MHz) [dB]
	LTE ACS
	ACIR into 9 MHz

	40
	23
	45
	23

	45
	28
	
	28

	50
	33
	
	33
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Figure 2. LTE UL SINR when interfered by NB-IoT
3 Conclusion
In this contribution we presented preliminary coexistence results between NB-IoT UL with SC-FDMA, and other legacy victim systems. It was observed that the interference from UL NB-IoT to UL of all legacy systems for all realistic cases is very minor.
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