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1. Introduction
GNSS protection of UL inter-band CA had been discussed in RAN4 from August 2014, and RAN4 sent an LS to RAN2 [1] in the RAN4#73 meeting in order to ask to introduce a signaling solution for both emergency call and other cases utilizing GNSS. In RAN2#89, RAN2 discussed how to introduce the signaling solution and sent an LS reply as follows [2].
RAN2 would like to thank RAN4 for their LS on 2 UL inter-band CA protection of GNSS. For emergency calls the following was agreed:
· During emergency calls, the network is expected to avoid scheduling SCell UL resources potentially preventing a UE from acquiring its position via GNSS. The network is aware of an ongoing emergency call based on ARP and/or establishment cause.
For other use cases than emergency calls, RAN2 is of the opinion that the Rel-11 IDC feature can be used to resolve the GNSS interference problem.
RAN2 discussed further enhancements to IDC to more efficiently report the affected frequencies. However RAN2 wasn’t sure whether also other victim systems (e.g., Wi-Fi, Bluetooth) should also be taken into account. Feedback from RAN4 is deemed as necessary on this aspect.
If only GNSS needs to be taken into account, RAN2 considers it feasible that the UE reports the GNSS type in the IDC report. The eNB could, based on that information, determine UL exact PRB combinations causing interference to GNSS.
Based on the LS reply from RAN2, we discuss whether other victim systems (e.g. Wi-Fi, Bluetooth) should also be taken into account in this contribution.
2. Discussion
In order to discuss the necessity of Wi-Fi, Bluetooth protection, we check the impact of IMD falling into ISM band quantitatively. As an example, an IMD level which was provided in MSD discussion is shown in Table 1. These values are the estimated IMD level at diversity antenna assuming 10dB isolation between each antenna. Note that although these IMDs do not fall into ISM band, we think that the values can be used as reference for this discussion.

Table 1: Estimated IMD level generated by UL CA at diversity antenna 
	IMD order
	R4-151158 (by MediaTek)

	IMD3
	-147.5 [dBm/Hz]

	IMD4
	-167.5 [dBm/Hz]
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Figure 1: IMD Interference from UL CA to Wi-Fi
Assuming that noise figure of Wi-Fi, Bluetooth is 5dB, and interference level of 10dB lower than thermal noise causes no desense of those systems, then the acceptable interference level is -179 (= -174+5-10) dBm/Hz. In this case, roughly 30dB and 10dB desenses for IMD3 and IMD4 are expected respectively based on Table 1. This result could impact the user experience significantly. We believe that the user impact needs to be reconsidered carefully although RAN4 had not discussed the aspects in Rel-12 time-frame.
Suggestion 1: Necessity of Wi-Fi, Bluetooth protection should be discussed taking user experience into account.
2.1 Wi-Fi protection
If RAN4 concludes that UL CA should protect Wi-Fi system, we think that a signaling solution with indicating additional information from UE to eNB is beneficial to minimize degradation of UL CA. As well known, Wi-Fi spectrum is allocated in 2.4GHz and 5GHz bands (i.e. ISM band). Each Wi-Fi type is summarized in Table 2. 

Table 2: Summary of each Wi-Fi type

	Type
	Frequency
	Channel Bandwidth

	IEEE 802.11b
	2.4-2.5GHz
	< 26MHz

	IEEE 802.11a
	5.15-5.35GHz
5.47-5.725GHz
	< 18MHz

	IEEE 802.11g
	2.4-2.5GHz
	< 26MHz(DSSS), 18MHz(OFDM)

	IEEE 802.11n
	2.4-2.5GHz
	< 38MHz

	IEEE 802.11ac
	5.15-5.35GHz
5.47-5.725GHz
	< 18, 38, 80, 160MHz


As seen in the Table, the whole bandwidths in 2.4GHz and 5GHz are approximately 1GHz and 0.6GHz respectively. It should be noted, however, since there are several channels for each Wi-Fi band, UE uses only a part of the whole band. This means that even if it is identified that UL CA should protect Wi-Fi system, we don’t need to protect whole ISM bands but utilized channel only. On the other hand, eNB does not know which Wi-Fi channel is used by the UE. Thus, the UE needs to indicate information of the center frequency and bandwidth of Wi-Fi. If these information elements are specified as victim system agnostic, the GNSS scenario can be covered as well. Based on the above, we have the following observation.
Suggestion 2: In order to minimize degradation of UL CA, it is beneficial to inform utilized Wi-Fi center frequency and bandwidth from UE to eNB if it is identified in RAN4 that UL CA needs to protect Wi-Fi connection in a quantitative evaluation. 
Suggestion 2a: If the center frequency and bandwidth are specified as victim system agnostic, The GNSS scenario can be covered as well.
2.2 Bluetooth protection
Next, we discuss Bluetooth protection. As well known, Bluetooth adopts frequency hopping in 80MHz bandwidth in ISM band (2400-2480MHz), which differs from Wi-Fi system that occupies a certain channel bandwidth (e.g. 20MHz channel). Thus, in case of Bluetooth, we cannot identify which channel should be protected. It should be noted, however, Bluetooth has introduced a technique known as Adaptive Frequency Hopping (AFH). AFH is a function to avoid interference mainly between Wi-Fi and Bluetooth by detection of interference frequency range and re-mapping the transmission sources spontaneously as shown in Figure 2.2-1. This function could also work on IMD interference generated by UL CA. We think that it would be beneficial to discuss whether Bluetooth should be protected with the consideration of AFH. In addition, it may also be effective to find a similar solution in Wi-Fi side. It means that UL CA does not care about ISM bands at all whereas Wi-Fi automatically uses frequency range which is not interfered by IMD.
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Figure 2.2-1: Adaptive Frequency Hopping (AFH)
Suggestion 3: Adaptive Frequency Hopping (AFH) should be taken into account for discussion on whether UL CA needs to protect Bluetooth or not. In addition, it may also be effective to find a similar solution in Wi-Fi side.
3. Conclusions 

Based on the above analysis, we have the following observations on Wi-Fi and Bluetooth protection.
Suggestion 1: Necessity of Wi-Fi, Bluetooth protection should be discussed taking user experience into account.

Suggestion 2: In order to minimize degradation of UL CA, it is beneficial to inform utilized Wi-Fi center frequency and bandwidth from UE to eNB if it is identified in RAN4 that UL CA needs to protect Wi-Fi connection in a quantitative evaluation. 
Suggestion 2a: If the center frequency and bandwidth are specified as victim system agnostic, The GNSS scenario can be covered as well.
Suggestion 3: Adaptive Frequency Hopping (AFH) should be taken into account for discussion on whether UL CA needs to protect Bluetooth or not. In addition, it may also be effective to find a similar solution in Wi-Fi side.
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