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Introduction
A new Study item on Licensed-Assisted Access using LTE (LAA) has been agreed in RAN#65 [1]. The RAN4 related work has already been started from RAN4#74 meeting. 
In this contribution, we describe our first batch of simulation results for adjacent channel co-existence evaluations when an LAA and Wi-Fi system operate in neighbouring carriers. In this contribution, we only present results related to indoor in-building deployment scenario. 
Coexistence Scenarios for evaluations
The layout and deployment parameters are similar to RAN1 evaluations with some additional adjacent channel related parameters are added.
For LAA deployments, both indoor and outdoor scenarios are considered in RAN1 evaluations as described in [2]. The indoor and outdoor scenarios are very similar to scenario 3 and scenario 2a respectively for previously studied small cell scenarios, except that in the case of LAA, there is one (or more) additional license-exempt carrier in the deployment. The indoor and outdoor scenarios are described in Figure 1.
[image: ] 
[bookmark: _Ref410038742]Figure 1 Indoor and outdoor deployment scenario for LAA operation (Source: Figure 8.1-1, [2])
As mentioned earlier, we provide simulation results related to indoor scenario only in this contribution. In Figure 2, we describe the indoor deployment where LAA nodes and Wi-Fi APs are deployment along a corridor.
[image: indoor deployment]
[bookmark: _Ref416636559][bookmark: _Ref416636549]Figure 2 Indoor deployment for in-building scenario
In RAN4, we are supposed to perform adjacent channel coexistence studies, thus the following coexistence cases need to be evaluated:
1. Wi-Fi-LAA coexistence
2. LAA-LAA coexistence
The adjacent channel coexistence case that is studied here is shown in Figure 2.

[image: adjChanlaawifi5ghzhighlevelfigure]
[bookmark: _Ref410388927]Figure 3 Adjacent channel carrier arrangements in LAA and Wi-Fi operations in 5GHz
For all the simulation cases, we propose to limit the bandwidth combinations to 20MHz in both LAA and Wi-Fi nodes. 
Wi-Fi ACLR and ACS
Wi-Fi ACLR is defined from the following spectrum emission mask for 5GHz spectrum in Figure 4. For ACLR, a value of 26dB is defined based on the above spectrum emission mask. This value is achieved by integrating the emission limits between 11 to 29 MHz ranges of the spectra. 
[image: cid:image002.jpg@01D04B6E.A50DB890]
[bookmark: _Ref416634770][bookmark: _Ref416634766]Figure 4 Spectrum emission mask for 5GHz
For ACS, we use the table shown in Figure 5 which is obtained from [3]. As seen from the table, the REFSENS for the lowest modulation is -82dBm. Considering that, we may need 1dB SINR to obtain 10% PER, the noise and interference level is at -83dBm. Having the desired signal 3dB above the REFSENS value (due to diversity gain of the baseline dual RX receiver), we have (-82+3) dBm with 16dB rejection, thus, an adjacent channel signal of -63dBm is allowed. So, roughly, around 20dB ACIR is needed for Wi-Fi. So, we assume a range of ACS for the simulations as it seems, in the Wi-Fi specifications, the selectivity is changed when interferer levels are fixed depending on MCS, while in 3GPP, usually selectivity is fixed when degradation is varied with varying interference levels.  

[image: cid:image001.jpg@01D04B6E.A50DB890]
[bookmark: _Ref416634915]Figure 5 ACR definition in Wi-Fi spec


Based on the above discussions, the following table is used in our simulations: 
  
	System
	ACLR (dB)
	ACS (dB)

	LAA eNB
	45
	45

	LAA UE
	36
	27

	Wi-Fi AP and STA
	~26
	22, 25, 28



Channel access/selection method
In unlicensed spectrum in 5GHz, there will be LBT requirements in most countries in the world. LBT ensures that, a transmitter can only transmit in any carrier if the interference seen at the time is below -62dBm/20MHz. This means that, the channel access is very dynamic in this spectrum. 
	Method 1
	Random node selection
	Only one node from each system is active at a time. This means that, at any point of time, one single LAA node and one single Wi-Fi AP is active. Thus, the victim node does not see any CCI interference. The active node in the interfering network is randomly chosen. 
	Denoted as “any random node”

	Method 2
	Random non-neighboring node selection
	This method is same as above, only that the random node is not neighboring node. As in Figure 2, two LAA and Wi-Fi nodes which are next to each other are taken to be neighboring.
	Denoted as “non-adj random node”


Adjacent channel simulations results for LAA DL
In this section, we present the interference levels seen at the LAA nodes and Wi-Fi APs. These results will give us an indication regarding the transmission opportunity available at the nodes at any point of time. The results also facilitate determining how an LAA node compares to a Wi-Fi node from an adjacent channel coexistence perspective.
Simulation parameters
We adopt all deployment and simulation parameters from TR 36.889 [2]. We list down some of the main parameters in the table below:
	LAA node Transmit power
	18dBm

	Wi-Fi AP Transmit power
	18dBm

	Wi-Fi STA transmit power
	18dBm

	LAA node ACLR
	45dB

	LAA node ACS
	45dB

	Wi-Fi AP/STA ACLR
	26dB

	Wi-Fi AT/STA ACS
	22dB

	LAA node antenna gain
	5dBi

	Wi-Fi AP antenna gain
	5dBi

	Wi-Fi STA and LTE UE antenna gain
	0dBi



Geometry curves
Based on the deployment scenario in Figure 2, we obtain the following geometry curve between LAA nodes and Wi-Fi APs. The geometry curve is shown in Figure 6.
[bookmark: _GoBack][image: ]
[bookmark: _Ref416642326]Figure 6 Geometry curve for channels between nodes in LAA and Wi-Fi system
 As seen in Figure 6, the geometry can be much worse for inter-system compared to the intra-system case, since the minimum distance for intra-system deployment is 30m, while it is 3m for inter-system deployment. Please note that only the geometry between nodes and APs are shown in this figure. 
Impact of adjacent channel operator
In Figure 7, we present the total interference seen at the Wi-Fi AP or LAA node. 
1. The green curves are for the case when LAA is the victim system, while the pink curves for the case when Wi-Fi is the victim system. 
2. The solid lines are the case when LAA is the aggressor, while the dashed line is the case when Wi-Fi is the aggressor.
When we compare the dashed curves (in green and pink), we can see that a Wi-Fi AP operating on frequency f1 sees higher adjacent channel interference from another Wi-Fi AP operating on f2 compared to the case when a LAA node is operating in f2. Thus, this shows that LAA is a good neighbour in terms of adjacent channel interference in unlicensed band.
Similarly, when we compare the case when a Wi-Fi AP is operating in f2 instead of an LAA node in f2 while another LAA node transmits in f1, then the Wi-Fi neighbour introduces higher interference levels compared to a LAA neighbour. 
It should be noted that since in each of the above cases, the interference introduced by the LAA node is always lower, the above observations would also hold if there were more than one AP/node operating in the adjacent channel. Thus we observe the following:
Observation: LAA is a better neighbour compared to Wi-Fi in an adjacent channel for unlicensed band operations.  
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[bookmark: _Ref416647433]Figure 7 Adjacent channel interference results when LAA and Wi-Fi operate in adjacent carrier
In Figure 7, the interfering node is randomly chosen, excluding the neighbouring node of the interfering network. In the following Figure 8, we show the interference results when the interfering node is randomly chosen out of any of the four nodes. In this case, there are some cases when the adjacent channel interference is more than -63dBm/20MHz. In those cases, there will be no transmission opportunity for the victim node. 
[image: ]
[bookmark: _Ref416699612]Figure 8 Adjacent channel interferecne when the interfering node is randomly chosen
To obtain a closer look at the top of the curve, we zoom the above result and show the cases when the victim node/AP loses the transmission opportunities in Figure 9. As it is seen in the figure below, when LAA is neighbour to Wi-Fi, then the transmission opportunity is in the order of 92.5%, while it goes down to around 90% when another Wi-Fi operator is a neighbour to the Wi-Fi AP. On the other hand, when LAA is a neighbour to another LAA network, the transmission opportunity is 100% (solid green curve), while it comes down to around 95% when the adjacent channel operation is from a Wi-Fi network. This proves the previous observation that, “LAA is a better neighbour compared to Wi-Fi for unlicensed band operations ”
[image: ]
[bookmark: _Ref416730828]Figure 9 Zoomed top part of the above figure
Impact on LAA from an adjacent channel LAA operator
We consider only LAA DL in our current study in RAN4. With 45dB ACLR and ~45dB ACS at LAA node, the interference scenario will be much better compared to having a Wi-Fi node as neighbour. In this case, the node that would like to transmit will see much “cleaner” channel, thus, there will be more transmission opportunity for LAA nodes. 
When DL performance of LAA to LAA is considered, then only LAA node to UE interference between operators are seen. In this case, the conclusions similar to normal LTE systems with 18dBm output power (i.e. small cell/pico/indoor kind of scenario) are valid. Thus, there is no need to study in detail. However, if any relaxation of leakage parameters is considered, then we need to study the impact of relaxed requirements on the performance in the presence of LAA to LAA adjacent channel interference.    
UL performance
In this study, we did not consider UL performance. However, the closest interfering node can be within 3 meters from any victim node. Since both UL and DL has 18dBm transmit power in the considerations, the conclusions will be very similar to our simulations above.
Conclusion
In this contribution, we have presented our analysis on transmission opportunities and adjacent channel interference experienced by LAA nodes and Wi-Fi APs when the LAA and Wi-Fi nodes operate in neighbouring carriers as shown in Figure 3. Based on the analysis, it is evident that, a Rel-8 LAA node is a much better neighbour to a Wi-Fi system compared to another Wi-Fi system. Due to significantly better leakage and selectivity performance from LAA, the Wi-Fi AP experiences much less interference from an adjacent channel LAA node, compared to the interference caused by Wi-Fi to LAA.
So, we observe the following:
Observation: LAA is a better neighbour compared to Wi-Fi in an adjacent channel for unlicensed band operations.  
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Figure 20-19—Transmit spectral mask for 20 MHz transmission in the 5 GHz band
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Table 20-23—Receiver minimum input level sensitivity

Adjacent | Nonadjacent | Minimum sensitivity | Minimum sensitivity
Modulation | Rt | channel channel (20 MHz (40 MHz
A ®) | rejection rejection channel spacing) channel spacing)
(@B) (B) (dBm) (dBm)
BPSK 12 16 32 82 -79
QPSK. 12 13 B 76
QPSK 34 1 27 -7 74
16:QAM | 112 s 24 ED E
16QAM | 34 4 20 -70 -67
61-QaM | 23 0 16 66
64-QAM | 314 -1 15 65
64-QaM | si6 =2 14 61 61
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