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1. Introduction
In Ran #65 a new study item on Licensed-Assisted Access using LTE (LAA) was approved [1]. One of the SI objectives is to “identify and define design targets for coexistence with other unlicensed spectrum deployments”. In this contribution we provide an overview of the possible coexistence cases considering both LAA+LAA and Wi-Fi+LAA scenarios.
2. Discussion

The LAA SI specifies the following objective [1]:
· Identify and define design targets for coexistence with other unlicensed spectrum deployments, including fairness with respect to Wi-Fi and other LAA services. This should be captured in terms of relevant fair sharing metrics, e.g., that LAA should not impact Wi-Fi services (data, video and voice services) more than an additional Wi-Fi network on the same carrier; these metrics could include throughput, latency, jitter etc. This should also capture in-device coexistence for devices supporting LAA with multiple other-technology radio modems, where it should, e.g., be possible to detect Wi-Fi networks during LAA operation; note that this does not imply concurrent LAA+Wi-Fi reception/transmission. This should also capture co-channel coexistence between different LAA operators and between LAA and other technologies in the same band. [RAN1, RAN4].

The coexistence aspects should be take into account by RAN1 and RAN4 working groups. First of all, there are two main categories of coexistence studies, co-channel and adjacent channel coexistence. Since RAN1 is studying the co-channel study, RAN4 can focus on coexistence issues related to adjacent channel interference (ACI).
Proposal 1: RAN4 should focus on adjacent channel coexistence for LAA.

Considering LAA and Wi-Fi deployment in unlicensed spectrum, three possible adjacent channel coexistence scenarios can be analyzed under the study of LAA:

· LAA is the aggressor system and Wi-Fi is the victim system
· Wi-Fi is the aggressor system and LAA is the victim system
· LAA is both the aggressor and the victim system

In the next subsections we will take into account each of the above scenarios. We will always assume that LAA and Wi-Fi devices are subject to the same regulatory requirements.
2.1. Coexistence analysis between LAA (aggressor system) and Wi-Fi (victim system) 

When considering Wi-Fi and LAA systems working on adjacent channels several interference scenarios can be foreseen.

If we focus on supplemental downlink (SDL) case, LAA base station will create interference to the adjacent Wi-Fi operating on unlicensed band. In this particular case both Wi-Fi stations (STA) and access point (AP) can be considered as victim systems. Since LAA interference will be created by LAA BS, the most important requirement to be taken into account from LAA design perspective is the BS ACLR. 

If TDD CA case is also evaluated, LAA UEs will also create adjacent channel interference to Wi-Fi AP and STA. In this case UE ACLR will play the key role in determining the amount of ACI affecting Wi-Fi devices. 
A summary of the potential coexistence scenarios is reported in Table 1.
Table 1. Adjacent Channel Interference scenarios for the case: LAA aggressor and Wi-Fi victim.

	Victim
	Aggressor
	Key LAA requirement
	Deployment Mode

	Wi-Fi STA
	LAA BS
	BS ACLR
	SDL/TDD CA

	Wi-Fi AP
	LAA BS
	BS ACLR
	SDL/TDD CA

	Wi-Fi STA
	LAA UE
	UE ACLR
	TDD CA

	Wi-Fi AP
	LAA UE
	UE ACLR
	TDD CA


It is worth noting that the goal of this study is to compare how the interference created by LAA BS/UE operating on channels adjacent to Wi-Fi AP/STA differs from the one created by other Wi-Fi AP/STA, assuming the coexistence between Wi-Fi systems is already established within IEEE specification [3]. In other words, the scope of this study is to understand whether LAA is a better or worse neighbour to Wi-Fi nodes compared to other Wi-Fi nodes. To achieve this goal we need to evaluate the amount of power leakage created by Wi-Fi nodes on adjacent channels. Unfortunately, IEEE specifications [3] do not define ACLR explicitly. However, a transmit spectrum mask is defined for each transmission bandwidth. Figure 1 shows the spectrum mask defined for the 20MHz case. In the presence of additional regulatory restrictions, the device needs to meet both the regulatory requirements and defined spectrum mask.
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Figure 1. IEEE Transmit spectrum mask for 20MHz transmission [3].
It is worth noting that this mask is expressed in dBr, i.e. dB relative to the maximum spectral density of the signal. Therefore by integrating the mask in the 11-29MHz offset region a requirement similar to first ACLR can be obtained. The result of this integration leads to 26.35dBc. As it can be observed, both 3GPP legacy BS and UE ACLR have tighter requirements (45dBc and 30dBc, respectively). Another observation is that Wi-Fi APs/STAs do not adopt any dynamic power control mechanism. Assuming the same regional regulatory requirements (i.e. same max transmit power and PSD limits), as far as UE and BS ACLR are tighter than 26.35dBc there is no need to perform coexistence studies for this scenario since the adjacent power leakage generated by LAA BS/US will be lower compared to Wi-Fi STA/AP leakage.

Proposal 2: Assuming the same regulatory requirements for both LAA and Wi-Fi, as far as both UE and BS ACLRs are tighter than Wi-Fi ACLR, there is no need to study ACI caused by LAA to Wi-Fi.
2.2. Coexistence analysis between Wi-Fi (aggressor system) and LAA (victim system) 

In this scenario Wi-Fi access points and Wi-Fi stations cause adjacent channel interference to both LAA BS and UE. A summary of the possible interference configurations is reported in Table 2. Since LAA is the victim system the key LAA requirement is the BS and UE ACS. Indeed, because of the looser Wi-Fi ACLR requirements (as described in previous section), the interference caused by Wi-Fi STA/AP could be stronger compared to the one generated by other LAA devices operating on adjacent channels. Therefore the scope of RAN4 study for this particular scenario would be to evaluate the effectiveness of the current ACS requirement in a scenario where Wi-Fi nodes are operating in adjacent channel. 
Table 2. Adjacent Channel Interference scenarios for the case: Wi-Fi aggressor and LAA victim.

	Victim
	Aggressor
	Key LAA requirement
	Deployment Mode

	LAA BS
	Wi-Fi STA
	BS ACS
	SDL/TDD CA

	LAA BS
	Wi-Fi AP
	BS ACS
	SDL/TDD CA

	LAA UE
	Wi-Fi STA
	UE ACS
	SDL/TDD CA

	LAA UE
	Wi-Fi AP
	UE ACS
	SDL/TDD CA


2.3. Coexistence analysis between LAA (aggressor system) and LAA (victim system) 

This is the classical intra-system adjacent channel coexistence scenario analysed by RAN4 several times. Depending on LAA deployment mode, three different coexistence cases could be taken into account. The DL coexistence case, i.e. BSs causing interference to UEs operating on adjacent channel, will be present in both SDL and TDD CA cases. UL coexistence, i.e. UEs causing interference to BSs operating on adjacent channel, will be present in case of TDD CA. Finally, the UL to DL, i.e. UE to UE coexistence should be taken into account only for the TDD CA case.
Table 3. Adjacent Channel Interference scenarios for the case: LAA aggressor and LAA victim.

	Victim
	Aggressor
	Key LAA requirement
	Deployment Mode

	LAA UE
	LAA BS
	BS ACLR, UE ACS
	SDL/TDD CA

	LAA BS
	LAA UE
	UE ACLR, BS ACS
	TDD CA

	LAA UE
	LAA UE
	UE ACS
	TDD CA


All the above mentioned scenarios have been already taken into account by RAN4 for classical licensed deployment. Therefore RAN4 should first evaluate if further ad hoc studies are needed for LAA because of different deployment assumptions compared to previous analysis (carrier frequency, BS locations, users density, and so on).
3. Conclusion
In this contribution we provided an overview of the possible LAA-Wi-Fi coexistence scenarios and we made the following two proposals:
Proposal 1: RAN4 should only consider adjacent channel coexistence for LAA.
Proposal 2: Assuming the same regulatory requirements for both LAA and Wi-Fi, as far as both UE and BS ACLRs are tighter than Wi-Fi ACLR, there is no need to study ACI caused by LAA to Wi-Fi.
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