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1. Introduction
In previous RAN4 meetings the issue whether requirements for FeICIC should apply when the victim channel bandwidth and the aggressor channel bandwidth are different was discussed [1], [2]. In this paper we discuss a few aspects of this problem.  
2. Discussion
In [1], 2 possible scenarios have been identified. These are also shown in the Figure below.
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Fig.1 FeICIC scenarios with different channel bandwidths
In [2] Scenario 1 was shown as a possible scenario where a pico cell deployed to increase the capacity would have a narrower bandwidth compared to neighbor macro cells. However, we believe that it is very unlikely that an operator that owns the entire spectrum would deploy a cell on a portion of the bandwidth as leads to less flexibility in the spectrum usage. A much more likely scenario is to have more victim cells deployed in adjacent channels whose total bandwidth would be that of the aggressor cell as shown in Fig. 2. In this case, however, the center frequencies of the victim and aggressor cells are not aligned so the deployment becomes inter-frequency which is out of the scope of this discussion. Another possible scenario presented in [2] is at the boundary of 2 different spectrum allocation schemes where an operator may not own the same spectrum in both areas. First of all, we would like to point out that such a boundary is very unlikely to be in a highly populated area where pico cells that enhance capacity are actually needed. Also, it is unlikely that the spectrum allocation will be offset such that the center of a narrower channel will be the same as the center of a wider channel.(e.g if the spectrum is allocated in 5MHz or 10MHz block it is unlikely that the center of the 5MHz block will be the same as the center of the 10MHz block). Most likely the narrower block will overlap the lower or the upper half of the wider channel(e.g. in Fig. 2 spectrum used by Victim 1 overlaps the lower half of the aggressor block).
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Fig. 2 Deployment scenario with aggressor overlapping multiple victims

In [1], an analysis of both scenarios in Fig. 1 is presented and several conclusions are drawn. We would also like to point out that the UE is not aware of the bandwidth of the other cells that are on the same frequency because this information is not contained in the CRS assistance data and the UE is not required to read the PBCH contents of other cells. Furthermore, if demodulation is affected by these deployment scenarios, then even if RRM requirements could still be met, the scenario is not of any interest since the UE would not be able to communicate properly with the network and the system performance and user experience would be degraded. 

In [1] it was already shown that Scenario 2 is more problematic because the UE will try to cancel CRS in parts of the channel bandwidth where this is not transmitted. The impact of this on demod performance has not been studied in RAN4 and it is not clear whether the same requirements could be applied. 
Scenario 1 in Fig. 1 would work in theory if the serving cell were the victim. Even in this case, if wideband measurements are configured then the UE would not be able to measure the entire bandwidth of the aggressor cell so measurement performance could be degraded. In the case when the aggressor is the serving cell, measurements of the victim cell would not work if the configured measurement bandwidth is wider than the victim cell. Hence, even in scenario 1, some conditions have to be met in order to apply the same requirements that would apply to the case where all the cells have the same bandwidth.

Considering all the above observations, it can be concluded that there are certain caveats to applying the currently defined FeICIC requirements to cases where the victim and aggressor cells have different bandwidths.  Also, as the different bandwidth scenarios are unlikely to appear in real deployments, our proposal is to apply the FeICIC requirements only in cases when all the cells have the same channel bandwidth.
Proposal : FeICIC requirements apply only to the case when the channel bandwidth of all cells is the same.

3. Conclusion
In this paper we briefly analysed the problem of applying the FeICIC requirements to cases when the victim and aggressor cell have different bandwidths as illustrated in Fig. 1. We found that there are several caveats to applying the currently defined requirements to these cases. Also, considering that such deployment scenarios are very unlikely we propose to apply the requirements only to scenarios in which all the cells have the same bandwidth.

Proposal : FeICIC requirements apply only to the case when the channel bandwidth of all cells is the same. 
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