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Introduction
The TR requires introductory text for the Test Methodology section. This section is an appropriate place to list selection criteria for the methodologies.
<text proposal>

8.1
Comparison of different test methods

Methodologies under consideration for AAS testing are presented in 8.1.2. Each methodology has strengths and weaknesses which are considered in developing compliance tests. 

Test methodologies are compared on multiple criteria:
· Completeness. A methodology is considered complete if it can provide sufficient data to demonstrate compliance. 
· Accuracy. The methodologies must provide results that correctly characterize the performance of the equipment under test. Methodologies that require extensive calibration or numerous calibration factors are sensitive to systematic error. 
· Measurement Equipment Capabilities. The methodologies must be possible to implement with commonly available test equipment. Sufficient margin must exist between the test equipment noise floor or other test equipment limitations and the characteristic in question.  Results recorded near the limits of the equipment capabilities tend to have poor accuracy.
· Repeatability.  Repeatability is a measure of the ability of a methodology to produce the same measurement results for multiple test iterations conducted by multiple test operators at multiple test sites. Methodologies that are very sensitive to calibration or subtle changes in the test environment are associated with questionable repeatability.
· Cost-effectiveness.  Given sufficient resources, any of the test methodologies could conceivably be demonstrated to produce acceptable results. However, some methodologies require significant effort and test discipline (and thus expense) to produce results with the required accuracy and place extensive demands upon test facilities. Reasonable compromises must be considered where the cost of producing acceptable results with a more complicated methodology is prohibitive. 
· Implementation neutrality. The methodology should not place constraints on implementations. Requirements for test ports and test fixtures should be minimized. 
<end of text proposal>

