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1 Introduction
The approach of protecting the downlinks of eNBs based on determining whether victim UEs are in the neighbourhood of the HeNB was discussed in [1-5]. Such approaches were shown to provide significant performance benefits at HeNBs. A text proposal for the draft TR [8] to capture this approach is therefore proposed.
2 Text Proposal
7.2
Control of HeNB Downlink Interference
:
7.2.X Victim UE Aware Downlink Interference Management
For closed access HeNBs, protection of the downlinks of other cells is an important consideration and can be done on the basis of managing the usage of power and/or resource blocks. This may restrict the operation of the HeNB such that the HeNB performance may be degraded. To avoid restricting the HeNBs unnecessarily, it can be detected whether there are victim UEs in the vicinity of the HeNB. If so then full protection is provided. If not then a reduced level of protection can be provided. 
Two basic approaches to determining whether there are victim UEs in the vicinity of a HeNB are:

A) Determination at the macro eNB on the basis of reported UE measurements.

B) Determination at the HeNB on the basis of detection of uplink transmissions from victim UEs.

7.2.X.1 Determination based on reported UE measurements
This approach requires new signalling support via X2 or S1 and significant changes to macro eNB functionality and as such may not be feasible for release 9. 

7.2.X.2 Determination based on detected uplink transmissions
This approach implies no standardisation impact. 

Active mode victim UEs in the vicinity of a HeNB will be transmitting on the uplink and these uplink transmissions may be detected by the HeNB. In the case of interference management by controlling HeNB downlink power, such an approach allows the same level of protection to be provided to the macro UEs while improving HeNB performance significantly.
If the uplink transmission from the victim UE only occupies a portion of the frequency or time resource then the presence of such a UE could be inferred from variations in the IoT measured at the HeNB over frequency or time. However this approach has the drawback of being unable to distinguish between a single dominant signal from a nearby UE or multiple overlaid signals from a number of further away UEs.

In order to better detect if there is a nearby UE requiring protection on the downlink, the properties of the reference signals can be used. The reference signals have markedly different characteristics to the data bearing signals or to noise. The differences are exhibited in the frequency domain (and equivalently autocorrelation function), and time domain (e.g. peak to average ratio) [5].  This applies to reference signals used for PRACH, SRS and demodulation reference signals.

The victim UEs will be most vulnerable when they are at or near the edge of their own cells and relatively close to the HeNB. In this case the victim UEs will likely be transmitting with a relatively high power and the pathloss to the HeNB will be relatively low. Therefore the SINR of the received reference signals at the HeNB for the most vulnerable UEs will be high, and the detection at the HeNB will be reliable. In [5] it was shown that the SINR would typically be well in excess of 20dB, and that for one particular example detection algorithm, the missed detection rate is no more than 1e-3 for a false alarm rate of <0.005 when the SINR=20dB when detection is performed for a single slot.
7.2.X.3 Simulation Methodology
The performance benefits of victim UE aware approach have been evaluated by system simulation. The simulation methodology defined in [6] and [7] is assumed with the following specific parameters:

	Parameter
	Assumption

	Deployment
	Suburban, 7 sites (21 sectors) with wrap-around, 500m ISD.

10% of home UEs are outdoors and 0% of macro UEs are outdoors, macro UEs can be dropped within femto house.

	Exterior Wall Loss
	20dB

	Shadowing correlation (one BS to multiple UEs)
	Correlated Shadowing

	Femtocell downlink power control
	Max power based on limiting interference to macro UEs (a similar approach to that described in [3GPP 25.967] section 7.2.1 for WCDMA).

	Link to System Mapping
	Per sub-carrier capacity approach

	Scheduler
	Proprietary Frequency Selective/Proportional Fair

	Traffic model
	Full Buffer


Table 1: Simulation Parameters
A “baseline” interference mitigation approach is implemented where a power “cap” is placed on the HeNBs in order to protect the macro downlink for macro UEs in the vicinity of the HeNB (using a similar approach to that described in 3GPP 25.967 section 7.2.1 for WCDMA).  The power cap is typically static or semi-static and is a function of the pathloss to the neighbouring macro eNBs. This fixed protection scheme is compared to the proposed approach where nearby victim UEs are detected based on their uplink transmissions
7.2.X.4 Simulation Results
Figure 1 below shows the average macro eNB sector throughput as a function of the density of HeNBs in the sector. Results are shown for the baseline approach (labelled “Fixed Protection”) and enhanced approach (labelled “Proposed”). It can be seen that both interference mitigation approaches protect the macrocell UEs equally.
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Figure 1: Macro eNB downlink average sector throughput
Figure 2 below shows the cell edge (5 percentile) macro user throughput as a function of the density of HeNBs in the sector. It can be seen that the two approaches protect the macrocell UEs almost equally. Note that the 5 percentile performance degrades quite quickly, this is because with increasing HeNB density there is a higher probability of a macro UE falling within the HeNB house. E.g. with 40 HeNBs per macro sector the probability that a macro UE falls within a HeNB house is about 8%. Hybrid or open access systems would likely improve this performance.
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Figure 2: Macro eNB downlink 5 percentile user throughput
Figure 3 below shows the average HeNB throughput as a function of the density of HeNBs in the sector. Results are shown for the baseline approach (labelled “Fixed Protection”) and enhanced approach (labelled “Proposed”). It can be seen that the HeNB performance is improved with the enhanced interference mitigation approach.
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Figure 3: HeNB downlink average sector throughput 
Figure 4 below shows the cell edge (5 percentile) HeNB throughput as a function of the density of HeNBs in the sector. It can be seen that the HeNB performance is significantly improved with the enhanced interference mitigation approach. 
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Figure 4: HeNB downlink 5 percentile user throughput 
7.2.X.5 Protection of idle mode UEs
For both approaches A and B defined above, if the HeNB is closed (CSG), an issue arises as to how to protect idle mode UEs. In the case of approach A, such UEs will not be reporting measurements to the macro eNBs. For approach B, idle mode UEs will not be transmitting in the uplink and therefore there is no opportunity to detect them at the HeNB.

The same methods used to protect macro eNB downlink control channels (PBCH, SCH, PCFICH, PDCCH, PHICH) from HeNBs for rel9 can also be used to protect these channels for idle mode UEs when employing the victim aware protection schemes. These methods rely on introducing orthogonality in the time or frequency dimension between HeNB transmissions and the eNB control channel transmissions. Furthermore similar approaches could be used for the protection of paging and system information messages. For example the same (e.g. 1 or 2) DL RBs could always be used to send paging and system information mapped to PDSCH from on the macro eNB, and these could always be protected by the HeNB. The RBs to protect at the HeNB could, for example, be configured via OAM. 

3 Conclusions

A TP for the TR 36.9xx is proposed for the approach of protecting the downlinks of eNBs based on determining whether victim UEs are in the neighbourhood of the HeNB. 
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