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1. Introduction

This document proposes modifications to BSIC verification requirements. Modifications to the Initial BSIC identification compressed mode patterns are also proposed. 

When the current patterns in TS25.133 were chosen, the simulation assumptions of the old simulations were not thoroughly checked. We found out that the old simulation assumptions did not take into account e.g. the pilot field of the last gap slot and the UL/DL offset.  In our new optimisation simulations the worst case with correct assumptions are used.  We have also performed similar simulations to find out good BSIC re-confirmation patterns. Based on the simulations we propose some BSIC re-confirmation patterns as well.

The CR to TS25.133 is also attached.

2. Proposal

For the initial BSIC identification compressed mode patterns we have assumed the serial search since the parallel search is not a requirement for the UE.  In the proposed figures two SCH decoding attempts are assumed. With 16% error probability (GSM 05.05), two consecutive independent detections give a total detection error rate of 2.56 %. False alarm is negligible since CRC is also available. In order to avoid wasting capacity too much we believe that two attempts are enough. The number of attempts also matters in pattern optimisation so that the pattern for two attempts is not necessarily the best for three attempts etc. 

We also propose a new parameter TPRC_max_per_cell  to be introduced both for the initial BSIC identification and re-confirmation. The unit is proposed to be the same as for TGPRC, i.e. number of patterns. Currently TS25.331 does not contain this parameter and therefore if the concept is agreed, a request for such a parameter should be sent to RAN2.
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8.1.2.4.2 BSIC verification 

The procedure for UE measurements on a GSM cell with BSIC verified requested can be divided in the following two tasks:

1. Initial BSIC identification
Includes searching for the BSIC and decoding the BSIC for the first time when there is no knowledge about the relative timing between the FDD and GSM cell. The UE shall trigger the initial BSIC identification within the available transmission gaps with purpose “GSM Initial BSIC identification”.

2. BSIC re-confirmation
Tracking and decoding the BSIC of a GSM cell after initial BSIC identification is performed. The UE shall trigger the BSIC re-confirmation within the available transmission gaps with purpose “GSM BSIC re-confirmation”.

Measurements on a GSM cell can be requested with BSIC verified or BSIC non-verified.

The BSIC of a GSM cell is considered to be “verified” if the UE has demodulated the SCH of the BCCH carrier and identified the BSIC at least one time (initial BSIC identification). From that moment the BSIC re-confirmation is started, the BSIC of a GSM cell is considered to be “verified” if the UE has re-confirmed the BSIC of a GSM cell  at least once every N* TGPRC_max_per_cell  in the BSIC re-confirmation method Alternative 1 defined in Section 8.1.2.4.2.2. The BSIC of a GSM cell is considered to be “verified” if the UE has re-confirmed the BSIC of a GSM cell in Alternative 2 after the “dedicated” BSIC re-confirmation  pattern as defined in Section 8.1.2.4.2.2. Otherwise the BSIC of the GSM cell is considered as “non-verified”. The time requirement for initial BSIC identification, Tidentify GSM, and the BSIC re-confirmation interval Tre-confirm GSM and the limits for N can be found in the sections below.

If GSM measurements are requested with BSIC verified the UE shall be able to report at least the [6] strongest GSM cells with BSIC verified if the verification of the BSIC has been successful for all the [6] strongest cells.

The UE shall be able to perform BSIC verification  at levels down to the reference sensitivity level or reference interference levels as specified in GSM 05.05.

8.1.2.4.2.1 Initial BSIC identification 

This measurement shall be based on a transmission gap pattern sequence with purpose “GSM Initial BSIC identification”

For GSM cells that are requested with BSIC verified the UE shall attempt to demodulate the SCH on the BCCH carrier of at least 6 GSM cells indicated in the measurement control information. The UE shall give priority for synchronisation attempts in signal strength order for GSM cells with unknown BSIC. The UE shall be able to perform initial BSIC identification on one new GSM cell, with unknown BSIC, within the time specified as Tidentify GSM in Table 8.2. When N new GSM cells are to be BSIC identified  the time is changed to N *Tidentify GSM.
Table 8.2: The maximum time for identification of one previously not identified GSM cell


























































































TGL1

[slots]
TGL2

[slots]
TGD

[slots]
TGPL1

[frames]
TGPL2

[frames]
Tidentify GSM 
[s]
TGPRC

(identify)
Tre-confirm GSM
[s]
TGPRC

(re-confirm)

Pattern 1
7
0
0
3
0
1.53
51
1.29
43

Pattern 2
7
0
0
8
0
5.20
65
4.96
62

Pattern 3
7
7
47
8
0
1.95
25
1.71
22

Pattern 4
7
7
38
12
0
2.79
24
2.55
22

Pattern 5
14
0
0
8
0
1.76
22
1.52
19

Pattern 6
14
0
0
24
0
5.04
21
4.80
20

Pattern 7
14
14
45
12
0
1.35
12
1.11
10

Pattern 8
10
0
0
12
0
2.76
23
2.52
21

Pattern 9
10
10
75
12
0
1.49
13
1.25
11

Pattern 10
8
0
0
8
0
2.80
35
2.56
32

Pattern 11
8
0
0
4
0
1.52
38
1.28
32

If the BSIC of a GSM cell has been successfully identified the UE shall continue BSIC identification with the next, in signal strength order for at least the [6] strongest GSM cells, GSM cell with unknown BSIC. The GSM cell for which the BSIC has been successfully identified shall be moved to the BSIC re-confirmation procedure, see section 8.1.2.4.2.2.
If the UE has not successfully identified the BSIC within the time TGPRC_max_per_cell, the UE shall abort the BSIC identification attempts for that GSM cell. The UE shall continue to try to perform BSIC identification on the next GSM cell in signal strength order. The GSM cell for which the BSIC identification failed shall not be re-considered for BSIC identification until BSIC identification attempts has been made for all the rest of the [6] strongest GSM cells with unknown BSIC in the monitored set.

8.1.2.4.2.2  BSIC re-confirmation

This measurement shall be based on a transmission gap pattern sequence with purpose “GSM BSIC re-confirmation”
Alternative 1: Network does not utilise timing information
The time requirement for BSIC re-confirmation of one GSM cell, is specified as Tre-confirm GSM in Table 8.3. The patterns defined in Table 8.2 can also used for BSIC re-confirmation. Tre-confirm GSM  for those patterns is given in Table 8.2.
Table 8.3: The maximum time for BSIC re-confimation for one GSM cell

TGL1
[slots]
TGL2
[slots]
TGD
[slots]
TGPL1
[frames]
TGPL2
[frames]
Tre-confirm GSM [s]
TGPRC
(re-confirm)

Pattern 1
7
0
0
3
0
1.29
43

Pattern 2
7
0
0
8
0
4.96
62

Pattern 3
7
0
0
15
0
7.95
53

Pattern 4
7
7
69
23
0
9.89
43

Pattern 5
7
7
69
8
0
2.61
33

Pattern 6
14
0
0
8
0
1.52
19

Pattern 7
14
14
60
8
0
0.76
10

Pattern 8
10
0
0
8
0
1.76
22

Pattern 9
10
0
0
24
0
4.80
20

Pattern 10
8
0
0
8
0
2.56
32

Pattern 11
8
0
0
23
0
7.82
34

 If the UE has not been able to re-confirm the BSIC for a GSM cell within TGPRC_max_per_cell , the UE shall abort the BSIC re-confirmation attempts for that GSM cell. The GSM cell shall be treated as a new GSM cell with unidentified BSIC, i.e. the GSM cell shall be moved to the initial BSIC identification procedure, see section 8.1.2.4.2.1. The parameter N is the number of GSM cells to be re-confirmed. The UE shall be able to make re-confirmation attempt for [6] strongest GSM cells.

Alternative 2: Network utilises timing information

The BSIC re-confirmation with this method works only if the network provides a compressed mode pattern sequence with a gap positioned so that the SCH of the target GSM cell is in the middle of the effective measurement gap period. If the networks provides a gap defined above with additional requirements defined in Table 8.u, the UE shall be able to perform one BSIC re-confirmation attempt in one gap. If two BSIC re-confirmation attempts are required from the UE, the network provides two gaps, which are matching to the timing of the SCH to be decoded.
Table 8.u: The gap length and total tolarated timing inaccuracy for BSIC re-confimation 
Gap length

[slots]
Total tolerated timing inaccuracy

[(s]

5
( 500

7
( 1100

10
( 1700

14
( 2900

The BSIC re-confirmation time is dependent on the BSIC re-confirmation pattern sequence provided by the network. If the UE has not been able to re-confirm the BSIC for a GSM cell with the given “dedicated BSIC re-confirmation pattern sequence”, the UE shall abort the BSIC re-confirmation attempts for that GSM cell. The GSM cell shall be treated as a new GSM cell with unidentified BSIC, i.e. the GSM cell shall be moved to the initial BSIC identification procedure, see section 8.1.2.4.2.1. If several BSICs can be re-confirmed in the same gap, the UE shall attempt to re-confirm the BSIC for which the time since the last re-confirmation is the longest.
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