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1
Introduction
This document reflects the registration process of the 3G HNB with the network. It is proposed to foresee functionality at RNL level.

2
Discussion
2.1
Registration process

A 3G HNB Registration process may contain the following steps:

0.
It is assumed that

a
the operator employs a 'security gateway', which can provide secure access to the operator network.

b
the home 3G HNB, which can be located anywhere in the internet, can establish a secure tunnel to the security gateway for connecting to the operator network

c
the 3G HNB is able to use standard DHCP to get internet connectivity,

d
the 3G HNB contains a “default software package” which is not operator specific but rather vendor specific, for which reason a web service (or something similar) could be provided for all customers.

1.
The operator may place a security gateway “contact address” for an 3G HNB at this service and the 3G HNB could query the service to find the security gateway that it is supposed to connect to, as the vendor-specific address can be a fixed one.

2.
The 3G HNB establishes a secure connection to the security gateway, with the security gateway verifying the identity of the home eNB and maintaining the secured connection of the 3G HNB into the operator network. The process of step 2 will be specified in 3GPP TSG SA WG3 together with any impact for existing or to be defined interface specifications.

3.
The 3G HNB should now be in the possession of means to contact the 3G HNB GW, which address may be delivered in step 0.d.

1.
The 3G HNB starts the 3G HNB Setup Procedure, which provides the 3G HNB GW with 

-
a globally unique 3G HNB Identity. This 3G HNB Identity shall be known within the 3G HNB GW.

-
a list of 2G and 3G (and maybe already LTE) cells and frequency which reflects the radio environment as detected by the 3G HNB.

-
the number of cells the 3G HNB is able to operate

-
and possible others

2.
If the 3G HNB Identity is known within the 3G HNB GW, the 3G HNB is provided with basic RNL configuration parameter like

-
a (list of) UTRAN Cell Id(s) 

-
the RNC-Id of the 3G HNB GW

-
the LAC and RAC the 3G HNB shall broadcast

-
the PLMN Id(s) the 3G HNB shall broadcast

-
the frequency in which the 3G HNB is allowed to be operated

- 
RNC-Id length of 3G cells the 3G HNB has detected

-
Set of scrambling codes the 3G HNB is allowed to operate with (assumption that it has to make a local decision based on scanning results)

-
other RRC broadcast related paramterisation information (ffs)

-
and possible others

3.
If the 3G HNB GW does not recognise the 3G HNB or does not allow the 3G HNB to operate within its domain, it shall reject the Setup Request.
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