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1. Introduction
In this discussion paper, we present several enhancements for release 8 toward supporting idle mode cell selection and cell reselection for the UTRA HNB deployment.
The discussion focuses on HNBs, though the concept of CSG could be extended also to non HNB cells. 

2. Discussion
2.1.  Idle Mode Access Control
There are two main paradigms for supporting access control for closed subscriber group (CSG) – operator controlled approach and operator & user controlled approach. 
· Both these approaches rely on a CSG Identities white list (WL) present in both USIM [1] and the network to enforce the access control. CSG Identity (CSG ID) is a unique numeric identifier that identifies the CSG. 
The WL in the network should be managed by the HSS along with other subscriber information.
In the operator controlled approach, operator retains the control of the WL, and the subscriber is not permitted to add or delete the entries in the WL. With a single point of control, the operator controlled approach offers simplicity in managing the list by eliminating any conflicts. Furthermore, the risk of users registering to unauthorized CSG-IDs is minimized.

. In the operator & user controlled approach, a subscriber can add and remove entries from the WL.  User control offers flexibility in access control at the expense of complexity in managing the WL (synchronization between network and SIM stored permissions) and higher risk of unauthorized User registration attempts. 
Proposal 1: With the tight schedule to complete release 8, adopt operator controlled approach for Rel8 CSG access control.  Consider the adoption of operator & user controlled approach for a later release. The support for user control can be easily extended by introducing user controlled WL in later release in addition to the operator controlled WL supported in release 8.
2.2. Idle Mode Access Control Layering

Idle mode access control for closed subscriber group can be implemented at either Non-Access Stratum (NAS) or Access Stratum (AS). 
Access control at the AS can be implemented either in the RNC function in the HNB or a related function in the HNB-GW. AS has access to the temporary identifiers of a subscriber such as TMSI and P-TMSI; however, AS requires access to the permanent identity of the subscriber for the access control. Although mechanisms exist to get the permanent identity by either querying the UE or by using signalling to/from the CN elements, these mechanisms compromise subscriber anonymity or layering principles respectively. Further, NAS procedures such as LA Update or RA Update provide natural opportunity for access control, and the CN elements such as MSC and SGSN that are involved in these NAS procedures can leverage the existing interfaces to the HSS for using WL in enforcing access control without any layering violation.
Proposal 2: Use NAS procedures for Idle mode CSG access control (UE location registration).
2.3. Mixed Closed/Open Access HNBs Deployment

Although for release 8 3GPP has limited its scope for CSG deployment of HNBs, it is possible that the operators may consider open access deployment of HNBs. Operators may deploy HNBs with open access as default, and may permit the subscribers to either turn on or turn off access control later as needed.  . It is thus possible that in a HNB deployment some HNBs are open and some HNBs are closed. We request 3GPP to support this mixed mode of deployment for release 8. To support the mixed mode deployment, HNB should include the indication of whether the HNB is closed or open in the system information. 
Although an open access HNB provides access to any subscriber, it may provide special home zone billing only to HNB owners. In order to support user specific prioritization of open HNBs, a CSG-ID could be assigned to an Open HNB for prioritization purposes. The WL could therefore include 

· The set of authorised CSG IDs that the subscriber is authorised to use (for closed HNBs). 

· The set of CSG-IDs that the UE will prefer/prioritize (for closed and open HNBs), compared to CSG-IDs not in the WL. This preference mechanism could be used for Open HNBs in case of user specific billing plans.

Proposal 3: Support the mixed open/closed access  deployment for release 8.
Proposal 4: Support the principle that a open HNB could be assigned a CSG-ID. 
2.4. HNB Identification

We now summarize the variety of identifiers and indicators considered already by 3GPP , along with new proposed parameters/indicators.

We assume that HNB PSCs will be broadcast to the UEs in the Neighbour list of the surrounding cells (SIB11), using a certain set (configurable by the network) of PSCs in case of shared carrier or any PSC in case of HNB dedicated carrier.
	Parameter
	Usage
	Transport
	Comment

	HNB indicator
	Differentiates HNBs from Macro NBs in neighbour list
	Sent in MNB/HNB neighbour list (SIB11)
	NEW.

Can be set for one entire frequency carrier

	HNB identifier (HNB-ID)
	Textual identifier for user display purpose
	Sent in HNB SIB3
	Already introduced in [1] for HeNB.
HNB identifier should be provisioned by the network into the HNB. This would need OA&M standards support.

	Access indicator
	Distinguishing close/open HNBs
	Sent in HNB SIB3
	NEW.

Proposed here for mixed closed/open access deployment

	CSG-ID
	Numeric identifier for access control 
	Sent in HNB SIB3
	. Already introduced in [1]


Proposal 5: Introduce the above parameters in the corresponding proposed SIB types. 
2.5. Cell Selection and Cell Reselection

2.5.1. Manual HNB Selection

On manual HNB selection, UE shall present the list of HNB identifiers (HNB-ID) for all the detected HNBs (identified by HNB indicator in the SIB 11of the serving cell), in the following priority:
1. HNB-IDs of the cells whose CSG-ID is present in the (U)SIM WL, if any, in the same WL priority order (same order as the CSG identities appear on the white list).

2. Other HNB-IDs, in order of RF quality (from best to worse)
Upon User selection of a HNB, UE shall attempt the reselection of the selected HNB.
If no HNB are detectable, manual selection process ends and UE shall remain on the current cell.

2.5.2. Automatic HNB Selection

For automatic HNB selection, UE will follow the measurement rules specified in 25.304 with the following update:
1. On discovery of the HNBs (identified by HNB indicator in the SIB 11 transmitted by the serving cell), determine the access indicator and the CSG-ID of the detected HNBs (broadcast in HNBs’ SIB3).
2. Rank all the measured cells based on legacy rules specified in 25.304.
3. Remove all the closed HNBs not in the WL from the ranking without restricting their frequencies of operation.
4. Reselect the highest ranked cell.
Proposal 6: Update the cell reselection procedure to include both manual and automatic HNB selection algorithms described above
2.6. Location Registration of UE at HNB
Although CSG-ID based registration, where UE attempts registration on discovery of a new CSG-ID, is possible, we recommend the use of the existing LAC / RAC based registration to support the deployment of HNB with both pre-release 8 UEs and release 8 UEs. Furthermore, limiting to LAC / RAC based registration avoids complexities due to interaction between CSG-ID and LAC / RAC provisioning.
2.6.1. Location Registration for Rel8 UEs

To support CSG based access control, each closed CSG HNB should preferably belong to unique LAC / RAC.
 On selection of a suitable HNB, UE will perform location registration when HNB belongs to a new LAC. 
A Rel8 HNB will convey its CSG ID to the MSC / SGSN in the RANAP signalling. MSC / SGSN will perform the necessary access control while coordinating with the HSS.
In the automatic selection mode, UE shall select only closed HNBs belonging to the CSG IDs listed in the UE WL. However, in manual selection mode, UE can attempt selection of closed HNB with CSG ID not included in the UE WL. When UE lacks authorisation to access the HNB, registration will be rejected.
If CSG-ID is not conveyed to CN (e.g. for pre-Rel 8 HNB), MSC / SGSN will use the reject cause #15 “No Suitable Cells in Location Area”. 
If CSG-ID is conveyed to CN, MSC / SGSN will use a new reject cause “CSG not allowed”.

On LR reject cause, UE shall not store the LAC in the forbidden LA list, and 
· if it received LR reject with cause #15

i. UE shall bar only the LAC (and not the current frequency) for a configurable duration. 

· if it received LR reject with the new cause “CSG not allowed”.

i. UE shall bar only the CSG-ID for a configurable duration

This behaviour will avoid difficulties in HNB selection due to LAC conflict as well as service outage when alternative coverage is available. 
2.6.2. Location Registration for legacy (pre-Rel8) UEs

A Rel8 HNB can convey its CSG-ID to the MSC / SGSN in the RANAP signalling also for pre-Rel8 UEs. MSC / SGSN will perform the necessary access control while coordinating with the HSS.

If the CN knows that the UE is pre-Rel8, then MSC / SGSN will use the reject cause #15 “No Suitable Cells in Location Area”, and UE will apply legacy rules upon LR reject.

Proposal 7:  CSG ID of the HNB should be conveyed to the MSC / SGSN via RANAP signalling.

Proposal 8:  Both pre-release 8 and release 8 UEs will use the existing LA/RA update procedure for triggering Location Registration to a HNB, only if LAC/RAC has changed.

Proposal 9: Introduce a new reject cause for release 8 UEs for LA update rejection due to unauthorised CSG.

2.7. White List Management

For release 8, we propose operator controlled model outlined in section 2.1.  With this approach, WL is controlled by operator and is never modified by the UE. On manual selection, in spite of the result of selection, UE shall not update the WL. We recommend this approach for release 8 due to its simplicity. The single point of control in network helps overcome issues due to conflict in user control and operator control. 3GPP may consider the use of user controlled WL in addition to the operator controlled WL for a future release.
The WL can be provisioned to the U(SIM) either using NAS signalling or using standard application. Use of application layer mechanism to manage WL is independent of the signalling protocol and hence, desirable. SIM Application Toolkit may also be used to provision U (SIM) with the appropriate WL.

 Proposal 10: Specify an application layer mechanism to provision and manage the WL in U(SIM)
3. Conclusion
Proposal 1: Adopt operator controlled approach for access control for release 8. Consider the adoption of operator & user controlled approach for a later release.

Proposal 2: Use NAS procedures for CSG access control.

Proposal 3: 3GPP should support the mixed mode deployment for release 8.

Proposal 4: Include access indicator flag in the system information indicating whether the HNB is closed or open.
Proposal 5: Introduce the new HNB parameters defined in sec. 2.4 in the proposed SIB types. 
Proposal 6: Update the cell reselection procedure to include both manual and automatic HNB selection algorithms described in sec. 2.5
Proposal 7: CSG ID of the HNB should be conveyed to the MSC / SGSN via RANAP signalling

Proposal 8: Pre-release 8 UEs will continue using the existing LA update procedure on selection of HNB.

Proposal 9: Introduce a new reject cause for release 8 UEs for LA update rejection due to unauthorised CSG.

Proposal 10: Specify an application layer mechanism to provision and manage the WL in U (SIM)
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� The LAC address space is limited to 216; however, with proper planning the address space can be reused across different geographic areas. Such planning will allow neighboring CSGs having a unique LAC/RAC and reduce the probability of LAC conflict among HNBs.
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