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1. Introduction

The RAN3 study on the deployment of the 3G Home Node B in UTRAN concluded that the support of the 3G Home Node B could be ensured in principle within the framework of the UTRAN architecture defined in TS 25.401 [1], with the support of legacy UEs and Core Networks. It was also concluded that new functions such as the HNB Registration and UE Registration would be supported via the new protocol Home NodeB Application Protocol (HNBAP) between the 3G HNB and HNB-GW.

However, the study has currently listed a number of possible transport options for carrying RANAP over the Iuh interface (between the 3G HNB and the 3G HNB-GW). The three options listed for the transport of RANAP over the Iuh interface are

1. RANAP over SCCP

2. RANAP over SCTP with UEs identified by use of PPI

3. RANAP over SCTP with an adaptation layer
In [6] a number of companies including Kineto provided further details for option #3 i.e. transport of RANAP via the use of an adaptation layer over the Iuh interface. 
This document suggests some enhancements to the concepts in [6] which improve the efficiency of RUA while simplifying the RUA procedures themselves.
2. Discussion
2.1 Adaptation Layer Design Objectives

The principle role of the adaptation layer (referred to in this document as "RANAP User Adpatation" (RUA) layer) is to provide a lightweight mechanism to transport RANAP messages and control functions between HNBs and HNB-GWs.

The design of the RUA layer minimizes the functions provided by the RUA and maximizes the re-use of existing RANAP functionality.  
The key objectives guiding the RUA design are: 
1) No changes to RANAP message definitions; contain all necessary changes to RUA header
2) Minimize the decoding / processing of ASN.1 RANAP messages at the HNB-GW whenever possible – this means more RANAP messages may be relayed transparently by the HNB GW
3) Minimize the procedures defined in the RUA by not duplicating existing RANAP procedures
4) Eliminate all NAS layer handling in HNB-GW

5) Simplify context-ID allocation and functional overhead

As defined in this contribution, the RUA layer is extremely lightweight and should require minimal work to define in specifications.
2.2 RUA Protocol Stack

The following figure shows the protocol stack for the signalling transport in the CS and PS domains..
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Figure 1: Protocol stack for transport of RANAP messages over the Iuh interface
The key characteristics of this protocol architecture are

· SCTP [2] is used as a reliable transport protocol over the Iuh interface

a. A single SCTP association is established between HNB and HNB-GW. 
b. The same SCTP association is used for the transport of both the HNBAP messages as well as the RANAP messages over the Iuh interface.
c. The Payload Protocol Identifier is used to identify the protocol being transported in the SCTP data chunk. In this case PPI value would need to be reserved identifying the transport of RANAP messages using RUA.
d. Each SCTP association contains a number of “streams” which are used to support multiple flows across the Iuh interface. A dedicated SCTP stream (e.g. stream id 0 of the underlying SCTP transport association) shall be used for the transport of connectionless RANAP messages between HNB & HNB-GW. For the transport of connection-oriented RANAP messages, the choice of using one SCTP stream for each UE signalling vs multiplexing multiple UE signalling over few SCTP streams is left as an implementation decision
· Use of IPSEC protocol for securing the Iuh interface.
· Transport of RANAP messages over the Iuh interface via the use of RUA (RANAP User Adaptation) layer over SCTP.
2.3 Key definitions and concepts for the adaptation layer

As described above, an adaptation layer is used to allow RANAP messages to be transported over the Iuh interface using SCTP. The transport of RANAP using the adaptation layer utilizes the following key definitions and concepts over the Iuh interface:

UE Context Id: The UE Context Id shall be allocated by the HNB-GW during UE registration to uniquely identify the UE over the Iuh interface within the HNB-GW for a particular domain. When the HNB receives the UE Context Id from the HNB-GW, the HNB shall store it for the duration of the UE registration. Once known to the HNB, this information is included in all the UE associated signalling (for uplink as well as downlink directions). Additionally, the UE Context Id value is also utilized by the HNB and HNB-GW as the “Iu Signalling Connection Identifier” attribute value for use in the RANAP messages.
UE-associated signalling: When RANAP messages associated with a given UE are identified via a UE-associated logical Iuh-connection between HNB and HNB-GW.

UE-associated logical Iuh-connection: The UE-associated logical Iuh-connection uses the UE Context Id. For a received UE associated RANAP message, both the HNB-GW and HNB identify the associated UE based on the UE Context Id.
RANAP Procedure Code: The adaptation layer contains the RANAP procedure code value from TS 25.413 [3]. The RANAP procedure code in the adaptation layer provides a mechanism for the HNB-GW to relay the RANAP messages transparently towards the CN without needing to decode the encapsulated RANAP message.

2.4 Functions/Requirements of the adaptation layer
The adaptation layer provides the following functions at a minimum:

1. Transport of RANAP messages using SCTP over the Iuh interface between the 3G HNB and HNB-GW.

2. Support for associating and identifying UE specific logical connections i.e. identifying the RANAP messages belonging to a specific UE via the concept of UE context identifiers. The HNB-GW allocates a unique UE context identifier to each UE during the UE registration procedure. 

3. Support for routing the establishment of a signalling connection to a CN node within a CN domain i.e. support for Iu-flex at the HNB-GW.
4. Support for indicating the cause for establishing the UE specific logical connection; e.g. for emergency session establishment, etc.
5. Provide a mechanism to transparently relay the RANAP messages from the HNB to CN without the need to decode the encapsulated RANAP message.
2.5 Details of the adaptation layer 
This RANAP message transfer mechanism involves encapsulation of the RANAP message with additional header information; i.e., the "RUA Header". This additional header provides sufficient information for the HNB and HNB-GW to distinguish and associate messages to a specific UE. The additional header also provides information used to route the establishment of a signalling connection from the HNB-GW to a CN node within a CN domain (i.e. support for Iu-flex). The HNB-GW performs the NAS Node Selection Function (NNSF) as described in TS 23.236 [4] and utilizes the Intra Domain NAS Node Selector (IDNNS) information provided in the RUA header. The RUA Header also provides a means for the HNB or HNB-GW to indicate abnormal conditions during message exchange. As a result, the following adaptation layer structure is proposed: 

	RUA Header

	Payload Data


The PDU transferred via SCTP consists of the “RUA Header” and the “Payload Data” where the latter consists of either the RANAP Message to be transferred (ASN.1 formatted per TS 25.413) or an error indication message (as defined below).
2.5.1 RUA Header Structure

The following figure shows the details of the RUA Header structure.
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Figure 2: RUA Header  Structure
Version. 8 bits.

Identifies the version of the RUA header.

Payload Type. 8 bits, 0 to 255.

Identifies the type of information contained in the Payload data. The value of 255 is reserved for future use as an extension field
	Payload Type
	Description
	References

	0
	RANAP, RANAP message.
	TS 25.413 [3]

	1
	Error Indication.
	ERRIND

	2
-
255
	Reserved
	 


UE Context ID. 24 bits.
This context ID indicates the locally unique identifier allocated by the HNB-GW for a particular UE.
CN Domain ID. 8 bits.
Indicates 'CS Domain', 'PS Domain'.

RANAP Procedure Code. 8 bits.
Conditionally present if the Payload Type is set to RANAP and contains the Procedure Code value from TS 25.413.
Initial UE Message IDNNS. 16 bits.
Conditionally present if the payload type is set to RANAP. The content of this field is significant if and only if the Payload Data carries the RANAP Initial UE Message message (as indicated by the Payload Type and the RANAP Procedure Code).
Initial UE Message Cause. 8 bits.

Conditionally present if the payload type is set to RANAP. The content of this field is significant if and only if the Payload Data carries the RANAP Initial UE Message message (as indicated by the Payload Type and the RANAP Procedure Code).
Payload Data. Variable length.
Indicates the actual information to be transferred in the PDU. The usage and format of this field is dependent on the Payload Type. If the Payload Type is RANAP, then the Payload Data contains a RANAP message which is ASN.1 formatted per TS 25.413.


ERRIND: This Error Indication message may be used by either HNB or HNB-GW to indicate abnormal conditions during message exchanges.
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 Error Cause. 8 bits.

Identifies the cause for Error Indication message.
The following values are defined:

1 = Unknown UE Context Identifier
2 = SCCP Connection Establishment Failed

Other values are FFS


2.5.2
Setup and release of UE Context Identifier

The HNB-GW allocates a unique UE context identifier to each UE during the HNBAP UE registration procedure.. The UE registration procedure, as described in [5], is triggered by the HNB upon detecting camping of a given UE on that particular HNB. In addition to performing functions such as network-based access control and paging filtering, the UE registration is also utilized to exchange the context identifier for a given UE as shown in the following figure. The context identifiers are utilized for all UE-specific transactions (such as relay of UE associated RANAP messages) and provide a unique handle allocated and authorized by the HNB-GW to identify transactions of a particular UE. The lifetime of the UE context identifiers is the entire duration of the UE registration and the UE context identifier is released only at the time of the corresponding UE deregistration.
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Figure 3: Setup of UE Context Identifiers via UE Registration

Note: The UE Context Id value is used as the “Iu Signalling Connection Identifier” attribute value for use in the RANAP “Initial UE Message”.

2.6 Example Message Flow for RANAP Transfer 
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Figure 4: RANAP Message transfer using adaptation layer
2.7 Example Message Flow for handling abnormal conditions 
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Figure 5: Handling of Abnormal Conditions over the Iuh interface
3. Conclusion

We have described an adaptation layer to allow RANAP messages to be transported over the Iuh interface using SCTP. This adaptation layer provides an architecturally clean mechanism of identifying UE context over the Iuh interface and supports Iu-flex without requiring any change to the existing RANAP specifications. The adaptation layer also provides a mechanism for transparent switching of connection-oriented RANAP messages at the HNB-GW. Additionally, the transport of RANAP over SCTP via the use of this adaptation layer eliminates the need for legacy transport layers of RANAP, such as SCCP/M3UA, thus further minimizing or eliminating runtime and operational overhead associated with the legacy RANAP transport over the Iuh interface.

It is proposed to approve the above conclusions and capture the relevant parts of this discussion in appropriate TR R3.020, TS 25.401 and TS 25.4xx (i.e. new Stage 3 specification for Iuh interface).
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