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1 Introduction 
Output from RAN3#60 included a discussion [1] on various alternatives for handling the transport of RANAP (and other protocols) across the Iuh interface. This paper continues the discussion, specifically on the alternative involving SCCP/M3UA/SCTP at the transport layer for the control plane.

2 Discussion

2.1 SCCP/M3UA/SCTP at the Iuh interface
The use of SCCP at the Iu interface was inherited from GSM and also applied at the Iur interface. Its use at the internal UTRAN Iuh interface, between the 3G HNB-GW and the 3G HNB, may also be considered.
However, even if an “Iu-based” 3G HNB connection is preferred in RAN3, this does not necessarily mean that the complete Iu protocol stacks should be applied at the Iuh interface. There is already a common agreement that the ATM transport options specified in TS 25.410 will not be requested at the Iuh interface. 

SCCP is used at the Iu interface with the IP transport option. According to TS 25.412: 

1.
SCCP … provides connectionless service, class 0, connection oriented service, class 2, separation of the connections mobile by mobile basis on the connection oriented link and establishment of a connection oriented link mobile by mobile basis. 

2.
M3UA, refers to the SCCP adaptation layer "SS7 MTP3 – User Adaptation Layer " … also developed by the Sigtran working group of the IETF. An RNC equipped with the M3UA stack option shall have client functionality. This enables the RNC to report to the SGSN when it is a newly introduced entity in the network.

3.
SCTP, refers to the Stream Control Transmission Protocol … developed by the Sigtran working group of the IETF for the purpose of transporting various signalling protocols over IP networks. An implementation of SCTP to this document shall utilise the new checksum method specified in RFC 3309 … instead of the method specified in RFC 2960 … Multi-homing is a way to achieve redundancy with SCTP between two endpoints, of which one or both is assigned with multiple IP addresses. SCTP endpoints shall support a multi-homed remote SCTP endpoint.

RAN3 has already specified other means to provide connectionless and connection oriented services at the internal UTRAN interfaces (e.g. in NBAP), or at the E-UTRAN interfaces (e.g. S1AP).
The following sections discussed some drawbacks due to the SCCP/M3UA use at the Iuh interface.
2.2 Protocol stack complexity

The 3G HNB is a CPE intended to be sold to the customer to a reasonable price. Therefore, a simple interface between the 3G HNB and the network (3G HNB-GW) is highly desirable. 

SCCP has modes, messages and functionality that are not necessary for an access interface. This leads, when combined with M3UA, to a heavy weight protocol stack which will tend to use up the limited resources of memory and performance available in the 3G HNB.
With the SCCP model, assuming that there is an SCCP connection established per UE per CN domain between the 3G HNB and 3G HNB-GW, a large number of SCCP connections would have to be managed by the 3G HNB-GW. Managing this number of connections will add significant complexity on the 3G HNB-GW, for example, the “Inactivity tests” of SCCP on a per connection basis incurs significant cost due to associated timer management and inactivity testing for each connection. SCTP performs heartbeating at the association level and hence limits the amount of processing required to detect failures thus eliminating the need for a duplicate SCCP timers for each UE connection. The maximum number of heartbeat instances in SCTP is the maximum number of 3G HNBs per 3G HNB-GW.

SCCP Segmentation and Reassembly: SCCP provides the mechanism for segmentation and reassembly of the Network Service Data Unit (NSDU). For connection-oriented messages, if the NSDU is longer than 255 octets, it is split into multiple segments at the originating node, prior to transfer in the "data" field of DT messages. Each segment is less than or equal to 255 octets. Such forced segmentation and reassembly, especially over the IP transport, results in sub-optimal system design due to the following concerns

· Complexity associated with segmentation and reassembly.

· Under-utilization of the underlying transport bandwidth and unnecessary segmentation and reassembly.

· For the segmented packets, the SCCP stack on the HNB-GW would need to reassemble the packets, deliver to higher layer (such as RANAP) and then again be fragmented before being relayed towards the Iu or the Iuh interface. 

2.3 Signalling Point Codes

GERAN: SS7 protocols (SCCP/MTP) are used at the A interface. TS 48.006 specifies “In order to limit the complexity of the procedures, a BSS exchanges signalling messages only with its MSC, where a protocol conversion may be needed in some cases. Therefore no SCCP translation function is required in the MSC between the national and the local MTP. The Destination Point Code and Subsystem Number allow direct routing by the local SCCP and MTP within the MSC area. Therefore, no SCCP Global Title Translation (GTT) function is required.”
Pre-Rel-7 UTRAN: SCCP is also used at the Iu interface. TS 25.410 specifies : “RANAP may use SSN, SPC and/or GT and any combination of them as addressing schemes for the SCCP. Which of the available addressing scheme to use for the SCCP is an operator matter.” If SPC is used, it should uniquely identify the RNC, MSC/SGSN Signalling Point (SP) in UTRAN, or in a CS/PS pool area (assuming that the CN nodes do not support STP functionalities). The range of the ITU-T SCCP Signalling Point Code is limited to 14 bits (Q713, section 3.4.2.1). This means that up to 16384 SPs may be addressed within a CS/PS pool area. Due to the pre-Rel-7 limitation of the RANAP Global RNC-ID IE (INTEGER (0..4095)), the limited range of the SCCP SPC is not an issue.
Rel-7 UTRAN: After the introduction of the RANAP Extended RNC-ID IE (INTEGER (4096..65535)) in Rel-7, the coding of the ITU-T SCCP SPC may be considered as the main limitation to the deployment of RNS within UTRAN: Even if up to 65536 RNSs may be deployed in UTRAN, the operator should make sure that two RNCs within the same pool area (or the same set of overlapping pool areas) are not configured with the same SPC, assuming that the SPC allocated to a RNC is meaningful. Thus less than 16384 RNSs may be deployed within a pool area (or set of overlapping pool areas). The operator should also make sure that two Iur interconnected RNCs belonging to different pool areas are not configured with the same SPC.
HNB context: TS 22.011 specifies “It shall be possible to support at least 125 million CSG Identities within a PLMN”. Assuming single cell HNBs, an operator should be able to deploy at least 125 million HNBs (more if a CSG is served by several cells) in its PLMN (UTRAN), i.e. 125 million RNS, considering the “Iu-based” 3G HNB connection working agreement. The ITU-T SCCP SPC range limitation forces the HNB-GW to support a maximum of 16383 HNBs (assuming that the HNB-GW do not support STP functionalities), whereas at the RANAP layer, it might support up to 65536 HNBs (assuming that the Extended RNC-ID IE is meaningful at the Iuh interface). 
Dynamic binding of HNB point codes to transport network layer: HNBs cannot be bound statically to a point code because of their dynamic nature.  Just like IP networks have the concept of dynamic IP addresses leased from DHCP servers, a similar concept would be needed to lease point codes from a pool managed by a central administrative server.  The logic would need to allocate, reallocate point codes as HNBs register with the HNB GW and there would have to be a way to recover point codes from HNBs that have disconnected from the network (sometimes without deregistering). Additionally, since the point codes are dynamically assigned to HNBs, the function in the SCCP/M3UA/SCTP stack that binds the point codes to SCTP/IP addresses need to be changed to allow for dynamic binding updates.  That is, as a RANAP message is routed down through the stack, the destination point code must be mapped to a particular SCTP connection at the HNB IP address.  This mapping is normally static in a conventional SCCP/M3UA/SCTP stack but now the mapping will change as HNBs join and leave the HNB GW.  The stack software must allow dynamic updates of the mapping without incurring any service interruption such as a re-initialization.

The HNB “relocation” from an HNB-GW area to another HNB-GW area needs a reconfiguration of the HNB to ensure the uniqueness of an SPC value within an HNB-GW area and adds complexity to the HNB configuration (whether the SPC configuration is done during the HNB Registration procedure or by means of O&M configuration).  
The ITU-T SCCP SPC range may be considered as a limitation to the deployment of HNBs.

2.4 Signalling bandwidth

SCCP and M3UA add additional packet overheads. The fixed part of SCCP can add between 5 and 11 octets depending on the message type. However, this overhead should be compared to the overhead due to the “RUA” option proposed in [1] as an alternative to the protocol stack using SCCP/M3UA above SCTP.

The increased traffic due to the SCCP keep-alive messages (SCCP IT message) per connection is unnecessary due to the keep-alive facility already present in the SCTP layer.
Segmentation and reassembly at SCCP layer results in consumption of additional bandwidth.
All of the above additional and unnecessary control plane message will need to be encapsulated in security layer (example: IPSEC) for transfer over the Iuh interface and will thus increase the bandwidth required for 3G HNB signalling over an already bandwidth limited backhaul especially in the UL when using ADSL.  

3 Proposal

In order to limit the complexity of the Iuh interface (number of protocol stacks, processing and bandwidth), and avoid some limitation due to the ITU-T SCCP SPC range, it is proposed not to select the SCCP/M3UA option at the Iuh interface. 
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